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Printing History

The manual printing date and part number indicate its current edition. The printing date changes
when a new edition is printed. However, minor changes may be made at reprint without changing
the printing date. The manual part number changes when extensive changes are made.

To ensure that you receive new editions of this manual when changes occur, you may subscribe to
the appropriate product support service, available through your HP sales representative.

August 1992. Third Edition. This edition is an update to the Second Edition and is valid for
HP-UX Release 9.0 on all HP 9000 systems. Replaces Second Edition, HP part number B2355-
90004.

June 1991. Second Edition. Update to the First Edition for HP-UX Release 8.05 on Series 700
systems. Also valid for HP-UX Release 8.0 on Series 300/400 and Series 800 systems. Replaces
First Edition, HP part number B1864-90000.

January 1991. First Edition. Replaces manual part number 09000-90013. Valid for HP-UX
Release 8.0 on Series 300/400, 700, and Series 800 systems. The Networking Reference was
merged into this manual at Release 8.0.

New Features
This edition contains several new features.

Typography has been changed to conform to style used in other HP manuals as well as
industry standards (conversion complete execpt for parts of Volume 8). Command names,
argument names, and such appear on the printed page in exactly the same form as when they
are typed in commands or applications, eliminating much confusion regarding capitalization of
letters, which items are literals or otherwise, etc.

Progressive bleed tabs in each section are positioned vertically on the page edge according to
the first letter in the name of the manual entry for easier access.

As part of an on-going effort to improve the quality and usability of this manual, several
entries have been expanded and rewritten for better clarity and many examples have been
added or expanded in many entries. Many changes are a direct result of comments, requests,
and suggestions from users outside of HP.

Manual is expanded considerably to conver new functionality from Open Software Foundation
and several other sources as well as newer versions of NFS Services and other software
contained in previous releases.

Do You Have Comments or Suggestions?
Comments and suggestions from users about this manual are always welcome because they
are an important part of our on-going process of improving the HP-UX Reference.

Internal HP users send electronic mail to:
hpuxref@fc.hp.com

Other users, please use the reply card provided in the manual or send a note or letter by
ordinary mail to:

HP-UX Reference Comments, MS 11
Hewlett-Packard Company

3404 East Harmony Road

Fort Collins, CO 80525-9988, U.S.A.
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Section 1M: System Administration Commands

Entry Name(Section): name Description
intro(1M): intro .....cccoriiviiiennnnn. introduction to system maintenance commands and application programs
accept(1M): ACCEPL, TET@CL ..cvviiiiciriiririieieseses e ess et ssasreseessssestsssessssassstesrensasesaons allow/prevent LP requests
acct(1M): acctdisk, acctdusg, accton,

ACCEWEID ..o overview of accounting and miscellaneous accounting commands
acctems(IM): aCCEOMB ..covieeiicceierieicieccerreserecnenee command summary from per-process accounting records
acctcom(1M): acCtCOom ......coeeeereerrenererenenrreenes ..search and print process accounting file(s)
acctoonl: connect-time accoUNtIng ........ccviiviicininniinieneii s e e see acctcon(1M)
acctcon(1M): acctconl, acctcon2 ... ..connect-time accounting
accteon2: connect-time accounting ........c.ocvncniniiiinnincniiiin et eeareastesneetesteaenreabes see acctcon(1M)

acctdisk: miscellaneous accounting command ....see acct(1M)
acctdusg: miscellaneous accounting command ..o e see acct(1M)
acctmerg(1M): acctmerg ............eeenens .merge or add total accounting files
accton: miscellaneous accounting command ................... ettt et et e et et e bera e sa st saesaen see acct(1M)
acctpre(1M):  acctPICl, ACCEDTC2 .iccerrrrriiiinccrtrer et ctetiae e sessestonessesessesrossossonesussaessssrasnsns process accounting
acctsh(1M): chargefee, ckpacct, dodisk, lastlogin, monacct, nulladm, pretmp, prdaily,

prtacct, shutacct, startup, tUTRACCE ..cccovireeeiererierieieresaeesseeseeosenne shell procedures for accounting
acctwtmp: miscellaneous accounting comMMAN ........ccoveviieimiiieiiieiintiiirn e see acct(1M)
arp(IM): arp ....coceeeeee ..address resolution display and control
ASEIVEY (IM):  ABOIVET .cocovreeueieernerereeuistrisssseensesesassesestseesesautasssessestasststossatststesmesssossssssesssessssssssssnsssens audio server
audevent(1M): audevent ... ...change or display event or system call audit status
audisp(1M): audisp ............ .display audit information as requested by parameters
AUdomon(I1M): AUAOMON .......ceceeeerrereerrereereeereseesessaeseesesresssssasssessasssssessnsssesssssesnses audit overflow monitor daemon
audsys(1M): audsys ...... .. start or halt the auditing system and set or display audit file information
audusr(IM): audusr .......cccceeeeevreeceenennns etetesteessatiuearaeeraretee st e ebe st aesesebsanseeersassaseretensrarassand select users to audit
automount (IM): QUEOMOURL ...ccvviermniiieririeriensnenesaenenes ..automatically mount NFS file systems
backup(IM): Dbackup ....c.ceceeerreerrrsrmresrerensesseressessssesnsns Jbackup or archive file system
bcheckre: multi-user-mode initialization shell SCTIPt ...ccocoverrreremeceemsenceernncsiiecrrciessnricsiescsiesenenn. 56€ bre(IM)
BAL(IM): DAF cooviieriieceeeeeeeicetentree e svesssessasesesebessbeens ..report number of free disk blocks (Berkeley version)
BIfAf(IM): BAEAE ..ooeeveireriiieerecerinecnsessessesrseessssessessasresassensesnonnssnsesesaesesessesssses report number of free disk blocks
biffsck(1M): biffsck Bell file system consistency check and interactive repair
biffsSAb(IM): DLEEBAD c.oovvicicii ittt cesesrssensesesesesiesestssessssssesssssnssissrssasssssrsssens Bell file system debugger
bifmkfs(1M): bifmkfs rererrererrtet e aereearereserentensenaase construct a Bell file system
boot(IM): DOOL ..cccvurvrierirnrrcecneearisreseens eeresae et ettt ebrebes bootstrap process
DOOtPA(IM): DOOLDA ..oecevirreeiriretserrereeeresereseesessossesessesenssesssnesasstsssss sronsesssscsesssssoses Internet Boot Protocol server
bootpquery(1M): bootpquery .............. .send BOOTREQUEST to BOOTP server
bre(1M): brc, bcheckrc, e, POWErEail .....ccieeeierercrrrersesseeseeseesnssssnsessens system initialization shell scripts
buildlang(1M): DBULILALANG .ceeoreieernrereerenririarisesesseonscsesaosssessassarsescosesassessesns generate and display locale.def file
captoinfo(1M): captoinfo .......nnneneeeennne. convert a termcap description into a terminfo description
catman(IM):  CALIMANL ..occcvvveirireeieeceetree e sssaesesreecssrssessersssssnesnsesesssesssnend create the cat files for the manual
CCCR(IM):  COOK irriireieeirreniere e st srereseetesasas s sssssssaasssesessesescanssasesansenesssnssencasesend cluster configuration file checker
cfuser: identify processes cluster-wide using a file ........cccceoeiiimcnnriiinnnicniii see fuser(1M)
chargefee: shell procedures for accounting ............... teresrennennenranaens see acctsh(1M)
chroot(IM): CRTOOL ...ttt es s ssrssssssessanses ....change root directory for a command
ckpacct: shell procedures for aCCOUNLING ..ccccoveueereiivinireriteiiicececie et ere st sssse s see acctsh(1M)
CIri(IM):  CLEi oot e e tevereeesreeesareserateebeeeesaran rrenranaeetteaansanaenn clear inode
clrsve(1M): clrsve ....... rereeereentrenaens e eerre e —eebaae s clear x25 switched virtual circuit
cluster(1M): cluster allocate resources for clustered operation
CONAGIM):  COREIG .ovvriiriireeeecciee s creere e sirressessessesesesses saeasessessensescssssassenncn sesaneensed configure an HP-UX system
convertfs(IM): COnVETLES .....cccvreerccrennrieeneerereneesesnecssesesesncreses convert a file system to allow long file names
CPSEL(IM):  CDBOL ..ottt sttt ses et s e e s e teesne install object files in binary directories
CYOMN(IIM):  CIOM corvvivreicciieeietececreeeerteerreeessnreesteesossaresssesssssrasssnassssnssssss sossssessssnseeossssesssessenssinsnnesssssesnsnns clock daemon
CSP(IM):  CBP civiereeeeerrietecnetee s ereraesesaeaeraerseresssse s eenstssseseen sesannenssantastesensensasessersased create cluster server processes
eStmM(IM):  CBEM vttt ebeeaesens command line interface to the Support Tool Manager
cuegetty(IM): CUEGELLY ..cccccviirrerereireseririesrereesesesnesseseressessassesessessasseseseese set terminal characteristics for cue
cwall: write to all users in a diskless CHUSEET ........ccecvccrnirinirinccciini e ber e see wall(1M)
ACOPY(IM):  ACODY ecovvvririieenirireeriuiensessssareeieressessesssrassessesissesassessassesessesesessensenes copy file system with compaction
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Entry Name(Section): name Description
DEMLOG - online diagnostic system ... . . . e eeeeeetee et —eeserreeereeesennesensraes see diaginit(1M)
AevVNM(IM):  QOVIIM .ccveeiieeiiieeeiteeieie e etrreesiteses s tssressressesessesssbessssnssessssss snesossssessssvsrsssessssssssssesesssaseates device name
AP(AM):  AF oot ee e b e rer e aene s report number of free disk blocks
diaginit(1M): DIAGINIT, DIAGMON, DEMLOG, MEMLOGP .....ccccoovrtmrieiiereruorensessersorsssasrosasnone online diagnostic system
DIAGMON — online diagnostic SYSTEM ........ecceccerrurriricrecc ettt et e st e sene e see diaginit(1M)
diskinfo(1M): diskinfo ............. descnbe characteristics of a disk device
disksecn(I1M): AiSKBEOCH ...ccvvveieeeeiiriereeeeereerseneeseesensaesesesessensessessassesssenssrsens calculate default disk section sizes
diskusg(I1M): QLSKUSG .oocooreverreeiriieieietieeneenieseraseeressesenssseesesssssesssressonens generate disk accounting data by user ID
dmesg(1M): AMESBG ..oeeveeveervrnriecererearnranae ...collect system diagnostic messages to form error log
dodisk: shell procedures for CCOUNTING ...cccvevreriereiriiciereetceetire ettt enans see acctsh(1M)
dpPp(AM): AP «evvreernreeeneneccrnnie e e ...Dedicated Ports Parser, used by DDFA software

drm_admin(1M): drm_admin ...Data Replication Manager Administrative Tool
dump(1M): dump, rdump .. ...incremental file system dump
dumpfs(IM):  QUIMDES ...c.eoveeirienireteeic et trreesree e st tebeenteres st eses et sesesesseseenenesesesed dump file system information
ecclogger(1M): ecclogger, eccscrub ... check for or scrub out ECC memory errors

eccscrub: SCrub Soft ECC MEMOTY EITOTS .......cceeveeeuereeerereeeeseansessesessssessssasesessasesessasssssessosaseeses see ecclogger(1M)
edquota(I1M):  @AQUOTLA .eeeveeiiirrrerinrenriererteresieetssassesaesessasestesersasessesesssesesssssssesasssenessesenseseaesessesussionss edit user quotas
eisa_config(IM): €1i8a_CONELG .cccvirveinreieereereeeeeeeete et teneves e sesesbessseseesesnsssssrnssososensseas EISA configuration tool
envd(1M): envd ......ccccevrrirerrencenes ...system physical environment daemon

exportfs 1IM: exportfs ...
extendfs(1M): extendfs
fbackup(1M): fbackup ...

export and unexport directories to NFS clients
. ...extend file system size
....selectively back up files

fddiinit(IM): EAQLINIE cvivireieeeiieierieiierreeies e eesresssaeresseresorarsesssesesssnesssrssessrnssenssasesssons connect to FDDI network
fddinet(IM): £AAINEE .occiiierieecereerier et ereete e eeneseeeseessessesseenas list characteristics of nodes on FDDI ring
fddisetup(1M): fddisetup ... ...initialize and connect all system FDDI network interfaces
fddistat(IM): £AALBEAL wovveveereieiii et eeer e ereereenenes show FDDI interface status of the FDDI interface
fAddistop(IM):  £AALBEOPR .ivvveveeerereeieiruevereerarisereestrssessrssessassessessassesssesssssassessessseessessensosed connect to 1FDDI network
fPFAM): ££ oo, .list file names and statistics for a file system
fingerd(IM): £AiNGETA .ccvierireireieirirree et rercresttecabes s ese e sesesrssesemaseesenssssassesases remote user information server
fpkg(1IM): £Pkg .coveerrerenne file packager for use with update utility
FrecoVer(IM):  £T@COVET ...occcccvneiiieicenirteieiete s saseenestae s e sese srotantsaessesesesstinsnssonead selectively recover files
freezZe(IM): £XeEZE ...iiveeieeriverieecesirenaaeecsarestesssaenesssssesserssons freeze sendmail configuration file on a cluster
fsck(1M): fsck ............. ...file system consistency check and interactive repair
fsclean(IM): £8CLEAN ..cccvereveerriirnrarenreresnsrerescsessersnssssescnses determine shutdown status of specified file system
FSAD(IM):  £8AD coveorireeeerietieeereesiereraeeesesseeeeessssssessesessessessasesanssasessesassassensasessessessessstosessersssanse file system debugger
fsirand(1M): fsirand .. install random inode generation numbers
FEDAM):  FEDA woovenierierecieiereerete i eteseressaessesass sersbessesesrsasesessessessesassassesassesenssasessessessase ons file transfer protocol server
fuser(IM): fuser ........c.... identify processes using a file or file structure
fwtmp(IM): £WEmP, WEMDELX .oovveerreererireeeitireeseer e esaeeerentesseressssseseens manipulate connect accounting records
Zated(IM): Gt ...occceiviiieieeeniee ettt et e e st e s ettt et et sres st eaentenesene cneeed gateway routing daemon
FEtty(IM):  GOELY  .ovivceeeree et et caerasrser e ase e set terminal type, modes, speed, and line discipline
EEtXBE(1IM):  GOEX2D .uoiiieiiciieririnieneeeeieeeeeeeseesestessesessessesestensesasesste sesesseshssasssstsssasesossossntesessesasessnesses get x25 line
glbd(1M): glbd ............. Global Location Broker daemon
grpek:  Group file ChECKOY ........ooieiiiee ettt ettt seree e see st et r e sa e b steeate saessereeneen see pwek(1M)
hosts_to_named(1M): hosts_to_named ............creeeernrennes translate host table to name server file format
hpux(IM):  BDUX .ocoieieeiieeieeererertereneaeeeressseenesssesesssssssasssssassssasesssassensanns HP-UX bootstrap and installation utility
hpux_700(1M): hpux . ...HP-UX bootstrap and installation utility
hpux_800(1M): BPUX ..cccocerirerireeienienirieceeesseeseeretsssessessesassesesessssasssssssssssns HP-UX bootstrap and installation utility
hpuxboot(1M): ODSO0IEEE EILTY ...ccoceviiriricieririietece e sreee et cerberesas et cresresassaseseressosaarasesesensons sessescsesenns see hpux(1M)
ifconfig(1M): ifconfig ......... configure network interface parameters

INEtA(IM):  ZREEA oot sreriettnresaetessesessabesessess s assesesseressanbassosersessasesssorostes Internet services daemon
INEC(IM):  ADIt, E@LINIL coooiiiiciccccteeeeee ettt e b e sareebeereaeraentes process-control initialization
INSE(IIMI):  ARSE .ooiiveiieiieieiici ettt et cee e se et easentessesasestesssnsesssessesssessersesreseesssesserssnsassesnren install special files
INStall(IM):  ZDSEALL coocecciiieieeeereieti e ereerere e sebee e sbeae et essessssssnessesans ssesssssrsesssssessresssnsersssensesasssnns install commands
instl_ adm(1M): instl_adm .. .maintain network install message and default parameters
FOINIE(AM):  HOIDAL ottt eete et ee st esveesetesteesasseaessaeseeessssssnsenserensssssesssnessessssssssssnasanses initialize /O system

H10SCAN(IM):  LOBOAM .coeecreeririiieeeere e cerrereeaeestete e e eseebeenesssesasssesesraessesssesserserssessasssosessrssanssensess scan the /O system
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Entry Name(Section): name Description
BSH(IMD): 81 ittt et e e sttt b e r ettt e et et e an et ebes e e s an e aan initial system loader
killall(1M): killall ...ccoccovmiiermnrenrnmnnnieeionnenens kill all active processes
labelit — copy file systems with label checking .. reenere s nresesse s sneneene. 5€€ VOlCOPy (1M)
lanconfig(1M): lanconfig ... ..configure network interface parameters
landiag(IM): 1andiag ...coceeeereeiiiereereieeeiestereeseereseessesessesssssssesssssssesssssssessssrsssssnsons local area network diagnostic
lanscan(1M): lanscan ... ..display LAN device configuration and status
1ast(IM):  1a8t, LaBLD .ottt ce s sre st s sese st sne saesaennenseses indicate last logins of users and ttys
lastb: indicate last logins of users and ttys ....... see last(1M)
lastlogin: shell procedures for CCOUDTING ......cccveereiiicrirreee ettt ettt vaecaeanas see acctsh(1M)
1b_admin(IM): 1b_admin ......ccecvreirivrveanne ..Location Broker administrative tool
T_teSt(IM):  1b_£@BE ..ccoriieeeeeieceeie ettt scese e eaesess st st as s e sasssssnsssssnassbesesesd test the Location Broker
Lnk(1M): 1ink, UnLink ...cccoeovioeiiieieceecrceceeseee e eseseresee vt ot aerssanes exercise link and unlink system calls
linkloop(IM):  1inK1OOP ..ccccvvrmierieerninrnnrereseeesnsssseressesesssessens verify LAN connectivity with link-level loopback
IBAIMOEG 11D ceooioiereieririeieieee st sesseetesseest s sseseaeesesetessesssensssasesessaesseresssnsssassens Local Location Broker daemon
localedef(1M): localedef ... ..generate and display locale.inf file
JOCKA(IM):  1OGKA .oveviuiiimeiiiiereeerenteeeiearaeresesssescassaseusss et steestasetss st sesssesssssnsnsssesenssanensnsiesnns network lock daemon
Ipadmin(1M): lpadmin ... ....configure the LP spooling system
Ipana(IM): 1pana ........ccoccvroneennnnnne .print LP spooler performance analysis information
lpfence: set LP scheduler priority fence ........c.cooviiviniinriecnincre e et sesnes see Ipsched(1M)
lpmove: mOoVe LP Scheduler TeqUests ..o irirerecie sttt restetes e seeseeee e smescaen et enesenes see lpsched(1M)
lpsched(1M): 1psched, lpshut, lpmove . start/stop the LP request scheduler and move requests
lpshut: stop LP Scheduler TEQUESS ......cocoiveieoiirieiieienis st eretsensaetsreree e s e stesensstsasssnesseneessnnenas see Ipsched (1M)
Isdev(IM): 1sdev ......ccovveevvvrennens .list device drivers in the system
ISSE(IM):  L8BE cocoiieieereieeceeeteereee et ererrcee st saes s e assbsbeseesestesbesssrerssssersshensebessessesersessesnsnrtessenserenses list a special file
lvchange(I1M): L1VCRADGE ...ccccciviveeeeieieieereressinsestesseseenessesseressssasssssesesssssense change logical volume characteristics
lvcereate(1M): lvcreate ... RN ..create a logical volume in a volume group
Ivdisplay(1M): IvAiSDIAY «cocoveorrrererreienierirerareessssesesesessssessssesesasasenss display information about logical volumes
lvextend(1M): 1lvextend ...... .increase physical extents allocated to logical volume
IvInboot(IM):  1vINDOOL ....ccoecviriecreeeecririeicteere e st ereenenans prepare Logical Volume to be root, swap, or dump
Ivmerge(1M):  LVINEIGE ..cccvvieeeeeeirieeetcrree e erecateeresseessessesesseessesreersnaeessenesnnsns merge two logical volumes into one
lvmmigrate(IM): lvmmigrate ..., migrate root file system from partitions to logical volumes
lvreduce(I1M): 1vIeduce .......cocieriivirnrensennesensessenenns decrease physical extents allocated to logical volume
lvremove(1M): LVIemMOVE ....cccocvceerireerririreennenireesseseesnnsessessesssssnsenees remove logical volumes from a volume group
lvrmboot(1M): 1lvrmboot . ..remove Logical Volume link to root, primary swap, or dump volume
Ivsplit(IM):  1VSDLit .cocecovviriirirenrerenennieseenere e seereeenevsenas split mirrored logical volume into two logical volumes
lvsync(1M): 1lvsync ... .synchronize stale mirrors in logical volumes
makecdf(IM): maKeCAE ....c.ooiirrieeireie ettt ve st cresestsaen e sesesemsesesensl create context-dependent files
makedbm(1M):makedbm ................... make a Network Information System database
MEMLOGP — online diagnostiC SYSEEIM ....c.ccveveeoeerruieciieieee ettt eer e e stesae s esesessanseseresessessees see diaginit(1M)
MITTOL(IM):  MLTTOT coeiioieceiciireert ettt seatete st tsesssetes s ebesrasasesarsasssassasessasessnsaseserssrsesse disk mirroring utility
mirrorlog(IM): MITTOTLOG ..covviicrcreeernmeieeeeneeniriiereseeseisesnseeeens state-change logger for mirror disk subsystem
mkboot(1M): mkboot, rmboot ..install, update, or remove boot programs from a disk device
MEAEV(IM):  MKAGV ...cevienrieieriiarriiieeesteestere et ssseses s esessssssosessesasessssessseressssssnseteresssesariesssssnsnses amake device files
MEES(IM):  MKES .ouoiuieeerieieiereenietiiescreteessiesesssesssasasasssassesaesasesasesasesasesesssssesssesssssssssnssassansssnnned construct a file system
mklost+found(1M): mklost+found ... .make a lost+found directory for £sck(1M)
MENOA(IM):  IMEDOG ...oveieieieeiriercerieie e rres et et sssareaaess e esese s ses s sassssssesnsnasasssssasarsned create special and FIFO files
mkpdf(1M): mkpdf .. ..create Product Description File from an input
MEES(IM): MKTS oooieeerieiceeeecce e tea e st aea e eaete s sae s s nssssssnesnassebesesesesesasennes construct a recovery system
MESH(IM):  IKSE .ot cetie st s sestesssesaessaasesesessassaassesesssasasessesesasasesessssassesasssssssessassses make a special file
monacct: shell procedures for ACCOUNLING ...cocervueveeeeiriiniireriierrent e v et sie e e saes see acctsh(1M)
mount(1M): mount, umount ................... .mount and unmount file system
MOUNEA(IM) I MOUDLEQ ..voevieeiinieeeicecce e crer e eresaeasese st aeneanestessens sesssossossssosassossessosensessens NF'S mount request server
mstm(IM): mstm....... ..menu interface to the Support Tools Manager
MVAIP(AM):  IVALT 1ottt steesie st ss et besebetstesasesseesarasesesase stsssabenssasebesssssessarssnessasssons amove a directory
named(IM): DAMEA ....coooueiriecrereereriieerins et st esesesebes e e sesasesesssesebeansasessansestsasssens Internet domain name server
ncheck(1M): ncheck ...... .generate path names from inode numbers
netdistd(IM): NetALBEA ..covieceeiieereeienieietee e st eserse e et a et aes sesssenesenesens network file distribution server
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netfmt(IM): DELEME ..cccovvieeiriiiieceieeiecrireeietsseresaesesesastssesassesesnsrasesesnssases format tracing and logging binary files
NEttL(IM): BELEL .ottt ete e sasraseesastesesten e st srensesbssassensessateerennal control network tracing and logging
nettlconf(IM): DELELCONE ....ccovvieireeeeeienreeeesresiesassesesessesaresssssesseseres configure Tracing and Logging commands
nettlgen(1M): nettlgen ....... ...generate network tracing and logging commands
NEWES(IM):  DEWES ..cccciriicirenicieiniereiste e st sesesessensseseresassesnnerssersssssassanssesesssnessrasearonsed construct a new file system
DESA(LM):DESA, BLOA vcvvereeieirieiieireriresseraseseraesessseesesessssestessrsssesantssesessssssessasaressesesansssssessarsssssssesesessases NFS daemons
NESStAt(IM)IRESSEAL «.ovveiciceriricicecisisnee et esss st e son s sese b sassesan s sessossbssons Network File System statistics
nrglbd(IM): nrglbd .....ccvvcecieeenennennns .Non-Replicatable Global Location Broker daemon
nulladm: shell procedures for aCCOUNTING ...cccoievevrereiriiiiiininnieinnneiereersrerinriesesesereresessessassesiesesnssecs see acctsh(1M)
0CA(IM): 0CQ .o sraesenea s ...outhound connection daemon used by DDFA software
ocdebug(1M): ocdebug .. ...Outbhound Connection Daemon DDFA debug utility
OPXZ2E(IM):  ODX25 .occeeivririereeierireeresteressteerressessssasssserseseeressessosesnesassessesssssssessensessesssosed execute HALGOL programs
PCNLSA(IM): PORESA ....oviveriiierecriieecrerieieeseiaesereetesbesessessessesesssssssessessasarssssosensastsssessssestessossssessenesses PC-NFS daemon
peserver(IM): pcserver ... ....Basic Serial and HP AdvanceLink server
PAC(IM): DA ..uiiiiircrecceeitee e eneetrsesestssesenesassesestsassenssseseseacsssssstssenessssene processor-dependent code (firmware)
PAfck(IM):  DPALCK cocoererercerereeinrenreernieeeeesessasnessssssenssssssesnens compare Product Description File and file system
pdfdiff(I1M): pdfdiff .. . reetere et sae s st st e asbe st b ebasts compare two Product Description Files
PEXT(IM):  DOIE .couooirecriererieieerereecensereeressaseesessassassasnesessesessessessosesassessessessasesasnsansend test the NCS RPC runtime library
PINZUIM):  DADG covriirieeniirinriniesenteisiessessessesteraessssessesastesss st sssesesssssssestessesensess ssesessorssesssnsastesensaressessesasss echo packets
portmap(IM): POrtmap ......ccvereererrerereerverenes ... DARPA-port-to-RPC-program-number mapper
powerfail: power-fail recovery Shell SCHIPt ........ccocvirrirmiviiiiniiiiniini i see bre(1M)
prctmp: shell procedures for accounting ...... ....see acctsh(1M)
prdaily: shell procedures for aCCOUNEING .......ccovceriicierriisirneeiiiinee st senerensan see acctsh(1M)
ProxXy(1M): DIOXY ...cccccoveevevurrerrerrerveresanrorenns ..manipulate NS Probe proxy table
prtacct: shell procedures for CCOUNTING ......ccveveerireeierrererernreriinreenreerecrereseesseesessenesssnesesarsersanses see acctsh(1M)
pvchange(1M): pvchange ........ccccceceruerenns .change characteristics of physical volume in a volume group
pvcreate(1M): pvcreate ...... . ..create physical volume for use in a volume group
pvdisplay(1M): pvdisplay .. dlsplay mformatlon about physical volumes in a volume group
pvmove(lM): pvmove ......... ....move allocated physical extents to different physical volume
PWCK(IM): DWOK, GEDCK .ocorrreceirienienrienteriestensaesseseesesssessessessessessssnsessessessssssssssessessessacs password/group file checkers
QUOL(IIM):  QUOL .eeoverierieicierieteeecee e rr e ersetsetesneseeaesresnssersssessrsansesessensesensrnssrsesenses summarize file system ownership
quotacheck(1M): QUOLACRECK ...ccoeereereriereeriierrirsereresessessesnessssensssessensersons file system quota consistency checker
quotaoff — turn file system quotas on and off .........c.coecciiiviieiniii e see quotaon(1M)
quotaon(lM): quotaon, quotaoff ............ ..turn file system quotas on and off
TDOOLA(IM):  TDBOOLA ..oocvveeveeeceeetiecreenierecreetresesetecrrestessessessresesassssesasnssessessesssessessesssarssssenssassensenstn remote boot server
rcancel(IM): rcancel ........civvenrenene remove requests from a remote line printer spooling queue
re: system daemons start-up shell SCHIPE ........cccecvvreiiinrirnceirie ettt eris see bre(1M)
rdump: incremental file system dump across NEtWOTK .......c.covrveecirncrinuesre et este e ssseenes see dump(1M)
reboot(IM): TeDOOL ...cueccvviiiicieerieervernvenereeesaesresonees reboot the system
recoversl(IM): recoversl .. ...check and recover damaged or missing shared libraries
regen(1M): Tegen ....c..cccivicnirnreerinniesnnnienessesesssnsessscsrsssesessens regenerate (uxgen) an updated HP-UX system
reject: Prevent LP FEQUESES ...ttt sttt eensceeae st tessaesaessaeesreeesesesbessnsensbennnd see accept(1M)
remshd(IM): Tem8RA .......ccooceiueiiiierieeesiecrieteeneeseecrnseseecsressssssssesssessserensessrssrnessessssserssnsnnsssses remote shell server
repquota(IM): TeDQUOLA ..ccceeeieieeneecieierreeeiesseteerernssesteseesassessssasasrssnessssenes summarize quotas for a file system
restore(IM): restore, rrestore .. restore file system incrementally, local or over a network
YeVCR(IM): TOVCK .ioviciicrteeteeetniceecette e tetes e sass e stssaessnesnssnes check internal revision numbers of HP-UX files
rexd(IM):  TeXA ...ccccvivernrrennrereresresesrnressressesaseeseresenns ...RPC-based remote execution server
rexecd(1M): rexecd ... - rereretesae bt e sassbe st b aeba s sarebsesaesasene remote execution server
ripquery(1M): ripquery ... rereebeeteater et s rtsb sea e st seaResesas st ebsesesatranabens shasbestertsrnesirneressd query RIP gateways
FID(IM):  TID oottt et seestes s ssassteebesatsotssesssnessesnesssosssrsnses srsesnossessasssenerons remote loopback diagnostic
rlbdaemon(1M): rlbdaemon ...... ....remote loopback diagnostic server
rlogind(IM):  TL1OGANA ....ccviverrrrrenrrenreiieresereresesseresasessssssesseresastasssssessessssessssesestossssssesesarassesessones remote login server
FID(AM): TID oot senesesrersraesessseresssssessesssessssssssessesone send LP line printer request to a remote system
rlpdaemon(1M): rlpdaemon ...line printer daemon for LP requests from remote systems
rlpstat(IM): rlpstat ....ccccivoiienreiinereieeseesessennas print status of LP spooler requests on a remote system
rmboot —install, update, or remove boot programs from a disk device ......c.ccoceveverrireruererieneeeennes see mkboot(1M)
rmfn(IM): IIMED .ottt sa s eaesaneenes remove HP-UX functionality (partitions and filesets)
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rmsf(IM): TmMBE ..ot ceee et sae sea b R e r s neaen remove a special file
rmt(IM): rmt ... ettt stes e st et et s et sneasra et shssbesesasasans remote magnetic-tape protocol module
FOULO(IM): TOUL® ...oiiciiciriricineeintcret e ete et st esnanassssssesen s srassnasserasnesesens manually manipulate routing tables
IPCANfO(IM): TPOINEO ..ouciieeiricnrinesietsee et aeisesesesse st stasssssaessssesera s sssesssssssssssassssasssssasans report RPC information
rquotad(IM): TEUOTAQ ...c.ccoeereieeceereetirie e caereresensssesebssessesosssnesesersonsssersensssrtosessensassssesssasens remote quota server
rrestore: restore file system incrementally over & NEEWOTK ........cocecveevenirisennernnerienecseeciasessiesese see restore(1M)
rstatd(1M): rstatd ......... ...kernel statistics server
runacet(IM):  FURACCE ..t eess et ceraseesesessessbessassses et ssssesasensssssassssensssnsssssaassennns run daily accounting
TUSErSA(LM): TUBEIBA .....cocovreuueninrrecerererereseesesssersesesssissassasssssassssssessssssanssssssssssnssssssssssss network username server
TWALL(IM)IZTWALL ...ociiiiecrniienieiinies st ssssesosstesesesesessssssssssssssssnsasssnssesssosssersssses write to all users over a network
rwalld(IM): TWalld ....ccoceveririerenrenrrenrieeesescesesnsesnsssenens network rwall server
rwhod(1IM): rwhod . e heh et sttt b e bt et saueR s saerboResbesusnreRestebashbeReshsbnsaassasend system status server
sal(1M): sal, sa2, sadc . .system activity report package
sa2: system actlwty report package ........................................ see sal(1M)
sadc: system activity report PACKAZE ......c....coeererveenerererennrinsensessnssseraresassessssesssssssnssassesesencrssseeressncs see sal(1M)
sadp(1M) 8adp .......cccoeverreeervereennne rretesenecnsn e e saeaestsnsebeneets disk access profiler
SAM(IM):  BAI .c.o.ovirierreecieerierene e tessresaenesebebeastesssesesssesebosesersssassesesssessrsesssssensseass System administration manager
savecore(IM): Savecore ..........eirennsennins save a core dump of the operating system
scancore(1M): S8CANCOTE .......cerernerrnrverineenierereesssareesssssnsenee reerererseressenaeseeresnsaid scancore dump analyzer
SCSICtL(IM):  SCBLCEL ..ottt s s srss s s sereesressessbeberesasssose s saessraserntsnnsend control a SCSI device
SAfAF(IM):  SALAL ...ccovreereerererirererererenererasessere s esssessssssssssssasssasasesassessassnsesnses report number of free SDF disk blocks
SAfSCK(IM):  BALEBCK .coccuvvererreccnirerreseesesesssersssssssesssessees SDF file system consistency check, interactive repair
SAFSAD(IM):  BALESAD ..ccovivvvrreccerireeeeteraeesresessesesessesessssssessssssessasssesesssssssnsses examine/modify an SDF file system
sdsadmin(1M): sdsadmin ......... rrereereeessrasanens administer an SDS array
sendmail(IM): SeRAMALL ....ccccvivriruricncnneireesireseunessessesssssssscsesscessesesessassassssessssesasossssssns send mail over the internet
SetmMNt(IM):  SBELIMAL ....ccceoireriirceeneresenreersseserssestesssssssssaesessseressaesesasssasssesend establish mount table /etc/mnttab
setprivgrp(1M): setprivgrp . ...set special attributes for group
Showmount(1M): ShOWIMOUDLE ........cccecerererrererermrrssesseressseesessssesssssessesesensens show all remote mounts
shutacct: shell procedures for accounting ............ eeeteeereseerereseesstsseatane sesesberetsuassasansasnnasns see acctsh(1M)
shutdown(1M): shutdown . terminate all processing
sig named(I1M): 8ig _Ramed ............cieeieiecinieesiesneressessssessssssssesens send signals to the domain name server
snMPA(IM):  BHIPA, ...cceeververierieerereseresesssassesssesssasstssssssesssesssanssasansasss daemon that responds to SNMP requests
spray(1M): spray ........ ettt st s b see st s et e et SR Sase e s eRbessa b e SRS b s Rt s b shussabsbtbberRsOee spray packets
SPLAYA(LM): BPTAYA ...ocooveeeereririirntenetese e eresrssesessssssessasessaessssssessasssessssssessosssssssssesessosansssass esarssssssanssanen spray server
startup: shell procedures for accounting ... ..see acctsh(1M)
statd(IM): statd .......covrevrevenncereenneenns network status monitor
stcode(1M): stcode ......... translate hexadecimal status code value to textual message
subnetconfig(1M): subnetconfig ........ treeereereetentetesnesasaaste asaestaes traanteserstnnetase configure subnet behavior
swapinfo(IM): SBWADINEO .....ccccceiiiiiineeriecenrsecnreecsesasresssessssensstesaonsssasentssssencnes system swap space information
swapon(1IM): swapon ...........cco.... ..enable additional device for paging and swapping
sWitchdiSkI(IM):  SWitCRALBKL ...cccccvvverireerieienreerenntiessressssssesasssrasessssassesssssarssasssasas sassessassscsssesesssssessons lock disks
switchheartb(1M): switchheartb .. send state-of-health messages to standby
switchreadp(IM): switchreadp .........ccoerererereerereresrereeneesenns ...monitor health of primary host(s)
switchsetfig(IM): sWitch8etELg .....cccvrvvereeerrrrirerrsenrerreresssesssncsessnens ....set the boot flags
switchsetlan(IM): switchsetlan ..........oicoiieerereennns set LAN station address
sync(IM): sync ......ocevmrernens reesreneseestesaasessestonseraranssnsants synchronize file systems

periodically sync for file system integrity
analyze system definition information

syncer(1M): syncer
sysdef(1M): sysdef
sysdiag(1IM): sysdiag
syslogd(1M): syslogd

telinit: process-control iNFtIAliZAION .......c.ccceverviiiereerireciirenee e sresseeressessassesssinensnesssessessersans see init(1M)
telnetd(1M): telnetd ........ccoeververennne s sasend TELNET protocol server
tftpd(AM): tfepd b e s bbb s s s ae seb e sesg st e e s eaenanentesesenasneaes i rivial file transfer protocol server
BC(IM):  BLC ittt es et b esastase s stases st et sebs s st ssbasbas e entsebe et et ssanstass cassessstns terminfo compiler
tsmlpadmin(1M): tsm.lpadmin ........... ...add or remove a printer for use with tsm(1)
tunefs(1M): tunefs tune up an existing file system
turnacct: shell procedures for accounting tearereessstsaasas s estasesrnsntrese see acctsh(1M)
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umount: unmount a file SYStem .......cccoeveevrernvereenrie e eeerrrrneseeeresenasasnearnenenseed see mount(1M)
unlink: exercise unlink system Call .........ccciivinminecnniimetiiicieneeesssseiesesos s eserosed see link(1M)
untic(IM): untic .....oeevecrerennens . . terminfo de-compiler
update(IM): update, UPALSEt ....cccevvrererernreieersernessersssersesenees update or msta]l HP-UX files (software products)
updist - update or install HP-UX files (software products) ........cceccermnreemcisnsnniniscsssnsesisssssassesnaone see update(1M)
uucheck(IM): UUCRECK ...cceeueireeiieerenesseriessessnnessessssssssesssassesasessns check the uucp directories and permissions file
uucico(1IM): uucico ....... . ereerteesressenesanebaestebresrtessresstanteseraasans transfer files for the uucp system
uuclean(I1M): UUCLEAD ....cccovevirniecuerenierseeeneasertessesesaesessssssssssesessssssassseesensessssconsecs uucp spool directory clean-up

uucleanup(1M):/0/0uucleanup ..
uugetty(IM): uugetty ..............

. uucp spool directory clean-up
...set terminal type, modes, speed and line discipline

uid_gen(IM): UULA_GON ...c.ceenrececriceneeseneseneeeesseessssssesesesssesasssassessseresssssessasssassasesans UUID generating program
uuls(IM): uuls .......ceeeenne ...list spooled uucp transactions grouped by transaction
uusched(1M): uusched... schedule uucp transport files
uusnap(1M): UUSHAD ....ccccceerrecnerreecreranrernesesosanee ....show snapshot of the UUCP system
uusSNAPS(IM):  UUBNADS .c.ooceoerieccerertenenrnin et esssetsssstescassssesesessssasassesssassesens sort and embellish uusnap output
uusub(1M): uusub eeeeeteeetas e artrtes et seet et e st eranetetanesRertessehessertsasnertsesereses amonitor uucp network
uuxqt(IM): UUXGE .o ..execute remote uucp or uux command requests
UXEON(IM):  UXGON ..ottt ettt et e stststne st enss st sesssrsstaesassssssresensond generate an HP-UX system
vgefgbackup(1M): vgcfgbackup .. ... create or update volume group configuration backup file
vegefgrestore(1M): VgCEGTeBLOTe ......iineniennenrsereeserseeerssessssssorsnnes restore volume group configuration
vgchange(1M): VGCRhANGe ......cccceeeevrveereererneiesrerssssrsessesssaessessensoseses set volume group availability to yes or no
vgcreate(1M): vgcreate ... create a volume group
vgdisplay(1M): vA18DL1AY ...cccecveierrurrenriceresisenesssereseresasesessnsaersssesnsss chsplay information about volume groups
vgexport(1M): vVgeXpOTt .....cciiieneneninensennns export a Volume Group and its associated Logical Volumes
vgextend(I1M): vgextend .........ccornerrecrneerissssaesssnensescons extend a volume group by adding physical volumes
veimport(I1M): VGAMPOLL ..cccoiriiiverieenierecseriniensisserensessersesessessssssassessesen import a Volume Group onto the system
vgreduce(1M): vgreduce ...... ....reduce volume group by removing physical volumes

vgremove(1M): VgIemOVe ........curenineomminieeresessssnsesssensns remove volume group definition from the system
vgscan(1M): vgscan .......... ..scan all Physical Volumes looking for Logical Volume Groups
veSyNC(IM): VEBYDC .covvieererenetiinesiennetneressssassessesnnns synchronize stale logical volume mirrors in volume groups
vhe_altlog(1M): vhe_altlog ........ login when Virtual Home Environment (VHE) home machine is unavailable
vhe_mounter(1M):vhe_mounter tereeeseeeetstantesbebbereebe st esse e saate start the Virtual Home Environment (VHE)

vhe_u_mnt(1M):vhe_u_mnt ........ccerurneene perform Network File System (NFS) mount to remote file system
VIPW(IM):  VADPW .coovvrriiieriienerenrerneesessentesessersessssesens - ...edit the password file
volcopy(1M): VOLCOPY, 1@DELAEL ..ceeeeeereercererrecrnrneeseeressessssesesrersessesassosnaness copy ﬁle systems with label checking
vtdaemon(1M): VEAAGIMON ......cceeiveireieerenreresneosesssesssssesssssesassssesassssssess sessasssessassssssaserssansssaes respond to vt requests

wall(IM): wall ........coomeee. - rereererresrererrasnnaesesd write to all users

WHhOAO(IM): WROAO ...cciiiiecreeiiinnecreiecsiecraiesseessssassessssssststessesssssssssasesssssassssssstenesssssss which users are doing what
wtmpfix: manipulate connect accounting records .. rrreuee et e s sea e ersenter et bttt s b b ebeneusntes see fwtmp(1M)
x25check(1M): x25check, x258erver .............. .test X.25 connectivity between local and remote nodes
X26INIt(IM):  X251RLE oot sieesese st esessne s srecnsecsssones configure and initialize X.25 interface card
X251btest(1M): X25IDEESE .cceccerrreeenrcercrenireseesesessseesssesssasssosssssansssssssssssncses X.25 interface card loopback self-test
x25server: X.25 test server daemon .............. ererteresresasaesesstesartortstssnsererbsrssssrasat ot shssnsasshenns see x25check(1M)
X28SLOP(IM):  X258LOP -.eccovevereererercrrrnrenrseresresssssesssesessesssnssensnsrssssssasscns shut down X.25 interface card gracefully

x26upload(1M): X25uUPload .......ccceererererseensiensrersensenes
x29printd(1M): x29printd

...dump X.25 interface card memory into a file.
PAD remote printer server

x29server(1M): x29server ... seeesereee.-X.29 PAD support server
x29%uucpd(IM): x2Suucpd . rreeererveneerarraensestes TELNET protocol server
XSEMIM):  XBEM c.ooiiecrerirceiee et reresreresesreressesosesassebessesensanssssesensssesesessesesersssases X11-based support tool manager
ypinit(I1M): ypinit ............... build and install Network Information Service databases
yPMake(1M): YDPMAKE ...c.cverereernrerneerennrseresssessesassssesssens create or rebuild Network Information Service databases
yppasswdd(1M):yppas swdd .. daemon for modifying Network Information Service passwd database
YPPOLL(IM): YDPOLL ....ocevirireararcererenenseressossssssssessssensssssssssassons query NIS server for information about an NIS map
YPPUSh(IM): YPPUSH ..ot srseaenes force propagation of a Network Information Service database
ypserv(1M):ypserv, ypbingd ........ccccoerevnrevereresenennens Network Information Service server and binder processes
ypset(1M):ypset ...... ....bind to particular Network Information Service server

ypxfr(1M): ypxfr, ypxfr_lperday,
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ypx£fr_lperhour, ypxfr_ 2perday ........c..ceerreenens transfer NIS database from NIS server to local node
Section 4: File Formats
Entry Name(Section): rame Description
INEPO(4):  ADETO woreiiccreriicrerecstn e st et eseasse st s e e sassesssestabasesesassssasssassasessssssanasaesenseses introduction to file formats
acct(4): acct ... ..per-process accounting file format
A.0UE_300(4):  A.OUL ..eeviiirreerecreenieirenanereeseeesaesssessnsessnsssonsans assembler and link editor output (Series 300400)
a.out(4): a.out ... ..assembler and link editor output (architecture dependent)
A.0UE_800(4):  .0UL ..ottt sesssraserecserssesasene assembler and link editor output (Series 700/800)
BE(4)] AT .ot tsae s st e rase e et e e e st Rt ss et s sresesenaaeressstr suemnns common archive file format
audeventstab(4): audeventstab .... ...define and describe audit system events
audit(4): audit ......cocveneinnennns ﬁle format and other information for auditing
DAF(4):  DAE ceoviiirereienerenreeecreeseesestassestessssasssssessesessessessssanssstrsessssessessatesensesressansas Bell Interchange Format utilities
btmP ():  BUMP @NETY FOTINAL .oevceeeveriiitieee i e ce e ees e erseresaesasse sressstassassesassessesrsssasaseosass sossrorss See utmp(4)
CAF(4):  CAE .ooiieeceririerereetsteserteresesstesesessessessessessosssnsssasesssranssnt ssssessssesstssesssanssresssssonssssnses context dependent files
CDFinfo(4): CDFinfo .. ...CDFinfo file format and rule syntax
CALS(4):  CAEB cvieieeirreceececeeeet e rtrete e see e aestestaess sevessassessessassseresseseesaassnsssanen format of CDFS file system volume
Cdfsdir(4): CAESALY ..oviiirernricrerreneenensecsessrsrsressesanassesans ...format of CDFS directories
cdnode(4): cdnode .. . treeseentesaenraeresresesanssasasansseseses ..format of a CDFS cdnode
CAYOM(4):  CATOM ..ocecevererecirreeierteesteeternsesserercassessensesesseenssassassssesssrsssossssssssssenesns CD-ROM background information
charmap(4): charmap ...... ..symbolic translation file for localedef scripts
checklist(4): CheCKLiBh .ciirnriirereeesrreniernerssssesssssessosesasscssssasnenses static information about the file systems
clusterconf(4): cluSLETCONE ......cccvriveerrnirenierintereniseeseresssesessesssaessseseseens cluster configuration file, cluster.h
collate8(4): collates .......... collating sequence table for languages with 8-bit character sets
COT@(A):  COT@ .ooiivirieeerierireereeee e ete s sess e s saesebssraesssssresbssassastestesesssessastostssaraesesssssassssese format of core image file
CPIO(A):  CPIO ceeereerrierieeirtiere st ee et srr e e essseseeaes sesseasares senasssnnasasssbsbansesssstostosssbesassssrareasore format of cpio archive
devices(4): devices ... file of driver information for insf, mksf, 1ssf
dialups(4): Aialups, A_DABBWA ....cccccevuiierreeereereriseesesrasasssesressssesascssrssssscenseesstssssssssasessss dialup security control
QEr(4): QLT cooivieiecnieeecireesrereasreeseesasrassessessetesbesaebassessanas format of directories on short-name HFS file systems
disktab(4): disktab ... reereernes et ettt sae et et et e b s s et eaee R sa s et st erernsateestsherest steens disk description file
dosif(4): DOSIF ....ccovveveruerecnnenns DOS Interchange Format description
dp(4): dp .. ceerressaensestesnesssen .dedicated ports file, used by DDFA and DTC port ID
d_passwd: dlalup security GOTETOL .ooorsssocrsseseresoseseesseeessseresesecessesessessees sermsesessressmssoessrrees see dialups(4)
EXPOTtS(4): @XPOTES ..oovrireeererencrerereneesasiseecssesesesasessssesesentesssascesessasassres .directories to export to NFS clients
FS(4):  EBDEC ceverirerrerreierereerieineesestesesestaraestentosessssessestnsbosessestessesessssansensssesssressssassesssnens format of file system volume
fspec(4): £8DPEC ..vvvcvererieinineeerenrererereeessenes format specification in text files
fstab(4): £s8tab ..c.ccccooceveevvveeernene reveeeressesteereeseseasesrennees static information about the file systems
ftpusers(4): ftpusers ......... eerreeeesrarennraens erereeeeerreeeenneenneeasbssesenteerarane security file for £tpa
gated.conf(4): GAted.CONE .....ccviierriineerecirienirie e ereeeee st ssesrnesesesesseseseesensstsone gated configuration file syntax
gettydefs(4): gettydefs .......ccciriiercnnrnenniensseereeresteassenesesseseses speed and terminal settings used by getty
glb_obj.txt(4): glb_obj.txt ... .file specifying object UUID of the Global Location Broker
glb_sitedxt(4): glb_8ite.tXt ..cccvvrrerineriinieennisesnienens file listing possible Global Location Broker sites
Eroup(4): group, LOGLDGIOUD ....cocceieeureierinrernessstansestssansesessassssessersssessassassesessansossosessessossssssessasesses group file, grp.h
hosts(4): hosts ......cceceeeuennnne. ...host name data base
hosts.equiv(4): hosts.equiv, .rhosts ................ remote hosts and users equivalent to the local host or user
inetd.conf(4): inetd.conf ......... retteersaeseesnnressraresabeseshanesbraseenesenrreeessasesarsrans configuration file for inetd(1M)
INetd.SeC(4): LINELA.BOC ..ccceeererirrirenerenereceresteseresissesessstesserssesssssssseseresssssssssasessnes optional security file for inetd
inittab(4): inittab .. <eeneeScript for the init process
INO0AE(4):  IDOA@ ..cociivieiirieieteiieieiettrtseresiertssessestesesaestesesssasesessessesessssassesstanassstensessssossssasss srssasssssases format of an inode
ISSUE(4):  IBBUG oo reeceriececiantcenisee e suesesestesesessessasesersasassresesassossrnsnesestssesssbssesssesassases issue identification file
lif(4): 1if erereseeresesenteressnaerseseseaasens logical interchange format description
localedef(4): localedef ..., localedef-command input script format and semantics
LlogingToup — GTOUP file, TP e .ot ces st cesvesstesrestasassosesesssstasssstosssrssassbssssussessssesorsasens see group(4)
lvmpvg(4): lvmpvg ..... ....store physical volume group information for LVM
MAZIC(4):  MAGLC woeeiirirririencsiteietcreterereestsesesestsestassssasassoressesnssssseese magic numbers for HP-UX implementations
MASEEI(4): MABLET .eccveeiirerereerererreseesenisstesessesestssasessssssesastssasassesesesesssessassssssasesanes master device information table
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NELELOUP(4): NELGTOUD ...vcvoveeririerereteieiestererietesesssaetesrsaesesasessassssasesasesessessssssserssesssnsssessnemseseses list of network groups
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NLSE(4):  DLABE cooeiiiieeiitceeeee e ceeeeetetest e esesasessssee sorssesssse essressseessnnreessesesssassssnsenssrasssssassns anlist structure format
PASSWA(4):  DABBWA .oeevevrecreccreiereerieeenrestetrersesessisaesessessesessessesesssssssessssessensesesssseresssosesssrsossesed password file, pwd.h
pef(4): pef ... .port configuration file, used by DDFA software
PAL): DAE ceooveecreireeeeeee et essesessresesassesassssasessesesssrsasassssesessasssesasesssseasasenes Product Description File format
PPLIPOOL(4):  PPL.ADOOL ..ocooretereerie e retereieerereesesesaesesesesresasassssssesssasssseacssssancanes pool of local Internet addresses
pplremotes(4): ppl.remotes ... ...ppl configuration information for remote hosts
ppl.users(4): ppl.users ... ...translate user login names to default remote host names
PrivEIP(4):  DIAVITD (oot et et s s st suesssesssasses st senessssenesesssnsssasen format of privileged values
profile(4): profile .. ..set up user’s environment at login time
PEOtO(4):  DPTOLO crririerriicrertenrcteete et ceneernststses e sestststcasseneneresessastossnesststessssssnssossrinsses prototype job file for at(1)
protocols(4): protocols ... ...protocol name data base
PEMP{4):  DEID coveecveerieintieiee i criesreeiaeraeseessessesstessssssasassssssunssastossessessonsassessassssssesssssassssossonsossasasd ptmp entry format
queuedefs(4): queuedefs .. queue description file for at(1), batch(1), and crontab(l)
ranlib(4): Tanlib .o sseseseseesesasssnessesesesine archive symbol table format for object libraries
FOSHLE(4):  TOBELLE .ccervivieiceiiriercreneieteie s seseaeststs as et seneseesereesssessrtotasesastasenssest sbssunssasstssssensesessats format of RCS file
FESOLVEI(4):  TE@BOLVET ...ccovinieerenicceicritree st eesareeseressesensssesescsssssassassasensssssssesesacsssussaness resolver configuration file
rmtab(4): rmtab .............. ..Jocal file system mount statistics
rpe(4): IPC e ...RPC program number data base
SCCSHlE(4):  BOCBELLE ittt e s e st aes e ssssste s reserssaesenssherassrResssssberesaens format of SCCS file
SAF(4):  BAE oot cseceteres sttt et esie s re st e suee sessasbt e saens bt snesbessnenssrtatesus structured directory format description
SEIVICES(4):  BOIVICEB .coovveeeiciciiire et ctseesees st e sastee s ot abesssesbesbea et seseonssiassbnssnsenss service name data base
shells(4): shells .......... ...list of allowed login shells
sm(4): sm, sm.bak, state ........ceeeuene statd dn'ectory and file structures
sm.bak: statd directory and file StrUCHUTES .....cccoovivireriiniriiitctc e e see sm(4)
snmpd.conf(4): snmpd.conf, ... ....configuration file for the SNMP agent
SOFtKEYS(4):  SBOFLKGYS ..covevericecrieieeeerristesnsresseesesrssessesesstsesssessosesasonssossastssssnosesuessssessssesn keysh softkey file format
state: statd directory and file SErUCLUTES ....c.coevevvriiiriiicciri e s see sm(4)
switchinfo(4): sSwitchinfo ... ..SwitchOver/UX configuration file
SYMIINK(4):  SYIMLINK cuooveviiiiireieeteeeieeseteessestereesestersstessessessasessssansonsesssnssessassesessssssssosssorssssossrerassasns sSymbolic link
BAE(4):  LAT ceieiceeereieccrreeee e ere b be e st s e b s esesre s b eresr e besaese e R e b aes e se et esee ansestesassentereeatases format of tar tape archive
term(4): term ............... ....format of compiled term file
terminfo(4): LeIMINEO ..ottt eteeeeesteberbessesseesesbesssssenssssssssenaed terminal capability database
EEYLYPE(4):  LEYEYDE oottt een e et ae e seasesesesasesenes sete senesusseneoes data base of terminal types by port
tztab(4): tztab ........... reteees et sa et et senaaesasssarasane sae time zone adjustment table for date(1) and ctime(3C)
update(4): UPAAte ......c.cccoeriienrrrineeeeireeeteenaerens rerrerereseereneantesesssesesttenenesd update-media format
utmp(4):  utmp (), WEmb (), BEMD () oevreireriinirenrernererresseresresseseessssessssssseressssssnnesess utmp, wtmp, btmp entry format
uuencode(4): uuencode .................. ..format of a uuencode(1)-encoded file
uuidname.txt(4): UBIANAME . EXE ..ooeveiereeeerieieeriee et sreesse s s seesenssrannens file associating names with UUIDs
vhe_list(4): vhe_list .....coccvrrrnnne ...information file for the Virtual Home Environment
wtmp ():  WEMP entrY fOXMAL ..oovoeeeiriceee ettt ettt st bbb sbessrsnae b ond see utmp(4)
x25init_smpl(4): x25init_smpl ... sample configuration file used to initialize X.25 interface
X25_networks(4): x25_RetWOTkS .......cocvrieeniriernenncemenenescecseenseeseneses identify network types used by system
X290SES(4):  X2ROBLES ..ceeuererirriiieieteneneser e e esesesseaesee s et eresenesessestesseesesborssentonsbsacain PAD support access list
x3config(4): =x3config ..PAD-related X.3 configuration file
xtab — directories to eXport t0 NFS CHENLS ....cccoverirneecieinriieicerenesieinteeetss et et ossssssssssnnsses see exports(4)
yPfiles(4): YPELles ...cvrvevreeinereeerererverennenns the Network Information Service database and directory structure

xii Table of Contents: Volume 3



Table of Contents

Volume 3
Section 5: Miscellaneous
Entry Name(Section): name Description
INEEO(B):  ANETO .ioiviirircinrinrisreineccienireseerestoss st sreresssssestessessasessose stesassassessessssessesssescassonesss introduction to miscellany
acl(5): acl introduction to access control lists
ASCHI(B):  BOLL oot ettt st s i s st seseera e sa s et saetobs map of ASCII character set
AUdio(B):AUALO ...ccovrrveecririrree s s ssesassorasssresarassesene audio application interface and demo program
AUAIE(B) . ...veevemirireeretinierentninieriesteieeseeereresasassssssssesssassesensasesssnssas sssseressssanesd introduction to HP-UX Auditing System
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CONSOLE(7):  COMBOLE .uecurieeeirirerenreeteeeeeeaeressetnssrestersessstentetsssesasssssessesssnsasesasnessaneessoranes system console interface
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NAME
intro - introduction to system maintenance commands and application programs

DESCRIPTION
This section describes commands that are used chiefly for system maintenance and administration pur-
poses. The commands in this section should be used in conjunction with other sections of this manual, as
well as the HP-UX System Administration manuals for your system.

Command Syntax
Unless otherwise noted, commands described in this section accept options and other arguments according
to the following syntax:

name [ option (s)][cmd_arg (s)]
where the elements are defined as follows:
name Name of an executable file.
option One or more options can appear on a command line. Each takes one of the following forms:

-no_arg_letter
A single letter representing an option without an argument.

-no_arg_letters
Two or more single-letter options combined into a single command-line argu-
ment.

-arg_letter<>opt_org
A single-letter option followed by a required argument where:

arg_letter
is the single letter representing an option that requires an argu-
ment,

opt_arg
is an argument (character string) satisfying the preceding arg_letter,

<> represents optional white space.

cmd_arg Path name (or other command argument) not beginning with -, or - by itself indicating
the standard input. If two or more ¢cmd_args appear, they must be separated by white
space.

RETURN STATUS
Upon termination, each command returns two bytes of status, one supplied by the system giving the cause
for termination, and (in the case of “normal” termination) one supplied by the program (for descriptions, see
wait(2) and exit(2)). The system-supplied byte is 0 for normal termination. The byte provided by the pro-
gram is customarily 0 for successful execution and non-zero to indicate errors or failure such as incorrect
parameters in the command line, or bad or inaccessible data. Values returned are usually called variously

” &

“exit code”, “exit status”, or “return code”, and are described only where special conventions are involved.

WARNINGS
Some commands produce unexpected results when processing files containing null characters. These com-
mands often treat text input lines as strings and therefore become confused upon encountering a null char-
acter (the string terminator) within a line.

SEE ALSO
getopt(1), exit(2), wait(2), getopt(3C), hier(5).

The introduction to this manual.
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NAME
accept, reject - allow/prevent LP requests

SYNOPSIS
/usr/lib/accept destinations
/usr/lib/reject [-x[reason ]]destinations

DESCRIPTION
accept allows 1p to accept requests for the named destinations. A destination can be either a printer or
a class of printers. Use 1lpstat to find the status of destinations. .

reject prevents 1p from accepting requests for the named destinations. A destination can be either a
printer or a class of printers. Use lpstat to find the status of destinations.

Options
The following option is useful with reject:

~r[reason] Associates a reason with preventing 1p from accepting requests. This reason applies
to all printers mentioned up to the next -r option. reason is reported by 1p when
users direct requests to the named destinations and by 1pstat. If the -r option is
not specified or is specified without a reason, a default reason is used. The maximum
length of the reason message is 80 bytes.

HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, accept and reject behave as if all interna-
tionalization variables are set to "C". See environ(5).

International Code Set Support
Single- and multi-byte code sets are supported.

WARNINGS
accept and reject perform their operation on the local system (or HP cluster) only.

FILES
/usr/spool/lp/*

SEE ALSO
enable(1), 1p(1), lpadmin(1M), lpsched(1M), Ipstat(1), rcancel(1M), rlp(1M), rlpdaemon(1M), rlpstat(1M).

2 -1- HP-UX Release 9.0: August 1992
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NAME
acctdisk, acctdusg, accton, acctwtmp - overview of accounting and miscellaneous accounting commands

SYNOPSIS
fusr/lib/acct/acctdisk

fasr/lib/acct/acctdusg [ -u file ][ -p file ]
fasr/lib/acct/accton [ file ]

lasrflib/acct/acctwtmp reason

DESCRIPTION
Accounting software is structured as a set of tools (consisting of both C programs and shell procedures) that
can be used to build accounting systems. The shell procedures, described in acctsh(1M), are built on top of
the C programs.

Connect time accounting is handled by various programs that write records into /etc/utmp, as described in
utmp(4). The programs described in acctcon(1M) convert this file into session and charging records which
are then summarized by acctmerg(1M).

Process accounting is performed by the HP-UX system kernel. Upon termination of a process, one record per
process is written to a file (normally /usr/adm/pacct). The programs in ecctprc(1IM) summarize this data
for charging purposes; acctems(1M) is used to summarize command usage. Current process data can be
examined using ecctcom (1M).

Process accounting and connect time accounting (or any accounting records in the format described in
acct(4)) can be merged and summarized into total accounting records by acctmerg (see tacct format in
acct(4)). prtacct (see acctsh(1M)) is used to format any or all accounting records.

acctdisk reads lines that contain user ID, login name, and number of disk blocks, and converts them to total
accounting records that can be merged with other accounting records.

acctdusg reads its standard input (usually from find / -print) and computes disk resource consumption
(including indirect blocks) by login. Only files found under login directories (as determined from the pass-
word file) are accounted for. All files under a login directory are assumed to belong to that user regardless
of actual owner. If -u is given, records consisting of those file names for which acctdusg charges no one are
placed in file (a potential source for finding users trying to avoid disk charges). If -p is given, file is the
name of the password file. This option is not needed if the password file is fetc/passwd. (See diskusg(1M)
for more details.)

accton turns process accounting off if the optional file argument is omitted. If file is given, it must be the
name of an existing file, to which the kernel appends process accounting records (see acct(2) and acct(4)).

acctwimp writes a utmp(4) record to its standard output. The record contains the current time and a string
of characters that describe the reason for writing the record. A record type of ACCOUNTING is assigned (see
utmp(4)). The string argument reason must be 11 or fewer characters, numbers, $, or spaces. For example,
the following are suggestions for use in reboot and shutdown procedures, respectively:

acctwtmp ‘uname’ >> /etc/wtmp
acctwtmp "file save" >> /etc/wtmp

In the HP Clustered environment, accounting software collects data on a per-machine basis. Accounting
data for the entire cluster can be merged using the acczmerg(1M) command.

FII-‘Es/usr/lib/acct holds all accounting commands listed in section (1M) of this manual
fusr/adm/pacct current process accounting file
Jete/passwd used for login name to user ID conversions
letc/wtmp login/logoff history file

SEE ALSO

acctems(1M), acctcom(1M), acctcon(1M), acctmerg(1M), acctpre(1M), acctsh(1M), diskusg(1M), fwtmp(1IM),
runacct(1M), acct(2), acct(4), utmp(4),
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System Accounting topics in HP-UX System Administrator manuals.

STANDARDS CONFORMANCE
acctdisk: SVID2

accton: SVID2
acctwtmp: SVID2
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NAME
acctcms - command summary from per-process accounting records

SYNOPSIS
/usr/lib/acct/acctems [options ] files

DESCRIPTION
acctcms reads one or more files, normally in the form described in acct(4). It adds all records for
processes that executed identically-named commands, sorts them, and writes them to the standard output,
normally using an internal summary format.

Options
acctcms recognizes the following options:

-a Print output in ASCII rather than in the internal summary format. The output includes com-
mand name, number of times executed, total kcore-minutes, total CPU minutes, total real
minutes, mean size (in K), mean CPU minutes per invocation, “hog factor”, characters
transferred, and blocks read and written, as in acctcom(1M). Output is normally sorted by
total kcore-minutes.

-c Sort by total CPU time, rather than total kcore-minutes.

-3 Combine all commands invoked only once under * **other.

-n Sort by number of command invocations.

-8 Any file names encountered hereafter are already in internal summary format.

-t Process all records as total accounting records. The default internal summary format splits

each field into prime- and non-prime-time parts. This option combines the prime and non-
prime time parts into a single field that is the total of both, and provides upward compatibil-
ity with old (i.e., UNIX System V) style acctcms internal summary format records.

The following options can be used only with the -a option.
-p Output a prime-time-only command summary.
-o Output a non-prime- (offshift) time only command summary.
When -p and -o are used together, a combination prime and non-prime time report is produced. All the

output summaries are total usage except number of times executed, CPU minutes, and real minutes which
are split into prime and non-prime.

EXAMPLES
A typical sequence for performing daily command accounting and for maintaining a running total is:

acctcms ile ... >today

cp total previoustotal

acctcms -8 today previoustotal >total
acctems -a ~s today

SEE ALSO
acct(IM), acctcom(1M), acctcon(IM), acctmerg(1M), acctpre(1M), acctsh(1M), fwtmp(1M), runacct(1M),
acct(2), acct(4), utmp(4).

WARNINGS
Unpredictable output results if -t is used on new-style internal-summary-format files, or if it is not used
with old style internal summary format files.

STANDARDS CONFORMANCE
acctems: SVID2
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NAME
acctcom - search and print process accounting file(s)

SYNOPSIS
fusr/lib/acct/acctcom [[options ][ file]] . . .

DESCRIPTION
acctcom reads file, the standard input, or /fusr/adm/pacct, in the form described by acct(4) and writes
selected records to the standard output. Each record represents the execution of one process. The output
shows the COMMAND NAME, USER, TTYNAME, START TIME, END TIME, REAL (SECS), CPU (SECS), MEAN
SIZE(K), and optionally, F (the fork/exec flag: 1 for fork without exec), STAT (the system exit status), HOG
FACTOR, KCORE MIN, CPU FACTOR, CHARS TRNSFD, and BLOCKS READ (total blocks read and written).

The command name is preceded by a # if it was executed with super-user privileges. If a process is not asso-
ciated with a known terminal, a ? is printed in the TTYNAME field.

The system exit status is 0 if the process terminated by calling exi¢. If it is not 0, it is the signal number
that caused the process to terminate. If a core file image was produced as a result of the signal (see sig-
nal(5)), it is the signal number plus 0200.

If no files are specified, and if the standard input is associated with a terminal or /dev/null (as is the case
when using & in the shell), /usr/adm/pacct is read; otherwise, the standard input is read.

If any file arguments are given, they are read in their respective order. Each file is normally read forward;
i.e., in chronological order by process-completion time. The file /usr/adm/pacct is usually the current file
to be examined; a busy system may need several such files of which all but the current file are found in
fasr/adm/pacct?. The options are:

-a Show some average statistics about the processes selected. Statistics are printed
after the output records. v

-b Read backwards, showing latest commands first. This option has no effect when the
standard input is read.

£ Print in octal the fork/exec flag and system exit status columns in the output.

-h Instead of mean memory size, show the fraction of total available CPU time consumed
by the process during its execution. This “hog factor” is computed as:

total CPU time
elapsed time

-i Print columns containing the VO counts in the output.

-k Instead of memory size, show total kcore-minutes.

-m Show mean core size (the default).

-r Show CPU factor (user time/(system-time + user-time).

-t Show separate system and user CPU times.

-v Exclude column headings from the output.

1line Show only processes belonging to terminal /dev/lire.

-u user Show only processes belonging to user that can be specified by: a user ID, a login name

that is then converted to a user ID, a # which designates only those processes exe-
cuted with super-user privileges, or ? which designates only those processes associ-

ated with unknown user IDs.

-g group Show only processes belonging to group. The group can be designated by either the
group ID or group name.

-s time Select processes existing at or after time, given in the format hr [ :min| :sec]].

-e time Select processes existing at or before time. Using the same time for both -s and -e

shows the processes that existed at time.

-S time Select processes starting at or after time.
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-E time

-n pattern
-q

-0 ofile

-H factor

-0 time
-C sec
-I chars

acctcom(1M)

Select processes ending at or before time.

Show only commands matching pattern where pattern is a regular expression as in
ed (1) except that + means one or more occurrences.

Do not print any output records. Just print the average statistics as with the -a
option.

Copy selected process records in the input data format to ofile. Supress standard out-
put printing.

Show only processes that exceed factor, where factor is the “hog factor” as explained
in option -h above.

Show only those processes with operating system CPU time exceeding time.
Show only processes with total CPU time, system plus user, exceeding sec seconds.

Show only processes transferring more characters than the cut-off number given by
chars.

Listing options together has the effect of a logical AND.

FILES
/Jetc/group
/usr/adm/pacct
Jete/passwd

SEE ALSO

ps(1), su(l), acct(1M), acctems(1M), acctcon(1M), acctmerg(1M), acctprc(1M), acctsh(1IM), fwtmp(1M),
runacct(1M), acct(2), wait(2), acct(4), utmp(4), signal(5).

BUGS

acctcom only reports on processes that have terminated; use ps(1) for active processes. If Zime exceeds the
present time, fime is interpreted as occurring on the previous day.

STANDARDS CONFORMANCE

acctcom: SVID2
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NAME
acctconl, acctcon2 - connect-time accounting

SYNOPSIS
/usr/lib/acct/acctconl [options |

/usr/lib/acct/acctcon2

DESCRIPTION
acctconl converts a sequence of login/logoff records read from its standard input to a sequence of records,
one per login session. Its input should normally be redirected from /etc/wtmp. Its output is ASCII, giv-
ing device, user ID, login name, prime connect time (seconds), non-prime connect time (seconds), session
starting time (numeric), and starting date and time. Prime connect time is defined as the connect time
within a specific prime period on a non-holiday weekday (Monday through Friday). The starting and end-
ing time of the prime period and the year’s holidays are defined in file /usr/1ib/acct /holidays.

acctconl recognizes the following options:

-p Print input only, showing line name, login name, and time (in both numeric and
date/time formats).

-t acctconl maintains a list of lines on which users are logged in. When it reaches
the end of its input, it emits a session record for each line that still appears to be
active. It normally assumes that its input is a current file, so that it uses the current
time as the ending time for each session still in progress. The -t flag causes it to
use, instead, the last time found in its input, thus ensuring reasonable and repeatable
numbers for non-current files.

-1 file file is created to contain a summary of line usage showing line name, number of
minutes used, percentage of total elapsed time used, number of sessions charged,
number of logins, and number of logoffs. This file helps track line usage, identify bad
lines, and find software and hardware oddities. Hang-up, termination of login (see
login(1)), and termination of the login shell each generate logoff records, so that the
number of logoffs is often three to four times the number of sessions. See init(1IM)
and utmp(4).

-0 file file is filled with an overall record for the accounting period, giving starting time, end-
ing time, number of reboots, and number of date changes.
acctecon2 expects as input a sequence of login session records and converts them into total accounting
records (see tacct format in acct(4)).
EXAMPLES

These commands are typically used as shown below. The file ctmp is created only for the use of com-
mands described by the acctprc(1IM) manual entry:

acctconl -t -1 lineuse -0 reboots <wtmp | sort +1ln +2 >ctmp
acctcon2 <ctmp | acctmerg >ctacct
FILES
/etc/wtmp
/usr/lib/acct/holidays

WARNINGS
The line usage report is confused by date changes. Use wtmpfix (see fwtmp(1M)) to correct this situa-
tion.

SEE ALSO
acct(1M), acctems(1M), acctcom(1M), acctmerg(1M), acctpre(1M), acctsh(1M), fwtmp(1M), init(1IM), login(1),
runacct(1M), acct(2), acct(4), utmp(4).

STANDARDS CONFORMANCE
acctconl: SVID2

acctcon2: SVID2
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NAME
acctmerg - merge or add total accounting files

SYNOPSIS
/usr/lib/acct/acctmerg [options ]|[file] ...

DESCRIPTION
acctmerg reads its standard input and up to nine additional files, all in the tacct format (see acct(4))
or an ASCII version thereof. It merges these inputs by adding records whose keys (normally user ID and
name) are identical, and expects the inputs to be sorted on those keys.

Options

acctmerg recognizes the following options:
-a Produce output in ASCII version of tacct.
-1 Input files are in ASCII version of tacct.
-p Print input with no processing.
-t Produce a single record that totals all input.

-u Summarize by user ID, rather than user ID and name.
-v Produce output in verbose ASCII format, with more precise notation for floating point
numbers.

EXAMPLES
The following sequence is useful for making “repairs” to any file kept in this format:

acctmerg -v <filel >file2
edit file2 as desired ...
acctmerg -1 <file2 >filel

SEE ALSO
acct(1M), acctcms(1M), acctcom(1M), acctcon(1M), acctpre(1IM), acctsh(IM), fwtmp(1M), runacct(1M),
acct(2), acct(4), utmp(4).

STANDARDS CONFORMANCE
acctmerg: SVID2
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NAME
acctprel, acctpre2 - process accounting

SYNOPSIS
/usr/lib/acct/acctprcl|ctmp]

/usr/lib/acct/acctprc2

DESCRIPTION
acctprcl reads input in the form described by acct(4), adds login names corresponding to user IDs, then
writes for each process an ASCII line giving user ID, login name, prime CPU time (tics), non-prime CPU time
(tics), and mean memory size (in memory segment units). If ctmp is given, it is expected to contain a list
of login sessions in the form described in acctcon(1M), sorted by user ID and login name. If this file is not
supplied, it obtains login names from the password file. The information in ctmp helps it distinguish
among different login names that share the same user ID.

acctprc2 reads records in the form written by acctprel, summarizes them by user ID and name, then
writes the sorted summaries to the standard output as total accounting records.

These commands are typically used as shown below:
acctprel ctmp </usr/adm/pacct | acctprc2 >ptacct

EXTERNAL INFLUENCES
Environment Variables

For the output of acectpre2, if the user IDs are identical, LC_COLLATE determines the order in which
the user names are sorted.

If LC_COLLATE is not specified in the environment or is set to the empty string, the value of LANG is
used as a default. If LANG is not specified or is set to the empty string, a default of “C” (see lang(5)) is used
instead of LANG. If any internationalization variable contains an invalid setting, acctprc2 behaves as if
all internationalization variables are set to “C” (see environ(5)).

FILES
/etc/passwd

SEE ALSO
acct(1IM), acctems(1M), acctcom(1M), acctcon(1M), acctmerg(1M), acctsh(1M), cron(1M), fwtmp(1M),
runacct(1M), acct(2), acct(4), utmp(4).

WARNINGS
Although it is possible to distinguish among login names that share user IDs for commands run normally, it
is difficult to do this for those commands run from cron for example (see cron (1M)). More precise conver-
sion can be done by faking login sessions on the console via the acctwtmp program in acct(1M).

A memory segment of the mean memory size is a unit of measure for the number of bytes in a logical
memory segment on a particular processor.

STANDARDS CONFORMANCE
acctprel: SVID2

acctpre2: SVID2
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NAME
chargefee, ckpacct, dodisk, lastlogin, monacct, nulladm, prctmp, prdaily, prtacct, shutacct, startup, turnacct
- shell procedures for accounting

SYNOPSIS
/usr/lib/acct/chargefee login-name number

fasr/lib/acct/ckpacct [ blocks ]
/usrflib/acct/dodisk [ -0 ][ files ...]
fusr/lib/acct/lastlogin

lusr/lib/acct/monacect number

/usr/lib/acct/nulladm file

/asr/lib/acct/prctmp

fasr/lib/acct/prdaily [1][-c][-mmdd ]

lasr/lib/acct/prtacet file [ heading [1]1[-e][-mmdd 1[-1]1[-c][-mmdd ]]
fasr/lib/acct/shutacct [ reason |

fasr/lib/acct/startup

fusr/lib/acct/turnacct on | off | switch

DESCRIPTION
chargefee can be invoked to charge a number of units to login-name. A record is written to /usr/adm/fee, to
be merged with other accounting records during the night.

ckpacct should be initiated via cron(1M). It periodically checks the size of /usr/adm/pacct. If the size
exceeds blocks, 1000 by default, furnacct is invoked with argument switch. If the number of free disk
blocks in the /usr file system falls below 500, ckpacct automatically turns off the collection of process
accounting records via the off argument to turnacct. When at least this number of blocks is restored, the
accounting will be activated again. This feature is sensitive to the frequency at which ckpacct is executed,
usually by cron.

dodisk should be invoked by cron to perform the disk accounting functions. By default, it will do disk
accounting on the special files in /etc/checklist. If the -o flag is used, it does a slower version of disk
accounting by login directory. files specifies the one or more filesystem names where disk accounting is to
be done. If files is used, disk accounting will be done on these filesystems only. If the -o flag is used, files
should be mount points of mounted filesystem. If omitted, they should be the special file names of mount-
able filesystems.

lastlogin is invoked by runacct (see runacct(1M)) to update /usr/adm/acct/sum/loginlog, which shows the
last date on which each person logged in.

monacct should be invoked once each month or each accounting period. number indicates which month or
period it is. If number is not given, it defaults to the current month (01 through12). This default is useful if
monacct is to executed via cron(1M) on the first day of each month. monacct creates summary files in
lasr/adm/acet/fiscal and restarts summary files in /usr/adm/acct/sum.

nulladm creates file with mode 664 and ensures that owner and group are adm. It is called by various
accounting shell procedures.

pretmp can be used to print the session record file (normally /usr/adm/acct/nite/ctmp created by acctcon 1
(see acctcon(1M)).

prdaily is invoked by runacct (see runacct(1M)) to format a report of the previous day’s accounting data.
The report resides in /usr/adm/acct/sum/rprtmmdd where mmdd is the month and day of the report. The
current daily accounting reports may be printed by typing prdaily. Previous days’ accounting reports can
be printed by using the mmdd option and specifying the exact report date desired. The -l flag prints a
report of exceptional usage by login id for the specifed date. Previous daily reports are cleaned up and
therefore inaccessible after each invocation of monacct. The -¢ flag prints a report of exceptional resource
usage by command, and can be used on current day’s accounting data only.
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prtacct can be used to format and print any total accounting (tacct) file.

shutacct should be invoked during a system shutdown (usually in /ete/shutdown) to turn process account-
ing off and append a “reason” record to /etc/wtmp.

startup should be called by /etc/re to turn the accounting on whenever the system is brought up.

turnacct is an interface to accfon (see acct(1M)) to turn process accounting on or off. The switch argument
turns accounting off, moves the current /usr/adm/pacct to the next free name in /usr/adm/pacctincr
(where incr is a number starting with 1 and incrementing by one for each additional pacet file), then turns
accounting back on again. This procedure is called by ckpacct and thus can be taken care of by the cron and
used to keep pacct to a reasonable size.

FILES
fasr/lib/acct holds all accounting commands listed in section (1M) of this manual
fusr/adm/fee accumulator for fees
fusr/admw/acct/nite working directory
fusr/adm/pacct current file for per-process accounting
/usr/adm/pacet* used if pacct gets large and during execution of daily accounting procedure
fusr/lib/acct/ptecms.awk contains the limits for exceptional usage by command name
fusr/lib/acct/ptelus.awk contains the limits for exceptional usage by login id
fusr/fadm/acct/sum summary directory, should be saved
fetc/wtmp login/logoff summary

SEE ALSO

acct(1M), acctems(1M), acctcom(1M), acctcon(1M), acctmerg(1M), acctpre(IM), cron(1M), diskusg(1M),
fwtmp(1M), runacct(1M), acct(2), acct(4), utmp(4).

STANDARDS CONFORMANCE
chargefee: SVID2

ckpacct: SVID2

dodisk: SVID2

lastlogin: SVID2

monacct: SVID2

pretmp: SVID2

prdaily: SVID2

priacct: SVID2

shutacct: SVID2

startup: SVID2

turnacct: SVID2 acctsh.1lm
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NAME

arp(1M)

arp - address resolution display and control

SYNOPSIS

arp hostname

arp -a/|system ][core]

arp -4 hostname

arp -8 hostname address [temp][pub](trail](rif rifAddress]
arp -f filename

DESCRIPTION
arp displays and modifies the Internet-to-Ethernet address translation tables used by the Address Resolu-
tion Protocol.

OPTIONS
none  If no options are specified (first form above), arp displays the current ARP entry for hostname.

AUTHOR

The hostname must either appear in the hostname database (see hosts(4)), or be a DARPA Internet
address expressed in Internet standard “dot notation”.

Display all current ARP entries by reading the table from file core (default /dev/kmem) based on
the kernel file system (default /hp-ux).

If an ARP entry exists for the host called hostname, delete it. This requires super-user privileges.

Create an ARP entry for the host called hostname with the hardware station address address. The
hardware station address is given as six hexadecimal bytes separated by colons. If an ARP entry
already exists for hostname, the existing entry is updated with the new information. The entry is
permanent unless the word temp is given in the command. If the word pub is specified, the
entry is published, which means that this system will act as an ARP server responding to requests
for hostname even though the host address is not its own. The word trail indicates that trailer
encapsulations can be sent to this host. The word rif specifies source routing information used
for token ring networks. This information allows a user to specify the paticular bridge route which
the token ring packet should be delivered. rifAddress is given as an even number of hexadecimal
bytes separated by colons, up to a maximum of 16 bytes. This requires super-user privileges.

Read-file filename and set multiple entries in the ARP tables. Entries in the file should be of the
form:

hostname address [temp] [pub] [trail][rif rifAddress]

Argument meanings are the same as for the -8 option.

arp was developed by the University of California, Berkeley.

WARNINGS

HP 9000 systems can receive trailer packets but do not send them. Setting the trailers flag has no effect.

SEE ALSO

ifconfig(1M), inet(3N), lanconfig(1M), arp(7P).
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NAME
Aserver - audio server

SYNOPSIS
/usr/audio/bin/Aserver

DESCRIPTION
Beginning with Release 8.07, the Series 700 HP-UX operating system includes audio software comprised of
an Audio Application Program Interface (AAPI) and selected example programs.

The audio software package contains client and server components, which can run on separate systems.
Audio data can reside on still a third system. In all cases, however, the server must run on a Series 700
system equipped with audio hardware. (To determine the presence of audio hardware, check the hardware
manual provided with the system or look for audio jacks on the back of the computer enclosure.)

To set up the audio software correctly and ensure that the supporting services are running, follow these
steps:

Step 1.  Start the NCS Local Location Broker Daemon.
Task 1.  If you are not already super-user, log in as super-user.

Task 2.  Enter the command line /usr/etc/ncs/11bd&. To make 11bd start
automatically at boot time, edit the file /etc/netncsrc and change
the line START LLBD=0 to START LLBD=1.

Step 2.  Reboot.

Step 3.  Set the AUDIO environment variable to specify the node where the audio client should
look for the audio server. If AUDIO is not set or if it is set to : 0, the client connects with a
server on the same node.

To specify that the client should connect to a server on another node, set

AUDIO =node_name: (Korn,Bourne, and POSIX shells)
export AUDIO

or
setenv AUDIO node_name: (C shell)

Step4. Normally, the audio server starts whenever the system is booted. Check for the existence
of the server processes by typing

ps -e | grep Aserver

You should see two Aserver processes. If the server is not running, start the audio
server by hand by typing

/usr/audio/bin/Aserver
Then type
ps -e | grep Aserver
and check that there are two active server processes.

DEPENDENCIES
When an application program or the audio demonstration program uses the AAPI, the AAPI audio server
component must run on a system that has audio hardware. Note that HP-UX for the 8-Mbyte Model 705
System does not include audio software.

AUTHOR
The AAPI and the audio demonstration program were developed by HP.

SEE ALSO
Audio(5).

Using the Audio Application Program Interface,
Audio Users Guide.
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NAME

audevent - change or display event or system call audit status
SYNOPSIS

audevent[-P | -p][-F | £1[-E][[-eevent] ..]1[-S1[[-s syscall] ...]
DESCRIPTION

audevent changes the auditing status of the given events or system calls. The event is used to specify
names associated with certain self-auditing commands; syscall is used to select related system calls.

If neither -P, -p, -F, nor -f is specified, the current status of the selected events or system calls is displayed.
If no events or system calls are specified, all events and system calls are selected.

If the -E option is supplied, it is redundant to specify events with the -e option; this applies similarly to the
-S and -s options.

audevent takes effect immediately. However, the events and system calls specified are audited only when
called by a user currently being audited (see audusr(1M)). A list of valid events and-associated syscalls is

provided in audit(5).
Only the super-user can change or display audit status.
Options
-P Audit successful events or system calls.
-p Do not audit successful events or system calls.
-F Audit failed events or system calls.
£ Do not audit failed events or system calls.
-E Select all events for change or display.
-e event Select event for change or display.
-S Select all system calls for change or display.
-s syscall Select syscall for change or display.
The following is a list of the valid events and the associated syscalls (if any):
create Object creation (creat, mkdir, mknod, msgget, pipe, semget, shmat, shmget)
delete Object deletion (msgctl, rmdir, semctl)
moddac Discretionary access control (DAC) modification (chmod, chown, fchmod, fchown,

fsetacl, setacl, umask)

modaccess  Non-DAC modification (chdir, chroot, link, setgid, setuid, rename, setgroups, setres-
gid, setresuid, shmectl, shmdt, unlink)

open Object opening (open, execv, execve, ptrace, truncate, ftruncate)
close Object closing (close)
process Process operations (fork, exit, kill, vfork, nsp_init)

removable Removable media events (mount, umount, vfsmount)

login Logins and logouts

admin administrative and superuser events (audctl, audswitch, cluster, stime, reboot, setau-
did, setaudproc, setdomainname, setevent, sethostid, setprivgrp, settimeofday,
swapon)

ipccreat Interprocess Communication (IPC) object creation (bind, ipccreate, ipcdest, socket)

ipcopen IPC object opening (accept, connect, ipcconnect, ipclookup, ipcrecvn)

ipcclose IPC object deletion (ipcshutdown, shutdown)

ipcdgram IPC datagram (sendto, recvfrom)
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ueventl User-defined event 1

uevent2 User-defined event 2

uevent3 User-defined event 3
AUTHOR

audevent was developed by HP.
SEE ALSO

audevent (1M)

audisp(1M), audomon(1M), audsys(1M), audusr(1M), getevent(2), setevent(2), audit(4), audit(5).

16

HP-UX Release 9.0: 4.23.92



audisp(1M) audisp (1M)

NAME
audisp - display the audit information as requested by the parameters

SYNOPSIS
audisp [-u username] [-e eventname] [-c syscalll [-p] [-f]1 [-1 teyid ] [-t start time] [-s stop_time ]
audit_filename(s) ...

DESCRIPTION
oudisp analyzes and displays the audit information contained in the specified one or more audit files,
audit_filename(s). The audit files are merged into a single audit trail in time order. Although the entire
audit trail is analyzed, audisp allows you to limit the information displayed, by specifying options. This
command is restricted to privileged users.

Each audit file specified can be a regular file or context-dependent file (CDF) consisting of several audit files
from various cnodes (see c¢df(4)). audisp recognizes a CDF and automatically merges all the files in the CDF
into the audit trail.

Any unspecified option is interpreted as an unrestricted specification. For example, a missing -u username
option causes all users’ audit information in the audit trail to be displayed as long as it satisfies all other
specified options. By the same principle, citing -t start_time without -s stop_time displays all audit informa-
tion beginning from start_time to the end of the file.

audisp without any options displays all recorded information from the start of the audit file to the end.

Specifying an option without its required parameter results in error. For example, specifying -e without
any eventname returns with an error message.

Options

-uusername  Specify the login name (username) about whom to display information. If no (username) is
specified, audisp displays audit information about all users in the audit file.

-e eventname  Display audit information of the specified event types. The defined event types are create,
delete, moddac, modaccess, open, close, process, removable, login, admin,
ipccreat, ipcopen, ipcclose, ueventl, uevent2, and uevent3 (see audevent(1M)).

-c syscall Display audit information about the specified system calls.

-p Display only successful operations that were recorded in the audit trail. No user event that
results in a failure is displayed, even if username and eventname are specified.

The -p and the -f options are mutually exclusive; do not specify both on the same command
line. To display both successful and failed operations, omit both -p and -f options.

e Display only failed operations that are recorded in the audit trail.

1 ttyid Display all operations that occurred on the specified terminal (ftyid) and were recorded in
the audit trail. By default, operations on all terminals are displayed.

-t start_time  Display all audited operations occurring since start_time, specified as mmddhhmmlyy]
(month, day, hour, minute, year). If no year is given, the current year is used. No opera-
tion in the audit trail occurring before the specified time is displayed.

-sstop_time  Display all audited operations occurring before stop_time, specified as mmddhhmmyy]
(month, day, hour, minute, year). If no year is given, the current year is used. No opera-
tion in the audit trail occurring after the specified time is displayed.

AUTHOR
audisp was developed by HP.

SEE ALSO
audevent(1M), audit(4), audit(5), cdf(4).
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NAME
audomon - audit overflow monitor daemon

SYNOPSIS
/etc/audomon [ -p fss ][ -t sp_freq ][ -w warning ][ -v ][ -0 output_tty |

DESCRIPTION
audomon monitors the capacity of the current audit file and the file system on which the audit file is
located, and prints out warning messages when either is approaching full. It also checks the audit file and
the file system against 2 switch points: FileSpaceSwitch (FSS) and AuditFileSwitch (AFS) and if either is
reached, audit recording automatically switches to the backup audit file if it is available.

The FileSpaceSwitch (FSS) is specified as a percentage of the total disk space available. When the file sys-
tem reaches this percentage, audomon looks for a backup audit file. If it is available, recording is switched
from the audit file to the backup file.

The AuditFileSwitch (AFS) is specified (using audsys(1M)) by the size of the audit file. When the audit file
(or total CDF elements in a HP-UX clustered environment) reaches the specified size, audomon looks for a
backup audit file. If it is available, recording is switched from the audit file to the backup file (see
audsys(1M) for further information on use of this parameter).

If either switch point is reached but no backup file is available, audomon issues a warning message.

audomon is typically spawned by /etc/auditre (as part of the init(1M) start-up process) when the system is
booted up. Once invoked, audomon monitors, periodically sleeping and “waking up” at intervals. Note that
audomon does not produce any messages when the audit system is disabled.

audomon is restricted to privileged users.

Options
-pfss Specify the FileSpaceSwitch by a number ranging from 0 to 100. When the audit file’s file
system has less than fss percent free space remaining, audomon looks for a backup file. If
available, the backup file is designated as the new audit file. If no backup file is available,
audomon issues a warning message.

The fss parameter should be a larger number than the min_free parameter of the file sys-
tem to ensure that the switch takes place before min_free is reached. By default, fss is 20
percent.

-t sp_freq Specify the wake-up switch-point frequency in minutes. The wake-up frequency at any
other time is calculated based on sp_freq and the current capacity of the audit file and the
file system. The calculated wake-up frequency at any time before the switch points is
larger than sp_freq. As the size of the audit file or the file system’s free space approaches
the switch points, the wake-up frequency approaches sp_freq. sp_freq can be any positive
real number. Default sp_freq is 1 (minute).

-w warning Specify that warning messages be sent before the switch points. warning is an integer
ranging from 0 through 100. The higher the warning, the closer to the switch points warn-
ing messages are issued. For example, warning = 50 causes warning messages to be sent
half-way before the switch points are reached. warning = 100 causes warning messages to
be sent only after the designated switch points are reached and a switch is not possible due
to a missing backup file. By default, warning is 90.

-v Make audomon more verbose. This option causes audomon to also print out the next
wake-up time.

-ooutput_tty  Specify the tty to which warning messages are directed. By default, warning messages are
sent to the console. Note that this applies only to the diagnostic messages audomon gen-
erates concerning the status of the audit system. Error messages caused by wrong usage of
audomon are sent to the standard output (where audomon is invoked).

AUTHOR
audomon was developed by HP.

SEE ALSO
audsys(1M), audit(5).
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NAME
audsys - start or halt the auditing system and set or display audit file information

SYNOPSIS
audsys [-nf][-c file -scafs ][ -x file -z xafs )

DESCRIPTION
audsys allows the user to start or halt the auditing system, to specify the auditing system "current” and
"next" audit files (and their switch sizes), or to display auditing system status information. This command
is restricted to super-users.

The "current” audit file is the file to which the auditing system writes audit records. When the "current" file
grows to either its Audit File Switch (AFS) size or its File Space Switch (FSS) size (see audomon(1M)), the
auditing system switches to write to the "next" audit file. The auditing system switches audit files by set-
ting the "current” file designation to the "next" file and setting the new "next" file to NULL. The "current”
and "next" files can reside on different file systems.

When invoked without arguments, audsys displays the status of the auditing system. This status includes
information describing whether auditing is on or off, the names of the "current" and "next" audit files, and a
table listing their switch sizes and the sizes of file systems on which they are located, as well as the space
available expressed as a percentage of the switch sizes and file system sizes.

Options
audsys recognizes the following options:

-n Turn on the auditing system. The system uses existing "current" and "next" audit
files unless others are specified with the -¢c and -x options. If no "current" audit file
exists (such as when the auditing system is first installed), specify it by using the -c
option.

-f Turn off the auditing system. The -f and -n options are mutually exclusive. Other
options specified with -f are ignored.

-c file Specify a "current” file. Any existing "current” file is replaced with the file specified;
the auditing system immediately switches to write to the new "current” file. The
specified file must be empty or nonexistent, unless it is the "current” or "next" file
already in use by the auditing system.

-s cafs Specify cafs, the "current” audit file switch size (in kbytes).

x file Specify the "next" audit file. Any existing "next" file is replaced with the file specified.
The specified file must be empty or nonexistent, unless it is the "current" or "next" file
already in use by the auditing system.

-z xafs Specify xafs, the "next" audit file switch size (in kbytes).

If -c but not -x is specified, only the "current” audit file is changed; the existing "next” audit file remains. If
-x but not -c is specified, only the "next" audit file is changed; the existing "current" audit file remains.

The -c option can be used to manually switch from the "current” to the "next" file by specifying the "next"
file as the new "current" file. In this instance, the file specified becomes the new "current” file and the
"next" file is set to NULL.

In instances where no next file is desired, the -x option can be used to set the "next" file to NULL by specify-
ing the existing "current" file as the new "next" file.

The user should take care to select audit files that reside on file systems large enough to accomodate the
Audit File Switch (AFS) desired. audsys returns a non-zero status and no action is performed, if any of the
following situations would occur:

The Audit File Switch size (AFS) specified for either audit file exceeds the space available on the file
system where the file resides.

The AFS size specified for either audit file is less than the file’s current size.
Either audit file resides on a file system with no remaining user space (exceeds minfree):

AUTHOR
audsys was developed by HP.
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FILES
/.secure/etc/audnames  File maintained by audsys containing the "current” and "next" audit file names
and their switch sizes.

SEE ALSO
audit(5), audomon(1M), audctl(2), audwrite(2), audit(4).
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NAME

audusr - select users to audit
SYNOPSIS

audusr [[-auser) ..)[[-duser] ...][-A|-D]
DESCRIPTION

audusr is used to specify users to be audited or excluded from auditing. If no arguments are specified,
audusr displays the command usage. audusr is restricted to super-users.

Options
audusr recognizes the following options:

»

-a user Audit the specified user. The auditing system records audit records to the “curren
audit file when the specified user executes audited events or system calls. Use
audevent to specify events to be audited (see audevent(1M)).

-d user Do not audit the specified user.
-A Audit all users.
-D Do not audit any users.

The -A and -D options are mutually exclusive: that is, if -A is specified, -d cannot be specified; if -D is
specified, ~a cannot be specified.

Users specified with audusr are audited (or excluded from auditing) beginning with their next login ses-
sion, until excluded from auditing (or specified for auditing) with a subsequent audusr invocation. Users
already logged into the system when audusr is invoked are unaffected during that login session; however,
any user who logs in after audusr is invoked is audited or excluded from auditing accordingly.

AUTHOR
audusr was developed by HP.

FILES
/ .secure/etc/passwd
File containing flags to indicate whether users are audited.

SEE ALSO
audit(5), audevent(IM), setaudproc(2), audswitch(2), audwrite(2).
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NAME

automount - automatically mount NFS file systems

SYNOPSIS

automount [-mnTv][-D name =value][-£ master-file | [-M mount-directory 1 [-t 1 duration ]
[-tm inferval ] [-tw interval | [ directory map [ -mount-options]]...

DESCRIPTION

22

automount is a daemon that automatically and transparently mounts NFS file systems as needed. It
monitors attempts to access directories that are associated with an automount map, along with any
directories or files that reside under them. When a file is to be accessed, the daemon mounts the appropri-
ate NFS file system. Maps can be assigned to a directory by using an entry in a direct automount map, or
by specifying an indirect map on the command line.

automount interacts with the kernel in a manner closely resembling an NFS server:

¢ automount uses the map to locate an appropriate NFS file server, exported file system, and
mount options.

¢ It then mounts the file system in a temporary location, and replaces the file system entry for the
directory or subdirectory with a symbolic link to the temporary location.

e If the file system is not accessed within an appropriate interval (five minutes by default), the dae-
mon unmounts the file system and removes the symbolic link.

¢ If the specified directory has not already been created, the daemon creates it, and then removes it
upon exiting.

Since name-to-location binding is dynamic, updates to an automount map are transparent to the user.
This obviates the need to mount shared file systems prior to running applications that contain internally
hard-coded references to files.

If the dummy directory (/-) is specified, automount treats the map argument that follows as the name of
a direct map. In a direct map, each entry associates the full pathname of a mount point with a remote file
system to mount.

If the directory argument is a pathname, the map argument points to an indirect map. An indirect map,
contains a list of the subdirectories contained within the indicated direcfory. With an indirect map, it is
these subdirectories that are mounted automatically.

A map can be a file or a NIS map; if a file, the map argument must be a full pathname.

The -mount-options argument, when supplied, is a comma-separated list of options to the mount com-
mand (see mount(1M)) preceded by a -. However, any conflicting mount options specified in the indicated
map take precedence.

Options
automount recognizes the following options:
-m Suppress initialization of directory-map pairs listed in the auto.master NIS data-
base.
-n Disable dynamic mounts. With this option, references through the automount dae-

mon succeed only when the target filesystem has been previously mounted. This can
be used to prevent NFS servers from cross-mounting each other.

-T Trace. Expand each NFS call and display it on the standard error.
-v Verbose. Log status messages to the system log file (see syslogd(1M)).

-Denvar = value
Assign value to the indicated automount (environment) variable envar.

~f master-file Read a local file for initialization, ahead of the auto.master NIS map.

-M mount-directory
Mount temporary file systems in the named directory instead of in /tmp_mnt.

-t1 duration Specify a duration (in seconds) that a file system is to remain mounted when not in
use. The default is 5 minutes.
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-tminterval  Specify an interval (in seconds) between attempts to mount a filesystem. The default
is 30 seconds.

-twinterval  Specify an inferval (in seconds) between attempts to unmount filesystems that have
exceeded their cached times. The default is 1 minute.

ENVIRONMENT
Environment variables can be used within an automount map. For example, if $HOME appears within a
map, automount expands it to the current value of the HOME environment variable.

To protect a reference from affixed characters, surround the variable name with curly braces. Environment
variables cannot appear as the key entry in maps.

USAGE
Map Entry Format
A simple map entry (mapping) takes the form:

directory [-mount-options ] location ...

where directory is the full pathname of the directory to mount, when used in a direct map, or the basename
of a subdirectory in an indirect map. mount-options is a comma-separated list of mount options, and loca-
tion specifies a remote filesystem from which the directory may be mounted. In the simple case, location
takes the form: :

host : pathname

Multiple location fields can be specified, in which case automount sends multiple mount requests;
automount mounts the file system from the first host that replies to the mount request. This request is
first made to the local net or subnet. If there is no response, any connected server is allowed to respond.

If location is specified in the form:
host : path : subdir

host is the name of the host from which to mount the file system, path is the pathname of the directory to
mount, and subdir, when supplied, is the name of a subdirectory to which the symbolic link is made. This
can be used to prevent duplicate mounts when multiple directories in the same remote file system might be
accessed. Assume a map for /users resembling:

mike hpserverl:/users/hpserverl:mike
dianna " hpserverl: /users/hpserverl:dianna

Attempting to access a file in /users/mlike causes automount to  mount
hpserverl: /users/hpserverl and creates a symbolic link called /users/mike tothe mike sub-
directory in the temporarily-mounted filesystem. A subsequent file access request in /users/dlanna
results in automount simply creating a symbolic link that points to the dianna subdirectory because
/users/hpserverl is already mounted. Given the map:

mike hpserverl: /users/hpserverl/mike
dianna hpserverl: /users/hpserverl/dianna

automount would have to mount the filesystem twice.

A mapping can be continued across input lines by escaping the new-line character with a backslash (\).
Comments begin with a # and end at the subsequent new-line character.

Directory Pattern Matching
The & character is expanded to the value of the direcfory field for the entry in which it occurs. Given an
entry of the form:

mike hpserverl:/users/hpserverl:&
the & expandstomike.

The * character, when supplied as the direcfory field, is recognized as the catch-all entry. Such an entry
resolves to any entry not previously matched. For example, if the following entry appeared in the indirect
map for /users:

* &:/users/&
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this would allow automatic mounts in /users of any remote file system whose location could be specified
as:

hostname : fusers /hostname

Hierarchical Mappings
A hierarchical mapping takes the form:

directory [ /[subdirectory] [ - mount-options ] location ...] ...

The initial / within the /[subdirectory] is required; the optional subdirectory is taken as a filename rela-
tive to the directory. If subdirectory is omitted in the first occurrence, the / refers to the directory itself.

Given the direct map entry:

/usr/local \
/ -ro, intr shasta:/usr/local ranier: /usr/local \
/bin -ro,intr ranier:/usr/local/bin shasta:/usr/local/bin \
/man -ro,intr shasta:/usr/local/man ranler:/usr/local/man

automount automatically mounts /usr/local, /usr/local/bin, and /usr/local/man, as
needed, from either shasta or ranier, whichever host responded first.

Direct Maps
A direct map contains mappings for any number of directories. Each directory listed in the map is automat-
ically mounted as needed. The direct map as a whole is not associated with any single directory.

Indirect Maps
An indirect map allows specifying mappings for the subdirectories to be mounted under the directory indi-
cated on the command line. It also obscures local subdirectories for which no mapping is specified. In an
indirect map, each directory field consists of the basename of a subdirectory to be mounted as needed.

Included Maps
The contents of another map can be included within a map with an entry of the form:

+mapname
mapname can either be a filename, or the name of an NIS map, or one of the special maps described below.

Special Maps
Three special maps, -hosts, -passwd, and -null, are currently available: The -hosts map uses the
gethostbyname () map to locate a remote host when the hostname is specified (see gethostbyname(3C).
This map specifies mounts of all exported file systems from any host. For example, if the following auto-
mount command is already in effect:

automount /net -hosts

a reference to /net/hermes/usr initiates an automatic mount of all file systems from hermes that
automount can mount, and any subsequent references to a directory under /net/hermes refer to the
corresponding directory on hermes. The -passwd map uses the passwd(4) database to attempt to locate
a user’s home directory. For example, if the following automount command is already in effect:

automount /homes -passwd

if the home directory for a user has the form /dir /server fusername, and server matches the host system on
which that directory resides, automount mounts the user’s home directory as: /homes /username.

For this map, the tilde character (~) is recognized as a synonym for username.

The -null map, when indicated on the command line, cancels a previous map for the directory indicated.
It can be used to cancel a map given in auto.master.

Configuration and the auto.master Map
automount normally consults the auto.master NIS configuration map for a list of initial auto-
mount maps, and sets up automatic mounts for them in addition to those given on the command line. If
there are duplications, the command-line arguments take precedence. This configuration database contains
arguments to the automount command rather than mappings. Unless -£ is in effect, automount
does not look for an auto.master file on the local host.

-3- HP-UX Release 9.0: August 1992



automount(1M) automount(1M)

Maps given on the command line, or those given in a local auto.master file specified with -£ override
those in the NIS auto .master map. For example, given the command:

automount /homes /etc/auto.homes /- /etc/auto.direct
and the NIS map file auto.master containing:
/homes -passwd

automount mounts home directories using the /etc/auto.homes map instead of the special -
passwd map in addition to the various directories specified in the /etc/auto.direct map.

WARNINGS
Do not send the SIGKILL signal (k111 -9, or kill -KILL) to the automount daemon. Doing so
causes any processes accessing mount directories served by automount to hang. A system reboot may be
required to recover from this state.

Do not start an automount daemon while another is still running. If restarting automount, make sure
the first daemon and all of its children are not running.

When automount receives signal SIGHUP, it rereads the /etc/mnttab file to update its internal
record of currently mounted file systems. If a file system mounted by automount is unmounted by a
umount command, automount should be forced to reread the file by sending the SIGHUP signal (see
k111 (D).

Shell filename expansion does not apply to objects not currently mounted.

Since automount is single-threaded, any request that is delayed by a slow or non-responding NFS server
delays all subsequent automatic mount requests until it completes.

Programs that read /etc/mnttab and then touch files that reside under automatic mount points intro-
duce further entries to the file.

Automatically-mounted file systems are mounted with type 1gnore; they do not appear in the output of
either mount(1M), or bdf(1M).

FILES
/tmp_mnt directory under which filesystems are dynamically mounted
/etc/mnttab mount table

SEE ALSO

mount(1M), ba£(1M), passwd(4)
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NAME

backup - backup or archive file system

SYNOPSIS

letc/backup [-A ][ -archive ][ fsck ]

DESCRIPTION

backup uses find(1) and cpio(1) to save a cpio archive of all files that have been modified since the
modification time of /etc/archivedate on the default tape drive (/dev/rct). backup should be invoked
periodically to ensure adequate file backup.

The -A option suppresses warning messages regarding optional access control list entries. backup(1IM) does
not backup optional access control list entries in a file’s access control list (see acl(5)). Normally, a warning
message is printed for each file having optional access control list entries.

The -archive option causes backup to save all files, regardless of their modification date, and then update
letc/archivedate using fouch(1).

backup prompts you to mount a new tape and continue if there is no more room on the current tape. Note
that this prompting does not occur if you are running backup from cron(1M).

The fsck option causes backup to start a file system consistency check (without correction) after the
backup is complete. For correct results, it is important that the system be effectively single-user while fsck
is running, especially if -fsck is allowed to automatically fix whatever inconsistencies it finds. backup does
not ensure that the system is single-user.

You can edit /etc/backup to customize it for your system. For example, backup uses tcio(1) with cpio to
back up files on an HP CS/80 disc drive’s streaming tape. You must modify backup to use cpio(1) if you
want to access a standard HP Tape Drive.

Several local values are used that can be customized:

backupdirs specifies which directories to back up recursively (usually /, meaning all directories);

backuplog file name where start and finish times, block counts, and error messages are logged;

archive file name whose date is the date of the last archive;

remind file name that is checked by /etc/profile to remind the next person who logs in to
change the backup tape;

outdev specifies the output device for the backed-up files;

fscklog file name where start and finish times and fsck output is logged.

You may want to make other changes, such as whether or not fsck does automatic correction (according to
its arguments), where cpio output is directed, other information logging, etc.

In all cases, the output from backup is a normal cpio archive file (or volume) which can be read using tcio
and cpio with the c option.

File Recovery

backup creates archive tapes with all files and directories specified relative to the root directory. When
recovering files from an archive tape created by backup, you should be in the root directory and specify the
directory path names for recovered files relative to the root directory (/). When specifying the directory path
name for file recovery by fcio and cpio, do not precede the leading directory name with a slash. If you
prefer, you can also use cpio with a -t option to determine how files and directories are named on the
archive tape before attempting recovery.

WARNINGS
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Refer to WARNINGS in cpio(1).

When cpio runs out of tape, it sends an error to standard error and demands a new special file name from
/dev/tty.

To continue, rewind the tape, mount the new tape, type the name of the new special file at the system con-
sole, and press Return.

If backup is being run unattended from cron(1M) and the tape runs out, backup terminates, leaving the
find process still waiting. Kill this process when you return.
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FILES
/etc/archivedate parameterized file names

SEE ALSO
cpio(1), find(1), tcio(1), touch(l), cron(1M), fbackup(1M), frecover(1M), fsck(1M), acl(5).
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NAME

bdf - report number of free disk blocks (Berkeley version)
SYNOPSIS

baf [-b][-1][-1|-L][-t type | [filesystem | file]...1
DESCRIPTION !

bdf prints out the amount of free disk space available on the specified filesystem (/dev/dsk/c0d40s0, for
example) or on the file system in which the specified file ($HOME, for example) is contained. If no file sys-
tem is specified, the free space on all of the normally mounted file systems is printed. The reported
numbers are in kilobytes.

Options
bdf recognizes the following options:
-b Display information regarding file system swapping.
-1 Report the number of used and free inodes.

-1 In the HP Clustered environment, display information for only HFS and CDFS file systems
mounted on the local enode (NFS mounts are not displayed).

-L In the HP Clustered environment, display information for file systems that can be
unmounted from the local cnode (includes file systems mounted on the local node and
cluster-wide NFS mounts).

~t type Report on the filesystems of a given ¢ype (for example, nfs or hfs).

WARNINGS
If file system names are too long, the output for a given entry is displayed on two lines.

bdf does not account for any disk space reserved for swap space, or used for the HFS boot block (8k bytes, 1
per file system), HFS superblocks (8k bytes each, 1 per disk cylinder), HFS cylinder group blocks (1k-8k
bytes each, 1 per cylinder group), and inodes (currently 128 bytes reserved for each inode). Non-HFS file
systems may have other items that this command does not account for.

In the HP Clustered environment, device and mountpoint pathnames are displayed with CDFs expanded.

AUTHOR
bdf was developed by the University of California, Berkeley.

FILES
/etc/checklist static information about the file systems
/etc/mnttab mounted file system table
/dev/dsk/* file system devices

SEE ALSO

df(1M), checklist(4), mnttab(4).
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NAME
bifdf - report number of free disk blocks

SYNOPSIS
bi1faf [-t][-£][file-systems]

DESCRIPTION
bifdf prints out the number of free blocks and free inodes available for on-line Bell file systems by exa-
mining the counts kept in the super-blocks. file-systems can be specified by device name; e.g.,
/dev/dsk/1s0.

Options
b1l£faf recognizes the following options:

-t Report the total allocated block figures as well.

-f Make only an actual count of the blocks in the free list (free inodes are not reported). With
this option, b1fdf reports on raw devices.

AUTHOR
blfdf was developed by HP.

SEE ALSO
biffsck(1M), df(1M), bif(4).
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NAME

biffsck - Bell file system consistency check and interactive repair

SYNOPSIS

biffsck [-y][-n][-snb_cinb_s][-Snb_c:nb_s ][ -tfilename 1| file-system ] ...

DESCRIPTION
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biffsck audits and interactively repairs inconsistent conditions in a Bell file system. If the file system is con-
sistent, the number of files, number of blocks used, and number of blocks free are reported. If the file sys-
tem is inconsistent, the operator is prompted for concurrence before each correction is attempted. It should
be noted that most corrective actions result in some loss of data. The amount and severity of data lost can
be determined from the diagnostic output. The default action for each consistency correction is to wait for
the operator to respond yes or no. If the operator does not have write permission, biffsck defaults to the -n
option described below.

The following flags are interpreted by biffsck.
-y Assume a yes response to all questions asked by bijffsck.
-n  Assume a no response to all questions asked by biffsck, and do not open the file system for writing.

-snb_c:nb_s
Ignore the actual free list and unconditionally reconstruct a new one by rewriting the super-block of
the file system. The file system should be unmounted while this is done.

This option allows for creating an optimal free-list organization. Arguments to the -s option are
numerical values separated by a colon and are determined as follows:

nb_c¢  Number of blocks per cylinder.
nb_s Number of blocks to skip.

If nb_c:nb_s is not specified with this option, the values used when the file system was created are
used. If no values were specified when the file system was created, the following defaults are used
for the devices indicated:

Model Blocks /cyl:Blocks to skip

HP 7908A 35:2

HP 7933A 23:15
HP 7911A 16:12
HP 7912A 16:12
HP 7914A 16:12
Default for biff'sck(1M) 400:9
Default for bifmkfs(1M) 500:3

-Snb_cinb_s
Conditionally reconstruct the free list. This option is similar to -snb_c:nb_s above except that the free
list is rebuilt only if there were no discrepancies discovered in the file system. Using -S forces a no
response to all questions asked by biffsck. This option is useful for forcing free list reorganization on
uncontaminated Bell file systems.

-t If biffsck cannot obtain enough memory to keep its tables, it uses a scratch file. If the -t option is
specified, the file named in the accompanying filename argument is used as the scratch file, if needed.
Without the -t flag, biffsck prompts the operator for the name of the scratch file. The file chosen
should not be on the file system being checked. If the file does not exist, biffsck creates it. If the
scratch file is not a special file, it is removed when biffsck terminates.

file-system is a device file name on which the file system to be checked resides; for example, /dev/dsk/1s0.
biffsck checks for the following inconsistencies:

1.  Blocks claimed by more than one inode or the free list.

2. Blocks claimed by an inode or the free list outside the range of the file system.

3. Incorrect link counts.
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4.  Size checks:
Incorrect number of blocks.
Directory size not 16-byte aligned.

5.  Bad inode format.
Blocks not accounted for anywhere.

7.  Directory checks:
File pointing to unallocated inode.
Inode number out of range.

8.  Super Block checks:

More than 65536 inodes.
More blocks for inodes than there are in the file system.

9.  Bad free block list format.
10. Total free block and/or free inode count incorrect.

Orphaned files and directories (allocated but unreferenced) are, with the operator’s concurrence, recon-
nected by placing them in the /lost+found directory on the BIF volume. The name assigned is the inode
number. The only restriction is that the directory lost+found must already exist in the root of the file sys-
tem being checked and must have empty slots in which entries can be made. This is accomplished by mak-
ing lost+found, copying a number of files to the directory (optimally in multiples of 64), then removing
them before biffsck is executed.

biffsck can check file systems on both raw and blocked devices. Checking raw devices is almost always fas-
ter, but should not be used on a mounted file system.

DIAGNOSITCS
The diagnostics produced by biffsck are intended to be self-explanatory.

WARNINGS
Inode numbers for . and .. in each directory should be checked for validity.

AUTHOR
biffsck was developed by HP.

SEE ALSO
bif(4).
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NAME

biffsdb - Bell file system debugger

SYNOPSIS

biffsdb special [ -]

DESCRIPTION
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biffsdb can be used to patch a damaged Bell file system after a crash or failure. It has conversions to
translate block and i-numbers into their corresponding disk addresses. Also included are mnemonic offsets
to access different parts of an inode. These greatly simplify the process of correcting control block entries or
descending the Bell file system tree.

biffsdb contains several error checking routines to verify inode and block addresses. These can be disabled
if necessary by invoking biffsdb with the optional - argument or by the use of the O symbol (biffsdb reads
the i-size and f-size entries from the super-block of the file system as the basis for these checks).

Numbers are considered decimal by default. Octal numbers must be prefixed with a zero. During any
assignment operation, numbers are checked for a possible truncation error due to a size mismatch between
source and destination.

biffsdb reads a block at a time and therefore works with raw as well as block /0. A buffer management rou-
tine is used to retain commonly used blocks of data in order to reduce the number of read system calls. All
assignment operations result in an immediate write-through of the corresponding block.

biffsdb recognizes the following symbols:

absolute address

convert from i-number to inode address
convert to block address
directory slot offset

address arithmetic

quit

save, restore an address
numerical assignment
incremental assignment
decremental assignment
character string assignment
error checking flip flop
general print facilities

file print facility

byte mode

word mode

double word mode

escape to shell
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The print facilities generate formatted output in various styles. The current address is normalized to an
appropriate boundary before printing begins. It advances with the printing and is left at the address of the
last item printed. The output can be terminated at any time by typing the delete character. If a number
follows the p symbol, that many entries are printed. A check is made to detect block houndary overflows
since logically sequential blocks are generally not physically sequential. If a count of zero is used, all
entries to the end of the current block are printed. The following print options are available:

print as inodes

print as directories
print as octal words
print as decimal words
print as characters
print as octal bytes

The f symbol is used to print data blocks associated with the current inode. If followed by a number, that
block of the file is printed (blocks are numbered from zero). The desired print option letter follows the block
number, if present, or the f symbol. This print facility works for small as well as large files. It checks for
special devices and that the block pointers used to find the data are not zero.

T!O OO
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Dots, tabs and spaces can be used as function delimiters but are not necessary. A line with just a new-line
character increments the current address by the size of the data type last printed; that is, the address is set
to the next byte, word, double word, directory entry or inode, enabling the user to step through a region of a
file system. Information is printed in a format appropriate to the data type. Bytes, words and double words
are displayed with the octal address followed by the value in octal and decimal. A .B or .D is appended to
the address for byte and double word values, respectively. Directories are printed as a directory slot offset
followed by the decimal i-number and the character representation of the entry name. Inodes are printed
with labeled fields describing each element.

The following mnemonics are used for inode examination and refer to the current working inode:

md mode

In link count

uid user ID number

gid group ID number

s0 high byte of file size

sl low word of file size

a# data block numbers (0 - 12)
at access time

mt modification time

maj major device number
min minor device number

EXAMPLES

386i Print i-number 386 in an inode format. This now becomes the current working inode.

In=4 Change the link count for the working inode to 4.

In=+1 Increment the link count by 1.

fc Print, in ASCII, block zero of the file associated with the working inode.

2ifd Print the first 32 directory entries for the root inode of this file system.

dbife Change the current inode to that associated with the 5th directory entry (numbered from
szsl‘é);l found from the above command. The first 512 bytes of the file are then printed in

1b.pOo Print the superblock of this file system in octal.

2i.a0b.d7=3 Change the i-number for the seventh directory slot in the root directory to 8. This exam-
ple also shows how several operations can be combined on one command line.

d7.nm="name" Change the name field in the directory slot to the given string. Quotes are optional when
used with nm if the first character is alphabetic.

AUTHOR
biffsdb was developed by HP.

SEE ALSO
bif(4), biffsck(1M).
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NAME

bifmkfs - construct a Bell file system

SYNOPSIS

bifmkfs special blocks [ :inodes 1[ gap blocks ]
bifmkfs special profo [ :inodes | [ gap blocks |

DESCRIPTION

bifmkfs constructs a Bell file system by writing on the special file according to the directions found in the
remainder of the command line. If the second argument is given as a string of digits, bifmkfs builds a file
system with a single empty directory on it. The size of the file system is the value of blocks interpreted as a
decimal number. The boot program is left uninitialized. If the optional number of inodes is not given, the
default is the number of blocks divided by 4.

If the second argument is a file name that can be opened, bifmkfs assumes it to be a prototype file proto,
and will take its directions from that file. The prototype file contains tokens separated by spaces or new-
lines. The first token is the name of a file to be copied onto block zero as the bootstrap program. The
second token is a number specifying the size of the created file system. Typically it will be the number of
blocks on the device, perhaps diminished by space for swapping. The next token is the i-list size in blocks
The next set of tokens comprise the specification for the root file. File specifications consist of tokens giving
the mode, the user ID, the group ID, and the initial contents of the file. The syntax of the contents field
depends on the mode.

The mode token for a file is a 6 character string. The first character specifies the type of the file. (The char-
acters -bed specify regular, block special, character special and directory files respectively.) The second
character of the type is either u or - to specify set-user-id mode or not. The third is g or - for the set-group-
id mode. The rest of the mode is a three digit octal number giving the owner, group, and other read, write,
execute permissions, see bifchmod(1).

Two decimal number tokens come after the mode; they specify the user and group IDs of the owner of the
file.

If the file is a regular file, the next token is a path name that designates the file from which the contents
and size are copied. If the file is a block or character special file, two decimal number tokens follow which
give the major and minor device numbers. If the file is a directory, bifmkfs makes the entries . and .. and
then reads a list of names and (recursively) file specifications for the entries in the directory. The scan is
terminated with the token $.

A sample prototype specification follows:

/stand/diskboot
4872 110
d--7773 1
usr d--7773 1
sh ---755 3 1 /bin/sh
ken d--7556 1
$

b0  b-6443100
c0 c--6443100
$

$

In both command syntaxes, the rotational gap and the number of blocks can be specified. (For RP04 type
drives, these numbers should be 7 and 418.)

EXAMPLES

To put a Bell file system on a disk with 770 1K blocks of capacity:
bifmkfs /dev/rdsk/1s0 770
where /dev/rdsk/1s0 is the device special file for the micro floppy.

WARNINGS

34

If a prototype is used, it is not possible to initialize a file with second- or third-level indirects.
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AUTHOR
bifmkfs was developed by HP.

SEE ALSO
bif(4).
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NAME

boot - bootstrap process

DESCRIPTION

The Series 700 and 800 bootstrap process involves the execution of three software components:
¢ pdc (see pde(IM),
¢ 181 (see isl(1M), and
* hpux (see hpux_800(1M)).

After the processor is RESET, pdc, the processor-dependent code (firmware), performs a self-test and
initializes the processor. It then loads and transfers control to 181, the operating-system-independent ini-
tial system loader. 181, in turn, loads and transfers control to the hpux utility, the HP-UX-specific
bootstrap loader. hpux then downloads the HP-UX kernel object file from an HP-UX file system and
transfers control to the loaded kernel image.

SEE ALSO
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hpux(1M), hpux_800(1M), isl(IM), pdc(1M).
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NAME
bootpd - Internet Boot Protocol server

SYNOPSIS
letc/bootpd [ -t timeout 1[-s ][ -d debuglevel ] [ configfile [ dumpfile 1]

DESCRIPTION
bootpd implements an Internet Boot Protocol (BOOTP) server as defined in RFC951 and RFC1048. boofpd can
be run either through inetd(1M) or as a stand-alone daemon. It is run by /etc/inetd when the following
line in included the file /etc/inetd.conf:

bootps dgram udp wait root /etc/bootpd bootpd

bootpd starts when a boot request arrives. If bootpd does not receive another boot request within fifteen
minutes of the last one received, it exits. The -t option can be used to specify a different timeout value in
minutes (such as -t20). A timeout value of zero means that bootpd will never exit.

To run boofpd as a stand-alone daemon, invoke it with the -s option (for example, at boot time from
/etc/netbsdsrc). This may be the desired mode of operation for large network installations with many
BOOTP clients. In this case, the -t option has no effect since boofpd never exits.

The -d option sets the verbosity level of the logging emitted by the daemon.

Configuration
Upon startup, bootpd reads its configuration file, /etc/bootptab, or the configfile specified in the command
line, then listens for boot request packets. boofpd rereads its configuration file when it receives a hangup
signal, SIGHUP, or when it receives a boot request packet and detects that the file has been updated. If
hosts are added, deleted or modified, their entries in boofpd’s internal database are updated accordingly
when the configuration file is reread.

If bootpd receives a SIGUSRI signal, it dumps its memory-resident database to the file /etc/bootpd.dump
or the dumpfile specified in the command line.

The configuration file uses two-character, case-sensitive tag symbols to represent host parameters. These
parameter declarations are separated by colons (:). The general format is:

where hostname is the actual name of a BOOTP client and #g is a two-character tag symbol. Most tags must
be followed by an equals-sign and a value as above. Some can also appear in a boolean form with no value
(i.e. :gq).

Blank lines and lines beginning with "#" are ignored in the configuration file. Host entries are separated
from one another by newlines; a single host entry can be extended over multiple lines if the lines end with a
backslash (\). It is also acceptable for lines to be longer than 80 characters. Tags can appear in any order
with the following exceptions: the hostname must be the very first field in an entry, nd the hardware type
tag, ht, must precede the hardware address tag, ha.

IP addresses are specified in standard Internet "dot" notation, and can use decimal, octal, or hexadecimal
numbers (octal numbers begin with 0, hexadecimal numbers begin with 0x or 0X). Certain tags accept a
list of one or more IP addresses (ip-address-list). When more than one IP address is listed, the addresses
should be separated by white space.

The currently recognized tags are:

ba  This tag specifies that bootpd should broadcast the boot reply to the client. As a boolean tag, it
causes bootpd to send the boot reply on the configured broadcast address of each network inter-
face. You can also assign the tag an ip-address value which specifies the specific IP or broadcast
address for the boot reply. The ba tag should only be used for diagnostic purposes; e.g., for
debugging boot replies with bootpquery(1M).

bf=filename
This tag specifies the filename of the bootfile which the client should download via TFTP. The
client’s boot request and the values of the hd (see below) and bf symbols determine how the
server fills in the bootfile field of the boot reply packet.

If the client specifies an absolute pathname and that file exists on the server machine, that
pathname is returned in the reply packet. If the file cannot be found, the request is discarded,;
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no reply is sent. If the client specifies a relative pathname, a full pathname is formed by
appending the pathname to the value of the hd tag and testing for existence of the file. If the
resulting boot file pathname cannot be found, the request is discarded.

Clients that do not specify boot files in their boot requests will always elicit a reply from the
server. The exact reply will again depend upon the hd and bf tags. If the bf tag gives an abso-
lute pathname and the file exists, that pathname is returned in the reply packet. Otherwise, if
the hd and bf tags together specify an accessible file, that filename is returned in the reply. If
a complete filename cannot be determined or the file does not exist, the reply will contain a
zeroed-out bootfile field.

tftpd(lm) performs a chroot(2) to the home directory of the pseudo-user 7ftp. when this
pseudo-user exists, bootpd treats all absolute pathnames as being relative to this user’s home
directory. In all cases, existence of a file means that, in addition to actually being present, the
file must be readable by the pseudo-user ##p (or must be publicly readable, if no such pseudo-
user exists) since this is also required by #¢pd(1M) to permit the file transfer. All filenames are
first tried as filename.hostname and then simply as filename, thus providing for individual per-
host bootfiles.

bs=size
This tag specifies the size of the bootfile. The parameter size can be either a decimal, octal, or
hexadecimal integer specifying the size of the bootfile in 512-octet blocks, or the keyword auto
which causes the server to automatically calculate the bootfile size at each request. Specifying
the bs symbol as a boolean has the same effect as specifying auto as its value.

cs=ip-address-list
This tag specifies the IP address(es) of RFC865 Quote of the Day (cookie) server(s).

ds=ip-address-list
This tag specifies the IP address(es) of RFC1034 Domain Name server(s).

gw=ip-address-list
This tag specifies the IP address(es) of gateway(s) for the client’s subnet. If one of many gate-
ways is preferred, it should be listed first.

ha=hardware-address
This tag specifies the hardware address of the client. The hardware address must be specified
in hexadecimal; optional periods and/or a leading 0x can be included for readability. The ha
tag must be preceded by the ht tag (either explicitly or implicitly; see tc below).

hd=home-directory
This tag specifies a directory name to which the bootfile is appended (see bf tag above). The
default value of the hd tagis/.

hn  The presence of this tag indicates that the hostname should be sent in the boot reply. The hn
tag is a boolean tag. bootpd attempts to send the entire hostname as it is specified in the
configuration file; if this cannot fit into the reply packet, an attempt is made to shorten the
name to just the host field (up to the first period, if present) and then tried. In no case is an
arbitrarily-truncated hostname sent. If nothing reasonable can fit, nothing is sent.

ht=hardware-type
This tag specifies the hardware type code. The hardware-type parameter can be an unsigned
decimal, octal, or hexadecimal integer corresponding to one of the ARP Hardware Type codes
specified in RFC1010. It can also be specified by the symbolic names ethernet or ether for 10-
Mb Ethernet; ethernet3 or ether3 for 3-Mb experimental Ethernet; ieee802, tr, or token-
ring for IEEE 802 networks; pronet for Proteon ProNET Token Ring; chaos, arcnet, or ax.25
for Chaos, ARCNET, and AX.25 Amateur Radio networks, respectively.

im=ip-address-list
This tag specifies the IP address(es) of Impress network image server(s).

ip=ip-address
This tag specifies the IP address of the BOOTP client.

lg=ip-address-list
This tag specifies the IP address(es) of MIT-LCS UDP log server(s).
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Ip=ip-address-list

This tag specifies the IP address(es) of Berkeley 4BSD printer server(s).
ns=ip-address-list

This tag specifies the IP address(es) of IEN-116 name server(s).

rl=ip-address-list
This tag specifies the IP address(es) of RFC887 Resource Location Protocol server(s).

sm=subnet-mask
This tag specifies the client’s subnet mask. The subnet-mask is specified as a single IP address.

Tnnn=generic-data
This is a generic tag where nnn is an RFC1048 vendor field tag number. This allows bootpd to
immediately take advantage of future extensions to RFC1048. The generic-data data can be
represented as either a stream of hexadecimal numbers or as a quoted string of ASCII charac-
ters. The length of the generic data is automatically determined and inserted into the proper
field(s) of the RFC1048-style boot reply.

te=template-host
This tag indicates a table continuation. Often, many host entries share common values for cer-
tain tags (such as domain servers, etc.). Rather than repeatedly specifying these tags, a full
specification can be listed for one host entry and shared by others via the tc mechanism.

The template-host is a dummy host that does not actually exist and never sends boot requests.
Information explicitly specified for a host always overrides information implied by a tc tag sym-
bol, regardless of its location within the entry. The value of template-host can be the hostname
or IP address of any host entry previously listed in the configuration file.

Sometimes it is necessary to delete a specific tag after it has been inferred via te. This can be
done using the construction FItag@ which removes the effect of fag. For example, to completely
undo an RFC1034 domain name server specification, use :ds@: at an appropriate place in the
configuration entry. After removal with @, a tag is eligible to be set again through the tc
mechanism.

to=offset
This tag specifies the client’s time zone offset in seconds from UTC. The time offsef may be
either a signed decimal integer or the keyword auto which uses the server’s time zone offset.
Specifying the to symbol as a boolean has the same effect as specifying auto as its value.

ts=ip-address-list
This tag specifies the IP address(es) of RFC868 Time Protocol server(s).

vm=magic-cookie
This tag specifies the RFC1048 vendor information magic cookie. The magic-cookie may be one
of the following keywords: auto (indicating that vendor information is determined by the
client’s request), rfc1048 (which always forces an RFC1048-style reply), or cmu (which always
forces a CMU-style reply).

EXAMPLE
An example /etc/bootptab file follows:

# The first entry is the template for options
# common to all the X terminals.

global.defaults:\
:bf=C2300A:\
:hd=/usr/lib/X11/700X/bin:\
:hn:\
:ht=ether:\
:vm=rfc1048:

# Now the actual entries for the individual
# X terminals are listed.
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xterm1:\
:te=global.defaults:\
:ha=08000903212F:\
{ip=190.40.101.22:

xterm2:\
‘te=global.defaults:\
tha=0800090324AC:\
:ip=190.40.101.35:

FILES
/ete/bootptab
fete/services

WARNINGS
Individual host entries must not exceed 1024 characters.

AUTHOR
bootpd was developed by Carnegie Mellon University and Stanford University.

SEE ALSO
inetd(1m); DARPA Internet Request For Comments RFC951, RFC1048, RFC1084, Assigned Numbers
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NAME
bootpquery - send BOOTREQUEST to BOOTP server

SYNOPSIS
letc/bootpquery haddr [ htype ][ options ]

DESCRIPTION
bootpquery is a diagnostic tool used to check the configuration of the Internet Bootstrap Protocol (BOOTP)
server, bootpd (IM). It uses the supplied parameters to construct a boot request to send to a BOOTP server.
It prints the contents of the boot reply, including the client’s internet address, the name of a boot file, and
the name and address of the server that sent the reply. bootpquery formats and prints RFC-1048 or CMU-
style vendor information included in the reply. Since it uses reserved ports, it is can only be run by the
super-user.

The BOOTREQUEST packet is broadcast on the BOOTP server port bootps. If a BOOTP server is configured
to respond to the request, it returns a BOOTREPLY packet on the BOOTP client port, bootpe. bootpquery
can only display BOOTREPLY packets when the BOOTP server broadcasts the reply on the client port or
when the hardware address and IP address supplied in the BOOTREQUEST are those of the host on which
bootpquery is run.

The following options provide the information for the BOOTREQUEST:

haddr The hardware adresss of the BOOTP client to use in the BOOTREQUEST. A BOOTP server
responds if it has configuration information for a host with this link-level address.

htype The type of address specified as haddr, which may be ether or ieee802. The default address
type is ether.

-iipaddr
The internet address of the BOOTP client to specify in the BOOTREQUEST. If the BOOTP client
doesn’t know its IP address, the BOOTP server supplies it in the BOOTREPLY. Otherwise, the
server returns the BOOTREPLY directly to ipaddr.

-sserver The name of the BOOTP server to which the BOOTREQUEST should be sent directly. When
the BOOTP server is known, the BOOTREQUEST is not broadcast.

-vvendor
" Request vendor information for vendor. The vendor can be specified as rfc1048 or cmu. For
any other vendor specification, the first four characters of the parameter are used as the ven-
dor magic cookie.

-fbootfile
Specify a boot file needed by the BOOTP client. If a boot file is specified in the BOOTREQUEST,
the BOOTP server responds only if the server host can make the file available via #ftp.

EXAMPLE
Jetc/bootpquery 02608cee018e ether -s hpserver

Received BOOTREPLY from hpserver.hp.com (15.9.18.119)
Hardware Address:  02:60:8c:ee:01:8¢e

Hardware Type: ethernet
IP Address: 15.9.18.113
Boot file: fusr/titpdir/hp-gw2-confg
RFC 1048 Vendor Information:
Subnet Mask: 255.255.248.0
Bootfile Size: 6 512 byte blocks
Domain Name Server: 15.9.18.119
Host Name: hp-gw2
AUTHOR
bootpquery was developed by HP.
SEE ALSO

bootpd(1M), tftp(1), tftpd(1M)
DARPA Internet Request For Comments RFC951, RFC1048, RFC1084, Assigned Numbers.
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NAME
bre, bcheckre, mirrorre, re, powerfail - system initialization shell scripts

SYNOPSIS
/etc/brc

/etc/bcheckrc
/etc/mirrorre
/etc/re
/etc/powerfaill

Remarks:
The mirror disk features described on this page require installation of optional Data Pair 800 software (not
included in the standard HP-UX operating system) before they can be used.

DESCRIPTION
These shell procedures are executed via entries in /etc/inittab by init (see init(1M)). bcheckre,
brc, and mirrorrc are executed when the system is changed out of single-user mode. rc is executed
spon entering a new, numbered, run-level. powerfail is executed whenever a system power failure is
etected.

brec Clears the mounted file system table /etc/mnttab (see mnitab(4)), and loads any
programmable microprocessors with their appropriate scripts.

bcheckrc Performs all necessary consistency checks to prepare the system to change into multi-
user mode. It prompts to set the system date and to check the file systems with f£sck
(see fsck(1M)).

mirrorrc Sets up mirror disk pairs based on information contained in /etc/mirrortab (see
mirrortab(4)). It invokes mirror to configure the mirror pairs and, if necessary, to
reimage the mirrors for data comsistency (see mirror(1M)). It is run by bcheckrc
before f£sckis run.

rc Starts all system daemons before the terminal lines are enabled for multi-user mode. In
addition, file systems are mounted, and accounting, error logging, system activity log-
ging, and the Remote Job Entry (RJE) system are activated in this procedure.

powerfail
Invoked when the system detects a power-failure condition. Its chief duty is to reload
any programmable microprocessors with their appropriate scripts, where applicable. It
also logs the fact that a power failure occurred.

SEE ALSO
fsck(1M), init(1IM), mirror(1M), shutdown(1M), inittab(4), mirrortab(4), mnttab(4).
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NAME
buildlang - generate and display locale.def file

SYNOPSIS
buildlang [-n]input_file
buildlang -4/[-f form]locale_name

builldlang is provided for historical reasons only. Use localedef instead (see localedef(1M)).

DESCRIPTION
Without the -4 option, buildlang automatically sets up the language environment as specified by
input_file. buildlang reads a “ buildlang script” (see description below) from input_file, creates a file
called locale.def, and installs this file in the appropriate directory. If the -n option is specified,
bulldlang creates the locale.def in the current directory.

If the -d option is specified, builldlang displays the contents of the locale.def file associated with
the locale_name in the format of a “buildlang script” so that the output can be modified and used as an
input file to buildlang to generate a modified locale.def file. If a character code is printable, as
defined by the current setting of the LC_CTYPE environment variable in the user’s environment,
buildlang always outputs the character code in the “character constant” form. If a character code is not
printable, the -£ option specifies the form in which the character code will be displayed. The -fc¢, -£d, -
fo, and -£fx options cause buildlang to output each non-printable character code in the “character
constant”, “decimal constant”, “octal constant”, and “hexadecimal constant” form, respectively (see Con-
stants section below). Without the -f option, buildlang display each printable character code in the
“character constant” form and non-printable character code in the “hexadecimal constant” form.

There are six categories of data in the locale.def file, recognized by setlocale (), which make up a
language definition (see setlocale(3C)). They are:

LC_COLLATE Information in this category affects the behavior of the regular expressions and
the NLS string collation functions.

LC_CTYPE Information in this category affects the behavior of the character classification
and conversion functions.

LC_MONETARY Information in this category affects the behavior of functions which handle
monetary values.

LC_NUMERIC Information in this category affects the handling of the radix character in the
formatted input/output functions and the string conversion functions.

LC_TIME Information in this category affects the behavior of the time conversion func-
tions.

LC_ALL This category contains language-specific information which does not belong to

any of the above categories.

A buildlang script also consists of six categories. The beginning of each category is identified by a
“category tag” which has the form of LC_category where category is one of the following: ALL, COLLATE,
CTYPE, MONETARY, NUMERIC, or TIME. The end of each category is identified by a END_LC category
tag. The order of categories in the “buildlang script” is irrelevant. All category specifications are optional.
If a category is not specified, setlocale() sets up the default “C” locale for that category (see
setlocale(3C) and lang(5)).

Each category is composed of one or more statements. Each statement begins with a keyword followed by
one or more expressions. An expression is a set of well-formed metacharacters, strings, and constants.
buildlang also recognizes comments and separators.

More than one definition can be specified for each category. If a category contains more than one definition,
each additional definition must be named via the modifier keyword described below. The first set of
specifications is the default definition which may or may not have a modifier name.

The following is a list of category tags, keywords and subsequent expressions which are recognized by
buildlang. The order of keywords within a category is irrelevant with the exception of the modifier
keyword. All keyword specifications are optional with the exception of the langname and langid key-
words. (Note that, as a convention, the category tags are composed of uppercase characters, while the
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keywords are composed of lowercase characters).

Category Tags and Keywords

The following keywords do not belong to any category.

langname String identifying the name of the language. It follows the naming convention of the
LANG environment variable:

language|_territory][.codeset]
(see environ(5)). This keyword is required by buildlang.

langid Decimal number identifying the language id. This keyword is required by
buildlang. The language id specified should be in the range of 1 to 999, and any
user-defined language should assign its language id in the range of 901 to 999.

revision String identifying the revision number of the locale.def file. The string is res-
tricted to contain at most 6 characters, all digits and one optional decimal point (.)
character.

The following keyword can be used in any category. It must be used to name a definition when a category
contains more than one definition.

modifier String identifying the name of the modifier (see environ(5)). Since this keyword is
used to associate a modifier with a set of specifications, it must come before any key-
word in that set of specifications.

LC_ALL:
The following keywords belong to the LC_ALL category and should come between the category tag
LC_ALL and END_LC:

yesstr String identifying the affirmative response for yes/no questions (a langinfo(5) item).
nostr String identifying the negative response for yes/no questions (a langinfo(5) item).
direction String indicating text direction (a langinfo(5) item).

context String indicating character context analysis. String “null” or “0” indicates no context
analysis is required. String “1” indicates Arabic context analysis required.

LC_CTYPE:
The following keywords belong to the LC_CTYPE category and should come between the category tag
LC_CTYPE and END_LC:

isupper Character codes classified as uppercase letters.

islower Character codes classified as lowercase letters.

isdigit Character codes classified as numeric.

isspace Character codes classified as spacing (delimiter) characters.

1spunct Character codes classified as punctuation characters.

iscntrl Character codes classified as control characters.

isblank Eharacter codes for printable space characters. These also must be defined in
sspace.

isxdigit Character codes classified as hexadecimal digits.
isfirst Character codes classified as the first bytes of two-byte characters.
issecond Character codes classified as the second bytes of two-byte characters.

ul Relationships between uppercase and lowercase characters. Used for languages that
have a one-to-one relationship between lowercase and uppercase characters.

toupper Lowercase to uppercase character relationships.

tolower Uppercase-to-lowercase - character relationships. Keywords toupper and

tolower are used only for languages that do not have a one-to-one relationship
between lowercase and uppercase characters.
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bytes_char String containing the maximum number of bytes per character for the character set
used for a specified language (a langinfo(5) item).

alt_punct String mapped into the ASCII equivalent string bl"#$%&’ ()*+, -
o/ :;<=>?@[\]A_*{~, where b is a blank (a langinfo(5) item).

code_scheme
Specifies the multi-byte character encoding scheme used. The operand should be a
string. Currently, “HP15” and “BUC” strings are recognized. If this keyword is not
specified, or the operand is a null string (f3""), the encoding scheme is single-byte, or
HP15 if bytes_char is 2. See Native Language Support User’s Guide.

cawidth Defines the number of bytes contained in a character, and the number of columns per
character displayed on output devices. This keyword should be specified if the encod-
ing scheme is “EUC”. EUC can be divided into 4 Supplementary Code Sets. The first
SCS, Supplementary Code Set 0, contains ASCII characters and is assumed to contain
1 byte per character and require 1 column on the output devices. The operand is a
string containing three ordered pairs of digits delimited by colons and commas. The

format is:
XxYy,Zoz
Field Interpretation
X SCS 1, number of bytes
x SCS 1, output width
Y SCS 2, number of bytes, after SS2
y SCS 2, output width
Z SCS 3, number of bytes, after SS3
z SCS 3, output width

LC_COLLATE:
The following keywords belong to the LC_COLLATE category and should come between the category tag
LC_COLLATE and END_LC:

sequence Sequence of character codes for collation.

LC_MONETARY:

The following keywords belong to the LC_MONETARY category and should come between the category tag
LC_MONETARY and END_LC. These keywords, except crncystr, are identical to the members in struct
lconv defined in <locale.h> (see localeconv(8) ):

int_curr_symbol
currency_symbol
mon_decimal_point
mon_thousands_sep
mon_grouping
positive_sign
negative_sign
int_frac_digits
frac_digits
p_cs_precedes
p_sep_by space
In_cs_precedes
n_sep_by space
p_sign posn

n sign posn

crncystr String for specifying the currency (a langinfo(5) item).

LC_NUMERIC:

The following keywords belong to the LC_NUMERIC category and should come between the category tag
LC_NUMERIC and END_LC: These keywords, except alt_digits, are identical to the members in struct
lconv defined in <locale.h> (see localeconv(3C)).
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grouping

decimal_point
(same as RADIXCHAR, a langinfo(5) item).

thousands_sep
(same as THOUSEP, a langinfo(5) item).

alt_digits String mapped into the ASCII equivalent string 01234567895b+-.,cE, where b is a
blank (a langinfo(5) item).

LC_TIME:

The following keywords belong to the LC_TIME category and should come between the category tag
LC_TIME and END_LC: These keywords, except era, are identical to their corresponding langinfo(5)
items (see langinfo(5)).

d_t_fmt

d_fmt

t_fmt
day_ltoday_ 7
abday_1 to abday_7
mon_1 tomon_7
abmon_1 to abmon_7
am_str

pm_str

year_unit
mon_unit
day_unit
hour_unit

min _unit
sec_unit

era_fmt

era Names and dates of eras or emperors.

Expressions
Expressions consist of character-code constants, strings, and metacharacters. There are four types of legal
expressions; ctype, shift, collate, and info:

ctype Ctype expressions follow the keywords isupper, islower, isdigit, isspace,
ispunct, 1scntrl, isblank, isxdigit, 1sfirst, and 1ssecond and can include
either a single character-code constant or a character-code range consisting of a constant
followed by a dash followed by another constant. At least one separator must appear
between the constants and dash. The constant preceding the dash must have a smaller
code value than the constant following the dash. A range represents a set of consecutive
character codes.

shift Shift expressions follow keywords ul, toupper, and tolower, and must consist of
two character-code constants enclosed by left and right angle brackets. For ul and
tolower, the first constant represents an uppercase character and the second the
corresponding lowercase character. For toupper, the first constant represents an lower-
case character and the second the corresponding uppercase character.

collate
Collate expressions that follow the keyword sequence represent a sequence of char-
acter codes that define a collation order. Each character code in the series is assigned an
ascending sequence number. Collate expressions include single character-code con-
stants, character-code ranges, character-code priority sets, two-to-one character-code pairs,
one-to-two character-code pairs and character-code don’t-care sets.

A character-code priority set is a collection of one or more constants or other collate
expressions enclosed by left and right parenthesis. Constants or expressions within a
priority set havé the same collation sequence number but different priorities. The priori-
ties account for case and accent differences.

-4 - HP-UX Release 9.0: 4.23.92



buildlang (1M)

info

buildlang (1M)

A two-to-one character-code pair is represented by two character-code constants enclosed
by left and right angle brackets. Two-to-one characters are two adjacent characters that
occupy one position in the collating sequence. For example, the expression sequence ('C’
‘c’) ( <'C’ 'h'> <’c’ 'h’>) (’D’ ’A’) instructs buildlang to treat the
character combinations Ch and ch as single characters that collate between lowercase ¢
and uppercase D.

A one-to-two character code is represented by two character-code constants enclosed by left
and right brackets. One-to-two characters are single characters that occupy two adjacent
positions in the collating sequence. For example, suppose the character X’ represents a
one-to-two character that collates as AE. This information can be expressed as (’A’
['X" 'E’] ’a’). The character X’ has the same primary sequence number as’A’ and
’a’, a priority that lies between ’A’ and ’a’ and a secondary sequence number that is the
same as 'E’.

A character-code don’t-care set is a collection of one or more constants or other collate
expressions enclosed by left and right curly brackets. Constants or expressions within a
don’t-care set are ignored in character comparisons.

Info expressions follow all langinfo-type, lconv-type and era keywords. Each expres-
sion is a string (see Strings section below).

The expressions following the langinfo-type keywords define the strings associated with
items in langinfo(5). Each expression consists of a string to be associated with the item
identified by the keyword.

The expressions following the lconv-type keywords define the strings associated with
members of lconv struct in localeconv(3C). Each expression consists of a string to be
associated with the member identified by the keyword.

Each expression following the keyword era defines how the years are counted and
displayed for one era (or emperor’s reign). The expressions must be in the following format:

directionf3:offset : start_date :end_date :name : format
where:

direction  Either a + or - character. The + character indicates the time axis
should be such that the years count in the positive direction when moving
from the starting date towards the ending date. The - character indicates
the time axis should be such that the years count in the negative direction
when moving from the starting date towards the ending date.

offset A number in the range [SHRT_MIN, SHRT MAX] indicating the number
of the first year of the era.

start_date A date in the form yyyy /mm /dd where yyyy, mm, and dd are the year,
month and day numbers, respectively, of the start of the era. Years prior
to the year 0 A.D. are represented as negative numbers. For example, an
era beginning March 5th in the year 100 B.C. would be represented as ~
100/3/5. Years in the range [SHRT_MIN+1, SHRT MAX-1] are sup-
ported.

end_date The ending date of the era in the same form as the start_date above or one
of the two special values -* or +*. A value of -* indicates that the end-
ing date of the era extends to the beginning of time while +* indicates it
extends to the end of time. The ending date can be chronologically either
before or after the starting date of an era. For example, the expressions for
the Christian eras A.D. and B.C. would be:

+:0:0000/01/01:+*:A.D.:%0 %N
+:1:-0001/12/31:-*:B.C.:%0 %N

name A string representing the name of the era which is substituted for the %N
directive of date(1) and strftime(3C).
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format A string for formatting the %E directive of date(1) and strftime(3C). This
string is usually a function of the %o and %N directives. If format is not
specified, the string specified for the LC_TIME category keyword
era_fmt (see above) is used as a default.

Constants
Constants represent character codes in the ctype, shift and collate expressions. C programming
language integer and character constants can be used as character codes, including:

decimal constants Sequence of digits not beginning with a 0 (zero).
octal constants Sequence of digits beginning with a 0 (zero).

hexadecimal constants Sequence of digits preceded by 0x or 0X (zero followed by character x or X).
Hexadecimal digits include a or A through f£ or F, with values 10 through
15.

character constants A single character written between single quotes, having the numerical value
of the character in the machine’s character set.

Strings
Strings are used in info expressions. A string is a sequence of zero or more characters surrounded by
double quotes ("). Within a string, the double-quote character must be preceded by a backslash (\). The fol-
lowing escape sequences also can be used:

\n newline

\t horizontal tab
\b backspace

\r carriage return
\f form feed

\\ backslash

\’ single quote
\ddd bit pattern

The escape \ddd consists of the backslash followed by 1, 2, or 3 octal digits specifying the value of the
desired character. Also, a backslash (\) and an immediately-following newline are ignored.

Metacharacters
Metacharacters are characters having a special meaning to buildlang in ctype, shift, and col-
late expressions. To escape the special meaning of these characters, surround them with single quotes.
builldlang meta-characters include:

- Represents a range of consecutive character codes.

< When used with the ul, toupper, and tolower keywords, indicates the beginning of an
uppercase-lowercase character code relationship. When used with the sequence keyword,
indicates the beginning of a two-to-one character pair.

> When used with the ul, toupper, and tolower keywords, indicates the end of an
uppercase-lowercase character code relationship. When used with the sequence keyword,
indicates the end of a two-to-one character pair.

[ Indicates the beginning of a one-to-two character pair.
] Indicates the end of a one-to-two character pair.
( Indicates the beginning of a group of character code constants or expressions having the

same collation sequence number, but different priorities.

) Indicates the end of a group of character code constants or expressions having the same colla-
tion sequence number, but different priorities.

{ Indijcates the beginning of a group of character code constants or expressions belonging to the
same set of collation don’t-care characters.
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} Indicates the end of a group of character code constants or expressions belonging to the same
set of collation don’t-care characters.

Comments
Comments are all characters between a pound sign (#) and a carriage return, except when used in the char-
acter code constants and strings. Comments and blank lines are ignored.

Separators
Separator characters include blanks and tabs. Any number of separators can be used to delimit the key-
words, metacharacters, constants and strings that comprise a buildlang script.

EXTERNAL INFLUENCES
Environment Variables
LC_CTYPE determines the printable characters when the -d option is specified.

If LC_CTYPE is not specified in the environment or is set to the empty string, a default of “C” (see lang(5))
is used instead of LC_CTYPE.

International Code Set Support
Single- and multi-byte character code sets are supported.

EXAMPLES
The following bulldlang script creates the locale file for the american language using the
ROMANS code set:

# language: american # code set: ROMANS

langname "american"
langid 1
revision "i.1»

FHBHHHH R R R R R R R R R
# Set up the LC_ALL category of the table

LC_ALL

yesstr '"yes" # yes string

nostr "no" # no string

direction e # left-to-right orientation
context "“

END_LC

#H4HHGHBHBEG BB HEHHF AR RHR BB GHR GGG S G R
# Set up the LC_CTYPE category of the table

LC_CTYPE
isupper ‘A’ - 'Z’ # true if an uppercase char
Oxal - Oxa7 Oxad Oxae 0xbl O0xb4 0xbé6
0xd0 0xd2 0xd3 0xds Oxda -~ Oxdc
Oxde - Oxel Oxe3 Oxe5 - Oxe9
Oxeb Oxed Oxee Ox£f0
islower ‘a‘’ - ‘z’ # true if a lowercase char
0xb2 0xb5 0xb7 0xc0 - Oxcf O0xdl
0xdd - 0xd7 0xd9 0Oxdd Oxde Oxe2
Oxed Oxea Oxec Oxef Oxfl
isdigit ‘0’ - ‘9~ # true if a digit
isspace 7 0x9 - Oxd # true if a space
ispunct !/ - 7/¢ A - # true if a punctuation char
l[l - g I(I - T
168 - 172 175 176 179
184 - 191 242 - 254
isentrl 0x0 - Ox1f ox7f # true if a control char
128 - 160 255
isblank ‘ - # true if a blank char
isxdigit 0’ - 19 ra’ - ‘£’ # true if a hex digit

A’ - P’
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# isfirst and issecond are irrelevant here

ul < ‘A’ ’a’ > < ‘B’ 'b’ > # < upper lower>
< 'C’ ¢’ > < D’ ’'d’ »>
< ‘B’ ‘e’ > < 'F’ '"f' >
< ¢’ lgl > < 'H’ ‘h’ >
<0x49 0X69> <0x4a 0X6a> # hex constants allowed
<0113 0153> <0114 0154> # octal constants allowed
< 77 109 > < 78 110 > # decimal constants allowed
< ‘0’ ‘o’ > < ‘P’ 'p’ > # literal constants allowed
< Q' 'q’ > < 'R’ '’ >
< ISI Isl > < ITI ltl >
< ‘U’ "u’ > < 'V 'y >
< W 'w' > < ‘X’ 'x’ >
< IYI lyl > < IZI lzl >
<0xal Oxc8> <0xa2 0xcO»>
<0xa3 Oxc9> <0Oxad Oxcl>
<0xa5 Oxcd> <0xa6 Oxdil>
<0xa7 Oxdd> <0xad Oxcb>
<Oxae Oxc3> <0xb4 0xb5>
<0xb6 0xb7> <0xd0 0xdd>
<0xd2 0xdé6> <0xd3 0xd7>
<0xd8 Oxcc> <0xda Oxce>
<0xdb Oxcf> <0xdc Oxc5>
<0xdf Oxc2> <0xe0 Oxcd>
<0xel Oxe2> <0xe3 Oxed>
<0xe5 0xd5> <0xe6 0xd9>
<0xe7 Oxc6> <0xe8 Oxca>
<0xe9 Oxea> <0xeb Oxec>
<0xed O0xc7> <0xee Oxef>
<0xf0 Oxfil>
bytes_char nin # max number of bytes per char
alt_punct nu # no alternative punctuation
code_scheme L # encoding scheme is single-byte
END_LC

HERHRAFHERHEH R E R R G R R R
# Set up the LC_COLLATE category of the table

dictionary collating sequence:
spaces, decimal digits,

alphabetic characters, punctuation,
control characters

LC_COLLATE

modifier "nofold"

sequence ‘ / 0xald ‘0’ ~ ‘9’
( A’ [0xd3 ‘E’] Oxe0 0Oxal 0xa2 0xd8 0xd0 Oxel ) ‘B’
( ‘c’ 0xb4d ) ( 'D’ Oxe3 ) ( ‘E’ Oxdc Oxa3 Oxad Oxa5 ) ‘F’
‘G’ 'H’ ( ‘I’ Oxe5 Oxe6 0Oxa6 Oxa7 ) ‘J’ ‘K’ ‘L’ ‘M’
( ‘N’ 0xb6 ) ( ‘O’ 0Oxe7 0Oxe8 0xdf Oxda 0xe9 0xd2 ) ’'P’ Q'
'R’ ( 'S’ Oxeb ) ’T’ ( ‘U’ 0Oxed 0xad Oxae Oxdb )
'V O'W’ ‘X’ ('Y’ Oxee ) ‘Z’ O0xfO0
( ’a’ [0xd7? ‘e’] Oxcd 0xc8 0xcO0 Oxcc 0xd4 Oxe2 ) ‘b’
( c” O0xb5 ) ( A’ Oxed ) ( ‘e’ O0xc5 0xc9 Oxcl Oxcd ) ‘£’
‘g’ ‘h’ ( ‘i’ 0xd5 0xd9 0xdl 0xdad) ‘j’ 'k’ ‘1’ 'm’
( 'n’ 0xb7 ) ( ‘o’ 0xc6 Oxca Oxc2 Oxce Oxea 0xd6 ) ‘p’ ‘q’
‘r’ ( [0xde '8’] ‘s’ Oxec ) ‘t’ ( 'u’ 0xc7 Oxcb 0xc3 Oxcf )
v/ ‘w’ 'x’ ( 'y’ Oxef ) 'z’ 0xf1l ’
Oxbl O0xb2 O0xf2 - O0xf5 (' *)’ *[* *]’
r{’ '} Oxfb Oxfd ’'<’ *>’' ’'=' 4+’ - (Oxfe Oxf7 Oxf8

3 3 3k 3
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°xb3 I%I 'R ¥ I.I I’I I’I I:I oxbs I?I 0xbs I!l
/7NN |7 '@’ ‘&’ '#’ Oxbd ‘$’ Oxbf Oxbb Oxaf
Oxbc Oxbe Oxba "/ ¢/¢ ¢4 sAr ros (xaB - Oxac ‘_’
Oxf6 O0xb0 Oxf9 Oxfa Oxfc O0x0 - Ox1f Ox80 - Ox9f
0x7f Oxff
modifier "fold"
sequence ‘'’ O0xa0 ‘0’ - '9’
( ‘A’ [0xd3 ‘E’] ‘a’ [0xd7 ‘e’] Oxe0 Oxcd Oxal Oxc8 0xa2 OxcO
0xd8 Oxcc 0xd0 0xd4 Oxel Oxe2 )
( ‘B’ ‘b’ ) ( 'C’ "¢’ 0xb4d 0xb5 ) ( 'D’ ‘4’ 0xe3 Oxed )
( 'E’ ‘e’ Oxdc Oxc5 0xa3 0xc9 Oxad Oxcl Oxa5 Oxcd ) ( 'F’ ‘£’
( G’ Igl ) ( IHI Ihl )
( I’ i’ Oxe5 0xd5 Oxe6 0xd9 0xa6 0xdl Oxa7 0xdd) ( ‘J‘ ‘j’ )
( IKI lkl ) ( ILI Ill ) ( IMI Iml ) ( INI Inl oxbs 0xb7 )
( ‘0’ ‘o’ 0xe7 0xc6é Oxe8 Oxca 0xdf Oxc2 Oxda Oxce 0Oxe9 Oxea
oxaz oxds ) ( ps Ipl ) ( IQI lql ) ( IR Iyt )
( ’s’ [0xde ‘s’] ‘s’ Oxeb Oxec ) ( ‘T’ ‘t’ )
( ‘U’ ’u’ Oxed 0xc7 Oxad Oxcb Oxae O0xc3 Oxdb Oxcf ) ( 'V’ ‘v’
( lw: le ) ( IXr 1x’ ) ( IYI lyl oxee oxef ) ( IZI Izl )
( 0xf0 0xfl ) Oxbl Oxb2 O0xf2 - Oxf5 /(’ 7))’ [’ 1’
{7 '}’ Oxfb Oxfd ’'<’ '>’ ’'=' 4+’ '~’ Oxfe Oxf7 O0xf8
0xb3 1% Tk1 1 g I’I I’.I 191 oxbg 19 0xb8s e
77 NN 77 '@ ‘&’ '#’ Oxbd ’$’ Oxbf Oxbb Oxaf
oxbc oxbe oxba INI Tt ST A T 0xa8 - Oxac I_I
0xf6 O0xb0 O0xf9 Oxfa Oxfc O0x0 - Ox1f O0x80 - O0x9f
Ox7f Oxff
END_LC

bt RS RS R
# Set up the LC_MONETARY category of the table

LC_MONETARY
int_curr_symbol "USD "
currency_symbol "§"

mon_decimal_point ", u
mon_thousands_sep ", n
mon_grouping "\\3"

positive_sign nn
negative_sign u_wn
int_frac_digits "2"

frac_digits ugn
p_cs_precedes uiw
p_sep_by_ space "0O"
n_cs_precedes nwin
n_sep_by space "0"
p_sign posn win
n_sign_ posn n4n
crncystr "-ysg"
END_LC

#EdH# R R R R R R
# Set up the LC_NUMERIC category of the table

LC_NUMERIC
grouping "\\3"

thousands_sep w,n # THOUSEP: thousands separator
decimal_point L # RADIXCHAR: radix character
alt_digits "o # no alternative digits

END_LC

R R R R R
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# Set up the LC_TIME category of the table

LC_TIME

d_t_fmt "%a, %h %d, 19%y %r" # date & time format
d_£fmt "%a, %h %d, 19%y" # date format string

t_£fmt "%

# time format string

day_1 "Sunday" # weekday names
day_2 "Monday"

day_3 "Tyesday"
day_4 "Wednesday"
day_5 "Thursday"
day_6 "Friday"
day_7 "Saturday"

abday_ 1 "sSun"
abday_2 "Mon"
abday_3 "Tue"
abday_4 "Wed"
abday_5 "Thu"
abday_ 6 "Fri"
abday_7 "sat"

# weekday abbreviations

mon_1 "January" # month names
mon_2 "February"

mon_3 "March"

mon_4 "April"

mon_5 "May*

mon_6 "June"

mon_7 "July"

mon_8 "August"

mon_9 “"September"

men_10 “"October"
mon_11 "November"
mon_12 "December"

abmon_1 "Jan"
abmon_2 "Feb"
abmon_3 "Mar"“
abmon_4 "“Apr"
abmon_5 “May"
abmon_6 "“Jun"
abmon_7 “Jul"
abmon_8 "Aug"
abmon_9 "Sep"
abmon_10
abmon_11
abmon_12
am_str "AM"
pm_str "PM"
year_unit
mon_unit
day_unit
hour_unit
min_unit
sec_unit

# There is no

# month abbreviations

" °ct L]

lINovll

llDecll

# AM string

# PM string

nu the unit of year
the unit of month
the unit of day
the unit of hour
the unit of minute
the unit of second

3 3k 3 3 W

buildlang (1M)

string

era or emperor year for the american language,
# but here is an example of the japanese era_fmt and era specification:

era_fmt "%N%onen" # normal era format string

era "4$:2:1990/01/01:+*:Heisei"
"+:1:1989/01/08:1989/12/31:Heisei:%Ngannen"
"+:2:1927/01/01:1989/01/07 : Shouwa"
"4+$:1:1926/12/25:1926/12/31:Shouwa:%Ngannen"

-10-

# special format for 1lst year

# special format for 1st year
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"+:2:1913/01/01:1926/12/24:Taishou"

"+:1:1912/07/30:1912/12/31:Taishou:%Ngannen" # special format for 1lst year
"4+:2:1869/01/01:1912/07/29:Meiji"

"+:1:1868/09/08:1868/12/31:Meiji:%Ngannen” # special format for 1lst year l
"-:1868:1868/09/07:-*: :%0" # revert to regular year numbering for

# years prior to the supported eras
END_LC

ERRORS
If builldlang detects any errors, it terminates with an error message and will not generate a
locale.def file.

WARNINGS
To specify a 16-bit character, it is recommended to use two bit-pattern (\ddd) escape sequences.

AUTHOR
buildlang was developed by HP.

FILES
/usr/lib/nls/config
/usr/1ib/nls/languagel/territoryll/codeset]/locale.def

SEE ALSO
setlocale(3C), environ(5).

HP-UX Release 9.0: 4.23.92 -11- 53



captoinfo (1M) captoinfo (1M)

NAME

captoinfo - convert a termcap description into a terminfo description

SYNOPSIS

captoinfo [ -1v] [ -wn ]| filenames ]

DESCRIPTION

captoinfo looks in filenames for termecap(3X) descriptions. For each one found, an equivalent terminfo(4)
description is written to standard output along with any comments found. The short two letter name at the
beginning of the list of names in a termcap entry, a hold-over from Version 6 UNIX , is removed. Any
description that is expressed relative to another description (as specified in the termcap tc= field) is reduced
to the minimum superset before output.

If o filename is given, the environment variable TERMCAP is used for the filename or entry. If TERMCAP is
a full pathname to a file, only the terminal whose name is specified in the environment variable TERM is
extracted from that file. If the environment variable TERMCAP is not set, the file /etc/termcap is read.

Options

captoinfo recognizes the following options:

-1 Print one field per line. If this option is not selected, multiple fields are printed on each line up
to a maximum width of 60 characters.

-v Print (verbose) tracing information as the program runs. Additional -v options print more
information (for example -v -v -v or -vvv).

-wn. Change the output width to n characters.

WARNINGS

Certain termcap defaults are assumed to be true. For example, the bell character (terminfo bel) is assumed
to be AG. The linefeed capability (termcap nl) is assumed to be the same for both cursor_down and
scroll_forward (terminfo cudl and ind, respectively.) Padding information is assumed to belong at the end
of the string.

The algorithm used to expand parameterized information for fermcap fields such as cursor_position
(termcap ¢m, terminfo cup) sometimes produces a string which, though technically correct, may not be
optimal. In particular, the rarely used termcap operation %n produces strings that are especially long.
Most occurrences of these non-optimal strings are flagged with a warning message, and may need to be
recoded by hand.

HP supports only terminals listed on the current list of supported devices. However, the terminfo database
contains both supported and non-supported terminals. If you use non-supported terminals, they may not
work correctly.

DIAGNOSTICS

54

tgetent failed with return code n (reason).
The termcap entry is not valid. In particular, check for an invalid *tc=" entry.

unknown type given for the termcap code ’cc’.
The termcap description had an entry for’cc whose type was not boolean, numeric or string.

wrong type given for the boolean (numeric, string) termcap code ’cc’.
The boolean termcap entry ’cc’ was entered as a numeric or string capability.

the boolean (numeric, string) termcap code ’cc’ is not a valid name.
An unknown termcap code was specified.

tgetent failed on TERM=term.
The terminal type specified could not be found in the termcap file.

TERM=term: cap cc (info ii) is NULL: REMOVED
The termcap code was specified as a null string. The correct way to cancel an entry is with an
'@, as in “bs@’. Giving a null string could cause incorrect assumptions to be made by any
software that uses termcap or terminfo.

a function key for ’cc’ was specified, but it already has the value *vv’.
When parsing the ’ko’ capability, the key ’cc’ was specified as having the same value as the capa-
bility ’cc’, but the key ’cc’ already had a value assigned to it.
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the unknown termcap name ’cc’ was specified in the ko’ termcap capability.
A key that could not be handled was specified in the ko’ capability.

the vi character v’ (info ’ii’) has the value *xx’, but ‘ma’ gives 'n’.
The 'ma’ capability specified a function key with a value different from that specified in another
setting of the same key.

the unknown vi key v’ was specified in the ’'ma’ termcap capability.
A vi key unknown to captoinfo was specified in the 'ma’ capability.

Warning: termcap sg (nn) and termcap ug (nn) had different values.
Terminfo assumes that the sg (now xmc) and ug values were the same.

Warning: the string produced for *ii’ may be inefficient.
The parameterized string being created should be rewritten by hand.

Null termname given.
The terminal type was null. This occurs when $TERM is null or not set.

cannot open %s" for reading."
The specified file could not be opened.

Warning: cannot translate <capability> (unsupported in terminfo).
This termcap capability is no longer supported in terminfo, and therefore cannot be translated.

AUTHOR
captoinfo was developed by AT&T.

SEE ALSO
curses (3X), termcap (3X), terminfo (4), tic (1M), untic (1M).
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NAME

catman - create the cat files for the manual

SYNOPSIS

letc/catman [-p][-m][-n][-w][-z][sections]

DESCRIPTION

catman creates the formatted versions of the online manual from nroff(1)-compatible source files. Each
manual entry in the man*.Z and man# directories is examined, and those whose formatted versions are
missing or out-of-date are recreated. catman formats the most recent of the entries, compresses it, and puts
it into the appropriate cat+.Z directory.

If any changes are made, catman recreates the /usr/lib/whatis database. By default, the /usr/lib/whatis
database is overwritten. If the MANPATH environment varialbe is set to a non-default set of paths, the old
database file is saved in /usx/lib/whatis.old so that, if desired, the system administrator may merge them
together.,

By default, catman searches the man*.Z and man#* subdirectories under directory paths /usr/man,
fusr/contrib/man, and /usr/local/man. If MANPATH is set in the environment, the directories given in
MANPATH are checked instead of the default. See environ(5) for a description of the MANPATH environment
variable.

Before running catman, remove any existing cat* directories. If the -z option is used, cat+.Z directories
should be removed instead. If both cat+.Z and cat* directories exist, man(1) updates both directories and
more space is used.

Any command-line parameters not starting with - are interpreted as a list of manual sections (directories)
to search. For example:

catman 123

restricts updating to manual sections 1, 2, and 3 (directories manl, man2, and man3).

Options

-m Create a merged /usr/lib/whatis database; i.e., information on new manual entries (added since
the last time cafman was run) is merged into the current database rather that overwriting it.
Ignored if selected with the -n option.

-n Prevents creation of /usr/lib/whatis.

-p Prints what would be done instead of doing it.

-w Causes only the /usr/lib/whatis database to be created. No manual reformatting is done.

-Z Puts the formatted entries in the cat* directories rather than in the cat«.Z directories.
EXTERNAL INFLUENCES

Environment Variables

MANPATH defines parent directories to be used when searching man+ and man+.Z directories.

WARNINGS

If unformatted manual entries (those in the ./man? subdirectories) have been removed since the last time
catman was run, information in the /usr/lib/whatis database may be lost. The -m option may be used to
override this, but may result in repeated lines in the database for the same manual entry.

AUTHOR

catman was developed by HP and the University of California, Berkeley.
FILES .

~usr/man/manx[.Z}/* unformatted (nroff(1)-compatible source) manual entry files

[compressed]

fusr/man/cat[.Z]/* formatted manual pages [compressed]

fusr/local/man/man+[.Z])/*

Jusr/local/man/cat*[.Z]/*

fasr/contrib/man/man*[.Z ]/

fusr/contrib/man/cat«{.Z}/*

fusr/lib/mkwhatis commands to make whatis database
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SEE ALSO
man(1), compress(1), fixman(1), environ(5).
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NAME
ccck - HP Cluster configuration file checker

SYNOPSIS
/etc/ccck|file]

DESCRIPTION
ccck scans the cluster configuration file and notes any inconsistencies. Checks made include validation of
the cluster node machine ID, the number of fields per line, the cluster node name, the cluster node ID, the
cluster node type, the swap server field, and the number of cluster server processes.

file specifies the file to check. If file is not specified, /etc/clusterconft isused.

AUTHOR
ccck was developed by HP.

FILES
/etc/clusterconft

SEE ALSO
clusterconf(4).
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NAME
chroot - change root directory for a command

SYNOPSIS
/etc/chroot newroot command

DESCRIPTION
The specified command is executed relative to the new root. The meaning of any initial slashes (/) in path
names is changed for a command and any of its children to newroot. Furthermore, the initial working
directory is newroot.

Note that:

chroot newroot command >x
creates file x relative to the original root, not the new one.
command includes both the command name and any arguments.
This command is restricted to users with appropriate privileges.

The new root path name is always relative to the current root. Even if a chroot is currently in effect, the
newroot argument is relative to the current root of the running process.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported.

WARNINGS
command cannot be in a shell script.

Exercise extreme caution when referencing special files in the new root file system.

chroot does not search PATH for the location of command, so the absolute path name of command must
be given.

When using chroot to establish a new environment, all absolute pathname references to the file system
are lost, rendering shared libraries inaccessible. If continued access to shared libraries is needed for correct
operation, the shared libraries and the dynamic loader must be copied into the new chrooted environ-
ment.

SEE ALSO
chdir(2), chroot(2).

STANDARDS CONFORMANCE
chroot: SVID2, XPG2, XPG3
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NAME
clri - clear inode

SYNOPSIS
/etc/clrl file-system i-number ...

DESCRIPTION
clri writes zeros on the inode numbered i-number. file-system must be a special file name referring to a
device containing a file system. For proper results, file-system should not be mounted. After clri is exe-
cuted, any blocks in the affected file show up as “missing” in an £sck of file-system (see fsck(1M)). This
command should only be used in emergencies, and extreme care should be exercised.

Read and write permission is required on the specified file-system device. The inode becomes allocatable.

WARNINGS
The primary purpose of this command is to remove a file which for some reason appears in no directory. If
it is used to zero out an inode that does appear in a directory, care should be taken to locate the entry and
remove it. Otherwise, when the inode is reallocated to some new file, the old entry will still point to that
file. At that point, removing the old entry destroys the new file, causing the new entry to point to an again
unallocated inode with the likelihood that the whole cycle will be repeated. .

If the file system is mounted, clri is likely to be ineffective.

SEE ALSO
fsck(1M), fsdb(1M), ncheck(1M), fs(4).

STANDARDS CONFORMANCE
clri: SVID2
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NAME
clrsve - clear x25 switched virtual circuit

SYNOPSIS
clrsvc line pad-type

DESCRIPTION
clrsve clears any virtual circuit that might be established on the specified line. pad-type indicates to
clrsve what opx25 script to run from /usr/1ib/uucp/X25.

DEPENDENCIES
HP2334A is the only PAD supported at this time, and results in an opx25 execution of HP2334A.c1r.

EXAMPLES
A typical invocation is:

/usr/1lib/uucp/X25/clrsve /dev/x25.1 HP2334A

AUTHOR
clrsvc was developed by HP.

SEE ALSO
getx25(1M), opx25(1M), getty(1M), login(1), uucp(l).
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NAME
cluster - allocate resources for clustered operation

SYNOPSIS
/etc/cluster

DESCRIPTION
cluster allocates kernel resources and notifies the kernel that operation of an HP Cluster is intended.
cluster can only be executed by the machine listed as the cluster server in the /etc/clusterconf
file. The machine executing the cluster command is converted from a stand-alone system to the cluster
server of an HP Cluster. Once the cluster command has been executed, the cluster server processes
started, and the network initialized, the remote boot daemon can be started, thus allowing other machines
to join the cluster. Machines that are allowed to join a cluster are listed in the /etc/clusterconf file.

The cluster command is normally executed as part of the /etc/rc script.

DIAGNOSTICS
Not listed as root server in /etc/clusterconf
A machine other than the cluster server attempted to execute this command.

AUTHOR
cluster was developed by HP.

FILES
/etc/clustercont

SEE ALSO
csp(1M), ifconfig(1M), rbootd(1M), clusterconf(4).
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NAME

Series 300, 400, 700 Only config (1M)

config - configure an HP-UX system

SYNOPSIS

/etc/conflg[-t][-mmaster 1[-cc_filel[-1 m_file ] dfile

/etc/config -a

DESCRIPTION

config isused to configure the following parts of the operating system:

Device drivers

Root and swap devices

Selected system parameters

Kernel code that handles messages, semaphores, and shared memory

In the first form shown above, config reads a user-provided description of an HP-UX system (dfile) and
generates two output files:

e A C program source file that defines the configuration tables for various parts of the system.

* A makefile (see make(1)) to compile the C program produced and relink the newly configured sys-

tem.

Command Line Arguments
The config command can be used in two forms and recognizes the following arguments:

First Form:
-t

-m master

-cc_file
-1m_file

dfile

Second Form:

-a

Give a short table of major device numbers for the character and block devices named
in dfile. This can facilitate the creation of special files.

Specify that the file master contains all the information regarding supported devices.
The default file name is /etc/master.

/etc/master is supplied as part of the HP-UX operating system and should not be
modified by anyone who does not fully understand its structure and purpose.

Specify the name of the C program file produced by config. The default file name is
conf.c.

Specify the name of the makefile for compiling the configuration program and relink-
ing the newly configured system. The default file name is config .mk.

Specify the name of a file containing configuration information for the user’s system.
This file is divided into two parts: The first part (mandatory) contains driver
specifications; the second part (optional) contains system-dependent information. In
this file, any line with an asterisk (*) in column 1 is a comment.

Produce a script of mknod templates, placing the result in ./mkdev (see
mknod(1M) and mkdev (1IM)).

The -a option cannot be used if dfile is specified. If the -a option is not specified,
dfile is required.

Constructing dfile: First Part
dfile consists of two parts; the first part is required, whereas the second is optional. Any line in dfile that
starts with an asterisk (*) in column 1 is treated as a comment. The first part of dfile is used to configure:

¢ Device drivers
* Pseudo-drivers, such as ptys

Each line has the following format:

devname

where devname is the driver name for the device as it appears in the alias table in file /etc/master. For
example, scsi selects the driver for SCSI disk drives, scsitape selects the driver for SCSI tape drives,
and dskless selects the diskless (HP Clustered Environment) protocol. /etc/master contains a
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complete list of configurable devices, cards, and pseudo-drivers.

Constructing dfile: Optional Second Part
The second part of dfile is optional, and is used to:

Define the root device.

L]
¢ Specify and set up the swap device.

* Define status and values of selected system parameters.

* Include or exclude kernel code for messages, semaphores, and shared memory features.

Lines are constructed as indicated below for each category.

1.Root device specification

root devname address

Define driver name and minor device number for root device:

devname  Driver name for the device, as it appears in the alias table in /etc/master.
For example, ¢s80 for the HP7958 disk drive.

address Minor device number (in hexadecimal without the preceeding 0x).

2. Swap device specification

swap auto

Automatically configure swap on the root device to start just after the file system and extend
to the end of the disk. Since there is only one root device, auto can be specified only once in
the dfile, and must appear before any other swap device specification line. If swap autois
specified, the root device becomes the primary swap device.

swap devname address swplo [nswap]
Configure the swap device location and its size as specified. Arguments are interpreted as

follows:

devname
address

swplo

nswap
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Driver name for the device as it appears in the alias table in
/etc/master (for example, cs880 for the HP 7933 404MB disk drive).

Minor device number in hexadecimal without the preceeding 0x; e.g.,
e0100 for a disk at select code 14, HP-IB address 01.

Swap area location in decimal. Boundaries are located at 1K-byte inter-
vals.

A negative value (typically -1) for swplo specifies that a file system is
expected on the device. At boot-up, the super block is read to determine
the exact size of the file system, and this value is put in swplo. Ifthe swap
device is auto-configured, this is the mechanism used. If the super block is
invalid, the entry will be skipped, so that a corrupted super block will not
later cause the entire file system to be corrupted by configuring the swap
area on top of it.

A positive or zero value for swplo specifies the minimum area that must be
reserved. Zero means to reserve no area at the head of the device. A zero
value implies that there is no file system on the device.

The number (in decimal) of 1K-byte disk blocks in the swap area. Only the
nswap parameter is optional. Zero is the default for auto-configuration.

If nswap is zero, the entire remainder of the device is automatically
configured in as swap area.

If nswap is non-zero, its absolute value is treated as an upper bound for
the size of the swap area. Then, if the swap area size has actually been cut
back, the sign of nswap determines whether swplo remains as is, resulting
in the swap area being adjacent to the reserved area, or whether swplo is
bumped by the size of the unused area, resulting in the swap area being
adjacent to the tail of the device.
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3. System parameters

These parameters should not be modified without a full understanding of the ramifications of doing so
(see the HP-UX System Administrator Tasks Manual for information about each parameter.)

Each line contains two fields. The first field can contain up to 20 characters, maximum; the second
field up to 60 characters, maximum. Each line is independent, optional, and written in the following
format: .

parameter_name number or formula

System V interprocess communication consists of messages (mesg), semaphores (sema) and shared
memory (shmem) features.

Ifmesg, sema, and/or shmem are specified as 0, the kernel code for these features is not included. If
they are specified as 1, the kernel code is included; this is the default. The features can be specified
independent of each other. If the code is included, the parameters listed below can be modified:

mesg 1

msgmap number or formula
msgmax number or formula
msgmnb number or formula
msgmnl number or formula
msgseg number or formula
msgssz number or formula
msgtgl number or formula

sema 1

semaem number or formula
semmap number or formula
gemmnl number or formula
semmns number or formula
semmnu  number or formula
semume number or formula
semvmx number or formula

shmem 1

shmall number or formula
smbrk number or formula
shmmax number or formula
shmmin number or formula
shmmnl  number or formula
shmseg number or formula

FILES
/etc/master default input master device table
/etc/master/config.sys contains skeleton makefile
/etc/master/mkdev. sys contains skeleton mkdev script
./conf.c v default output configuration table
./config.mk default output make(1) script
. /mkdev default output mkdev(1M) script
SEE ALSO

make(1), mkdev(1M), master(4).
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NAME

convertfs - convert a file system to allow long file names

SYNOPSIS

/etc/convertfs [special_file]

DESCRIPTION

convertfs converts an existing HFS file system supporting the default maximum file name length of 14
characters into one that supports file names up to 255 characters long. Once an HFS file system is con-
verted to long file names, it cannot be restored to its original state, since the longer file names require a
directory representation that is incompatible with the default HFS directory format. Since this is an
irreversible operation, convertfs prompts for verification before it performs a conversion.

convertfs forces the system to be rebooted if the root file system is converted. When converting the root
file system, the system should be in single-user mode, with all unnecessary processes terminated and all
non-root file systems unmounted. Except for the root file system, convertfs requires that the file sys-
tem to be converted be unmounted.

If invoked without any arguments, convertfs interactively prompts the user with a list of the file sys-
tems from /etc/checklist. One or more or all of the listed file systems can be selected for conversion.
Typically, it is desirable to convert all of the file systems in /etc/checklist to avoid inconsistencies
between two file systems mounted on the same system.

convertfs can also be invoked with an argument of either a block or character special_file of a file system
to be converted. Only the block special file should be specified for a mounted root file system.

As part of the conversion process, convert£s performs an £sck on each file system (see fsck(1IM)).

AUTHOR

convertfs was developed by HP.

SEE ALSO
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mkfs(1M), newfs(1M), fs(4).
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NAME

cpset - install object files in binary directories
SYNOPSIS

cpset [-o]object directory [~-mode [ -owner [-group ]]]
DESCRIPTION

cpset is used to install the specified object file in the given directory. The mode, owner, and group, of the
destination file can be specified on the command line. If this data is omitted, two results are possible:

¢ If the user of cpset has administrative permissions (that is, the user’s numerical ID is less than
100), the following defaults are provided:

mode 0555
owner bin
group bin

¢ If the user is not super-user, the default mode, owner, and group of the destination file are that of
the invoker.

An optional argument of -o forces epset to move object to OLDobject in the destination directory before
installing the new object.

For example, all of the following examples have the same effect (assuming the user is an administrator),
copying file echo into /bin with mode, owner, and group setto 0555 , bin , bin , respectively:

cpset echo /bin 0555 bin bin
cpset echo /bin
cpset echo /bin/echo

cpset utilizes file /usr/src/destinations to determine the final destination of a file. The loca-
tions file contains pairs of pathnames separated by spaces or tabs. The first name is the "official” destina-
tion (for example: /bin/echo). The second name is the new destination. For example, if echo is moved
from /binto /usr/bin, the entryin /usr/src/destinations would be:

/bin/echo /usr/bin/echo

When the actual installation happens, cpset verifies that the “old” pathname does not exist. If a file
exists at that location, cpset issues a warning and continues. This file does not exist on a distribution
tape; it is used by sites to track local command movement. The procedures used to build the source are
responsible for defining the "official” locations of the source.

Cross Generation
The environment variable ROOT is used to locate the destination file (in the form
$ROOT/usr/src/destinations). This is necessary in the cases where cross generation is being done
on a production system.

Access Control Lists (ACLs)
Use chacl to set optional ACL entries on a newly installed file (see chacl(1)).

SEE ALSO
chacl(1), make(1), install(1M), acl(5).

HP-UX Release 9.0: 4.23.92 -1- 67




cron(1M) cron(1M)

NAME

cron - clock daemon

SYNOPSIS

letc/cron

DESCRIPTION

cron executes commands at specified dates and times. Regularly scheduled commands can be specified
according to instructions found in crontab files. Users can also submit their own crontab file via the cron-
tab(1l) command. Commands that are to be executed only once can be submitted by using the af command.
Since cron never exits, it should be executed only once. This is best done by running cron from the initiali-
zation process through the file /ete/re (see init(1M)). )

cron only examines crontab files and a£(1) command files during process initialization and when a file
changes. This reduces the overhead of checking for new or changed files at regularly scheduled intervals.

In the HP Clustered environment, the directories /usy/lib/cron and /usr/spool/cron are context dependent
files (CDFs). Each cnode is expected to run its own copy of cron.

Notes

On the days of daylight savings (summer) time transition (in time zones and countries where daylight sav-
ings time applies), cron schedules commands differently than normal.

In the following description, an ambiguous time refers to an hour and minute that occurs twice in the same
day because of a daylight savings time transition (usually on a day during the Autumn season). A ron-
existent time refers to an hour and minute that does not occur because of a daylight savings time transition
(usually on a day during the Spring season). DST-shift refers to the offset that is applied to standard time to
result in daylight savings time. This is normally one hour, but can be any combination of hours and
minutes up to 23 hours and 59 minutes (see tzfab(4)).

When a command is specified to run at an ambiguous time, the command is executed only once at the first
occurrence of the ambiguous time.

When a command is specified to run a non-existent time, the command is executed after the specified time
by an amount of time equal to the DST-shift. When such an adjustment would conflict with another time
specified to run the command, the command is run only once rather than running the command twice at the
same time.

For commands that are scheduled to run during all hours by specifying a * in the hour field of the crontab
entry, the command is scheduled without any adjustment.

EXTERNAL INFLUENCES

Environment Variables

LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.
If any internationalization variable contains an invalid setting, cron behaves as if all internationalization
variables are set to "C". See environ(5).

EXAMPLES
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The following examples assume that the time zone is MST7MDT. In this time zone the DST transition
occurs one second before 2:00 a.m. and the DST-shift is 1 hour.

Consider the following crontab entries:

#Minute Hour MonthDay Month Weekday Command

0 01 * * * Job_1
0 02 ® * * Job_2
0 03 * * * Job_3
0 04 * * * Job_4
0 * * * * Job_hourly
0 2,3,4 * * * Multiple_1
0 2,4 * * * Multiple_2
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For the period of 01:00 a.m. to 04:00 a.m. on the days of DST transition, the results will be:

Job Times Run in Fall  Times Run in Spring
Job_1 01:00 MDT 01:00 MST
Job_2 02:00 MDT 03:00 MDT
Job_3 03:00 MST 03:00 MDT
Job_4 04:00 MST 04:00 MDT
Job_hourly 01:00 MDT 01:00 MST

02:00 MDT

02:00 MST

03:00 MST 03:00 MDT

04:00 MST 04:00 MDT
Multiple_1 02:00 MDT

03:00 MST 03:00 MDT

04:00 MST 04:00 MDT
Multiple_2  02:00 MDT 03:00 MDT

04:00 MST 04:00 MDT

WARNINGS
In the Spring, when there is a non-existent hour because of daylight savings time, a command that is
scheduled to run multiple times during the non-existent hour will only be run once. For example, a com-
mand scheduled to run at 2:00 and 2:30 a.m. in the MST7MDT time zone will only run at 3:00 a.m. The
command that was scheduled at 2:30 a.m. will not be run at all, instead of running at 3:30 a.m.

DIAGNOSTICS

A history of all actions taken by cron is recorded in /usy/lib/cron/log.
AUTHOR

cron was developed by AT&T and HP.
FILES

/usr/lib/cron main cron directory

/fusr/spool/cron spool area

fusr/lib/cron/log accounting information
SEE ALSO

at(1), crontab(1), sh(1), init(1M), cdf(4), queuedefs(4), tztab(4).
STANDARDS CONFORMANCE

cron: SVID2
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NAME

csp - create cluster server processes
SYNOPSIS

/etc/cspll-a | -d]number ]
DESCRIPTION

The c¢sp command establishes or changes the minimum number of HP Cluster server processes (CSPs) run-
ning on the system. If no arguments are specified, c¢sp readsthe /etc/clusterconf file to determine
how many CSPs should be running.

Options
c8sp recognizes the following options:
-a number  Add the specified number of CSPs to those currently running.
-d number Delete the specified number of CSPs from those currently running.

number (-a or -d not specified) Set the default minimum number of running CSPs to
number. This form of the c¢sp command creates the default minimum number of
CSPs to run on a cnode.

Additional CSPs are started automatically when system load demands it, with the limitation that the
number of active CSPs on a system cannot exceed the value of the HP-UX tuneable parameter ngcsp.
c¢sp is normally executed from the /etc/re script.

This command can be executed only by the super-user.

AUTHOR
csp was developed by HP.

FILES
/etc/clustercont

SEE ALSO
clusterconf(4), cluster(1M).
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NAME

cstm - Command line interface to the Support Tool Manager
SYNOPSIS

/usr/diag/bin/cstm([-m][-1 log file ]
DESCRIPTION

c¢stm is a command-line user interface program for accessing a variety of support actions provided by the
Support Tool Manager. cstm is a complementary interface to xstm (a graphical interface for the X11
environment) and MSTM (a menu-based interface for any HP 2392 terminal (or compatible) or on any X ter-
minal). c¢stm can be run on an HP compatible ASCII terminal or on any X terminal.

When cstm is started, a banner is displayed; followed by a prompt. The "map" command may be used to
generate a map of the I/O and system configuration which includes processors, 1/0 cards, and peripherals.
The map includes the physical path of each device, a brief description of each device, and the status of all
support operations that have been initiated on each device.

Note that when c¢stmis run for the first time, executing the initialization phase takes longer than when it
is run again. In this sense, the initial execution of cstm is the equivalent of using the -m option (dis-
cussed below).

A help command is provided, which displays either a brief list of commands provided by cstm, or more
detailed information on a particular command. To obtain the command list, type help or ?. Help infor-
mation for a particular command can be obtained by following the help command with the name of the
command for which help is desired.

Operations that can be performed on a specific device depend on the support tool functions available for the
type of device. Typically these actions are verify and diagnose or exercise. verify operations
consist of tasks that access the device in a way that a typical user would, to determine if the device is func-
tional. diagnose operations perform hardware diagnostic tests on the selected device. exercise
operations attempt to stress the device.

Support operations for a given device are initiated by typing the appropriate command followed by the phy-
sical path of the device as shown on the output from the map command. For example, verify 2/0/1
results in a verifier being run on device 2/0/1. Many commands accept parameters such as loop, time,
all, etc. The exact syntax, including allowable parameters for a given command, can be determined using
the help command.

When an operation such as dlagnose, exercise, or verify is selected, a message is displayed indi-
cating that the operation was initiated. If a map command is issued prior to the completion of the opera-
tion, the corresponding status for the selected device is shown as Running, indicating that a test is in pro-
gress. When the action has completed, a message is displayed indicating the result of the operation. Addi-
tionally, the status in the map is changed to reflect the result. Typical result statuses are Success,
Falled, and Warning. In the case of Warning and Failed, the result is displayed in inverse video for
easier recognition. If an operation fails, detailed information concerning the exact nature of the failure can
be obtained by issuing the viewlog command for the device. This action creates a v1 editing session on
the failure-log file.

Some actions may require assistance from the user, such as mounting a tape and making sure that the tape
drive is on line. When such operator intervention is required, a prompt is displayed to which the user must
enter a response.

Options
cstm recognizes the following options and command-line arguments:

-m At start-up, force a search of the physical devices on the system and of the
diagnostic programs supported. When this option is used, cstm takes
longer to initialize to the point where user interaction begins. This option
is required when system configuration is changed or when a new diagnostic
program is installed using sysdiag.

-1 log file Specifies the name of the file to which log events that occur during the time
the application is active are posted. The default is ./stm.log. To
review the contents of this log, use the vliewlog command with no
parameters.
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WARNINGS

cstm (1M)

Due to the nature of this application and its associated processes, overall system performance may be

degraded while CSTE is running.

AUTHOR
cstm was developed by HP.

FILES
Session Log File

The session log (default name stm. log) contains a detailed history of the actions performed by cstm.
This log begins with a chart indicating the system and I/O configuration for the system and records the
results for each action performed during the session. Each line of the chart specifies the location of the dev-
ice, a description of the device, the current status of the diagnose action, and the current status of the verify

action.

Note that the Dlagnostic, Verifier, and Exerciser status columns will contain entries of N/A,

Untested, or Incompl..

N/A signifies that the corresponding action is not available for the device.

Untested signifies that the action has not been invoked; always the case when cstm is first invoked.
Incompl. signifies that an action was attempted, but was unable to complete.

Other Files
/usr/dlag/bin/am

/usr/diag/bin/dtm
/usr/diag/bin/DTMDUI.sh
/usr/dlag/bin/cpudaft
/usr/diag/bin/diskdaf
/usr/diag/bin/fpudaf
/usr/dilag/bin/graphicsdat
/usr/diag/bin/idiskdaf
/usr/dlag/bin/memdaf
/usr/diag/bin/tapedaf
/usr/diag/bin/CSVERO00O
/usr/diag/bin/CCSTMO000

SEE ALSO
mstm(1M), sysdiag(1M), xstm(1M).
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support application manager
diagnostic tool manager

diagnostic interface shell

cpu access function

disk device function

floating point access function
graphics device access verifier
removable-media disk device access function
memory access function

tape device access function

NLS message catalog for the platform
NLS message catalog for CSTM
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NAME
cuegetty - set terminal type, modes, speed, and line discipline for cue(1)

SYNOPSIS
/bin/cuegetty [~L nls_language | [-h] [ -t timeout | line [ speed ]

DESCRIPTION

cuegetty, which is very similar to getty(1M), is the second process in the series, (inif-cuegetty-cue-
worksession) that ultimately connects a user with the HP-UX CUE system. It is invoked by init to moni-
tor the terminal lines configured on a system (see init(1M)). Each cuegetty process resets its process
group using setpgrp, opens a particular terminal line, and usually sleeps in the open() until the
machine senses a hardware connection for the terminal. When open() returns, cuegetty attempts to
adapt the system to the terminal speed and type, and displays the contents of the /etc/issue file, if it
exiszts). Lastly, cuegetty invokes cue which displays the Login screen and performs user validation (see
cue(l)).

To start cuegetty, an entry for cuegetty should be placed in the /etc/inittab file. A typical CUE
entry in the /etc/inittab file resembles the following:

cue:2:respawn: /bin/cuegetty -L french -h ttyoOpl

See /bin/cue.etc/cue.inittab for an example /etc/inittab file. See cue(1) for more details
on the CUE system.

Configuration Options and Arguments
cuegetty recognizes the following arguments:

line Name of a tty line in /dev to which cuegetty is to attach itself. cuegetty uses
this string as the name of a file in the /dev directory to open for reading and writing.
By default cuegetty forces a hangup on the line by setting the speed to zero before
setting the speed to the default or specified speed. However, when cuegetty isrunon
a direct port, cuegetty does not force a hangup on the line since the driver ignores
changes to zero speed on ports open in direct mode (see modem (7).

-L nls_language is used to set the language for the CUE login screens. If the message
catalog, cue.cat, does not exist for nls_language, the default native language, C, is
used.

~h Tells cuegetty not to force a hangup on the line before setting the speed to the default
or specified speed.

-t timeout cuegetty exits if the open on the line succeeds and no one types anything within
timeout seconds.

speed A label to a speed and tty definition in the file /etc/gettydefs. This definition tells
cuegetty at what speed to initially run, what the login message should look like, what
the initial tty settings are, and what speed to try next should the user indicate that the
speed is inappropriate (by typing a break character). The default speed is 300 baud.

When no optional arguments appear on the command line, cuegetty sets the terminal interface as
follows:

* Interface speed: 300 baud,

¢ Raw mode (awaken on every character),

¢ Echo suppressed,

¢ Parity: either,

¢ New-line characters: convert to carriage-return, line-feed pair,

¢ Expand tabs on the standard output.

* Type login message then read user’s name, one character at a time.

¢ If a null character (or framing error) is received, assumed it to be the result of the user push-
ing the “break” key. This causes cuegetty to attempt the next speed in the series. The series
that cuegetty tries is determined by what it finds in /etc/gettydefs.
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After interface set-up is complete, cue is started to accept and validate the user name and password.

DEPENDENCIES
cuegetty is available only on Series 800 systems, and is compatible only with the following terminals:

HP700/92 HP700/94 HP 2392 HP2394

FIILES/ etc/gettydefs contains speed and terminal settings used by cuegetty
/etc/inittab init reads this file to determine which processes to spawn
/etc/lssue contains issue identification data
/bin/cue.etc/cue.inittadb sample inittab file with cuegetty entry

SEE ALSO
::fl;liz),(%lv(l), environ(5), hpnls(5), init(1M), ioctl(2), getty(1M), gettydefs(4), inittab(4), lang(5), nlsinfo(1),
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NAME

dcopy - copy file system with compaction.
SYNOPSIS

dcopy -v| -£ fsize[ :isize] | -scyl sskip | -d source_fs destination_fs
DESCRIPTION

dcopy copies an existing file system (source_fs) to a new file system (destination_fs), appropriately sized to
hold the reorganized results. For best results, source file system should be a raw device, and the destina-
tion file system should be a block device. Always run dcopy on unmounted file systems (in the case of the
root file system, copy to a new minidisk).

If no options are specified, dcopy copies files from source_fs, compressing directories by removing vacant
entries and spacing consecutive blocks in a file by the optimal rotational gap. If options such as ~f or -8
are specified, the destination file system structure will be different from that of the source file system.

dcopy makes the destination file system identical to the source file system and preserves the pack and
volume labels. Thus, to compress a file system without moving it, use dcopy to copy the files to another
file system and Ad to copy the file back (see dd(1)).

Directory compression is accomplished by running dcopy on the primary copy of the file system and allow-
ing the modified directories to propagate to the other copies of the file system in the normal manner.

Options

dcopy recognizes the following options and command-line arguments:

~ffsize : isize] Specifies the file system and inode-list size in blocks. If this option is not specified,
the source file-system value is used.

~8cyl :skip Supply device information for creating the best organization of blocks in a file. cyl is
the number of block per cylinder; skip is the number of blocks to skip.

-v Report size of source and destination file system.
-d source_fs Move subdirectories to the beginning of directories.

EXAMPLES
dcopy can be executed with or without options. If no options are specified as in this example, source and
destination file systems are identical. Any differences between the two file systems lie only in the available
disk space.

dcopy /dev/rdsk/c2d0s4 /dev/dsk/c2d0s5
If options are specified, expect a major difference between the source and destination file system structure:
dcopy -£f40960:260 -s845:5 -4 /dev/rdsk/c2d40s4 /dev/dsk/c2d0s5

WARNINGS
dcopy produces invalid results if run on a mounted file system. dcopy Figures specified in option argu-
ments cannot be smaller than corresponding figures in the source file system.

AUTHOR
dcopy was developed by HP.
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NAME
devnm - device name

SYNOPSIS
/etc/devnm([name ...J

DESCRIPTION
For each name specified, devnm identifies the special file associated with the mounted file system where
the named file or directory resides. The full path name must be given.

EXAMPLES
The command:
/etc/devnm /usr
produces
/dev/dsk/cl1ld089 /usr
if /usr is mounted on /dev/dsk/c1d0s9.

In the HP Clustered environment, pathnames are displayed with context-dependent files expanded.

FILES
/dev/dsk/*
/etc/mnttab

SEE ALSO
bre(1M).

STANDARDS CONFORMANCE
. devnm: SVID2
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NAME

df - report number of free disk blocks
SYNOPSIS

af [-t][-£](-b][-1|-L]( file_systems
DESCRIPTION

df prints the number of free 512-byte blocks and free inodes available for on-line file systems by examining
the counts kept in the super-block or super-blocks. file_systems can be specified either by device name (e.g.,
/dev/dsk/081) or by mounted directory name (e.g., /usr). If file_systems is not specified, the free space
on all of the mounted file systems is printed.

Options
df recognizes the following options:

-t Total allocated block figures are also reported.

-f Only an actual count of the blocks in the free list is made (free inodes are not reported).
When this option is specifed, df reports on raw devices.

-b Report total number of blocks allocated for swapping to the file system as well as the number
of blocks free for swapping to the file system.

-1 In the HP Clustered environment, display information for only HFS and CDFS file systems
mounted on the local cnode (NFS mounts are not displayed).

-L In the HP Clustered environment, display information for file systems that can be unmounted
from the local cnode. (Includes file systems mounted on the local node and cluster-wide NFS
mounts).

When 4af is used on an HFS file system, the file space reported is the space available to the ordinary user,
and does not include the reserved file space specified by £8_minfree. Unreported reserved blocks are
available only to users who have appropriate privileges. See fs(4) for information about £8_minfree.

When df is used on NFS file systems, the number of inodes is displayed as =1 . This is due to to super-user
access restrictions over NFS.

WARNINGS
df does not account for any disk space reserved for swap space, or space used for the HFS boot block (8k
bytes, 1 per file system), HFS superblocks (8k bytes each, 1 per disk cylinder), HFS cylinder group blocks
(1k-8k bytes each, 1 per cylinder group), and inodes (currently 128 bytes reserved for each inode). Non-HFS
file systems may have other items that this command does not account for.

In the HP Clustered Environment, device and mountpoint pathnames are displayed with context-dependent
files expanded.

FILES
/dev/dsk/*
/etc/mnttab

SEE ALSO
du(1), fsck(1M), fs(4), mnttab(4).

STANDARDS CONFORMANCE
df: SVID2, XPG2, XPG3
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NAME
DIAGINIT, DIAGMON, DEMLOG, MEMLOGP - Online diagnostic system

SYNOPSIS
/usr/dlag/bin/DIAGINIT
diagnostic daemon DIAGMON
diagnostic daemon DEMLOG
diagnostic daemon MEMLOGP

DESCRIPTION
The online diagnostic subsystem is used to diagnose suspected system hardware problems. The diagnostic
subsystem uses a monitor (DTAGMON) to manage the system resources needed to test a diagnosable piece of
hardware. The diagnostic subsystem also logs selected errors for use by field personnel.

DIAGINIT Program sets up system resources needed by the diagnostic subsystem and launches the
diagnostic monitor daemon, DIAGMON.

DIAGMON Daemon controls the system resources needed to diagnose a piece of system hardware. Also
launches the remaining diagnostic daemons, and logs diagnostic events in the system log
files located in /usr/adm/diag.

DEMLOG This daemon reads diagnostic events from the kernel via diago0 (see diag0(7), and sends
them to DTAGMON which logs them.
MEMLOGP Daemon periodically polls memory for errors, and logs them to the MEMLOGP log file in
/usr/adm/diag.
WARNINGS

The online diagnostic subsystem uses System V inter-process communication (IPC) resources. If an applica-
tion is run on the system that exhausts these resources, the online diagnostic subsystem may be adversely
affected. It is recommended that the system defaults in /etc/master for System V IPC not be reduced.

Series 800
If DEMLOG does not read diagnostic events from diagO0 as fast as they are logged by the kernel, a warn-
ing message, Warning: DIAGO -- message queue full, appears on the console.
DEPENDENCIES
Series 700
DEMLOG does not exist on Series 700 systems.
AUTHOR
The online diagnostic subsystem was developed by HP.
FILES
/hp-ux
/dev/dlag0 Series 800 pseudo-driver device file
/dev/diagl Series 700 pseudo-driver device file
/dev/dmem memory device file
/dev/diag directory containing diagnostic device files
/usr/adm/diag directory containing diagnostic log files

/usr/diag/bin/DIAGINIT
/usr/diag/bin/DIAGMON
/usr/diag/bin/DEMLOG
/usr/diag/bin/MEMLOGP

SEE ALSO
sysdiag(1M), diag0(7), diagl(7).

Online diagnostic subsystem manuals.
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NAME

diskinfo - describe characteristics of a disk device
SYNOPSIS

/etc/diskinfo [-b|-v]character_devicefile
DESCRIPTION

diskinfo determines whether the character special file named by character_devicefile is associated with a
SCSI, CS/80, or Subset/80 disk drive; if so, diskinfo summarizes the disk’s characteristics.

Options
diskinfo recognizes the following options:

-b Return the size of the disk in 1024-byte sectors.

-v Display a verbose summary of all the information available from the device (since the informa-
tion returned by CS/80 drives and SCSI drives differs, the associated descriptions differ also).

CS/80 devices return the following:

device name

number of bytes/sector
geometry information
interleave

type of device

timing information

scsI disk devices return the following:
vendor and product ID
device type
size (in bytes and in logical blocks)
bytes per sector
revision level
SCSI conformance level data

diskinfo displays information about the following characteristics of disk drives:

Vendor name Manufacturer of the drive (SCSI only)
Product ID Product identification number or ASCII name

Type CS/80 or SCSI classification for the device
Disk Size of disk specified in bytes
Sector Specified as bytes per sector
Both size of disk and bytes per sector represent formatted media.
DEPENDENCIES
General
diskinfo supports only CS/80, subset/80, and HP SCSI disk devices.
SCSI

The SCSI specification provides for a wide variety of device-dependent formats. For non-HP devices,
diskinfo might be unable to interpret all the data returned by the device. Refer to the drive operating
manual accompanying the unit for more information.

AUTHOR
diskinfo was developed by HP.

SEE ALSO
Isdev(1M), mkdev(1M), disktab(4), disk(7).
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NAME

disksecn - calculate default disk section sizes

SYNOPSIS

disksecn [ -p | -d][-b block_size ] [ -n disk_name ]

DESCRIPTION

80

disksecn is used to calculate the disk section sizes based on the Berkeley disk partitioning method.
disksecn recognizes the following options:

P Produce tables suitable for inclusion in the device driver.

-d Produce tables suitable for generating the disk description file /etc/disktab.

b block_size When generating the above tables, use a sector size of block_size bytes, where
block_size can be 256, 512, 1024, or 2048. Defaults to DEV_BSIZE (defined in
<sys/param.h>) if not specified.

-n disk_name Specifies the disk name to be used in calculating sector sizes; for example, hp7912 or
hp7945. If an unknown disk name is specified, disksecn prompts the user for the
necessary disk information.

If neither -p nor -d table selection switches are specified a default table of the section sizes and range of
cylinders used is output.

Disk section sizes are based on the total amount of space on the disk as given in the table below (all values
are supplied in units of 256-byte sectors). If the disk is smaller than approximately 44 Mbytes, disksecn
aborts and returns the message disk too small, calculate by hand.

Section 44-56MB 57-106MB  107-332MB  333+MB

0 97120 97120 97120 97120
1 39064 39064 143808 194240
3 39064 39064 78128 117192
4 unused 48560 110096 429704
6 7992 7992 7992 7992
10 unused unused unused 516096

NOTE:

It is important to note the difference between the block size passed into disksecn via the -b switch argument
and the sector size the user is asked to input when an unknown disk name is passed to disksecn via the -n
switch argument.

The block size is the sector size that disksecn assumes the disk to have when it prints the requested tables.
All information printed in the tables is adjusted to reflect this assumed sector size (block size) passed in by
the user. The sector size requested by disksecn when an unknown disk name is passed does not necessarily
have to be the same as the assumed sector size (block size) passed in by the -b switch argument.

For example, a user wants to see the device driver tables for the disk named hp7945 with an assumed sec-
tor size (block size) of 256 bytes. The user has the following information about the hp7945 disk:

Disk type = winchester

Sector size = 512

Number of sectors per track (512 byte sectors) = 16
Number of tracks = 7

Number of cylinders = 968

Revolutions per minute = 3600

The user invokes disksecn by typing the following command:
disksecn -p -b 256 -n hp7945

Assuming that hp7945 is an unknown disk name, disksecn prompts the user for the necessary disk infor-
mation. The user should input the information as shown above, reflecting a sector size of 512 bytes. All the
information will be adjusted within disksecn to reflect the assumed sector size (block size) of 256 bytes,
passed as the argument of the -b switch, before the requested device driver table is output.
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This adjustment also takes place when the disk name is known and an assumed sector size (block size) is
passed in as the argument of the -b switch which is not DEV_BSIZE bytes, the assumed sector size (block
size) used to create the etc/disktab file.

RETURN VALUE
disksecn returns the following values:

0  Successful completion.

1 Usage error.

2 User did not input parameters for an unknown disk.
3  Disk too small or an invalid block size.

disksecn aborts and prints an error message under the following conditions:

disksecn was invoked without specifying a disk name.

Requested both -p and -d switch.

Illegal block size requested.

Unknown disk name was specified and user did not supply disk information.
Disk’s maximum storage space is less than approximately 44 MB.

® & o o o

WARNINGS
Alternate names are not included in the output when the -d switch is used.

Blanks are required in the command line between each of the switches when invoking disksecn .
A blank is required between the -n switch and the disk name argument to that switch. For example:
disksecn -p -b 1024 -n hp9712

disksecn does not save the block size used to generate the /etc/disktab disk description file. The system
assumes that the block size used was DEV_BSIZE when it reads the information stored in the etc/disktab
file.

AUTHOR
disksecn was developed by the University of California, Berkeley.

FILES
fetc/disktab

SEE ALSO
disktab(4).
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NAME

diskusg - generate disk accounting data by user ID
SYNOPSIS

diskusg [options ]| files]
DESCRIPTION

diskusg generates intermediate disk accounting information from data in files, or the standard input if
omitted. diskusg outputs lines on the standard output, one per user, in the following format:

uid login #blocks

where:
uid User’s numerical user ID,
login User’s login name, and

f#tblocks  Total number of disk blocks allocated to this user.

diskusg normally reads only the inodes of file systems for disk accounting. In this case, files are the spe-
cial filenames of these devices.

Options

diskusg recognizes the following options:

-8 Input data is already in diskusg output format. diskusg combines all lines for
a single user into a single line.

-v verbose. Print a list on standard error of all files that are charged to no one.

-1 famlist Ignore the data on those file systems whose file system name is in famlist. famlist is

a list of file system names, separated by commas or enclosed within quotes.
diskusg compares each name in this list with the file system name stored in the
volume ID if it exists.

-p file Use file as the name of the password file to generate login names. /etc/passwad
is used by default.
-u file Write records to file of files that are charged to no one. Records consist of the special

file name, the inode number, and the user ID.

The output of diskusg is normally the input to acctdisk (see acct(1M)) which generates total account-
ing records that can be merged with other accounting records. diskusg is normally run in dodisk (see
acctsh(1M)).

EXAMPLES
The following generates daily disk accounting information:

for 1 in /dev/rp00 /dev/rp0l /dev/rpl0 /dev/rpll do
diskusg $1 > dtmp.’basename $1’ &

done
wait
diskusg -s dtmp.* | sort +0n +1 | acctdisk > disktacct
FILES
/etc/passwd used for user-ID-to-login-name conversions
SEE ALSO

acct(1M), acctsh(1M), volcopy(1M), acct(4).

STANDARDS CONFORMANCE
diskusg: SVID2
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NAME
dmesg - collect system diagnostic messages to form error log

SYNOPSIS
/etc/dmesg [-]

DESCRIPTION
dmesg looks in a system buffer for recently printed diagnostic messages and prints them on the standard
output. The messages are those printed by the system when unusual events occur (such as when system
tables overflow or the system crashes). If the - argument is specified, dmesg computes (incrementally)
the new messages since the last time it was run and places these on the standard output. This is typically
used with cron (see cron(1)) to produce the error log /usr/adm/messages by running the command:

/etc/dmesg - >> /usr/adm/messages
every 10 minutes.

WARNINGS
The system error message buffer is of small, finite size. dmesg is run only every few minutes, so there is
no guarantee that all error messages will be logged.

AUTHOR
dmesg was developed by the University of California, Berkeley.

FILES X
/usr/adm/messages
error log (conventional location)
/usr/adm/msgbuf
memory scratch file for - option
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NAME

dpp (1M)

dpp - dedicated ports parser, used by DDFA software

SYNOPSIS

dpp dp_file [-1 log_file 1{-c][-k][-Dp ocd_program ]

DESCRIPTION

This file is part of the HP Datacommunications and Terminal Controller (DTC) Device File Access (DDFA)
software. It parses the Dedicated Ports file (dp) and calls the Outbound Connection Daemon (ocd)
to spawn a daemon for each valid entry in p.

dpp can be run from the shell or it can be included in netlinkrc to automatically run the DDFA
software each time the system is booted. Only user root can run dpp.

Refer to ddfa(7) for information about how to configure and install DDFA software.

Options

dpp recognizes the following options and command-line arguments:

dp_file

-1 log_file

-p ocd_program

-C

Mandatory argument, and must be the first field. dp_file must be executable and
meet the specifications given in dp(4). The dp file defines the link between the
DTC port and the device file used by applications to access the port. If dp_file is

. modified, dpp must be run again to activate the changes.

Log messages to log_file. If no log file is specified, all error messages are logged to
the screen.

If this option is used, the log_file argument is required. If the specified file does
not already exist, it is created. log_file must be non-executable, and readable by

dpp.

The default path for ocd is /etc/ocd; if the path is different, it must be
specified using the -p option. The ocd must be executable with access rights for
dpp.

dpp starts a process for each valid entry in the dp file and starts execution of
ocd.

Remove the device file corresponding to each valid entry in the dp file, then
launch ocd for each valid entry.

ocd normally creates and removes devices files. However, if the process is killed
badly, such as with k111l -9, the device file may remain. If the system is
rebooted, the -k option can be specified to restart all dp file entries correctly.
Deleting the device file eventually causes the ocd process (if any) to exit.

If a corresponding ocd no longer exists, the device file is removed by any follow-
ing invocation of an ocd that requires the same device file.

Parse the dp file and log all bad entries. This option is useful for debugging the
dp file before running it properly. The -pocd_program entry is ignored if -c is
used.

The netlinkrc script can be modified to include dpp, as in:
/etc/dpp /etc/ddfa/dp_file -k

dpp runs, scans all the entries in the dp file, creates a process for each valid entry then exits. It is
recommended that the -k option be used, and that a log file be specified.

Ifthe dp file is modified, App must be run again to detect the changes.

KILLING DAEMONS

Outbound-connection daemons (ocds) should be killed using k111 -15. Do not use kill -9 because it
does not remove the device file. ocd verifies the validity of an existing pseudonym before trying to use it.
dpp and ocd use data stored in file /etc/utmp.dfa to verify whether a process still owns a pseu-
donym before taking it over. If ocd finds an unowned pseudonym, it uses it.
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ERRORS
Error messages are logged for bad arguments, bad file entries and ocd process-creation errors. By default,
they are logged to the standard output. If the - lerror_log option is used, they are appended to the log file

Error messages are generally self-explanatory, but a brief explanation of some has been included in the fol-
lowing list.

error 0: dp_file is mandatory.

error 1: dp file must be the first argument.
error 2: Cannot read d4p file.
The dp file either does not exist or cannot be accessed with current access privileges.
error 3: No log file defined (-1 option).
error 4: Cannot create log file (-1 option).

The log file cannot be created, either because of an invalid path or because of insufficient access
privileges.

error 5: Cannot access log file (- 1 option).

The log file cannot be accessed, either because of an invalid path or because of insufficient access
privileges. The log file must be readable by anyone.

error 6: No ocd file defined in program option.
error 7: Cannot execute ocd program (-p option).

The ocd program specified in the -p option either does not exist, or is not an executable file with
current access privileges.

error 8: Cannot purge device file ( /dev/xxx ).

The -k option has been specified, the device file exists, but it cannot be purged because of insufficient
access privileges.

error 9: Cannot execute default program (/etc/ocd).

The default ocd cannot be executed, either because of insufficient access privileges or because it has
not been correctly installed.

error 10: Entryignored (Bad IP address).

The dp file entry specified does not have a valid IP address.
error 11: Entry ignored (no board /port info).
error 12: Entry ignored (Bad port number).

The port specified is either not a decimal value or a string composed of x or X characters.
error 13: Entry ignored (Bad board number).

The board specified is either not a decimal value or is not a string composed of x or X characters.
error 14 : No more processes available on system.

The ocd program specified cannot be started because there are no processes available on the system.
error 15: Entry ignored (no device name).
error 16: Entry ignored (Bad device name).

The device file specified cannot be created, either because of an invalid path or insufficient access
rights.

error 17: Entryignored (Bad config_name).
The specified config file cannot be read, either because of an invalid path or insufficient access rights.

FILES
/etc/dpp
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/etc/ocdebug

/etc/ocd
/etc/dpp_login.bin
/etc/utmp.dfa
/etc/newconfig/ddfa/pct
/etc/newconfig/ddfa/dp

SEE ALSO
ocd(1M), ocdebug(1M), dp(4), pcf(4) ddfa(7).
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NAME
drm_admin - Data Replication Manager administrative tool

SYNOPSIS
lete/nes/drm_admin | -version ]

DESCRIPTION
drm_admin administers servers based on the Data Replication Manager (DRM) such as glbd, the replicated
version of the Global Location Broker (GLB).

drm_admin is used to inspect or modify replica lists, merge databases to force convergence among replicas,
stop servers, and delete replicas.

The role of drm_admin is to administer the replication of databases, not to change the data they contain.
For example, use drm_admin to merge two replicas of the GLB database; use lb_admin to add a new entry
to the database. Also, although drm_admin can stop or delete a GLB replica, you must invoke glbd
directly if you want to start or create a replica.

Once invoked, drm_admin enters an interactive mode, in which it accepts the commands described below.
OPTIONS
-version
Display the version of NCK that this drm_admin belongs to, but do not start the tool.
COMMANDS
Most drm_admin commands operate on a default object (default_obj) at a default host (default_host).

Together, default_obj and default_host specify a default replica. Defaults are established by the set com-
mand and are remembered until changed by another set.

Currently, the only known object is glb.
Some drm_admin commands operate on a host other than the default. We identify this host as other_host .

The host name you supply as a default_host or an other_host takes the form family:host, where the host can
be specified either by its name or by its network address. For example, ip:bertie, ip:#192.6.5.5,
dds://jeeves, and dds:#101a.57£95 are acceptable host names. (All HP-UX hosts have ip as the family.)

addrep other_host
Add other_host to the replica list at default_host. The replica at defoultf_host will propagate
other_host to all other replica lists for default_obj.

chrep -from other_host -to new_other_host
Change the network address for other_host in the replica list at default_host to new_other_host. The
replica at default_host will propagate this change to all other replica lists for default_obj. The chrep
command fails if a replica of default_obj is running at other_host or if other_host is not on the replica
list at default_host.

delrep other_host
Delete the replica of default_obj at other_host. The delrep command tells the replica at other_host

1.  To propagate all of the entries in its propagation queue.

2.  To propagate a delete request to all other replicas, causing other_host to be deleted from all
other replica lists for default obj.

3.  To delete its copy of default_obj .

To stop running.

The delrep command returns you immediately to the drm_admin prompt, but the actual deletion of the
replica can take a long time in configurations that are not stable and intact. To check whether the daemon
for the deleted replica has stopped, list the processes running on its host.

info

Get status information about the replica for default_obj at default_host.

Irep[-d ][ -clocks ][ -na ]

List replicas for default_obj as stored in the replica list at default_host.
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88

The -d option lists deleted as well as existing replicas.
The -clocks option shows the current time on each host and indicates clock skew among the replicas.

The -na option lists the network address of each host.

merge { -from | -to } other_host

The merge command copies entries in the default_obj database and replica list from one replica to
another. It copies an entry if no corresponding entry exists in the destination database or if the
corresponding entry in the destination database bears an earlier timestamp.

A merge does not cause entries to be propagated. The database and replica list at the origination are not
changed.

The -from option copies entries from the defoult obj database and replica list at other_host to the
default_obj database and replica list at default_host.

The -to option copies entries from the database and replica list at default_host to the database and replica
list at other_host.

A merge -from followed by a merge -to causes the replicas at the two hosts to converge.

merge_all

The merge_all command uses default_host as the hub for a global merge of all replicas for default_obj.
For each host on the replica list at default_host, a merge_all first does a merge -from, then does a
merge -to. All replicas of default_obj are thereby forced into a consistent state. The merge_all operation
does not cause any entries to be propagated.

Perform a merge_all when:

¢ A replicais purged,

¢ A replicais reset,

¢ A replica has been incommunicado for two weeks or more,

¢ A replica dies (for example, its database is destroyed by a disk failure).

monitor [ -rn ]
This command causes drm_admin to read the clock of each replica of default_obj every n minutes and
report any clock skews or non-answering replicas. If -r is not specified, the period is 15 minutes.

purgerep other_host

The purgerep command purges other_host from the replica list at default_host. The replica at default_host
then propagates a delete request to the replicas at the hosts remaining on its list, thereby removing
other_host from all other replica lists for default_obj. The delete request is not sent to other_host.

A purgerep can cause data to be lost and should only be used when a replica has died. A merge_all
operation after the purgerep is strongly recommended to prevent the remaining replicas of the default_obj
database from becoming inconsistent. If the purged replica is still running, it should be reset.

Recommendation: Use chrep (rather than addrep and purgerep) to change entries on the replica list.

quit
Quit the drm_admin session.

reset other_host
Reset the replica of default_obj at other_host.
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The reset command tells the replica at other_host to delete its copy of default_obj and stop running. It does
not cause other_host to be deleted from any other replica lists. This command can cause data to be lost
unless a successful mexrge_all is done first.

set [ -0 obj_name | -h host_name

Set the default object and host. All subsequent commands operate on obj_name. Subsequent commands
that do not specify a host are sent to host_name. If you do not specify the -o option, drm_admin keeps the
current default_obj.

If you use set with the -0 option, drm_admin checks the clocks at all hosts with replicas of the specified
object.

stop
Stop the server for default_obj that is running at default_host.

EXAMPLES
Start drm_admin, set the default object to glb, and set the default host to mars:

$ /etc/nes/drm_admin

drm_admin: set -o glb -h ip:mars
Default object: glb default host: ip:mars state: in service
Checking clocks of glb replicas

ip:mars 1987/04/09.17:09
ip:pluto 1987/04/09.17:09
ip:mercury 1987/04/09.17:07

SEE ALSO
glbd(1M), 1b_admin(1M).
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NAME

dump (1M)

dump, rdump - incremental file system dump, local or across network

SYNOPSIS

/etc/Aump [option [argument ...] filesystem]
/etc/rdump [option [argument ...] filesystem]

DESCRIPTION

dump and rdump copy to magnetic tape all files in the filesystem that have been changed after a certain
date. This information is derived from the files /etc/dumpdates and /etc/checklist. option
specifies the date and other options about the dump. option consists of characters from the set

0123456789bdfnsuWw.
Options
0-9 This number is the "dump level”. All files modified since the last date stored in file

w

/etc/dumpdates for the same filesystem at lesser levels will be dumped. If no date is
determined by the level, the beginning of time is assumed. Thus, the option 0 causes the
entire filesystem to be dumped.

The blocking factor is taken from the next argument (default is 10 if not specified). Block
size is defined as the logical record size times the blocking factor. dump writes logical
records of 1024 bytes. When dumping to tapes with densities of 6250 BPI or greater
without using the b option, the default blocking factor is 32.

The density of the tape (expressed in BPI) is taken from the next argument. This is used in
calculating the amount of tape used per reel. The default is 1600.

Place the dump on the next argument file instead of the tape. If the name of the file is -,
dump writes to the standard output. When using rdump, this option should be specified,
and the next argument supplied should be of the form machine : device.

Whenever dump and rdump require operator attention, notify all users in group
operator hy means similar to that described by wall(1).

The size of the dump tape is specified in feet. The number of feet is taken from the next
argument. When the specified size is reached, dump and rdump wait for reels to be
changed. The default tape size is 2300 feet.

If the dump completes successfully, write on file /etc/dumpdates the date when the
dump started. This file records a separate date for each filesystem and each dump level.
The format of /etc/Qumpdates is user-readable and consists of one free-format record
per line: filesystem name, increment level and dump date in ctime(3C) format. File
/etc/dumpdates can be edited to change any of the fields if necessary.

For each file system in /etc/dumpdates, print the most recent dump date and level,
indicating which file systems should be dumped. If the W option is set, all other options
are ignored and dump exits immediately.

Operates like W, but prints only filesystems that need to be dumped.

If no arguments are given, option is assumed to be 9u and a default file system is dumped to the default

tape.

Sizes are based on 1600-BPI blocked tape; the raw magnetic tape device must be used to approach these
densities. Up to 32 read errors on the filesystem are ignored. Each reel requires a new process; thus parent
processes for reels already written remain until the entire tape is written.

rdump creates a server, /etc/rmt, on the remote machine to access the tape device.

dump and rdump require operator intervention for any of the following conditions:
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end of tape,

end of dump,

tape-write error,

tape-open error, or

disk-read error (if errors exceed threshold of 32).
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In addition to alerting all operators implied by the n option, dump and rdump interact with the control
terminal operator by posing questions requiring yes or no answers when it can no longer proceed or if
something is grossly wrong.

Since making a full dump involves considerable time and effort, dump and rdump each establish a check-
point at the start of each tape volume. If, for any reason, writing that volume fails, dump and rdump
will, with operator permission, restart from the checkpoint after the old tape has been rewound and
removed and a new tape has been mounted.

dump and rdump periodically report information to the operator, including typically low estimates of the
number of blocks to write, the number of tapes it will require, time needed for completion, and the time
remaining until tape change. The output is verbose to inform other users that the terminal controlling
Qump and rdump is busy and will be for some time.

Access Control Lists (ACLs)
The optional entries of a file’s access control list (ACL) are not backed up with dump and rdump. Instead,
the file’s permission bits are backed up and any information contained in its optional ACL entries is lost (see
acl(5)).

EXAMPLES
In the following example, assume that the file system /mnt is to be attached to the file tree at the root
directory, (/).

This example causes the entire filesystem (/mnt) to be dumped on /dev/rmt/0Oh and specifies that the
density of the tape is 6250 BPL.

/etc/dump 04f 6250 /dev/rmt/Oh /mnt

DIAGNOSTICS
Many, and verbose.

AUTHOR
dump and rdump were developed by the University of California, Berkeley.

FILES
/dev/rdsk/c0d40s80  default filesystem to dump from-
/dev/rmt/0m default tape unit to dump to
/etc/dumpdates new format-dump-date record
/etc/checklist dump table: file systems and frequency
/etc/group used to find group operator

SEE ALSO

restore(1M), rmt(1M), acl(5), checklist(4).
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NAME
dumpfs - dump file system information

SYNOPSIS
dump£ s rootdir
dump£ s devicefile

DESCRIPTION
dumpfs prints on the standard output the super block and cylinder group information for the file system
with the named root directory or that resides on the named device special file. The listing is very long and
detailed. This command is typically used to find certain file system information such as the file system
block size and minimum free space percentage.

AUTHOR
Qumpf s was developed by the University of California, Berkeley.

SEE ALSO
fsck(1M), mkfs(1M), newfs(1M), tunefs(1M), disktab(5), fs(5).
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NAME
ecclogger, eccscrub - check for or scrub out ECC memory errors

SYNOPSIS
ecclogger [logsize ]
eccscrub

DESCRIPTION
ecclogger checks ECC (error-checking and correcting) memory installed in an HP 9000 Model 350 com-
puter system for errors which have been corrected. When ecclogger finds an error, it writes a record of
the error to /etc/ecclog and invokes eccscrub to ensure that all errors have been cleared (only one
error per ECC memory card is logged).

The optional parameter logsize specifies the number of log entries which are allowed. Hewlett-Packard
recommends that the default value of 100 be used for logsize. If 100 errors occur on a system the local HP
Sales and Support Office should be notified so that the /etc/ecclog can be evaluated (a system with
fewer than 100 ecclog entries is usually not a concern). When the log reaches the maximum number of
entries, a message is printed (mailed to root when invoked from root’s crontab) to indicate that
/etc/ecclogis full.

ecclogger should be invoked by root’s crontab by including an entry for ecclogger in the cron-
tab file for user root. The recommended frequency for running ecclogger is once per hour (eccscrub
is automatically invoked by ecclogger whenever an error is corrected).

eccscrub performs a read-modify-write operation on memory to correct any single-bit soft (not a ’stuck’
bit) errors that may exist in a memory cell. It may be desirable to invoke eccscrub from cron once per

day.
In order to achieve the recommended frequencies, the following two entries need to be added to the cron-
tab entry for root:

0 * * * * exec /etc/ecclogger

0 0 * * » exec /etc/eccscrub

Here is a typical entry for a failure as recorded in /etc/ecclog:
870911084132 OxFF55CF40 0x70
Note: Do not write to /etc/ecclog. Doing so prevents ecclogger from writing to /etc/ecclog.

The first field in the error entry is a date/time stamp [yymmddhhmmss] that indicates when the error was
logged. The second field is the memory location in hexadecimal. The final field is the error syndrome byte.
The syndrome byte is decoded below (useful to service personell when troubleshooting ECC cards):

Syndrome Ervor Location Syndrome Error Location

0x01 check bit 0 0x31 data bit 14
0x02 check bit 1 0x34 data bit 15
0x04 check bit 2 0x40 check bit 6
0x08 check bit 3 0x4A data bit 1
0x0B data bit 17 0x4F data bit 0
0x0E data bit 16 0x52 data bit 2
0x10 check bit 4 0x54 data bit 3
0x13 data bit 18 0x57 data bit 4
0x15 data bit 19 0x58 data bit 5
0x16 data bit 20 0x5B data bit 6
0x19 data bit 21 0x5D data bit 7
0x1A data bit 22 0x62 data bit 24
0x1C data bit 23 0x64 data bit 25
0x20 check bit 5 0x67 data bit 26
0x23 data bit 8 0x68 data bit 27
0x25 data bit 9 0x6B data bit 28
0x26 data bit 10 0x6D data bit 29
0x29 data bit 11 0x70 data bit 30
0x2A data bit 12 0x75 data bit 31
0x2C data bit 13
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FILES
/etc/ecclog

SEE ALSO
cron(1M), crontab(1)
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NAME
edquota - edit user disk quotas

SYNOPSIS
/etc/edquota [ -p profo-user ] username ...
letc/edquota -t

Remarks
When establishing quotas for a user who has had none before, the quota statistics for that user will not
include any currently occupied file system resources. See WARNINGS below.

DESCRIPTION
edquota is the quota editor. One or more users can be specified on the command line. For each username, a
temporary file is created with a textual representation of the current disk quotas for that user, and an edi-
tor is then invoked on the file. The quotas can then be modified, new quotas added, ete. Upon leaving the
editor, edquota reads the temporary file and modifies the binary quota files to reflect the changes made.

The editor invoked is vi(1) unless the EDITOR environment variable specifies otherwise.

Only users who have appropriate privileges can edit quotas. (In order for quotas to be established on a file
system, the root directory of the file system must contain a file called quotas. See quota(5) for details.)

Options
-p proto_user Duplicate the quotas of profo_user for each username. This is the normal mechanism used
to initialize quotas for groups of users.

-t Edit the time limits for each file system. Time limits are set for file systems, not users.
When a user exceeds the soft limit for blocks or inodes on a file system, a count-down timer
is started and the user has an amount of time equal to the time limit in which to reduce
usage to below the soft limit (required action is given by the quota command). If the time
limit expires before corrective action is taken, the quota system enforces policy as if the
hard limit had been exceeded. The default time limit of 0 is interpreted to mean the value
in <sys/quota.h>, or one week (7 days). Time units of sec(onds), min(utes), hour(s), day(s),
week(s), and month(s) are understood. Time limits are printed in the greatest possible time
unit such that the value is greater than or equal to one.

Temporary File Formats
Here is an example of the temporary file created for editing user block and inode quotas:

fs /mnt blocks (soft = 100, hard = 120) inodes (soft = 0, hard = 0)
fs / blocks (soft = 1000, hard = 1200) inodes (soft = 200, hard = 200)

Here is the format for editing quota time limits:

fs /mnt blocks time limit = 10.00 days, files time limit = 20.00 days
fs / blocks time limit = 0 (default), files time limit = 0 (default)

When editing (default) values, it is not necessary to remove the (defoult) string. For example, to change the
blocks time limit for /, changing the 0 to 4 days is sufficient.

WARNINGS
When establishing non-zero quotas for a user who has had none before (for either blocks or inodes), it is
necessary to run quotacheck(1M) to collect statistics for that user’s current usage of that file system. See
quota(5) for a detailed discussion of this topic.

AUTHOR
edquota was developed by the University of California, Berkeley, and by Sun Microsystems, Inc.
FILES
Jete/checklist default file systems
Jetc/mnttab information about mounted file systems
directory/quotas quota statistics static storage for file system where directory is the root of the file

system specified to mount(1M).
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SEE ALSO

vi(1), quota(5) privilege(5).
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NAME
eisa_config - EISA configuration tool

SYNOPSIS
eilsa_config

elsa_config[-a]
eisa_config[-c cfgfile]
elsa_config[-nscifile]

DESCRIPTION
elsa_conflg is a specialized program for configuring EISA and ISA (referred to collectively as E/ISA) VO
boards on HP-UX workstations equipped with EISA backplanes. It is used each time the E/ISA configuration
is to be changed in any way; i.e., whenever an EISA or ISA board is added to the system, removed from the
system, or moved to a different location in the system. eisa_config should be run before any physical
board configuration or installation changes are made. (This is not necessary in some cases -- see automatic
mode below.)

elsa_confilg interprets information stored in configuration files and uses it to configure system
resources needed to properly interact with E/ISA boards. Even though they may be physically present in the
computer, E/ASA boards cannot be used by the HP.UX operating system until configuration by
elsa_configis complete.

The elsa_config command takes one of four forms:

elsa_config Use interactive commands to examine or modify configuration.
eilsa_confilg prompts for a command, executes it, reports the
results of command execution, then prompts for the next command.

eisa_config -a Attempt to automatically add new EISA boards to the configuration.
This option is used by /etc/bcheckrc but should not be used .
elsewhere. ISA boards cannot be added with this option.

elsa_config -c cfgfile Check configuration (CFG) file (discussed below). This option is used
mostly by E/SA board developers. It simply checks the specified CFG
file to verify that it follows correct grammar and can be used by
eisa_config. This option does not affect current configuration in
any way.

elsa_config -nscifile Non-target mode. This option uses the contents of scifile instead of
non-volatile memory (NVM) to set up E/ISA configuration, and is most
commonly used for creating identical configurations on multiple
workstations.

Assigning Resources
Depending on their design, internal capabilities, and their role in system operation, E/ISA boards use vari-
ous combinations of one or more system resources such as DMA channels, interrupt lines, memory, etc.
Also, given boards do not always use a full set of system resources; for example, EISA provides 11 interrupt
lines, but a given board might be able to use only lines 3, 5, and 6. Thus a means for the board to deter-
mine what resources are to be used must be provided.

ISA boards use physical switches or jumpers on the board to specify what resources are to be used. The per-
son installing the board sets the switches or jumpers as specified by the board’s manufacturer and based on
system needs. There are thousands of different kinds of ISA boards, but unfortunately there are no stan-
dard conventions for switch and jumper usage. This results in much confusion and numerous configuration
problems. For example, it is easy to inadvertently assign a given resource to two different boards, but often
very difficult to diagnose the problem.

EISA boards usually have no switches or jumpers for resource assignment. Instead, each EISA board has a
corresponding configuration (CFG) file that tells the system how the board can be used and what resources it
needs. elsa_config is the HP-UX system program that interprets the various CFG files for all boards in
the system, then builds a conflict-free configuration.

Configuration Files
All EISA boards have a corresponding CFG file. ISA boards, when used in HP-UX systems, must also have a
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corresponding CFG file. Although eisa_config cannot automatically configure an ISA board, it can use
the contents of the CFG file to determine what switch or jumper settings on an ISA board can be used to
prevent resource conflicts.

elsa_config expects to find a CFG file for each E/ASA board connected to the workstation. The adminis-
trator is responsible for making sure that these CFG files are present in directory /etc/elsa. CFG files
corresponding to boards being used should always be kept in this directory. Do not remove them after
eisa_config is run the first time, because they will be needed every time the configuration is changed,
such as when a new board is added or one is removed. Do not change the file names of the CFG files. The
file name has a specific format which is used by eisa_ config to automatically match a board with its
CFG file.

CFG files are normally supplied by the E/ISA board manufacturer. Two scenarios apply:

e If the E/ASA board is supplied by HP, the CFG file corresponding to the board is loaded into
/etc/eisa as part of normal operating system installation. It should never be removed.

¢ If the E/ISA board is not supplied by HP, install both the CFG file and the software driver for the
board from HP-UX-readable media supplied by the board manufacturer. Copy the CFG file to direc-
tory /etc/elsa where it must remain as long as the card is present in the system.

All CFG files must follow a grammar specified in the EISA bus specification. The most basic building block
in the CFG grammar is the board. Each board has several attributes including board ID (to match with a
board’s ID register), manufacturer, ASCII text describing what the board does, what kinds of slots the board
can go in, whether the board has a readable ID register, and various other capability attributes.

Each file can also contain lists of board-wide resources (such as I/O registers, switches, and jumpers) and
how they should be initialized.

A board can be treated as a set of one or more functions where a given board contains a single function or
multiple functions. An example of a two-function board is one having both a serial port and a parallel
printer port. Each function has a separate block in that board’s CFG file. Each function has a name, a type,
and a set of configuration choices.

Each choice block has a name and a set of attributes. These attributes include what resources the choice
requires and whether the function is enabled or disabled by that choice. Initialization is also usually
specified within a choice. A given choice might require that certain registers be initialized to a specified
value and that switches be set in a certain way.

Configuration Processing

E/ISA configuration is handled as follows:

e elsa_ config builds a conflict-free configuration, then saves the configuration in EISA non-
volatile memory (NVM).

¢ Appropriate drivers and device files must be installed before rebooting the system.

* Next time the operating system is rebooted, the HP-UX kernel initializes the specified E/ISA boards
according to the contents of NVM.

If a board is currently present in the system, but has no corresponding configuration data in NVM, the EISA
board cannot be used until the eisa_config program is run again and the new board is accounted for in
NVM. A newly installed or existing E/ISA board is not usable until elsa_config has added it and the
system has been rebooted with the necessary drivers and device special files installed. See EXAMPLES for
an illustration of how to add a new board to the system.

It is possible to add EISA boards that do not have switches or jumpers to the configuration without running
eisa_config interactively. The /etc/bcheckrc script invokes eisa_config with automatic
mode during each system initialization. If a board has been added since the last time elsa_config was
executed, elsa_config attempts to add the new board to the configuration. If the new board is success-
fully added, the system may need to be rebooted (/etc/bcheckre does this automatically). If the new
board could not be added to the configuration, a warning is written to the system console and
/etc/eisa/config.err.

In addition to writing to NVM, elsa_config also automatically saves the current configuration to an SCI
file called /etc/eisa/system.sci. SCI files can also be created by the interactive save command
(see below). The E/ISA subsystem can also be initialized from an SCI file, rather than from NVM by using the
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elsa_conflg -n command form discussed earlier. SCI files are quite useful when a site has several
identically-configured workstations. Run eisa_config on one system and save the configuration in an
scI file. Copy this file to other systems, then use it to initialize those systems. Remember that the
configuration must be saved to NVM and the system rebooted before the E/ISA boards can be used.

Drivers and Device Files
Running eisa_config is not the only task necessary when adding an E/ASA board to a system.
Corresponding I/O drivers must be added to the kernel and appropriate device files must be created. These
steps are the same as is required for any /O card, and can be performed either before or after running
elsa_config. The important thing to remember is that the E/ISA board cannot be used until e/l neces-
sary tasks are complete.

Interactive Commands
If the command form eisa_configisused, elisa_config runsin interactive mode. Interactive mode
conducts configuration changes by using a series of keyboard commands. elsa_config prompts for a
command, executes it, displays the results of executing the command, then prompts for the next command.
Interactive commands are broadly grouped into five categories:

action Alter the configuration in some way.
display Show current configuration.
ofg Manage CFG files.

comments Display help and comments information found in CFG files.
help Help for using eisa_confilg interactive commands
The action commands are:

add cfgfile slotnum Adds a board to the current configuration. cfgfile specifies which CFG file
corresponds to the board and slotnum identifies the slot where the board resides.

remove slotnum  Remove a board from the current configuration. slotnum identifies the slot
where the board currently resides.

move curslotnum newslotnum
Move a board that is currently configured in one slot to a different slot. curslot-
num and newslotnum specify the current and new slot numbers, respectively.

change slotnum functionnum choicenum
Change the choice used for a given function. All three arguments, slotnum,
functionnum, and choicenum are required. The function number (functionnum)
and choice number (choicenum) can be obtained by using the show board
command on the slot in question. Function numbers are of the format Fnum
and choice numbers are of the format CHrum. Note that a board must already
be part of the configuration before the change command can be used.

When elsa_config adds a board, it selects a choice for each function. Gen-
erally, the first choice for each function is selected (the default). However, in
order to resolve conflicts, elsa_config may select a different choice for a
given function. When specifying a choice for a particular function by use of the
change command, eisa_config always uses that choice; it does not select a
different one, even when a conflict needs to be resolved.

save [filename] Save the current configuration. If the current configuration 1s not conflict-free, a
warning is produced and the save is not done. If you specify a file name, the
save is done to that file; otherwise, the save is done to NVM (and the
/etc/elsa/system.scl file). Note that the quit command also (option-
ally) saves the configuration to NVM (and file /etc/eisa/system.sci).

When the configuration is saved to NVM, a log file is created that provides a brief
desription of the new configuration. The log file is named
/etc/elsa/config.log, and contains information generated by a show
command, followed by a show board command, followed by a show
switch command.
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init [filename]

quit

eisa_config (1M)

Initialize the configuration. The initial configuration is retrieved from a file if
one has been specified. Otherwise, it is retrieved from NVM. Note that an impli-
cit init is done when elsa_config is first started. This command should
only be used when the current configuration eisa_config is dealing with is
incorrect. For example, if you make some changes that you decide you do not
want, you can use this command to start over.

Leave elsa_confilg. If the configuration is conflict-free and has been
changed, you are asked if you want to save the configuration (to NVM). If any
switches or jumpers have to be changed as a result of this new configuration,
you are notified of these changes prior to saving the configuration. Be sure that
all switches and jumpers match what eisa_config has specified before boot-
ing the system.

When the configuration is saved to NVM, a log file is created that provides a brief
desription of the new configuration. The log file is named
/etc/elsa/config.log, and contains information generated by a show
command, followed by a show board command, followed by a show
switch command.

The show (display) commands are:

show

show slots cfgfile

List all slots and their current status; i.e., whether occupied by a particular
board, or empty.

List all of the slots that could accept the board corresponding to the CFG file
cfgfile.

show board |cfgfile | slotnum ]

show switch

[

List the basic attributes for the selected board or boards. Includes a list of all
the functions on the board and a list of all available choices for each function. If
the board is currently part of the configuration, the currently selected choice is
marked. The default choice is the first choice listed for each function. If a board
is not specified (either by CFG file name or slot number), information is
displayed for each of board installed and configured in the system.

changed 1 [slothum]

List the switch and jumper settings (both default and required) for the boards in
the configuration. If the keyword changed is used, only those switches and
jumpers that were changed from the previous configuration are displayed. If a
slot number is specified, only switches and jumpers on the board in that slot are
displayed. Note that show switch supports all combinations of changed
and slotnum.

There are two kinds of ¢fg commands:

cfgtypes

cfgfiles [#ype]

List the types of boards that have CFG files in directory /etc/elsa and how
many CFG filesin /etc/elsa are of each type.

List all CFG files that are currently available for use in the /etc/elsa direc-
tory. If a specific board #ype is specified, only CFG files of that type are
displayed.

comment commands extract the help and comments text provided in the specified CFG file or files. Both
help and comments are displayed if they are available. Each command form accepts as an argument either
a CFG file or a slot number identifying which board you want help for.

comment board |cfgfile | slotnum 1

Display board-level help and comments.

comment function [cfgfile| slotnum]

Display function-level help and comments.

comment choilce [cfgfile | slotnum ]

Display choice-level help.
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comment switch | cfgﬁlel slotnum ]
Display help and comments for switches and/or jumpers as appropriate.

Note that all arguments (except the type of comments requested) are optional. If no optional argument is
specified, all available comments for the specified file or board are extracted. For example:

comment board 1
Display help and comments available for the board currently configured in slot 1.

comment board Display help and comments available for all currently configured boards.

The help commands explain how to use the elsa_config interactive commands. If no other arguments
are given, help is displayed for all of the interactive commands. Alternatively, any valid command can be
used as a argument to the help command. Help is then given for the specified command only.

help Display a brief explanation of all valid elsa_config interactive commands.
help [cmdname] Display an explanation of the command specified.

EXAMPLES
Add a new E/ISA board to the system:

1. Load the CFG file (from media provided by the manufacturer) into directory /etc/eisa if the file
is not already present.

2. Run eisa_config. eilsa_config reads the contents of NVM to obtain current system
configuration.

3. Use the interactive add command to add the new board. eisa_config reads the correspond-
ing CFG file to obtain needed configuration information.

4. Exit elsa_config, noting any required switch or jumper settings. eilsa_config generates
a new configuration and writes it to NVM. The required switch and jumper settings are also saved
in the log file /etc/elsa/config.log.

5. Add the correct software drivers for the board (and board devices) to the kernel, and use
mknod (1M) to create any needed device special files.

6. Shut down and disconnect power to the system.
7. Install the E/SA board after changing any switch or jumper settings required by elsa_config.

8. Reboot the system. When the system is running again, the contents of NVM will match the E/ISA
boards present in the system, and the newly added board can be used immediately.

This procedure can also be used to add multiple new boards at the same time. Simply use the add com-
mand once for each board and alter the other steps as appropriate.

If the board to be added is an EISA board that does not have switches or jumpers, the board can be added
via automatic mode; that is, steps 2-4 above can be skipped.

AUTHOR
elsa_config was developed by HP and Compag.
FILES
/etc/eisa/!XXX0000.CFG CFG files
/etc/elisa/config.err errors encountered in automatic mode
/etc/eisa/config.log log file containing current E/ISA configuration
/etc/eisa/system.scl mirror image of configuration saved to NVM
SEE ALSO

config(1M), mknod(1M).
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NAME

envd - system physical environment daemon

SYNOPSIS

/etc/envad [-£ configfile ]

DESCRIPTION
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The envd daemon provides a means for the system to respond to environmental conditions detected by
hardware. Such responses are typically designed to maintain file system integrity and prevent data loss.
The environmental condition currently recognized by envd is over-temperature.

envd logs messages and then executes actions when a supported environmental event is detected.
Whether to do message logging and what actions to perform for a given environmental event are deter-
mined by configfile (default is /etc/envd.conf). If no -£ option was specified and the default configfile
/etc/envd.conf does not exist, envd fails. A recommended default configfile is available in
/etc/newconfig/envd. conf. The configfile (or /etc/envd.conf) is only examined when the dae-
mon is started or when it receives a SIGHUP signal to restart and re-initialize the daemon itself.

envd uses the syslog message logging facility to log warning messages. If configfile specifies messages
to be logged, the destination of the warning messages is determined by the configuration of the
LOG_DAEMON facility of the syslogd daemon (see syslogd(1M) and syslog(8C) for details) and various
syslog priorities defined below for the corresponding environmental events. Warning messages are writ-
ten to the console if envd is unable to send to syslogd.

The configfile is composed of event lines, each of which followed by zero or more action lines. Comment
lines can be interspersed at any point. No more than one event line can be specified for a given event.

Event Event lines consist of an event keyword and a message indicator, separated by a colon
(). Valid event keywords are OVERTEMP_CRIT and OVERTEMP_EMERG. Valid
message indicators are y and n. An example is OVERTEMP_EMERG:Y, indicating
that warning messages are to be sent for the OVERTEMP_EMERG event.

Event keywords must start in the first column, and only one event and one message
indicator are allowed on a given line.

Action Action lines can consist of a sequence of apy valid /bin/sh commands or pipelines.
Lines from one event line to the next event line, or to the end of the file, are part of
the action lines for the preceding event, and are passed intact to the shell to execute
upon detecting the event. The action for an event can span across several lines, but
the syntax of every line must be understood by /bin/sh. There are no default
actions for any events if no action lines are specified.

No parsing or syntax checking is performed on the action lines; system administrators
are responsible for verifying the correctness of the action syntax.

Comments Lines beginning with the # character in the first column are comment lines, and all
characters up to the subsequent new-line character are ignored.

Blank lines are ignored as comment lines.
Here is an example /etc/envd.conf file:

# The example below configures envd to log the warning message and
# to rcp critical applications to a remote machine at OVERTEMP_CRIT.
# It configures envd to log emergency messages and to perform

# system shutdown at OVERTEMP_EMERG, in order to preserve

# the data integrity.

OVERTEMP_CRIT:y
/usr/bin/rcp critical_appl files \
remote_machine:/backup

OVERTEMP_EMERG:y
/etc/reboot -gh

Only users with appropriate privileges can invoke envd.
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Over-temperature Handling
Over-temperature handling is supported only on systems equipped with over-temperature sensing
hardware. Over-temperature limits may vary, depending on the hardware. Each system processor defines
its own safest threshold for supported equipment combinations. The table below shows four levels of tem-
perature states. For the temperature range specific to your system configuration, refer to any of the follow-
ing documents for your system: Sife Planning and Preparation Guide, Installation and Configuration
Guide, or Operator Handbook.

State State Description
NORMAL Within normal operating temperature range
OVERTEMP_CRIT Temperature has exceed the normal operating range of

the system, but it is still within the operating limit of the
hardware media.

OVERTEMP_EMERG Temperature has exceeded the maximum specified operat-
ing limit of hardware media; power loss is imminent. A
minimum of about 60 seconds is guaranteed between the
OVERTEMP_MID state and the OVERTEMP_POWERLOSS
(power loss) state.

OVERTEMP_POWERLOSS | Hardware will disconnect all power from all cards in the
system chassis.

The syslog priorities mapped to two over-temperature events are: LOG_EMERG (for
OVERTEMP_EMERG) and LOG_CRIT (for OVERTEMP_CRIT).

Any non-shutdown activities (e.g. file transfer) should be performed at OVERTEMP_CRIT. It is important
to configure only critical activities for OVERTEMP_CRIT because the over-temperature might rise dramat-
ically fast to OVERTEMP_EMERG. It is recommended to perform a quick shutdown using /etc/reboot
-gh at OVERTEMP_EMERG to preserve file system data integrity. If the hardware enters the
OVERTEMP_POWERLOSS state and the system has not been shut down, the sudden loss of power could
result in data loss. Note that power-fail recovery functionality is not available in this case. When the
hardware powers down, no warning messages are produced, and no action is taken by the system.

Whenever the temperature rises from one level to another (such as from NORMAL to OVERTEMP_CRIT or
from OVERTEMP_CRIT to OVERTEMP_EMERG, the warning message, if specified, and the corresponding
specified over-temperature action is executed once, and only once, per state change.

AUTHOR
envd was developed by HP.

FILES
/etc/envd envd executable file
/etc/envd.conf default envd configuration file
/etc/syslog.conf default syslog configuration file
/etc/envd.action[123] envd work files

SEE ALSO

reboot(1M), shutdown(1M), syslogd(1M), syslog(3C).

HP-UX System Administration manuals.
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NAME

exportfs (1M)

exportfs - export and unexport directories to NFS clients

SYNOPSIS

/usr/etc/exportfs

/usr/etc/exportfs -alv]
/ugr/etc/exportfs[-auv]

/usr/etc/exportfs [-uv][dir[dir ...]]
/usr/etc/exportfs -ilvl[-ooptions]{dir(dir ...1]

DESCRIPTION

exportfs makes a local directory or file available to NFS clients for mounting over the network (direc-
tories and files cannot be NFS mounted unless they are first exported by export£s).

exportfs is normally invoked at boot time by the /etc/netnfsrc script, and uses information con-
tained in the /etc/exports file to export dir (which must be specified as a full pathname). The super-
user can run exportfs at any time to alter the list or characteristics of exported directories and files.

If no options or arguments are specified in the command line, export£s prints a list of currently exported
directories and files to the standard output.

Options

exportfs recognizes the following options:

-a
-1

-u
-V

-0 options
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All. Export all directories listed in /etc/exports, or if -u is also specified, unex-
port all of the currently exported directories.

Ignore the options in /etc/exports. Normally, exportfs consults
/etc/exports for the options associated with the exported directory.

Unexport the indicated directories.
Verbose. Print each directory or filename as it is exported or unexported.

Specify a comma-separated list of optional characteristics for the directory being
exported. options can be selected from among:

async All mounts will be asynchronous. Refer to exports(4) for warn-
ings when using this option.

ro Export the directory read-only. If not specified, the directory is
exported read-write.

rw=hostname| : hostname]...
Export the directory read-mostly. Read-mostly means exported
read-only to most machines, but read-write to those specified. If
not specified, the directory is exported read-write to all. Up to
256 hostnames can be specified.

anon=uid If a request comes from an unknown user, use uwid as the
effective user ID.

Note: root users (uid0) are always treated as user unknown by
the NFS server unless they are included in the root option
below.

If the client is a UNIX system, only root users are considered
unknown. All other users are recognized even if they are not
in /etc/passwd.

The default value for uid is the UID of user nobody. If user
nobody does not exist, the value 65534 is used. Setting the
value of anon to 65535 disables anonymous access.

root=hostnamel : hostname] ...
Give root access only to the root users from a specified host-
name. The default is for no hosts to be granted root access. Up
to 256 hostnames can be specified.
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access=client] :client] ...
Give mount access to each client listed. A client can either be a
hostname, or a netgroup (see netgroup(4)). exportfs checks
for each client in the list first in file /etc/hosts, then in
/etc/netgroup. The default value allows any machine to
mount the given directory.

DIAGNOSTICS
If an NFS mounted directory is unexported by exportf£s, any access by the client to the directory causes
an NFS stale fille handle error. However, if exportfs is used to remove a client from the
access list of an exported directory, an NFS stale file handle error does not result from any access
by the client to the directory.

EXAMPLES
List currently exported directories and files:

exportfs

Export entries in /etc/exports
exportfs -a

Unexport all exported files and directories:
exportfs -ua

Unexport all exported files and directories and print each directory or filename as it is unexported:
exportfs -uav

Export /usr to the world, ignoring options in /etc/exports:
exportfs -1 /usr

Export /usr/binand /usr/admread-only to the world:
exportfs -1 -o ro /usr/bin /usr/adm

Export /usr/binread-write only to systems polk and vanness:
exportfs -1 -o rw=polk:vanness /usr/bin

Export root access on /usr/adm only to the system named pine, and mount access to both pine and
geary:

exportfs -1 ~-o root=plne, access=pine:geary /usr/adm

FILES
/etc/exports  static export information
/etc/xtab current state of exported directories
/etc/netgroup list of network groups

SEE ALSO
showmount(1M), exports(4), netgroup(4).

WARNINGS

You cannot export a directory that resides within the same file system and is either a parent or sub-directory
of a directory that is currently exported. For example, /usr and /usr/local cannot both be exported
if they reside in the same disk partition.

If you unexport a directory, remove a client from the access list, then export again, the client still has access
to the directory until the client unmounts the directory. Removing a client from the root or rw list takes
effect immediately.

/etc/xtab is a system file that lists currently exported directories and files. This file is maintained by
exportfs. To ensure that this file is always synchronous with current system data structures, do not
attempt to edit it by hand.
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NAME
extendfs - extend file system size

SYNOPSIS
/etc/extendfs [-ql[-V][-8 size ] special

DESCRIPTION
If the original hfs filesystem image created on special does not make use of all of the available space,
extendfs can be used to increase the capacity of an Afs filesystem by updating the filesystem structure to
include the extra space.

The command-line parameter special specifies the character device special file of either a logical volume or a
disk partition. If special refers to a mounted filesystem, special must be un-mounted before extendfs can
be run (see mount(1M)).

Options

extendfs recognizes the following options:
-q Query the size of special. No file system extension will be done.
-v Verbose flag.

-ssize  Specifies the number of DEV_BSIZE blocks to be added to the file system. If -ssize is not
specified, the maximum possible size is used.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vchange behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
To increase the capacity of a filesystem created on a logical volume, enter:

umount /dev/vg00/1lvoll

lvextend -Llarger size /dev/vg00/1voll
extendfs /dev/vg00/rlvoll

mount /dev/vg00/1lvoll mount_directory

WARNINGS
The root filesystem cannot be extended using the extendfs command because the root filesystem is
always mounted, and extendfs only works on unmounted filesystems.

RETURN VALUE
extendfs returns the following values:

0 No errors were detected and filesystem was successfully extended.
1 Command aborted.

REMARKS
In order to extend a filesystem to the 4-Gbyte maximum filesystem size, enough Cylinder Group summary
blocks must be reserved by mkfs (see mkfs(1M)). For a filesystem created by an older version of mkfs
(prior to HP-UX Release 9.0 — see mkfs(1M)), the full 4-Gbyte filesystem capacity may not be achievable by
use of extendfs.

SEE ALSO
Ivextend(1M), mkfs(1M), mount(1M), fs(4).
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NAME
fbackup - selectively back up files

SYNOPSIS
/etc/fbackup -f£ device [-£ device] ... [-0-9] [-uvyAH] [~1 path ] [-e path ] [~g graph ] [-I path ]
[-V path |[~c config ]

/etc/fbackup -f£ device[-£ device] ... [-R restart ] [-uvyAH][-I path | [-V path ][-c config ]

DESCRIPTION
fbackup combines features of dump and ftio to provide a flexible, high-speed file system backup
mechanism (see dump(1M) and ftio(1)). Ebackup selectively transfers files to an output device. For each
file transferred, the file’s contents and all the relevant information necessary to restore it to an equivalent
state are copied to the output device. The output device can be a raw magnetic tape drive, the standard
output, a DDS-format tape, a rewritable magneto-optical disk or a file.

The selection of files to backup is done by explicitly specifying trees of files to be included or excluded from
an fbackup session. The user can construct an arbitrary graph of files by using the -1 or -e options on
the command line, or by using the -g option with a graph file. For backups being done on a regular basis,
the -g option provides an easier interface for controlling the backup graph. fbackup selects files in this
graph, and attempts to transfer them to the output device. The selectivity depends on the mode in which
fbackup is being used,; i.e., full or incremental backup.

When doing full backups, all files in the graph are selected. When doing incremental backups, only files in
the graph that have been modified since a previous backup of that graph are selected. If an incremental
backup is being done at level 4 and the -g option is used, the database file is searched for the most recent
previous backup at levels 0-3. If a file’s modification time is before the time when the last appropriate ses-
sion began and the i-node change time is before the time that same session ended, the file is not backed up.
Beginning at HP-UX Release 8.0, all directories lying on the path to a file that qualifies for the incremental
backup will also be on the backup media, even if the directories do not qualify on their own status.

If £backup is used for incremental backups, a database of past backups must be kept. £backup main-
tains this data in the text file /usr/adm/fbackupfiles/dates, by default. Note that the directory
/usr/adm/fbackupfiles must be created prior to the first time fbackup is used for incremental
backups. The -d option can be used to specify an alternate database file. The user can specify to update
this file when an fbackup session completes successfully. Entries for each session are recorded on
separate pairs of lines. The following four items appear on the first line of each pair: the graph file name,
backup level, starting time, and ending time (both in fime(2) format). The second line of each pair contains
the same two times, but in strftime(3C) format. These lines contain the local equivalent of STARTED:, the
start time, the local equivalent of ENDED:, and the ending time. These second lines serve only to make the
dates file more readable; £backup does not use them. All fields are separated by white space. Graph file
names are compared character-by-character when checking the previous-backup database file to ascertain
when a previous session was run for that graph. Caution must be exercised to ensure that, for example,
graph and ./graph are not used to specify the same graph file because fbackup treats them as two
different graph files.

The general structure of a £backup volume is the same, no matter what type of device is used. There are
some small specific differences due to differing capabilities of devices. The general structure is as follows:

Reserved space for ASCII tape label (1024 bytes)
fbackup specific volume label (2048 bytes)
session index (size in field of volume label)

data

Each file entry in the index contains the volume number and the pathname of the file. At the beginning of
every volume, fbackup assumes that all files not already backed up will fit on that volume; an erroneous
assumption for all but the last volume. Indices are accurate only for the previous volumes in the same set.
Hence, the index on the last volume may indicate that a file resides on that volume, but it may not have
actually been backed up (for example, if it was removed after the index was created, but before f£backup
attempted to back it up). The only index guaranteed to be correct in all cases is the on-line index (-I
gp{ion), which is produced after the last volume has been written. Specific minor differences are listed
elow:
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* When using 9-track tape drives or DDS-format tape drives several small differences exist. The
main blocks of information are separated by EOFs. fbackup checkpoints the media periodically
to enhance error recovery. If a write error is detected, the user normally has two options: First, a
new volume can be mounted and that volume rewritten from the beginning. Second, if the volume
is not too severely damaged, the good data before the error can be saved, and the write error is
treated as a normal end-of-media condition. The blocks of data with their checkpoint records are
also separated by EOFs. In addition if the DDS-format drive supports Fast Search Marks these will
be used to enhance recovery speed by placing them between blocks of files.

* For a magneto-optical device, a disk, a file, or standard output, there are no special marks separat-
ing the information pieces. Using standard output results in only one volume.

fbackup provides the ability to use UCB-mode tape drives. This makes it possible to overlap the tape
rewind times if two or more tape drives are connected to the system.

Set-up

There are several things the user will want to consider when setting £backup up for regular use. These
include type of device and media, full versus incremental frequency, amount of logging information to keep
on-line, structure of the graph file, and on-line versus off-line backup.

The type of device used for backups can affect such things as media expenses, ability to do unattended
backup and speed of the backup. Using 9-track tapes will probably result in the highest performance, but
require user intervention for changing tapes. A magneto-optical autochanger can provide an unattended
backup for a large system and long life media, however the media cost is high. The lowest cost will prob-
ably be achieved through DDS-format devices, but at the lowest performance.

It is also important to consider how often full backups should be made, and how many incremental backups
to make between full backups. Time periods can be used, such as a full backup every Friday and incremen-
tals on all other days. Media capacities can be used if incremental backups need to run unattended. The
availability of personnel to change media can also be an important factor as well as the length of time
needed for the backup. Other factors may affect the need for full and incremental backup combinations
such as contractual or legal requirements.

If backup information is kept online; i.e., output from the -V or -I options, the required storage space
must also be considered. Index file sizes are hard to predict in advance because they depend on system
configuration. Each volume header file takes less than 1536 bytes. Of course the more information that is
kept on-line, the faster locating a backup media for a recovery will be. Another point to consider is that the
default directory for the database file is /usr/adm and this is a context-dependent file on clustered sys-
tems, meaning that files may or may not be visible, depending on system context.

There are several ways to structure the graph file or files used in a system backup. The first decision
involves whether to use one or more than one graph files for the backup. Using one file is simpler, but less
flexible. Using two or more graph files simplifies splitting backups into logical sets. For example, one
graph file can be used for system disks where changes tend to be less frequent, and another graph file for
the users area. Thus two different policies can be implemented for full and incremental backups.

fbackup was designed to allow backups while the system is in use by providing the capability to retry an
active file. When absolute consistency on a full backup is important, the system should probably be in
single-user mode. However, incremental backups can be made while the system is in normal use, thus
improving system up-time.

Options
-c¢ config config is the name of the configuration file, and can contain values for the following param-
eters
¢ Number of 1024-byte blocks per record,
¢ Number of records of shared memory to allocate,
¢ Number of records between checkpoints,
¢ Number of file-reader processes,
¢ Maximum number of times £backup is to retry an active file,
¢ Maximum number of bytes of media to use while retrying the backup of an active
file,

¢ Maximum number of times a magnetic tape volume can be used,
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¢ Name of a file to be executed when a volume change occurs. This file must exist and
be executable.

¢ Name of a file to be executed when a fatal error occurs. This file must exist and be
executable.

¢ The number of files between the Fast Search Marks on DDS-format tapes. The cost of
these marks are negligible in terms of space on the DDS-format tape. Not all DDS-
format devices support fast search marks.

Each entry in the configuration file consists of one line of text in the following format:
identifier, white space, argument. In the following sample configuration file, the number of
blocks per record is set to 16, the number of records is set to 32, the checkpoint frequency is
set to 32, the number of file reader processes is set to 2, the maximum number of retries is
set to 5, the maximum retry space for active files is set to 5,000,000 bytes, the maximum
number of times a magnetic tape volume can be used is set to 100, the file to be executed at
volume change time is /usr/adm/fbackupfiles/chgvol, the file to be executed
when a fatal error occurs is /usr/adm/fbackupfiles/error, and the number of files
between fast search marks is set to 200.

blocksperrecord 16

records 32

checkpointfreq 32

readerprocesses 2 (maximum of 6)

maxretries 5

retrylimit 5000000

maxvoluses 100

chgvol /usr/adm/fbackupfiles/chgvol
error /usr/adm/fbackupfiles/error
filesperfsm 200

Each value listed is also the default value, except chgvol and error, which default to
null values.

-a path This specifies a path to a database for use with incremental backups. It overrides the
default database file /fusr/adm/fbackupfiles/dates.
-e path path specifies a tree to be excluded from the backup graph. This tree must be a subtree of

part of the backup graph. Otherwise, specifying it will not exclude any files from the graph.
There is no limit on how many times the -e option can be specified.

-f device device specifies the name of an output file. If the name of the file is -, £backup writes to
the standard output. There is no default output file; at least one must be specified. If more
than one output file is specified, £backup uses each one successively and then repeats in
a cyclical pattern. Patterns can be used in the device name in a manner resembling file
name expansion as done by the shell (see sh-bourne(1) and other shell manual entries. The
patterns must be protected from expansion by the shell by quoting them. The expansion of
the pattern results in all matching names being in the list of devices used.

There is slightly different behavior if remote devices are used. A device on the remote
machine can be specified in the form machine :device. —fbackup creates a server,
/etc/rmt, on the remote machine to access the tape device. The pattern matching capa-
bility does not apply to remote devices. Only half-inch 9-track magnetic tapes or DDS-
format tapes can be remote devices. The fast search capability is not used when remote
DDS-format devices are used.

-g graph graph defines the graph file. The graph file is a text file containing the list of file names of
trees to be included or excluded from the backup graph. These trees are interpreted in the
same manner as when they are specified with the -1 and -e options. Graph file entries
consist of a line beginning with either 1 or e, followed by white space, and then the path
name of a tree. Lines not beginning with i or e are treated as an error. There is no
default graph file. For example, to backup all of /usr except for the subtree /usr/11ib,
a file could be created with the following two records:

1 /usr
e /usr/lib
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-1 path path specifies a tree to be included in the backup graph. There is no limit on how many
times the -1 option can be specified.

-n Cross NFS mount points. By default £backup does not cross NFS mount points, regard-
less of paths specified by the ~1 or -g options.

-8 Backup the object that a symbolic link refers to. The default behavior is to backup the sym-
bolic link.

-u Update the database of past backups so that it contains the backup level, the time of the

beginning and end of the session, and the graph file used for this £backup session. For
this update to take place, the following conditions must exist: Neither the -1 nor the -e
option can be used; the -g option must be specified exactly once (see below); the
fbackup must complete successfully.

-V Run in verbose mode. Generates status messages that are otherwise not seen.
-y Automatically answer yes to any inquiries.
-A Do not back up optional entries of access control lists (ACLs) for files. Normally, all mode

information is backed up including the optional ACL entries. With the -A option, the sum-
mary mode information (as returned by stat ()) is backed up. Use this option when back-
ing up files from a system that contains ACLs to be recovered on a system that does not
understand ACLs (see acl(5)).

~-H Search hidden subdirectories (context-dependent files or CDFs). Normally, only the CDF
element matching the current context is backed up without expanding the path name to
show the actual element. For more information on CDFs, see cdf(4).

-I path path specifies the name of the on-line index file to be generated. It consists of one line for
each file backed up during the session. Each line contains the volume number on which
that file resides and the file name. If the - I option is omitted, no index file is generated.

-V path The volume header information is written to path at the end of a successful £backup ses-
sion. The following fields from the header are written in the format label :value with one
pair per line.

Magic Field On a valid fbackup media it contains the value FBACKUP
LABEL.
Machine Identification
This field contains the result of uname -m.
System Identification
This field contains the result of uname -s.
Release Identification
This field contains the result of uname -r.
Node Identification
This field contains the result of uname -n.
User Identification
This field contains the result of cuserid() (see

cuserid(3S)).

Record Size This field contains the maximum length in bytes of a data
record.

Time This field contains the clock time when £backup was
started.

Media Use This field contains the number of times the media has been

used for backup. Since the information is actually on the
media, this field will always contain the value 0.
Volume Number This field contains a # character followed by 3 digits, and
identifies the number of volumes in the backup.
Checkpoint Frequency
This field contains the frequency of backup-data-record
checkpointing.
Index Size This field contains the size of the index.
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Backup Identification Tag
This field is composed of two items: the process ID (pid) and
the start time of that process.

Language This field contains the language used to make the backup.

~-R restart Restart an fbackup session from where it was previously interrupted. The restart file
contains all the information necessary to restart the interrupted session. None of the -
[1eg0-9] options can be used together with the restart option.

-0-9 This single-digit number is the backup level. Level 0 indicates a full backup. Higher lev-
els are generally used to perform incremental backups. When doing an incremental backup
of a particular graph at a particular level, the database of past backups is searched to find
the date of the most recent backup of the same graph that was done at a lower level. If no
such entry is found, the beginning of time is assumed. All files in the graph that have been
modified since this date are backed up.

Access Control Lists (ACLs)
If a file has optional ACL entries, the -A option is required to enable its recovery on a system whose access
control lists capability is not present.

EXTERNAL INFLUENCES
Environment Variables
LC_COLLATE determines the order in which files are stored in the backup device and the order output by
the -I option.

LC_TIME determines the format and contents of date and time strings.
LANG determines the language in which messages are displayed.

If LC_COLLATE and LC_TIME are not both specified in the environment or if either is set to the empty
string, the value of LANG is used as a default for each unspecified or empty variable. If LANG is not
specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG. If any interna-
tionalization variable contains an invalid setting, £backup behaves as if all internationalization variables
are set to "C". See environ(5).

International Code Set Support
Single- and multi-byte character code sets are supported.

RETURN VALUE
fbackup returns 0 upon normal completion, 1 if it is interrupted but allowed to save its state for possible
restart, and 2 if any error conditions prevent the session from completing.

EXAMPLES
In the following two examples, assume the graph of interest specifies all of /usr except /usr/1ib (as
described in the g key section above).

The first exaraple is a simple case where a full backup is done but the database file is not updated. This
can be invoked as follows:

/etc/fbackup -0i /usr -e /usr/lib -f /dev/rmt/Oh

The second example is more complicated, and assumes the user wants to maintain a database of past
fbackup sessions so that incremental backups are possible.

If sufficient on-line storage is available, it may be desirable to keep several of the most recent index files on
disk. This eliminates the need to recover the index from the backup media to determine if the files to be
recovered are on that set. One method of maintaining on-line index files is outlined below. The system
administrator must do the following once before £backup is run for the first time (creating intermediate
level directories where necessary):

¢ Create a  suitable configuration file called config in the  directory

/usr/adm/fbackupfiles .

¢ Create a graph file called usr-usrlib in the directory
/usr/adm/fbackupfiles/graphs

¢ Create a directory called usr-usrlib in the directory

/usr/adm/fbackupfiles/indices
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A shell script that performs the following tasks could be run for each £backup session:

¢ Build an index file path name based on both the graph file used (passed as a parameter to the
script) and the start time of the session (obtained from the system). For example:

/usr/adm/fbackupfiles/indices/usr-usrlib/871128.15:17
(for Nov 28, 1987 at 3:17 PM)

Invoke fbackup with this path name as its index file name. For example:

cd /usr/adm/fbackupfiles
/etc/fbackup -0uc config -g graphs/usr-usrlib\
-I indices/usr-usrlib/871128.15:17\
-f /dev/rmt/Oh

When the session completes successfully, the index is automatically placed in the proper location.

Note that fbackup should be piped to tcilo when backing up to a CS/80 cartridge tape device see
teio(1)). The following example copies the entire contents of directory /usr to a cartridge tape:

/etc/fbackup 1 /usr -f - | tclo -ce /dev/rct/c0dls2

WARNINGS

112

Starting with HP-UX Release 8.0, £backup does not back up network special files because RFA networking

is obsolete. A warning message is issued if a network special file is encountered in the backup graph and
the file is skipped.

The use of £backup for backing up NFS mounted file systems is not guaranteed to work as expected if the
backup is done as a privileged user. This is due to the manner in which NFS handles privileged-user access
by mapping user root and uid 0 to user nobody, usually uid -2, thus disallowing root privileges on the
remote system to a root user on the local system.

The utility set comprised of fbackup and frecover was originally designed for use on systems
equipped with not more than one gigabyte of total file system storage. Although the utilities have no pro-
gramming limitations that restrict users to this size, complete backups and recoveries of substantially
larger systems can cause a large amount system activity due to the amount of virtual memory (swap space)
used to store the indices. Users who want to use these utilities, but are noticing poor system-wide perfor-
mance due to the size of the backup, are encouraged to backup their systems in multiple smaller sessions,
rather than attempting to backup the entire system at one time.

Due to present file-system limitations, files whose inode data, but not their contents, are modified while a
backup is in progress might be omitted from the next incremental backup of the same graph Also,
fbackup does not reset the inode change times of files to their original value.

fbackup allocates resources that are not returned to the system if it is killed in an ungraceful manner. If
it is necessary to kill £backup, send it a SIGTERM; not a SIGKILL.

For security reasons, configuration files and the chgvol and error executable files should only be writ-
able by their owners.

If sparse files are backed up without using data compression, a very large amount of media can be con-
sumed.

fbackup does not require special privileges. However, if the user does not have access to a given file, the
file is not backed up.

fbackup consists of multiple executable objects, all of which are expected to reside in directory /etc.

fbackup creates volumes with a format that makes duplication of volumes by Ad impossible (see dd(1)).
Copying an fbackup volume created on one media type to another media type does not produce a valid
fbackup volume on the new media because the formats of volumes on 9-track tape, backup to a file,
rewritable optical disks and DDS-format tapes are not identical.

When configuring the parameter blocksperrecord (see -c option), the record size is limited by the
maximum allowed for the tape drive. Common maximum record sizes include 16 1-Kbyte blocks for tape
drive models HP 7974 and HP7978A, 32 blocks for the HP 7978B, 60 blocks for the HP 7980, and 64 blocks
for DDS tape drives. Note also that the blocksize used in earlier releases (7.0 and before) was 512 bytes,
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whereas it is now 1024 bytes. This means that the same value specified in blocksperrecord in an earlier
release creates blocks twice their earlier size in the current release (i.e., a blocksperrecord parameter of 32
would create 16-Kbyte blocks at Release 7.0, but now creates 32-Kbyte blocks). If blocksperrecord exceeds
the byte count allowed by the tape drive, the tape drive rejects the write, causing an error to be communi-
cated to fbackup which fbackup interprets as a bad tape. The resulting write error message resem-
bles the following:

fbackup (3013): Write error while writing backup at tape block 0.
Diagnostic error from tape 1l...... SW_PROBLEM (printed by driver on console)
fbackup (3102): Attempting to make this volume salvageable.

etc.

DEPENDENCIES
NFS
Access control lists of networked files are summarized (as returned in st_mode by stat ()), but not
copied to the new file (see staz(2)).

Series 800
On NIO-bus machines there can be problems when a CS/80 cartridge tape device is on the same interface
card as hard disk devices. If writes longer than 16K bytes are made to the tape device, it is possible to have
disk access time-out errors. This happens because the tape device has exclusive access to the bus during
write operations. Depending on the system activity, this problem may not be seen. The default write size of
fbackup is 16 Kbytes.

Series 700/800
fbackup does not support QIC-120, and QIC-150 formats on QIC devices. If fbackup is attempted for
these formats, £backup fails and the following message is displayed :

mt lu X: Write must be a multiple of 512 bytes in QIC 120 or QIC 150

AUTHOR
fbackup was developed by HP.

FILES )
/usr/adm/fbackupfiles/dates database of past backups

SEE ALSO
cpio(1), ftio(1), teio(1), dump(IM), frecover(1M), ftio(1M), restore(1M), rmt(1M), stat(2), cdf(4), acl(5), mt(7).
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NAME
fddiinit - initialize FDDI network interface; connect to FDDI network

SYNOPSIS
/etc/£ddiinit (-1 download_file ] [- 8] device_file

DESCRIPTION
fddiinit:

¢ Downloads firmware to the FDDI network interface and connects the interface to the FDDI network.
* Must be executed for each interface present on a machine.
* Can also be executed from within the /etc/netlinkre script during network initialization.

¢ Is also used to reinitialize and reconnect the interface after the interface has been reset. Use the
fddidstop command to reset the interface (see fddidstop(1M)).

Options and Command-Line Arguments
£ddiinit recognizes the following options and command-line arguments:

-1 download_file Specifies the firmware download file. See DEPENDENCIES for machine-
dependent details.
-8 (silent) Suppress the progress message. While £ddiinit is running, it

periodically prints a series of dots on the terminal screen to indicate that
the firmware download is in progress.

device_file Specifies the device special file associated with the FDDI interface. By con-
vention, device special files are kept in the /dewv directory. Each device
file has a name and a device number to uniquely identify the interface.
See DEPENDENCIES for a description of how to create device files.

RETURN VALUE
Upon successful completion, £ddiinit returns 0; otherwise, it returns 1.

ERROR MESSAGES
fddiinit fails and the firmware is not downloaded if any of the following conditions are encountered:

. Command used incorrectly — usage message is returned.

. Invalid device file — returns message Can’t open device file. Check the device file.
See DEPENDENCIES for description of how to create device files.

. Invalid download file — returns Can’t open download file or Invalid file for-
mat. Contact your HP Customer Support representative.

. Hardware or driver error — download was unsuccessful because of a hardware or firmware prob-
lem. Check to ensure that hardware is correctly connected. If the download is still unsuccessful,
replace the card with a known-good unit if one is available, and retry the command. Otherwise,
contact your HP customer support representative.

DEPENDENCIES
Series 700 EISA FDDI:
Each device file has a name and a device number to uniquely identify the interface. To create the EISA
FDDI device file manually (instead of through SAM), specify the applicable major and minor numbers in the
HP-UX /etc/mknod command. EISA FDDI device files have the following major and minor numbers:

Major Minor EISA slot

49 0x410000 1
49 0x420000 2
49 0x430000 3
49 0x440000 4
The following example uses /etc/mknod to create the EISA FDDI device special file /dev/lanl on the

first EISA slot:
/etc/mknod /dev/lanl c 49 0x410000
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If the FDDI interface card is configured using sam (see sam(1M)), sam creates the device file automatically
and the name corresponds to the network interface name and unit. For example, device files /dev/lanl
and /dev/lan2 are for network interfaces lanl and lan2 respectively. You can also use the
/etc/lanscan command to display information about the network interfaces on the system.

£fddiinit requires a download file only for the EISA FDDI card. The default download file is
/etc/£ddl/£dadl_dnlad.

Series 800:
Device files for HPPB FDDI are created automatically by /etc/insf (see insf(1M)) when the system is
rebooted after installing the HPPB FDDI driver and adapter card. The device file name is of the form
/dev/lanX where X >= 0.

The major number for HPPB FDDI device files is 49. The minor number containing the logical unit (lu
number) is assigned based on the position of the HPPB FDDI card in the HPPB backplane relative to other
LAN cards. Each LAN card has a unique minor device number.

To determine the device special file corresponding to a particular FDDI adapter, first use the
/etc/lanscan command (see lanscan(1M)) to obtain the lu number that matches the hardware path of
that adapter. Then use the /etc/lssf command (see Issf(1M)) on those files in the /dev directory that
have a major number of 49 to find a file that has a matching lu number.

mksf (see mksf(1M)) can be used to manually create a device file for the HPPB FDDI interface.
The default download file is /etc/£dd1/£fddi_dnld. This download file is used for the HPPB FDDI card.

AUTHOR
fddiinit was developed by HP.

FILES
/etc/fddi/£adi_dmnld default FDDI download file.

SEE ALSO
fddistop(1M), fddistat(1M), fddinet(1M), mknod(1M), lanscan(1M).
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NAME
fddinet - display logical FDDI ring map information

SYNOPSIS
/usr/bin/fddinet [-nl[-4 station_address ) device_file

DESCRIPTION .
fddinet displays logical connection information for the reachable nodes connected to the same FDDI ring.

fddinet (1M)

Options and Command-Line Arguments
fddinet recognizes the following options and command-line arguments:

-n

Use FDDI native form when displaying address information. The default is the canon-
ical form.

-d station_address

device_file

RETURN VALUE
Upon successful completion, £ddinet returns 0; otherwise it returns 1.

ERROR MESSAGES
fddinet fails if any of the following conditions is encountered:

Specifies the MAC Address of the node that is to be first in the display of the logical
ring map. If the -n option is used in the command line, the MAC Address is a 12-
character, hexadecimal-digit string in FDDI native form; otherwise, the default canon-
ical form is used. It can start with or without the usual 0x prefix. For example, both
0x080009091219 and 080009091219 are valid MAC Addresses.

Device special file associated with the FDDI interface. By convention, device files are
kept in the /dev directory. Each device file has a name and a device number to
uniquely identify the interface. See the DEPENDENCIES section of fddiinit(1M) for a
description of how to create device files.

. Command used incorrectly - Usage message is returned.

. Invalid device file - returns Can’t open device f£ile. Check the device file. See DEPEN-
DENCIES section of fddiinit(1M) for a description of how to create device files.

o Hardware or driver error - hardware failed to respond to the request. Ensure that the hardware
is correctly connected, then use £dAdiinit to reinitialize the interface if necessary (see
fddiinit(1M)). If the same failure happens after interface reinitialization, replace the interface
with a known-good unit, if one is available, and retry the command. Otherwise, contact your HP
Customer Support representative.

AUTHOR
fddinet was developed by HP,

SEE ALSO
fddiinit(1M), fddistop(1M), fddistat(1M), mknod(1M).

EXAMPLE OUTPUT
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MAC_Address Node_Type UNA Topology
0x080009091319 SAS sStation(l MAC) 0x080009091329 Wrapped
0x080009091329 ©SAS Station(l MACQC) 0x08006A0D0225 Wrapped
0x08006A0D0225 Concentrator (6 Port) 0x08000909133F Rooted
0x08000909133F SAS station(1 MAC) 0x080009091319 Wrapped

Fields are defined as follows:
MAC _Address Specifies the 48-bit MAC Address of the node in hexadecimal format. The default is

Node_Type

canonical form. FDDI native form is used if the -n option appears in the command
line.

Specifies whether the node is a Single Attachment Station (SAS), Dual Attachment
Station (DAS), or Concentrator. SAS and DAS station types include the MAC count
displayed inside parentheses after the node type; concentrator station types include
the number of master ports inside parentheses after the node type.

-1- HP-UX Release 9.0: 4.23.92



fddinet (1M)

UNA

Topology

HP-UX Release 9.0: 4.23.92
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Specifies the MAC Address of the upstream neighbor in hexadecimal format. The
default is canonical form. FDDI native form is used if the -n option appears in the

command line.

Displays the topology of the station. Possible values are:

Wrapped

Unrooted
Twisted A-A
Twisted B-B
Rooted

SRF

Set when the station’s attachment state is Wrap_A,
Wrap_B,Wrap_S, or Wrap_AB.

Set when a concentrator has no active A, B or S Port.
Set when an A-A connection is detected in the station.
Set when a B-B connection is detected in the station.

Set when the station does not have an A or B or S Port
active in tree mode.

Set if the station supports the Status Report (SRF) proto-
col.
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NAME
fddisetup - initialize and connect all system FDDI network interfaces

SYNOPSIS
/etc/fddisetup

DESCRIPTION
fddisetup:

* Scans the kernel I/O system data structures for all FDDI interface cards installed on the system. It
invokes f£ddiilnit with default parameters for every FDDI interface card found (see
fddiinit(1M)).

e The fddisetup command must be present in the /etc/metlinkrc file and the
/etc/powerfail file. The entry in the /etc/netlinkre file must be present before any
ifconfig commands. It is invoked at system start-up to download all FDDI cards in the system
before IP addresses are assigned. The entry in the /etec/powerfail(1M) file must be present
after the /etc/dasetup entry. It is invoked when the system recovers from a power-failure
condition to reinitialize the FDDI interface cards.

¢ It can also be invoked manually. However, this is not recommended as it reinitializes all FDDI
interface cards present on the system. When it is necessary to reinitialize and reconnect a specific
interface, use £4diinit interactively.

Command-Line Arguments
fddisetup does not support any options or arguments.

RETURN VALUE
Upon successful completion, £ddisetup returns 0; otherwise, it returns 1.

ERRORS
If £ddisetup fails, the irmware may be downloaded on some FDDI cards on the system and not on oth-
ers. If this happens, use lanscan to determine which FDDI interface cards have been downloaded prop-
erly and which ones were not (see lanscan(1M)). lanscan shows an UP hardware state for cards that
have been downloaded properly. Use £ddiinit interactively to manually download FDDI interface cards.

The error message £ddisetup: Can’t read I/0 configuration indicates an access permis-
sions problem. Log in as super-user and try the command again.

fddisetup can also produce error messages returned by the £ddiinit command (see fddiinit(1M)).

AUTHOR
f£ddisetup was developed by HP.

SEE ALSO
fddistop(1M), fddistat(1M), fddinet(1M), mknod(1M), lanscan(1M).
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NAME
fddistat - show FDDI interface status

SYNOPSIS
/usr/bin/fddistat [-n]device_file
DESCRIPTION
fddistat displays information about the status of the FDDI interface.

Options and Command-Line Arguments
fddilstat recognizes the following options and command-line arguments:

-n Use FDDI native form when displaying address information. The default is canonical
form.
device_file Specifies the device special file associated with the FDDI interface. By convention,

device files are kept in the /dev directory. Each device file has a name and a device
number to uniquely identify the interface. See DEPENDENCIES section of
fddiinit(1M) for a description of how to create device files.
RETURN VALUE
Upon successful completion, £ddistat returns 0; otherwise it returns 1.

ERROR MESSAGES
fddistat fails if any of the following conditions is encountered:

¢ Command used incorrectly - Usage message is returned.

¢ Invalid device file - returns Can’t open device file . Check the device file. See DEPEN-
DENCIES section of fddiinit(1M) for a description of how to create device files.

¢ Hardware or driver error - hardware failed to respond to the request. Ensure that hardware is
correctly connected, and use the £ddiinit command to reinitialize the interface if it is neces-
sary (see fddiinit(1M)). If the same failure occurs after the interface is reinitialized, replace the
interface with a known-good unit, if available, then retry the command. Otherwise, contact your
HP Customer Support representative.

AUTHOR
fddistat was developed by HP.
SEE ALSO
fddiinit(1M), fddistop(1M), fddinet(1M), mknod(1M), netstat (1M).

EXAMPLE OUTPUT
MAC_Address 0x080009091335

UNA 0x080009091189
RMT Ring Op
CF_State Wrap_S
Frame Ct 5000
Recelve_ Ct 3500
Transmit_Ct 4000
Lost_Ct 12
Error_Ct 1
LER_Estimate 10%*-15
T Req (ms) 150

T _Neg (ms) 150

Fields are defined as follows:

MAC_Address Medium Access Control (unit) Address. Specifies the 48-bit MAC Address of the node
in hexadecimal format. The default is canonical form. FDDI native form is used if the
-1 option is specified in the command line.

UNA Upstream Neighbor’'s (MAC) Address. Specifies the MAC Address of the upstream
neighbor in hexadecimal format. The default is canonical form. FDDI native form is
used if the -n option appears in the command line.
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RMT

CF_State

Frame_Ct

Receive_Ct
Transmit_Ct

Lost_Ct

Error_Ct
LER_Estimate

T Req

T Neg

fddistat (1M)

Ring Management State. Indicates whether the state is: Isolated, Non_Op, Ring_Op,
Detect, Non_Op_Dup, Ring_Op_Dup, Directed, or Trace. Refer to the RMT description
in the ANSI FDDI/SMT specification for more details.

(Attachment) Configuration State of the station. Indicates whether the state is: Iso-
lated, Wrap_S, Wrap_A, Wrap_B, Wrap_AB, or Thru. Only the Isolated and the
Wrap_S states are valid for single attachment station (SAS). Refer to the CF_State
variable description in the ANSI FDDI/SMT specification for more details.

Frame Count. Specifies the total number of frames received with End Delimiter by
the station. This count includes void frames, token frames, beacon frames, claim
frames, SMT frames and LLC frames.

Receive Count. Specifies the total number of SMT or LLC frames successfully received
by the station.

Transmit Count. Specifies the total number of transmit frames originated by this sta-
tion.

Lost Count. Specifies the total number of frames received with format error detected.
When the station detects a frame with a format error, it strips the rest of the frame
from the ring and replaces it with Idle symbols.

Error Count. Specifies the total number of frames received with the End Delimiter
not set (not ’S’).

Link Error Rate Estimate. Specifies the long term average link error rate. It ranges
from 107* to 107%°,

Token Request Time. Specifies the requested Target Token Rotation Time (TTRT) by
the local station in the claim token process. The value of T_Req is in milliseconds.
Refer to the T_Req value description in the ANSI FDDI/SMT specification for more
details.

Negotiated Target Token Rotation Time (TTRT). Specifies the target rotation time
being used by all the stations on the ring. This value is negotiated during the claim
token process. The value of T Neg is in milliseconds. Refer to the T Neg value
description in the ANSI FDDI/SMT specification for more details.
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NAME
fddistop - stop and reset the FDDI interface

SYNOPSIS
/etc/£ddlistop device_file

DESCRIPTION
£ddistop disconnects the interface from the FDDI ring and resets the firmware to the reset state. Use the
£ddiinit command to reinitialize the interface and reconnect to the FDDI network (see fddiinit(1M)).

Command-Line Arguments
f£ddistop recognizes the following command-line argument:

device_file Specifies the device special file for the FDDI interface. By convention, device files are
kept in the /dev directory. Each device file has a name and a device number to
uniquely identify the interface. See DEPENDENCIES section of fddiinit(1IM) for a
description of how to create device files.

RETURN VALUE
Upon successful completion, £dd1istop returns 0; otherwise it returns 1.

ERROR MESSAGES
fddistop fails if any of the following conditions are encountered:

¢ Command used incorrectly — usage message is returned.

¢ Invalid device file — returns Can‘t open device file . Check the device file. See DEPEN-
DENCIES section of fddiinit(1M) for a description of how to create device files.

AUTHOR
f£ddistop was developed by HP.

SEE ALSO
fddiinit(1M), fddistat(1M), fddinet(1M), mknod(1M).
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NAME

ff - list file names and statistics for a file system

SYNOPSIS

/etc/£ff [options ] special

DESCRIPTION

££ reads the i-list and directories of the special file special, assuming it to be a file system, saving i-node
data for files that match the selection criteria. Output consists of the path name for each saved i-node, plus
any other file information requested using the print options below. Output fields are positional. The output
is produced in i-node order; fields are separated by tabs. The default line produced by ££ includes the path
name and i-number fields. With all options specified, the output fields include path name, i-number, size,
and UID.

The num parameter in the options descriptions is a decimal number, where +num means more than num,
-num means less than num, and num means exactly num. A day is defined as a 24-hour period.

££ lists only a single path name out of many possible ones for an i-node with more than one link, unless
you specify the -1 option. With -1, £f applies no selection criteria to the names listed. All possible
names for every linked file on the file system are included in the output. On very large file systems,
memory may run out before ff does.

Options
££ recognizes the following options and command-line arguments:
-a num Selects if the i-node has been accessed in num days.
-c num Selects if the i-node has been changed in num days.
-1 inode Generates names for only those i-nodes specified in the i-node list.
-I Does not display the i-node number after each path name.
-1 Generates a list of all path names for files with more than one link.
-m num Selects if the file associated with the i-node has been modified in num days.
-n file Selects if the file associated with the i-node has been modified more recently than the
specified file.

~p prefix Adds the specified prefix to each path name. The default prefixis . (dot).
-8 Writes the file size, in bytes, after each path name.
-u Writes the owner’s login name after each path name.

EXAMPLES
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List the path names and i-numbers of all files in the file system /dev/hd1:
£ff /dev/hdl :

Same, but suppress printing of i-numbers:
£ff -I /dev/hdl

List files on the same file system that have been modified recently, displaying the path name, i-number,
nad owner’s user name (-u option). List only files that have been modified within the last two days (-m -2
option):

ff -m -2 -u /dev/hdl

List all files on the same file system, including the path name and i-number of each file, that was last
accessed more than 30 days ago (~-a +30):

ff ~a +30 /dev/hdl
Find all path names associated with i-nodes 451 and 76 (-1 option):
ff -1 -i 451,76 /dev/hdl
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NAME
fingerd - remote user information server

SYNOPSIS
/etc/fingerd|-r]

DESCRIPTION
fingerd is the server for the RFC 742 Name/Finger protocol. It provides a network interface to £inger,
which gives a status report of users currently logged in on the system or a detailed report about a specific
user (see finger(1)). The Internet daemon executes £ingerd when it receives a service request at the port
listed in the services data base for “finger” using “tcp” protocol; see inetd(1M) and services(4).

To start £ingerd from inetd, the configuration file /etc/inetd.conf must contain an entry as fol-
lows:

finger stream tcp nowalt bin /etc/fingerd fingerd

Once a remote host is connected, fingerd reads a single “command line” terminated by a carriage-return
and line-feed. It uses this command line as the arguments to an invocation of £inger. fingerd sends
the output of £inger to the remote host and closes the connection.

If the command line is null (contains only a carriage-return and line-feed pair), £inger returns a report
that lists all users logged in on the system at that moment.

If a user name is specified on the command line (for example, user<CR><LF>), the response lists more
extended information for only that particular user, whether logged in or not. See finger(1) for the details of
this extended information.

If fingerd is run with the -r option, it allows remote user names on the command line (for example,
user@host<CR><LF>). Otherwise, if the command line contains a remote user name, fingerd prints the
error message Remote flnger not allowed and closes the connection.

AUTHOR
fingerd was developed by the University of California, Berkeley and HP.

SEE ALSO
finger(1), inetd(1m), services(4),

RFC 742 for the Name/Finger protocol.
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NAME
fpkg - file packaging utility for use with update(1m)

SYNOPSIS

‘ fpkg [-m media_type] [-@ destination_directory] [-a archive_file]l [-8 device_size] [-V
media_format_version] [-S  machine_series] [-c¢  comment_string] [-L log_file] [-hvM]
Product_Specification_File

fokg [-Llog_file1[-v] -r media_directory > Product_Specification_File

DESCRIPTION
fpkg is used to package a collection of files and produce media in a format usable by update (see
update(IM)). The media produced can be either tape archive format (see tar(1)) or in a format usable by
netdistd (see netdistd(1M)). £pkg cannot be used to make CD-ROM media. When making network
media £pkg must be executed by user root (super-user) so that file modes can be correctly set under the
netdist directory. Making tape media does not require root privileges unless source files cannot other-
wise caéx be read. For tape media, file modes are set inside the archive and no special privileges are
required.

fpkg packages files according to the specifications in the user-supplied Product_Specification_File (PSF),
unless the -r option is specified. With the ~-r option, £pkg examines the given media_directory, and
writes a PSF to the standard output. The PSF that is produced can be used as input to a second invocation
of f£pkg in order to repackage media_directory. media_directory can be a netdistd directory, or a
mounted CD-ROM (See -r description for details).

Options
£pkg recognizes the following options:

-m media_type Valid media_type is either network or tape. Setting medie_type to network
causes £pkg to load the package into the destination_directory (-4 option) in a for-
mat suitable for use by netdistd. Setting media_type to tape causes £pkg to
write the package to the specified archive_file (-a option) in tar format which is
directly usable by update. Specifying the -m option is redundant information and
not necessary if the -a or -4 option has been specified (these options imply the
media type).

The default media_type is network.

-d destination_directory
Specifies the directory in which £pkg creates the package in a format suitable for
use by netdistd. This option implies a media_type (-m option) of network.
£pkg must be executed by root (super-user) when making network media.

The default destination_directory is /netdist.

~-a archive_file
Specifies the output device file (or regular disk file) for £pkg to write the tape
archive. The output device (or file) can then be used directly by update. The output
is also readable by tar (although only the table-of-contents option is of real use).
This option implies a media_type (~m option) of type tape. An archive_file argament
of - causes fpkg to write the resulting archive to standard out. This can be useful
when writing to a device on a remote host (see EXAMPLES).

The default archive_file is /dev/rmt /0m.

-8 device_size Specifies the archive_file capacity in Mbytes (where 1 Mbyte = 1024 x 1024 bytes).
Used only if the media_type (-mor -a option) is tape. The size information is used
to determine how much of the package can fit on one tape volume. This information
is necessary when the package spans more than one tape volume. For some devices
fpkg can automatically determine the capacity. For those devices the default sizes

are:
Cartridge tape: 63 Mbytes
9-track tapes: 40 Mbytes
DDS tapes: 1330 Mbytes
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Regular disk file: size of free file system space.

-V media_format_version
Specifies the format of media produced by £pkg. media_format_version determines which versions of
update are able to read the media produced. update is able to read media marked with a
media_format_version older than the time of its release, but not newer. Acceptable values for
media_format_version are: A.B7.00, A.B8.00, and A.B8.05. If media_format_version does not
match one of these, it is rounded down to one of the accepted values and a notice message is produced.
Only A.B8.05 media fully supports the S700.

The default media_format_version is A.B8 .00.

-8 machine_series
Specifies which series of machines can read the media produced. Acceptable values are: 300 (implies
also Series 400), 700, and 800. For tape media it is possible to allow all series to read the media, in
which case the -8 option should be omitted and the PSF should not set any architecture specifiers (sys
or 18 keywords or H or M flags to the ££ keyword). For network media, this information is needed
because an element of the netdistd directory structure contains the series name.

For tape media of version A.B8.05, it is possible to specify a mixture of machines that can load the
media. In this case, multiple -S options can be specified (such as -S8700 or -S800).

For network media, £pkg uses the -S option to determine which subdirectory (300, 700, or 800) under
the destination_directory to place the package. If multiple -S options are given, £pkg uses the first
one found for determining the netdist subdirectory. Therefore f£pkg must be executed multiple times,
rearranging the -S options so that the package can be placed in each of the appropriate subdirectories.

The default machine_series is “all series” for tape media. For network media it defaults to the machine
series that £pkg is executed from. This default value is overridden if the PSF contains any machine-
architecture specifiers (Epkg issues a notice in this case).

-Cc comment-string
Allows the user to override the default comment string that is placed in the MAIN.pkg file used by
netdistd. The default stringis: Flleset packages for use by update (1M).

-L logfile
Changes the log file from the default: /tmp/fpkg.log, to logfile. £pkg appends a log of messages,
errors, option settings, and other information to this file.

-h
This option tells £pkg to ignore files that are symbolic links, and to treat the linked-to file as the file to
be placed into the package instead of the link. Without the -h option, £pkg stores the symbolic link as
it appears. update then restores the symbolic link when the media is loaded.

-v
Sets verbose mode. £pkg prints information that is normally not necessary. This is useful for deter-
mining what defaults were chosen and for a step-by-step progress report. Normally fpkg issues some
status information, notices, and errors.

-M
Setting this option allows £pkg to produce media that contains filesets destined for a mixture of archi-
tectures. However, until HP-UX Release 9.0, update refuses to load media that contains filesets with
mixed architecture specifiers. Using this option may cause the media to be loadable only by HP-UX
Release 9.0 or later systems. f£pkg gives a warning if this is the case.

-r media_directory
Recreates a PSF that can be used in a second invocation of £pkg to repackage the filesets found in
media_directory. This option is used to transfer filesets from either CD-ROM or netdistd media to tape.
media_directory is the path name of a mounted CD-ROM, or that of the architecture level of a netdistd
directory (such as /UPDATE_CDROM, /netdist/300, /netdist /800, etc). updist should be
used when transferring media to a netdistd directory (see updist(1M)).

fpkg skips any filesets on CD-ROM media that are secured (encrypted). If the -w option is given, a
notice is given for each secured fileset skipped. If a secured fileset is to be transferred to the tape media,
updist must be used (with a valid codeword) to first transfer the fileset or filesets to a netdistd direc-
tory where they are in unencrypted form. A PSF can then be created from the netdist media and
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appended to the deficient PSF created from the secured CD-ROM. If all desired filesets were loaded by
updist, the PSF created from the netdistd directory should be complete as-is. Use appropriate precau-
tions when duplicating any material that may be protected by copyright and/or license agreements.

-?

Any invalid option causes £pkg to display a general usage message.

Product Specification File (PSF) format
Update media appears as a three-layer hierarchy. The top layer contains partitions. Under each parti-
tion is a collection of filesets. Each fileset contains any number of files.

The PSF is used to specify the structure of the package and the attributes of the files and filesets contained
in the package. It is composed of recognized keywords and lists of file names to be included in the package
(one per line). Extra white space is ignored. Comments are recommended, and consist of a # character fol-
lowed by optional arbitrary text through end-of-line. In general, the pseudo structure of the PSF is:

Partition name and description
Fileset name and description
Fileset attributes

Files in fileset

Another fileset
Attributes

Files in this fileset
Next Partition name and description

Next Fileset
Attributes
Files
etc, etc, ...

Valid Keywords.

The PSF is made up of a list of keywords usually followed by an argument of some kind. For example:

pn OS-CORE

defines the next partition which is to be named 0S-CORE. The following table is a list of recognized key-
words. Most keywords have a short (abbreviated) form and an unabbreviated, more readable form; the two
forms can be used interchangeably:

Keyword Unabbreviated Form Argument(s) Required?
pn partition_name . string Recommended
pd partition description string Recommended
fn fileset_name string Yes

fd fileset_description string Recommended
£ff fileset_flags characters No

is instruction set instruction-id No

sys system_architecture_ type Series-list No

dep fileset_dependency string(s) No

fv fileset_version version-string No

ffperm fileset_fille_permission owner group mode No

fdperm fileset_directory permission owner groupmode No
customize filename No
decustomize filename No
copyright filename No

CDFinfo filename No
systemfile filename No
medla_order number No
media_format format-version No

pr pseudo_root path[=path] No

F Flles *, OT none Yes

Keyword Descriptions.
The recognized keywords are described below:
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pn | partition_name
Example: pn 0S-CORE
Indicates the partition name to which the filesets that follow this keyword belong. This
keyword must precede the partition description and any fileset specifiers within the parti-
tion. Maximum length is 14 characters; anything beyond 14 is ignored.

pd | partition_description
Example: pd "The base product™"
Gives the current partition a short description string. Maximum length is 32 characters;
anything beyond 32 is ignored.

fn | fileset_name

Example: fn UX-CORE

Always necessary and is used to mark and name the beginning of a new fileset. Must pre-
cede any other keywords associated with this fileset (except for partition information).
Maximum length is 14 characters; anything beyond 14 is ignored. Note that each fileset
name must be unique, both on the update media and when loaded onto a system. Care
should be taken when naming filesets to avoid fileset name collisions. Look in the /sys-
temor /etc/filesets directory for examples of names already in use on your system
(this is not by any means the complete set).

fd | fileset_description
Example: £d "0S Runtime files"
Gives the current fileset a short description of what purpose the fileset serves. Maximum
length is 32 characters; anything beyond 32 is ignored.

ff | fileset_flags
Example: ££ CD
Used to assign special attributes to a fileset. Depending on these attributes, update
treats this fileset differently. The argument to this keyword is a list of characters; each
character has a special meaning (order is not important). Possible character flags are:

B Causes update to rebuild the kernel and reboot after the fileset is loaded and after
its customize script is run. All filesets marked with a B flag are loaded before the
kernel is rebuilt.

C  Indicates that this fileset cannot be loaded under a user-specified directory; it must be
loaded relative to /.

Y Indicates to update that it should run sysrm or rmfn to remove any existing
fileset having the same name, prior to reloading. This can slow the update process
considerably and is not normally done. It is best to remove specific unwanted files in
the customize script.

D  Used to indicate that the fileset’s customize script should not be run until after all
filesets have been loaded. This is the default action for filesets loaded with 8.05-or-
later update. Thus this flag is obsolete (but can still be specified) for loading on 8.05
or later systems. This flag is not compatible with the B flag.

S8  Used only if this media is later transferred to a CD-ROM through HP’s integration and
manufacturing process. When this flag is set, the fileset is encrypted upon transfer to
the CD. When encrypted, the fileset cannot be loaded without first obtaining a code-
word (password). Note that £pkg cannot make CD-ROM media.

The architecture-specific flags H and M are used on A.B7.00 and A.B8.00 version media.
For AB8.05 media, use the sys and 1s keywords instead. The H and M flags may be
used to specify the types of machines that can load this fileset. These flags can be left off to
indicate that the fileset is loadable by all series machines. Or they can be left off and later
specified by using the -S command line option, in which case fpkg automatically sup-
plies these flags (if the media version is A.B7.00 or A.B8.00 — if the media version is
A.B8.05, it uses the appropriate sys and 1s keywords). All filesets on the media must
have the same architecture-specific flags (unless the -M option is used). It is recommended
that neither the H nor M flag be specified and that the -S option be used, causing fpkg
to supply the appropriate flags.
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H  For A.B7.00 and A.B8.00 version media, this flag is used to indicate that this fileset is
loadable only onto HP-PA-RISC architecture machines, namely Series 800 and Series
700. The Hand M flags cannot be used simultaneously.

M Used to specify the architecture type, like the H flag, but instead indicates compati-
bility with MC-680x0 series machines; namely Series 300 and Series 400. Cannot be
used simultaneously with the H flag.

sys | system_architecture_type

Example: sys S700,8800

Can be used to specify which series of systems are allowed to load this fileset. This keyword is only valid
with A.B8.05-version media. Valid system types are S300, S400 (translated to be S300), S600
(translated to be S800), S700, S800, or * (meaning any). One or more series specifiers can be used,
separated by commas. If this keyword is used, the 1is keyword must also be specified. This keyword
cannot be used in conjunction with the H or M flag to the £f keyword. It is recommended that neither
the sys or 18 keywords be used, and the -8 command-line option be used to allow £pkg to automati-
cally generate this keyword (as appropriate). Using the sys and 1s to specify the architecture over-
rides the value set with the -8 option. This keyword is used primarily when some filesets are for a
different architecture.

is | instruction_set

Example: 1s PA_RISC 1_0

Can be used to specify the instruction set of systems allowed to load this fileset. This keyword is only
valid with A.B8.05 version media. Valid instruction-set identifiers are: MC68020 (for Series 300 and
Series 400 machines), PA_RISC_1_0 (for Series 700 and Series 800), PA_RISC_1_1 (for Series 700
only), or *, indicating that any instruction-set machine can load this fileset. If this keyword is used, the
s8ys keyword must also be specified. This keyword cannot be used in conjunction with the Hor M flag to
the £f keyword. It is recommended that neither the sys nor is keywords be used and the -S com-
mand line option be used to allow £pkg to automatically generate this keyword (as appropriate). Speci-
fying the architecture with the sys and 1s keywords overrides the value set with the -8 option. This
keyword is mainly used when not all filesets are for the same architecture.

dep | fileset_dependency
Usage: dep fileset [version]
Example: dep UX-CORE A.B8.07.0A
Can be used to specify any fileset (and fileset version) that must be loaded before, or along with this
fileset for the product to function properly. This keyword can be used multiple times for the same fileset
if it depends on multiple filesets. f£pkg gives a warning if the fileset depended on is not contained in
the same package. This is because update cannot enforce this dependency if it is not on the same
media; it can only give a warning during loading. The optional version string is used to specify what ver-
sion of another fileset this fileset depends on. This version feature is not supported when making
AB7.00 media (Epkg gives a warning in this case). See the fv keyword for more details. Fileset name
must not exceed 14 characters; version is truncated at 11 characters.

fv | fileset_version

Example: fv A.B8.07.0A

Sets the version string for the current fileset. The version string is used by update to prevent the
accidental loading of a fileset that is older than what currently resides on the system. update gives a
warning if the fileset version being loaded is lower than the version of the same fileset already loaded.
The version string is also used in calculating fileset dependencies (refer to the dep keyword). Giving a
fileset a version allows other filesets to depend on a particular version of this fileset. For example, if this
fileset is loaded onto a system and has a fileset version of A.B8.07.0A (as in the above example), and later
another fileset is loaded that has a dependency on version A.B8.05.0A of this fileset, update proceeds
with the load because it knows that the system contains a fileset equal or greater than the version
required. The concept of giving a fileset a version number was introduced at HP-UX Release 8.0. There-
fore when making media for HP-UX 7.0, the fileset version is ignored, and £pkg gives a warning (if the
media version (-V) is AB7.00). Giving a fileset version A.B7.00 (the default) indicates to update that
it should not use the version number in its calculations, and it always reloads the fileset if another
selected fileset depends on it.

update (and thus £pkg), requires that the fileset version be at least A.B7.00; thus a version of A.B6.5
is rejected.
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Fileset version strings are a sequence of dot-separated letters and digits. When update compares two
version strings, it compares each corresponding sub-string between the dots. So a version of B6 is greater
than A.B7.00. Version strings are truncated at 11 characters.

ffperm| fileset_file permission
Usage: £fpexm owner group mode
Example: ffperm root bin 0555
The ffpermor fileset_file_permission keyword is used to set the default file permissions on
files listed following this keyword up to the next occurrence of the ffperm keyword or the beginning of
the next fileset (determined by the £n keyword). If this keyword is not given for a particular fileset, the
default action is that each file inherits the permissions (owner, group and mode) of the source file. This
keyword is most useful when a group of files all have the same permissions. To set the permissions on a
per-file basis, or to override the default permissions, the -o, ~g, and -m file flags can be used (see the F
keyword for more details). File modes are assumed to be specified in octal, a leading 0 can be used to
emphasize this, but is not necessary. To specify a hexadecimal mode, use a 0x prefix. Modes cannot be
specified in decimal. Any field (owner, group, or mode) can be left to take the default action by specifying
a * character in its place. Default permissions for directories can be set using the £dpermkeyword.

fdperm | fileset_directory permission
Usage: £dperm owner group mode
Example: fdperm root bin 0777
The fdpermor fileset_directory_permission keyword is very similar to the £fperm key-
word, except that it is used to specify the default permissions for directories. See ffperm description
for details.

customize

Example: customize /foo/filename

Allows a customize script to be placed on the media and associated with the current fileset. This script is
executed after the fileset has been successfully loaded. The customize script is executed with the current
working directory set to where the fileset is loaded (usually /, but can be relocated as specified by the
user, if the fileset flag ££ C is not specified). The customize script is passed one argument, which is
either HP-MC68020 or HP-PA depending on which type of machine the fileset is loaded for (this is use-
ful when loading on a mixed-architecture cluster).

decustomize

Example: decustomize /users/joe/file

Allows a decustomize script to be placed on the media and associated with the current fileset. This seript
is executed when the fileset is removed using rmfn (see rmfn(1M)). It is important to know that the
decustomize script is executed twice. The first time rmfn runs the script is just to check if the fileset is
removable; the second time, it is called just prior to the removal of all files loaded with this fileset. It is
during the second invocation that actions related to file removal should take place (such as killing
processes, etc). The first invocation of the script is given two arguments: the machine architecture
(HP-MC68020 or HP-PA), and the word check (meaning don’t do anything yet, just checking). The
second invocation of the script is given just one argument (the machine architecture). The script should
exit with a return code of 0 if no problems are encountered, and with the value 1 if an error occurred.
The first invocation of the script is the only chance it has to stop the removal process (by exiting with a
value of 1). .

copyright
Example: copyright /build/thecopyright
Used to place a file on the system called: /system/fileset-name/copyright. This is where most HP
applications place copyright information about the product contained in that fileset.

CDFinfo

Example: CDFinfo /build/cluster.info

Allows a CDFinfo file to be placed on the media and associated with the current fileset (see cdfinfo(4)).
The CDFinfo file contains rules that update uses when loading the fileset onto a clustered system.
These rules specify which files should be loaded as context-dependent files (or CDFs). The rules in this
file also apply to sam when a system is changed into a cluster server, or when adding a cnode (see
sam(1M)). A CDFinfo file is not necessary if the application is not supported on HP-UX clusters, or if all
the files are system-independent (i.e., can be shared by all systems in a cluster).
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systemfile
Example: systemfile /builld/routines
Used if a file needs to be loaded in the /system/fileset-name directory but has no specific keyword to
place it there (i.e., is not a customize, decustomize, copyright, or CDFinfo file). The file is loaded under
the fileset directory associated with the current fileset, and is named the same as the basename of the
source file,

Do not place files called index in this directory; that name is created by £pkg and used by update,
and other utilities. Also if the filesets are to be loaded into a system running 8.0 HP-UX, update
removes the obsoleted files called revlist, pif, and customize, old. It is best to avoid using sys-
tem files of these names.

media_order
Example: medla_order 2
Range: 1-10
Used to control the order in which filesets are written to tape media. All filesets with media_order
1 are processed first, then those with media_order 2, etc. However, all filesets that are marked with
the £f B flag are placed on the media first (with media_order used to sort among these B flagged
filesets). This is because update loads all B marked filesets first so that the new kernel can be built.

Those filesets with the same media_order are placed on the media as they appear in the PSF (this is
the default case, all filesets initially having media_order 1).

media_format
Example: media_ format A.B8.00
Can be used to specify the media format version from within the PSF. This value must agree with any
media_format_version supplied with the -V option.

pr | pseudo_root
Usage: pr source-directory[=destination-directory]
Example 1: pr /users/joe/build
Example 2: pr /users/joe/build=/usr/bin
The pr or pseudo_root keyword specifies where the source files are to be found on the system, and
optionally where those files should be placed when loaded by update. The usage shown in example 1
causes £pkg to look for the source files in the directory /users/joe/build. Any files (not beginning
with /) specified with the F keyword have their path prefixed with the path /users/joe/build and
included in the current fileset. If the F * keyword is used, everything under the directory
/users/joe/bulld are included in the current fileset.

The usage in example 2 also causes £pkg to look for files in the directory /users/joe/build, but
the files have the path /users/Joe/byild replaced with the path /usr/bin when they are stored
on the media. This is very useful if the directory that holds the source files is different than where they
should be when loaded by update.

F | Files
Usage: F[*]
Example 1:

F

filel
file2
etc...

Example 2: F *

Used to specify the files to be included in the current fileset. In the usage shown in example 1, the key-
word is used to show that all the file names that follow this line are to be included in the current fileset.
All following lines that do not match a reserved fpkg keyword are assumed to be file names. If a
filename conflicts with a reserved keyword, the filename can be modified by either using its full path, or
by inserting ./ in front of the name.

The usage shown in example 2 requires that the pr (pseudo_root) keyword be specified prior to this
keyword. In this usage, the keyword says to start in the source-directory specified by the pr keyword
and recursively include all files and directories found under that directory.
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The file names that can follow the F keyword can have the following format:
sourcefile [ destination ] {-o owner 1[-g group ] [-m mode ]
For example:

#specify a single file
sourcefile

# speclfy where to get the file and
# what to name it on the media
sourcefile destination

# speclfy a flle, and override permissions
sourceflle -o root -g bin -m 0755

EXAMPLES
The examples below show how to use fpkg keywords to construct a useful PSF. They assume that certain
files and directory structures already exist on the system where f£pkg is being executed.

Example PSF:
# This fileset uses some of fpkg’s more advanced
# features, and has multiple partitions and filesets

# Start of DATABASE partition
pn DATABASE
pd "The Database"

fn DBASE-RUN
fd "The database application"
# set flag to make update load files under ‘/’

ff C
customlze /bulld/scripts/customize-DBASE
decustomize /build/scripts/decustomize-DBASE
CDFinfo /bulld/scripts/CDFinfo-DBASE
copyright /bulld/misc/rights
fv A.B8.07.1A

This flleset depends on 8.07 version of C-MIN
dep C-MIN A.B8.07.1A

The DBASE-RUN product contalns everything in
/bulld/dbase/blin, and is loaded on the users system
under /usr/bin. These are all executables so set the
fileset permissions as such.

EE o o o o

set default permissions for files and directories
ffperm bin bin 0655
fdperm bin bin 0555

# specify the source and dest directories

pr /build/dbase/bin=/usr/bin

# load all files from bin directory
F *

# Now add the support files. Set permissions one-by-one
pr /build=/usr
F

# set permissions of directory
1ib -o bin -g other -m 555

# Load these filles from /bulld/lib to /usr/lib
l1ib/dictionary -o root -g bin -m 0444
1ib/1library -o root -o bin -m 644

# Now add some misc files.
ffperm bin bin 666 # set default perms for filles
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pr /build/misc=/usr/local/misc
F

filel

file2

ffperm bin bin 555 # set new default perms

F
file3
filed

# Start the DBASE-DOC fileset now
fn DBASE-DOC
fd "Documentation for DBASE"

copyright /build/misc/rights

# manuals in correct place on this machine
pr /usr/man/manl

# include all manuals as they appear.

F *

# Now start another partition, DBEXAMPLES
pn DBEXAMPLES
pd "Database examples"

fn DBASE-EXAMPLE

fd "Example database’s"
# specify directory permissions
fdperm bin bin 555
pr /build/examples=/usr/local/examples
F
# override permissions on each file
# and rename them.
examplel good -o bin -g bin -m 644
example2 bad -o bin -b bin -m 555
example3 ugly -o bin -b bin -m 444

Common usages of £pkg are shown below:
Create netdistd media for S300 machines (using the Product Specification File /tmp/ps£).

fpkg -4 /netdist/rell.0 -S300 -v /tmp/psf

Create a S800 tape from a existing netdistd directory (2 steps).

fpkg -r /netdist/800 > /tmp/psf
fpkg -a /dev/rmt/Om -S800 -v /tmp/psf

fpkg (1M)

Create a tape using a device on a remote host (tape size must be specified). It is important to set the
output block size with obs (as opposed to bs which sets the input block size as well).

fpkg -a - -81330 /tmp/psf | remsh host dd obs=10k of=/dev/rmt/Om

Create a tape image, then transfer the image to DDS and cartridge tapes, respectively.

SEE ALSO

fpkg -a /tmp/update.image /tmp/psf
dd if=/tmp/update.image of=/dev/rmt/Om bs=10k
cat /tmp/update.image | tcio -o -Z -vV -S 8 /dev/update.src

update(1M), update(4), netdistd(1M), rmfn(1IM), CDFinfo(4), sam(1M), tar(1).
Creating Product Packages for HP-UX manual.
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NAME
frecover - selectively recover files

SYNOPSIS
/etc/frecover -r[-hmosvyAFNOX]|[-c config][~£ device][-S skip]

/etc/frecover -R path [-£ device ]

/etc/frecover -x|[-hmosvyAFNOX][-c config][-e path][-£ device]l[-g graph][-1 path][-S
skip ]

/etc/frecover -I path [-vy][-£ device][-c config ]
/etc/frecover -V path [-vy][-£ device ][-c config ]

DESCRIPTION
frecover reads media written by the fbackup(1M) command. Its actions are controlled by the selected
function -x, -R, -x, -V, or -I.

The function performed by frecover is specified by one of the following letters:

-r The backup media is read and the contents are loaded into the directories from which they
were backed up. This option should only be used to recover a complete backup onto a clear
directory or to recover an incremental backup after a full level-zero recovery (see
foackup(1M)). This is the default behavior.

-X The files identified by the -1, -e, and -g options (see below) are extracted or not
extracted from the backup media. If a file to be extracted matches a directory whose con-
tents have been written to the backup media, and the -h option is not specified, the direc-
tory is recursively extracted. The owner, modification time, and access control list (includ-
ing optional entries, unless the -A option is specified) are recovered. If no file argument is
given (including an empty graph file), all files on the backup media are extracted, unless
the -h option is specified.

-I path The index on the current volume is extracted from the backup media and is written to path.

-V path The volume header on the current volume is extracted from the backup media and is writ-
ten to path. The following fields from the header are extracted in the format label:value
with one pair per line.

Magic Field On a valid fbackup media it contains the value
FBACKUP LABEL.
Machine Identification
This field contains the result of uname -m.
System Identification
This field contains the result of uname -s.
Release Identification
This field contains the result of uname -r.
Node Identification This field contains the result of uname -n.
User Identification This field contains the result of cuserid(3S).

Record Size This field contains the maximum length in bytes of a
data record.

Time This field contains the time fbackup was started.

Media Use This field contains the number of times the media has
been used for backup.

Volume Number This field contains a # character followed by 3 digits,

and identifies the current volume in the backup.
Checkpoint Frequency This field contains the frequency of backup-data-record
checkpointing.
Fast Search Mark Frequency
This field contains the number of files between fast
search marks for backups made with DDS tape drives.
Index Size This field contains the size of the index.
Backup Identification Tag
This field is composed of 2 items: the process ID (pid),
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and the start time of that process.
Language This field contains the language used to make the
backup.
-R path
An interrupted full recovery can be continued using this option. frecover uses the information in file
poth to continue the recovery from where it was interrupted. The only command line option used by
frecover with this option is -f. The values in path override all other options to frecover. Note
also that only full recoveries are restarted with this option, because no history of include or exclude lists
is stored in the restart file. If a partial recovery (i.e., using the -x option) is interrupted then restarted

with this option, £recover continues recovering where the partial recovery left off, but restores all files
on the backup media beyond this point.

The following characters can be used in addition to the letter that selects the desired function:

-c config config specifies the name of a configuration file to be used to alter the behavior of fre-
cover. The configuration file allows the user to specify the action to be taken on all
errors, the maximum number of attempts at resynchronizing on media errors (-8 option),
and changing media volumes. Each entry of a configuration file consists of an action
identifier followed by a separator followed by the specified action. Valid action identifiers
are error, chgvol, and sync. Separators can be either tabs or spaces. In the follow-
ing sample configuration file, each time an error is encountered, the script
/usr/adm/fbackupfiles/frecovererror is executed. Each time the backup
media is to be changed, the script /usr/adm/fbackupfiles/frecoverchgvol is
executed. The maximum number of resynchronization attempts is five.

error /usr/adm/fbackupfiles/frecovererror
chgvol /usr/adm/fbackupfiles/frecoverchgvol
sync 5

~-e path

path is interpreted as a graph to be excluded from the recovery. There is no limit on how many times the
-e option can be specified.

~-£ device
device identifies the backup device to be used instead of the default /dev/rmt /0m. If device is -, fre-

cover reads from standard input. Thus fbackup(IM) and frecover can be used in a pipeline to
backup and recover a file system as follows:

fbackup -1 /usr -f - | (cd /mnt; frecover -Xrf -)

If more than one output file is specified, £recover uses each one successively and then repeats in a
cyclical pattern. Patterns can be used in the device name in a way similar to file name expansion as done
by sh(1). The expansion of the pattern results in all matching names being in the list of devices used. A
device on the remote machine can be specified in the form machine :device. frecover creates a server,
/etc/rmt, on the remote machine to access the tape device. The pattern matching capability does not
apply to remote devices. Only half-inch 9-track magnetic tapes or DDS-format tapes can be remote dev-
ices. The fast search capability is not used when accessing remote DDS-format devices.

-g graph graph defines a graph file. Graph files are text files and contain the list of file names
(graphs) to be recovered or skipped. Files are recovered using the -1 option; thus if the
user wants to recover all of /usr, the graph file contains one record:

i /usr

It is also possible to skip files by using the -e option. For instance, if a user wants to recover all of /usr
except for the subgraph /usr/11ib, the graph file contains two records:

i1 /usr
e /usr/lib

If the graph file is missing, Erecover exits with an error message. An empty graph file results in
recovering all files on the media.

-h Extract the actual directory, rather than the files that it references. This prevents
hierarchical restoration of complete subtrees from the backup media.
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-1 path

-

-8 skip

-X

frecover(1M)

path is interpreted as a graph to be included in the recovery. There is no limit on how
many times the -1 option can be specified.

Print a message each time a file marker is encountered. Using this option, frecover
prints a message each time either a DDS setmark, a file marker, or a checkpoint record is
read. Although useful primarily for troubleshooting, these messages can also be used to
reassure the user that the backup is progressing during long, and otherwise silent, periods
during the recovery.

Recover the file from the backup media irrespective of age. Normally frecover does
not overwrite an existing file with an older version of the file.

Attempt to optimize disk usage by not writing null blocks of data to sparse files.

Normally frecover works silently. The -v (verbose) option causes it to display the file
type and name of each file it treats.

Automatically answer yes to any inquiries.

Do not recover any optional entries in access control lists (ACLs). Normally, all access con-
trol information, including optional ACL entries, is recovered. This option drops any
optional entries and sets the permissions of the recovered file to the permissions of the
backed up file. Use this option when recovering files backed up from a system with ACLs
on a system for which ACLs are not desired (see acl(5)).

Recover files without recovering leading directories. For example, this option would be
used if a user wants to recover /usr/bin/vi, /bin/sh, and /etc/passwd to alocal
directory without creating each of the graph structures.

(no recovery) Prevent frecover from actually recovering any files onto disk, but read
the backup as if it was, in fact, recovering the data from the backup, producing the same
output that it would on a normal recovery. This option is useful for verifying backup
media contents in terms of validity (block checksum errors are reported), and contents (a
listing of files can be produced by using the -N and -v options together). Note that the
listing of files produced with the -N and -v options requires the reading of the entire
backup, but is therefore a more accurate reflection of the backup’s contents than the index
stored at the beginning of the backup (which was created at the start of the backup ses-
sion, and is not changed during the course of the backup).

Use the effective uid and gid for the owner and group of the recovered file instead of the
values on the backup media.

frecover does not ask whether it should abort the recovery if it gets a media error. It
tries to skip the bad block or blocks and continue. Residual or lost data is written to the
file named by skip. The user can then edit this file and recover otherwise irretrievable
data.

Recover files relative to the current working directory. Normally frecover recovers
files to their absolute path name.

EXTERNAL INFLUENCES
Environment Variables
LC_COLLATE determines the order in which frecover expects files to be stored in the backup device
and the order in which file names are output by the -I option.

LANG determines the language in which messages are displayed.

If LC_COLLATE is not specified in the environment or is set to the empty string, the value of LANG is
used as a default for each unspecified or empty variable. If LANG is not specified or is set to the empty
string, a default of "C" (see lang(5)) is used instead of LANG. If any internationalization variable contains
an invalid setting, frecover behaves as if all internationalization variables are set to "C". See

environ(5).
WARNINGS

For incremental backups created prior to installing HP-UX Release 8.0, or for recoveries that do not begin
with the first volume (such as when, reading tape 3 first), it is possible for the preceding directories to a
recoverable file to not be on the media. This can happen, for example, if the directories did not change since
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the last full backup. If frecover encounters a file on the backup that should be recovered, but it has not
recovered the file’s parent directories from the backup, it prints a message stating that the recovery will
continue with that file, and attempts to create the file’s parent directories as needed.

Use of frecover does not require special privileges. However, if a user does not have access permission
to a given file, the file is not recovered.

Network special files are obsolete. Therefore, £recover cannot restore these files. A warning message is
issued if an attempt is made to recover a network special file, and the file is skipped.

When using a DDS tape written with the current release of £backup to do a partial recovery, frecover
attempts to use the DDS fast-search capability to find files on the tape more quickly. In order to do this,
however, frecover needs to create an in-memory copy of the index, and mark the files on that index
which it needs to recover before actually reading through the tape to find the files. This is done when the
first index is read from the tape, and accounts for a period of time just after recovery is begun where the
icape is inactive while this in-memory index is constructed. The larger the index is, the longer this period
asts.

The utility set comprised of fbackup and frecover was originally designed for use on systems equipped
with not more than one gigabyte of total file system storage. Although the utilities have no programming
limitations that restrict users to this size, complete backups and recoveries of substantially larger systems
can cause a large amount system activity due to the amount of virtual memory (swap space) used to store
the indices. Users who want to use these utitilies, but are noticing poor system-wide performance due to
the size of the backup, are encouraged to back up their systems in multiple smaller sessions, rather than
attempting to back up the entire system at one time.

Note that when recovering files with access-control lists, the ACL entries are stored on the backup as user
login names. If a login name cannot be found in the password file, the file is recovered without its ACL, and
an error is printed. In order to fully recover files backed up with ACLs, the password file (/etc/passwd)
must be recovered before attempting to recover any desired ACLs.

Care should be taken to match the names specified by the include and exclude options with the names in
the index on the tape. Since the files are stored on the backup in lexographic order as defined by the LANG
or LC_COLLATE environment variable, frecover uses the exact path names to determine when a par-
tial recovery is complete, and when an earlier tape needs to be loaded. If a user’s specification of a file to be
recovered is misspelled, this may cause confusing messages, such as frecover asking for the previous
volume, when volume one is mounted.

DEPENDENCIES

SS Series 700/800 frecover is not supported on QIC devices with QIC-120, and QIC-150 formats. If
frecover is attempted for these formats, £recover fails and the following message is displayed :

mt lu X:Read must be a multiple of 512 bytes in QIC 120 and QIC 150

AUTHOR

frecover was developed by HP.

FILES

/dev/rmt/0m Default backup device.

SEE ALSO
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cpio(1M), dump(1M), fbackup(1M), restore(1M), rmtth), teio(1IM), cdf(4), acl(5).
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NAME

freeze - freeze sendmail configuration file on a cluster
SYNOPSIS

/etc/freeze [ sendmail options ...}
DESCRIPTION

On a cluster, the sendmail frozen configuration file, /usr/1ib/sendmail.fc, is a context-
dependent file; freeze runs /usr/lib/sendmaill -bz on each currently active cnode of the cluster
in such a way that mail from any of the client cnodes appears as if it originated on the server cnode. This
causes replies to all messages from the cluster to be directed to the server cnode, since only the server runs
the sendmail daemon. On a stand-alone host, £reeze simply execs /usr/1ib/sendmail -bz.

freeze must be run by the super-user. Any arguments to freeze are appended to the sendmail
command run on each cnode.

DIAGNOSTICS
freeze issues an error message if it is run by other than the super-user. Other error messages may be
output by remsh or sendmail.

RETURN VALUE
If it is run by other than the super-user, freeze returns 1. Otherwise it returns the result of
/usr/lib/sendmail -bz on the local host.

WARNINGS
freeze neither refreezes nor removes frozen configuration files belonging to inactive cnodes in the
/usr/lib/sendmail. fc+ CDF directory.

AUTHOR
freeze was developed by HP.
FILES
/etc/freeze freeze command object code
/usr/lib/sendmail.cf
default sendmail configuration file
/usr/lib/sendmail.fc
default frozen configuration file
SEE ALSO

cnodes(1), remsh(1), sendmail(1m), cdf(4).
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NAME
fsck - file system consistency check and interactive repair

SYNOPSIS
/ete/fsck -p[-Fl[special ...]

/etc/fsck -P[-F][special ...]
/etc/Esck [-b block# | [-y][-n][-F][-q] [special ...]

DESCRIPTION
£sck audits and interactively repairs inconsistent conditions for HP-UX file systems on mass storage device
files identified by special. If the file system is consistent, the number of files on that file system and the
number of used and free blocks are reported. If the file system is inconsistent, f£sck provides a mechan-
ism to fix these inconsistencies, depending on which form of the £sck command is used.

fack checks a default set of file systems or the file systems specified in the command line. If special is not
specified, £sck reads the table in /etc/checklist, using the first field (special-file name) to determine
which file systems to check.

If the target device is a swap device, £s8ck does not continue to process. £sck also checks the target dev-
ice to ensure a mounted file system is not being checked. If a mounted device is specified but the -F option
is not, £sck prompts the user for a response.

If the -p option is used and special is not specified, £sck reads the specified pass numbers in
/etc/checklist to inspect groups of disks in parallel, taking maximum advantage of /O overlap to
preen the file systems as quickly as possiblee. The -p option is normally used in the script
/etc/bcheckre during automatic reboot. Normally, the root file system is checked on pass 1, and other
“root” (“0” section) file systems on pass 2. Other small file systems are checked on separate passes (such as
the “section 4” file systems on pass 3 and the “section 7” file systems on pass 4), and finally the large user
file systems are checked on the last pass (for example, pass 5). A pass number of zero or a type which is
neither rwnor roin /etc/checklist causes a file system not to be checked. If the optional fields are
not present on a line in /etc/checklist, or the pass number is -1, £sck preens the file system on
such lines sequentially after all eligible file systems with positive pass numbers have been preened.

Below are the inconsistencies that £sck with the -p option corrects. If it encounters other inconsisten-
cies, it exits with an abnormal return status. For each corrected inconsistency, one or more lines are
printed identifying the file system on which the correction will take place, and the nature of the correction.
Correctible inconsistencies are limited to the following:

Unreferenced inodes

Unreferenced continuation inodes (see inode(4))
Unreferenced pipes and fifos

Link counts in inodes too large

Missing blocks in the free list

Blocks in the free list also in files

Counts in the super-block wrong.

The -P option operates in the same manner as the -p option except that cleanly unmounted file systems
are not checked (see fsclean(1M)). This can greatly decrease the amount of time required to reboot a sys-
tem that was brought down cleanly.

Without the -p or ~P option, £sck prompts for concurrence before each correction is attempted when
the file system is inconsistent. It should be noted that some corrective actions result in a loss of data. The
amount and severity of data loss can be determined from the diagnostic output. The default action for
each consistency correction is to wait for the operator to respond yes or no. If the operator does not
have write permission, £sck defaults to a -n action.

Options
f£sck recognizes the following options:

-b Use the block specified immediately after the flag as the super block for the file system. An
alternate super block can always be found at block ((SBSIZE+BBSIZE)/DEV_BSIZE), typi-
cally block 16 (DEV_BSIZE is defined in <sys/param.h>).
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-y Assume a yes response to all questions asked by f£sck; this should be used with great
caution because this is a free license to continue after essentially unlimited trouble has been

encountered.

-F Force fsck to check a mounted file system.

-n Assume a no response to all questions asked by £sck; do not open the file system for writ-
ing.

-q Quiet fsck. Do not print size-check messages in Phase 1. Unreferenced fifos are silently
removed. If fsck requires it, counts in the superblock and cylinder groups are automati-
cally fixed.

In all cases, £sck checks the following inconsistencies:

* Blocks claimed by more than one inode or the free list.
¢ Blocks claimed by an inode or the free list outside the range of the file system.
¢ Incorrect link counts.
¢ Size checks:
— Directory size not of proper format.
L]

Bad inode format.

Blocks not accounted for anywhere.
Directory checks:
— File pointing to unallocated inode.
— Inode number out of range.
L ]

Super Block checks:

-~ More blocks for inodes than there are in the file system.
L[]

Bad free block list format.

Total free block and/or free inode count incorrect.
[ ]

Invalid continuation inode number in a primary inode.

Orphaned files and directories (allocated but unreferenced) are, with the operator’s concurrence, recon-
nected by placing them in the lost+found directory. The name assigned is the inode number. The
only restriction is that the directory lost+found must already exist in the root of the file system being
checked, and must have empty slots in which entries can be made. This is accomplished by making
lost+£found, copying a number of files to the directory, then removing them (before fsck is executed).

Unreferenced continuation inodes are removed with the -p option, since they do not refer back to the pri-
mary inode. When a primary inode contains an invalid continuation inode number, the continuation
inode number should be cleared (that is, set to 0). This is not done automatically (with the -p option),
because access control list information may have been lost and should be corrected.

After £sck has checked and fixed the file system, it stores the correct £8_clean flag in the super block
if it is not already there. For a non-root file system, FS_CLEAN is stored there. For the root file system,
which is mounted at the time of the £s8¢k, no changes are required to the super block if no problems were
found and FS_OK was already set.

Checking the raw device is almost always faster.

RETURN VALUE
f£sck returns the following values:

0 Either no errors were detected or all errors were corrected.
4 Root file system errors were corrected. The system must be rebooted.

8 Some uncorrected errors exist on one or more of the file systems checked, there was a syntax
error, or some other operational error occurred.
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12 A signal was caught during processing.

WARNINGS
fsck should not be run on mounted file systems or on the raw root device.
Access Control Lists
Access control list descriptions in this entry apply only to standard HP-UX operating systems. If HP-UX BLS
software has been installed, access control lists are handled differently. Refer to HP-UX BLS documentation
for information about access control lists in the HP-UX BLS environment.

Be sure the system is in single-user state before running f£sck (see shutdown(1M)).

DEPENDENCIES
Series 300/400/700
There is only one section per volume.

AUTHOR
fsck was developed by HP, AT&T, the University of California, Berkeley.

FILES
/etc/checklist contains default list of file systems to check.

SEE ALSO
dumpfs(1M), fsclean(1M), mkfs(1M), newfs(1M), shutdown(1M), checklist(4), fs(4), inode(4), acl(5).
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NAME

fsclean - determine shutdown status of specified file system
SYNOPSIS

/etc/fsclean [-ql[-v][special ...]
DESCRIPTION

fsclean determines the shutdown status of the the file system specified by special or, in the absence of
special, the file systems listed in /etc/checklist of type rw or ro. All optional fields in
/etc/checklist must be present for £sclean to be able to check each file system.

fsclean reads the super block to determine whether the file system’s last shutdown was done correctly,
and returns one of the following values:

0 Al of the checked file systems were shut down correctly.

1 One or more checked file systems were not shut down correctly, implying that £sck should be
run (see fsck(1M)).

2 Other error (such as cannot open the specified device file).

The f£sclean command is usually silent.

Options:
-q (check quotas) Instead of checking the file system shutdown status, f£sclean checks the vali-
dity of disk quota statistics. Only /etec/checklist entries of type hfs with the rw (or
default) and quota options are checked. This option is useful for determining whether
quotacheck should be run (see quotacheck(1M)).
-v Be verbose. Prints the status of each file system checked.
AUTHOR

fsclean was developed by HP.
FILES

/etc/checklist
SEE ALSO

bre(1M), dumpfs(1M), fsck(1M), mount(1M), quotacheck(1M), reboot(1M), checklist(4).
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NAME

fsdb - file system debugger

SYNOPSIS

letc/fsdb special [ -b block# ][ -]

Remarks

Always execute fsck(1M) after having running fsdb.

DESCRIPTION

142

fsdb can be used to patch up a damaged file system after a crash. It normally uses the first super block for
the file system located at the beginning of the disk section as the effective super block. If the -b flag is used,
the block specified immediately after the flag is used as the super block for the file system. An alternate
super block will always be found at block ((SBSIZE + BBSIZEYDEV_BSIZE), typically block 16.

fsdb deals with the file system in terms of block fragments, which are the unit of addressing in the file sys-
tem and the minimum unit of space allocation. To avoid possible confusion, fragment is used to mean that,
and block is reserved for the larger true block. fsdb has conversions to translate fragment numbers and i-
numbers into their corresponding disk addresses. Also included are mnemonic offsets to access different
parts of an inode. These greatly simplify the process of correcting control block entries or descending the
file system tree.

fsdb contains several error-checking routines to verify inode and fragment addresses. These can be dis-
abled if necessary by invoking fsdb with the optional - argument, or by the use of the O symbol.

Numbers are considered decimal by default. Octal numbers must be prefixed with a zero. Hexadecimal
numbers must be prefixed with Ox. During any assignment operation, numbers are checked for a possible
truncation error due to a size mismatch between source and destination.

fsdb reads a fragment at a time. A buffer management routine is used to retain commonly used fragments
of data in order to reduce the number of read system calls. All assignment operations result in an immedi-
ate write-through of the corresponding fragment.

The followmg symbols are recognized by fsdb:
absolute address

convert from i-number to inode address (for continuation inodes as well as primary inodes;
see inode(4))

convert from fragment number to disk address (historically "block™)
directory slot offset

address arithmetic

quit

save, restore an address
numerical assignment
incremental assignment
decremental assignment
character string assignment
hexadecimal flip flop

error checking flip flop
general print facilities

file print facility

byte mode

word mode

double-word mode

escape to shell

e

FnyvVe+es
+ A '

“OEmET O

The print facilities generate a formatted output in various styles. Octal numbers are prefixed with a zero.
Hexadecimal numbers are prefixed with 0x. The current address is normalized to an appropriate boun-
dary before printing begins. It advances with the printing and is left at the address of the last item
printed. The output can be terminated at any time by typing the interrupt character. If a number follows
the p symbol, that many entries are printed. A check is made to detect fragment boundary overflows since
logically sequential blocks are generally not physically sequential. If a count of zero is used, all entries to
the end of the current fragment are printed. The print options available are:
i print as inodes (primary or continuation)
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print as directories

print as octal words

print as hexadecimal words
print as decimal words
print as characters

print as octal bytes

The f symbol is used to print data fragments associated with the current inode. If followed by a number,
that fragment of the file is printed. (Fragments are numbered from zero). The desired print option letter
follows the fragment number, if present, or the f symbol. This print facility works for small as well as
large files except for special files such as fifos, and device special files.

TO 0 MO

Dots, tabs, and spaces can be used as function delimiters but are not necessary. A line with just a new-line
character increments the current address by the size of the data type last printed. That is, the address is
set to the next byte, word, double word, directory entry, or inode, allowing the user to step through a region
of a file system. Information is printed in a format appropriate to the data type. Bytes, words, and double
words are displayed with the octal (hexadecimal if X toggle is used) address followed by the value in octal
(hexadecimal if X toggle is used) and decimal. A .B or .D is appended to the address for byte and double-
word values, respectively. Directories are printed as a directory slot offset followed by the decimal i-
number and the character representation of the entry name. Inodes are printed with labeled fields
describing each element.

The following mnemonics are used for inode examination and refer to the current working inode:

a# data block numbers (0 - 14)
at time last accessed
ci continuation inode number
cno cnode ID for a device file
ct last time inode changed
gid group ID number
In link count
md mode
mt time last modified
maj major device number
min minor device number
SZ file size in byte unit
uid user ID number
The following mnemonics are used for directory examination:
di i-number of the associated directory entry
nm name of the associated directory entry
EXAMPLES
386i prints i-number 386 in an inode format. This now becomes the current working inode.
In=4 changes the link count for the working inode to 4.
In=+1 increments the link count by 1.
fe prints in ASCII fragment zero of the file associated with the working inode.
2i.fd prints the first fragment-size piece of directory entries for the root inode of this file system.
dsi.fe changes the current inode to that associated with the fifth directory entry (numbered from
zero) found from the above command. The first fragment’s worth of bytes of the file are
then printed in ASCIIL.
1b.px prints the first fragment of the superblock of this file system in hexadecimal.

21.a0b.d7=3 changes the i-number for the seventh directory slot in the root directory to 3. This exam-
ple also shows how several operations can be combined on one command line.

d7.nm="name" changes the name field in the directory slot to the given string. Quotes are optional if the
first character of the name field is alphabetic.

a2b.p0d prints the third fragment of the current inode as directory entries.
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WARNINGS
Use of fsdb should be limited to experienced fsdb users. Failure to understand fully the usage of fsdb and
the file system’s internal organization can lead to complete destruction of the file system and total loss of
data.

AUTHOR
fsdb was developed by HP and AT&T.

SEE ALSO
dumpfs(1M), fsck(1M), stat(2), dir(4), fs(4).
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NAME
fsirand - install random inode generation numbers

SYNOPSIS
/etc/fsirand [-plspecial

DESCRIPTION
fsirand installs random inode generation numbers on all the inodes on device special, and also installs a
filesystem ID in the superblock. This process increases the security of filesystems exported by NFS.

Use fsirand only on an unmounted filesystem that was checked with £sck (see fsck(1M)). The only
exception is that it can be used on the root filesystem in single-user mode if the system is immediately re-
booted afterwards using reboot -n.

The -p option prints the generation numbers for all inodes.

WARNINGS
fsirand should not be run on mounted filesystems. If executing £slrand on the root filesystem, the
system should be in single-user mode and should be re-booted immediately afterwards using reboot -n.

AUTHOR
fsirand was developed by Sun Microsystems, Inc.

SEE ALSO
statfs(2).

INTERNATIONAL SUPPORT
messages.
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NAME .
ftpd - DARPA Internet File Transfer Protocol server

SYNOPSIS
letc/ftpd [-1]{ -t timeout ] [ -T maxtimeout ] [ -u umask ]

DESCRIPTION
ftpd is the DARPA Internet File Transfer Protocol server. It expects to be run by the Internet daemon; see
inetd(1M) and inetd.conf(4). inetd runs fipd when a service request is received at the port indicated in the
ftp service specification in /ete/services; see services(4).

The -1 option causes each FTP session to be logged in the syslog.

The -t option causes f{pd to timeout inactive sessions after timeout seconds. By default, ftipd will timeout an
inactive session after 15 minutes.

A client can also request a different timeout period. The -T option sets to timeout the maximum timeout
that client can request. By default, the maximum timeout is 2 hours.

By default, ftpd sets its umask to 027. To change this default umask, use the -u option.

ftpd currently supports the following commands (uppercase and lowercase are interpreted as equivalent):

Command Description

ABOR Abort previous command

ACCT Specify account (ignored)

ALLO Allocate storage (vacuously)

APPE Append to a file

CDUP Change to parent of current working directory
CWD Change working directory

DELE Delete a file

HELP Give help information

LIST Give list files in a directory (Is -

MKD Make a directory

MDTM Show last modification time of file

MODE Specify data transfer mode

NLST Give name list of files in directory

NOOP Do nothing

PASS Specify password

PASV Prepare for server-to-server transfer

PORT Specify data connection port

PWD Print the current working directory

QUIT Terminate session

REST Restart incomplete transfer

RETR Retrieve a file

RMD Remove a directory

RNFR Specify rename-from file name

RNTO Specify rename-to file name

SITE Non-standard commands (see next section)
SIZE Return size of file

STAT Return status of server

STOR Store a file

STOU Store a file with a unique name

STRU Specify data transfer structure

SYST Show operating system type of server system
TYPE Specify data transfer type

USER Specify user name

XCUP Change to parent of current working directory
XCWD Change working directory

XMKD Make a directory

XPWD Print the current working directory

XRMD Remove a directory
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The following non-standard or HP-UX specific commands are supported by the SITE command:

Command Description

UMASK Change umask. (e.g., SITE UMASK 002)

IDLE Set idle-timer. (e.g., SITE IDLE 60)

CHMOD Change mode of a file. (e.g., SITE CHMOD 755 filename)
HELP Give help information. (e.g., SITE HELP)

The remaining ftp requests specified in Internet RFC 959 are recognized, but not implemented. MDTM and
SIZE are not specified in RFC 959, but are expected in the next updated FTP RFC.

The FTP server aborts an active file transfer only when the ABOR command is preceded by a Telnet "Inter-
rupt Process" (IP) signal and a Telnet "Synch" signal in the command Telnet stream, as described in Inter-
net RFC 959. If ftpd receives a STAT command during a data transfer, preceded by a Telnet IP and Synch,
it returns the status of the transfer.

ftpd interprets file names according to the “globbing” conventions used by ¢sh(1). This allows users to util-
ize the metacharacters *, ., [, 1, {, }, ~, and 2.

ftpd authenticates users according to three rules:

* The user name must be in the password data base, /etc/passwd, and not have a null password.
The client must provide the correct password for the user before any file operations can be per-
formed.

* The user name must not appear in the file /ete/ftpusers (see ftpusers(4)).
* The user must have a standard shell returned by getusershell(3).

Optionally, a system administrator can permit public access or “anonymous FTP.” If this has been set up,
users can access the anonymous FTP account with the user name anonymous or ftp and any non-null
password (by convention, the client host’s name). ftpd does a chroot(2) to the home directory of the user
ftp, thus limiting anonymous FTP users’ access to the system. If the user name is anonymous or ftp, an
anonymous FTP account must be present in the password file (user ftp). In this case the user is allowed to
log in by specifying any password (by convention this is given as the client host’s name).

In order to permit anonymous FTP, there must be an entry in the passwd(4) database for an account
named ftp. The password field should be *, the group membership should be guest, and the login shell
should be /bin/false. For example (assuming the guest group ID is 10):

ftp:*:500:10:anonymous ftp:/users/ftp:/bin/false
The anonymous ftp directory should be set up as follows:

~ftp  The home directory of the ftp account should be owned by user ftp and mode 555 (not writable).
Since ftpd does a chroot to this directory, it must have the following subdirectories and files:

~ftp/bin This directory must be owned by root and mode 555 (not writable). It should contain a
copy of /bin/ls. This is needed to support directory listing by fipd. The command
should be mode 111 (executable only). If the FTP account is on the same file system as
/bin, ~ftp/bin/ls can be hard link, but it may not be a symbolic link, because of the
chroot. The command must be replaced when the system is updated.

~ftp/ete.  This directory must be owned by root and mode 555 (not writable). It should contain
versions of the files passwd, group, and logingroup. See passwd(4) and group(4).
These files must be owned by root and mode 444 (readable only). These are needed to
map user and group ids in the LIST command, and to support (optional) sub-logins of
anonymous FTP. Sub-logins can sometimes be used to allow access to particular files by
only specific remote users (who know the sub-login password) without giving those
remote users logins on the system. A sub-login user would access the system via
anonymous ftp, and then use USER and PASS to change to the sub-login user.

~ftp/etc/passwd
This file should contain entries for the ftp user and any other users who own files
under the anonymous ftp directory. Such entries should have * for passwords.
~ftp/etc/passwd should also contain entries for any desired anonymous FTP sub-
logins. The sub-logins must have passwords, which must be encrypted as in passwd(4).
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Group IDs must be listed in the anonymous FTP group file, ~ftp/etc/group. The path
names of home directories in ~ftp/etc/passwd must be with respect to the anonymous
FTP home directory. A sub-login home directory should be owned by the sub-login user
ID. The shell field is ignored, and can be empty.

For example, the anonymous FTP sub-login name subftp would have an entry in the
FTP passwd file that resembles:

subftp:bAgévI82aq5Yt:501:10:ftpsub-login:/subftp:

FTP sub-login IDs do not need to be present in the system /etc/passwd file. Assuming the anonymous FTP
directory is /users/ftp, the sub-login home directory in the example would be created by user root as fol-
lows:

cd fusers/ftp
mkdir subftp
chmod 700 subftp
chown 501 subftp
chgrp guest subftp

File ~ftp/etc/group should contain the group names associated with any group IDs in file
~ftp/etc/passwd and any group IDs of files in the anonymous FTP subdirectories. In the above example,
~ftp/etc/group would require an entry for guest, and the associated group ID would have to be the same
as in the system’s /etc/group file.

~ftp/etc/logingroup

Permits anonymous ftp sub-logins to be members of multiple groups. Can be a hard link to FTP
~ftp/etc/group.

~ftp/pub (optional)

This directory is used by anonymous FTP users to deposit files on the system. It should be owned by user
ftp and should be mode 777 (readable and writable by all).

~ftp/dist (optional)

Directories used to make files available to anonymous ftp users should be mode 555 (not writable), and
any files to be distributed should be owned by root and mode 444 (readable only) so that they cannot be
modified or removed by anonymous FTP users.

DIAGNOSTICS
ftpd replies to FTP commands to ensure synchronization of requests and actions during file transfers, and to
indicate the status of ftpd. Every command produces at least one reply, although there may be more than
one. A reply consists of a three-digit number, a space, some text, and an end of line. The number is useful
for programs; the text is useful for users. The number must conform to this standard, but the text can vary.

The first digit of the message indicates whether the reply is good, bad, or incomplete. Five values exist for
the first digit. The values and the interpretations of the values are:

1 The requested action is being initiated; expect another reply before proceeding with a new
command.
2 The requested action is complete. The server is ready for a new request.

The command has been accepted, but the requested action requires more information.

4 The command was not accepted, the requested action failed, but the error condition is tem-
porary and the action can be requested again.

5 The command was not accepted, the requested action failed, and the error condition would
most likely occur again if the same command sequence is repeated.

The second digit indicates the functional area that the message addresses. The values of the second digit
and the interpretations of these values are:

0 Syntax. A message with a 0 for the second digit indicates that a syntax error occurred.

1 Information. A message with a 1 as the second digit indicates that the message is in reply to
a request for information.
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2 Connections. A message with a 2 as the second digit indicates that the message is a reply to
a request for control and data connection information.

3 Authentication and accounting. A message with a 3 as the second digit indicates that the
message is a reply to a login or accounting procedure.

4 Not currently specified.

File system. A message with a 5 as the second digit indicates that the text following the
number contains information concerning the status of the server file system.

The third digit provides a further clarification of the information supplied by the second digit. Following
are several examples of messages. Note that ftpd’s replies match the number but not the text.

110 Restart marker reply. MARK yyyy =mmmm where yyyy is a user process data stream
marker, and mmmm is fipd’s equivalent marker ‘

119 Terminal not available, will try mailbox

120 Service ready in nnn minutes

200 Command okay

211 System status, or system help reply

212 Directory status

230 User logged in, proceed

250 Requested file action okay, completed

331 User name okay, need password

350 Requested file action pending further information

425 Cannot open data connection

451 Requested action aborted: local error in processing

500 Syntax error, command unrecognized or command line too long

530 Not logged in

550 Requested action not taken; file unavailable, not found, no access
WARNINGS

The password is sent unencrypted through the socket connection.
Anonymous FTP is inherently dangerous to system security.

An error in the treatment of carriage returns in FTP clients and servers based on the 4.2BSD implementa-
tion (specifically, any f¢p(1) or fipd(1M) released prior to HP-UX 8.0) has been corrected. This correction
may result in incorrect transfers of binary files when using the ascii transfer type. Avoid this problem by
using the image (binary) transfer type.

AUTHOR
ftpd was developed by the University of California, Berkeley.

SEE ALSO
ftp(1), inetd(1M), chroot(2), getusershell(3), inetd.conf(4), ftpusers(4), passwd(4), group(4).
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NAME
fuser, cfuser - list process IDs of all processes that have file open

SYNOPSIS
/etc/fuser [-ku]files[-]1[[-ku]files ]

/etc/cfuser [-kulfiles[-][[-ku] files ]

DESCRIPTION
fusger lists the process IDs of processes that have file open. For block special devices, all processes using
any file on that device are listed. The process ID is followed by ¢ if the process is using the file as its
current directory or p if using the file as its root directory.

If the -u option is specified, the login name (in parentheses) also follows the process ID. In addition, if the
-k option is specified, the SIGKILL signal is sent to each process. Only users with appropriate privileges
can terminate another user’s process (see £ill(2)). Options can be respecified between groups of files. The
new set of options replaces the old set, with a lone dash canceling any options currently in force.

The process IDs are printed as a single line on the standard output, separated by spaces and terminated
with a single new line. All other output is written on standard error.

In the HP Clustered environment, cfuser identifies processes running on any node in the HP Cluster
using a file or file structure. A separate report is produced for each member of the cluster. Each report is
preceded by the cluster member’s name.

EXAMPLES
fuser -ku /dev/dsk/1s?
if typed by a user with appropriate privileges, terminates all processes that are preventing disk
drive 1 from being unmounted, listing the process ID and login name of each process being killed.

fuser -u /etc/passwd
lists process IDs and login names of processes that have the password file open.

fuser -ku /dev/dsk/1s? -u /etc/passwd
if typed by a user with appropriate privileges, combines both of the above examples into a single
command line.

FILES
/dev/kmem for system image
/dev/mem also for system image
/hp-ux for name list

SEE ALSO
mount(1M), ps(1), kill(2), signal(2).

STANDARDS CONFORMANCE
fuser: SVID2
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NAME
fwtmp, wtmpfix - manipulate connect accounting records

SYNOPSIS
fusr/lib/acct/fwtmp | -ic]
fusr/lib/acct/wtmpfix | files ]

DESCRIPTION
fwtmp
fwtmp reads from the standard input and writes to the standard output, converting binary records of the
type found in wtmp to formatted ASCII records. The ASCII version is useful to enable editing, via ed(1), bad
records or general purpose maintenance of the file.

The argument -ic is used to denote that input is in ASCII form, and output is to be written in binary form.
(The arguments i and ¢ are independent, respectively specifying ASCII input and binary output, thus -i is
an ASCII to ASCII copy and -c is a binary to binary copy).

wtmpfix
wtmpfix examines the standard input or named files in wtmp format, corrects the time/date stamps to
make the entries consistent, and writes to the standard output. A - can be used in place of files to indicate
the standard input. If time/date corrections are not performed, acctconl will fault when it encounters cer-
tain date-change records.

Each time the date is set, a pair of date change records is written to /etc/wtmp. The first record is the old
date denoted by the string old time placed in the line field and the flag OLD_TIME placed in the type field
of the <utmp.h> structure. The second record specifies the new date, and is denoted by the string new
time placed in the line field and the flag NEW_TIME placed in the type field. wimpfix uses these records to
synchronize all time stamps in the file. wtmpfix nullifies date change records when writing to the standard
output by setting the time field of the <utmp.h> structure in the old date change record equal to the time
field in the new date change record. This prevents wtmpfix and acctcorl from factoring in a date change
record pair more than once.

In addition to correcting time/date stamps, wtmpfix checks the validity of the name field to ensure that it
consists solely of alphanumeric characters or spaces. If it encounters a name that is considered invalid, it
changes the login name to INVALID and write a diagnostic to the standard error. This minimizes the risk
that acctconl will fail when processing connect accounting records.

DIAGNOSTICS
wtmpfix generates the following diagnostics messages:

Cannot make temporary: xxx failed to make temp file

Input truncated at offset: xxx missing half of date pair

New date expected at offset: xxx missing half of date pair

Cannot read from temp: xxx some error reading

Bad file at offset: xxx ut_line entry not digit, alpha, nor | or { (first character only checked)
Out of core: malloc fails. (Saves table of date changes)

No dtab: software error (rarely seen, if ever)

FILES
/usr/include/utmp.h
fete/wtmp

SEE ALSO
acct(IM), acctems(1M), acctcom(1M), acctcon(1M), acctmerg(1M), acctpre(IM), acctsh(1M), ed(1),
runacct(1M), acct(2), acct(4), utmp(4).

BUGS
fwtmp generates no errors, even on garbage input.

STANDARDS CONFORMANCE
fwtmp: SVID2

wtmpfix: SVID2
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NAME

SYNOPSIS
gated [-c][-n][-ttrace_options][-£ config_file ] [trace_file ]

DESCRIPTION
gated is a routing daemon that handles the RIP, BGP, EGP, and HELLO routing protocols. The gated

Options
gated recognizes the following options and command-line arguments:

-C

-n

-ttrace_options

gated (1M)

gated - gateway routing daemon

process can be configured to perform all routing protocols or any combination of the four (see WARNINGS
below).

Parse the configuration file for syntax errors then exit. If there were no errors, leave
a dump file in /usr/tmp/gated_dump. Running gated does not require super-
user privilege when using the -c option, but gated may not be able to read the
kernel’s routing table unless it is run as super user. The -c option implies -~tierk.

Do not modify the kernel’s routing table. This option is used for testing gated
configurations with actual routing data.

Enable trace flags on startup. If no flags are specified, ier is assumed. No spaces
are allowed between this option and its arguments.

This option must be used to trace events that occur before the configuration file is
parsed, such as determining interface configuration and reading routes from the ker-
nel.

trace_options can include one 6r more of the following values:

A all P  protocol
1 internal u update
e external R RIP

k  kernel H hello

r route C icmp

m mark p EGP

t nostamp B BGP

Trace options are explained in greater detail in the gated-config(4) manual entry.

~-£ config_file
Use an alternate co

trace_file

nfiguration file. By default, gated uses /etc/gated.conf.

Trace file in which to place trace information.

If no -t option is specified, or if a frace_file argument is specified, gated detaches from the terminal
and runs in the background. If a -t option and accompanying trace flags are specified without specifying
atrace file, gated assumes that tracing is to be sent to the console, and remains in the foreground.

Signal Processing
gated catches the following signals and processes them as indicated:

1562

SIGHUP

SIGINT

Re-read configuration.

A SIGHUP causes gated to reread the configuration file. gated first performs a
clean-up of all allocated policy structures. All BGP and EGP peers are flagged for dele-
tion and the configuration file is re-parsed.

If the re-parse is successful, any BGP and EGP peers that are no longer in the
configuration are shut down, and new peers are started. gated attempts to deter-
mine whether changes to existing peers require a shutdown and restart.

It should also be possible to enable or disable any protocol without restarting gated.

Snapshot of current state.
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The current state of all gated tasks, timers, protocols, and tables are written to
/usr/tmp/gated_dump.

On systems supporting fork (), this is done by forking a subprocess to dump the
table information so as not to impact gated’s routing functions. On systems where
memory management does not support copy-on-write, this causes the gated address
space to be duplicated which may be cause a noticable impact on the system. On sys-
tems not supporting fork (), the main process immediately processes the dump,
which may impact gat ed’s routing functions.

SIGTERM Graceful shutdown.

On receipt of a SIGTERM, gated attempts a graceful shutdown. All tasks and pro-
tocols are asked to shut down. Most terminate immediately, the exception being EGP
peers which wait for confirmation. It may be necessary to repeat the SIGTERM once
or twice if it this process takes too long.

All exerior routes (BGP and EGP) are removed from the kernel’s routing table on
receipt of a SIGTERM. Interior routes (all others) remain. To terminate gated with
the exterior routes intact, use SIGKILL or SIGQUIT (which causes a core dump).

SIGUSR1 Toggle tracing.

On receipt of a SIGUSR1, gated closes the trace file. A subsequent SIGUSR1
causes it to be reopened. This allows the file to be moved regularly.

It is not possible to use SIGUSRLI if a trace file has not been specified, or if trace out-
put is being sent to the console.

WARNINGS
gated contains provisions for BGP protocol, but it is not officially supported by HP at the present time.

AUTHORS
Mark Fedor, PSI
Jeffrey C Honig, Cornell University

SEE ALSO
arp(1m), ifconfig(1m), netstat(1m), gated-config(4).

RFC 891  DCN Local-Network Protocols (HELLO)

RFC904  Exterior Gateway Protocol Formal Specification

RFC 1058 Routing Information Protocol

RFC 1163 A Border Gateway Protocol (BGP)

RFC 1164 Application of the Border Gateway Protocol in the Internet
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NAME

getty - set terminal type, modes, speed, and line discipline

SYNOPSIS

letc/getty [ -h ][ -t timeout ] line [ speed [ type [ Linedesc 1]]
letc/getty -c file

DESCRIPTION

getty is a program that is invoked by init(IM). It is the second process in the series, (init-getty-login-shell)
that ultimately connects a user with the HP-UX system. Initially, if /etc/issue exists, getfy prints its con-
tents to the user’s terminal, followed by the login message field for the entry it is using from /etc/gettydefs.
getty reads the user’s login name and invokes the login(1) command with the user’s name as argument.
While reading the name, getty attempts to adapt the system to the speed and type of terminal being used.

Configuration Options and Arguments

154

gelty recognizes the following arguments:

line Name of a tty line in /dev to which getty is to attach itself. getfy uses this string as the
name of a file in the /dev directory to open for reading and writing. By default getty
forces a hangup on the line by setting the speed to zero before setting the speed to the
default or specified speed. However, when gef¢y is run on a direct port, getfy does not
force a hangup on the line since the driver ignores changes to zero speed on ports open in
direct mode (see modem(7)). '

-h Tells getty not to force a hangup on the line before setting the speed to the default or
specified speed.

-t timeout  getty exits if the open on the line succeeds and no one types anything within timeout
seconds.

speed A label to a speed and tty definition in the file /etc/gettydefs. This definition tells getzy

at what speed to initially run, what the login message should look like, what the initial
tty settings are, and what speed to try next should the user indicate that the speed is
inappropriate (by typing a break character). The default speed is 300 baud.

type A character string describing to getty what type of terminal is connected to the line in
question. getfy understands the following types:

none  default

vt6l DEC vt61

vt100 DEC vt100

hp45  Hewlett-Packard HP2645
c100  Concept 100

The default terminal is none; i.e., any crt or normal terminal unknown to the system. Also, for terminal
type to have any meaning, the virtual terminal handlers must be compiled into the operating system.
They are available, but not compiled in the default condition.

linedesc

A character string describing which line discipline to use when communicating with the terminal. Hooks
for line disciplines are available in the operating system, but there is only one presently available — the
default line discipline, LDISCO.

When given no optional arguments, getfy sets the speed of the interface to 300 baud, specifies that raw
mode is to be used (awaken on every character), that echo is to be suppressed, either parity allowed, new-
line characters will be converted to carriage return-line feed, and tab expansion performed on the standard
output. It types the login message before reading the user’s name a character at a time. If a null character
(or framing error) is received, it is assumed to be the result of the user pushing the “break” key. This
causes geffy to attempt the next speed in the series. The series that getty tries is determined by what it
finds in /etc/gettydefs.

The user’s name is terminated by a new-line or carriage-return character. The latter results in the system
being set to treat carriage returns appropriately (see ioctl(2)).
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The user’s name is scanned to see if it contains any lowercase alphabetic characters; if not, and if the name
is non-empty, the system is told to map any future uppercase characters into the corresponding lowercase
characters.

getty also understands the “standard” ESS2 protocols for erasing, killing and aborting a line, and terminat-
ing a line. If getty sees the ESS erase character, _, or kill character, $, or abort character, &, or the ESS line
terminators, / or |, it arranges for this set of characters to be used for these functions.

Finally, login is called with the user’s name as an argument. Additional arguments can be typed after the
login name. These are passed to login, which places them in the environment (see login(1)).

Check Option
A check option is provided. When getty is invoked with the -c option and file, it scans file as if scanning
letc/gettydefs and prints the results on the standard output. If there are any unrecognized modes or
improperly constructed entries, getty reports these. If the entries are correct, getty prints out the values of
the various flags. See ioctl(2) for an interpretation of values. Note that some values are added to the flags
automatically.

DEPENDENCIES
HP 2334 MultiMux:

The modem control parameter MRTS must be present in the /etc/gettydefs file when using geffy in
conjunction with an HP2334 or HP2335 MultiMux to ensure that the RTS modem control signal is
asserted correctly.

Example:
9600# B9600 HUPCL PARENB MRTS # B9600 SANE PARENB ISTRIP IXANY #login: #19200

MRTS is not intended for use with devices other than the HP 2334 or HP 2335 MultiMux.

FILES
Jetc/gettydefs
/etc/issue

SEE ALSO
ct(1), login(1), init(1M), ioctl(2), gettydefs(4), inittab(4), modem(7), termio(7).

BUGS
While getty does understand simple single character quoting conventions, it is not possible to quote the spe-
cial control characters that getfy uses to determine when the end of the line has been reached, which proto-
col is being used, and what the erase character is. Therefore it is not possible to log in by means of getty
and type a #, @,/, !, _, backspace, AU, 2D, or & as part of your login name or arguments. They will always
be interpreted as having their special meaning as described above.
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NAME
getx25 - get x25 line

SYNOPSIS
/etc/getx25 line speed pad-type

DESCRIPTION
getx25 is functionally very similar to getty (see getfy(1M)) but is used only for incoming lines that are
connected to an X.25 PAD. It performs special functions such as setting up an initial PAD configuration. It
also logs the number of the caller in /usr/spool /uucp/.Log/X25L0G. The third parameter is the
ﬁame of the PAD being used. HP2334A is the only one supported at this time. A typical invocation would
e:

/etc/getx25 x25.1 2 HP2334A

In the HP Clustered environment, all UUCP activity is handled through device files residing on the cluster
server as if the cluster were a single system.

DEPENDENCIES
Series 300/400
The log file used is /usr/spool/uucp/X25LOG.

AUTHOR
getx25 was developed by HP.

SEE ALSO
getty(1M), login(1), uucp(1).

UUCP tutorial in Remote Access Users Guide.
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NAME
glbd - Global Location Broker Daemon

SYNOPSIS
letc/mes/glbd [ -create (-first [-family family name]| -from host_ name)] [-change family
family_name ][ -listen family list ][ -version }

DESCRIPTION
The Global Location Broker (GLB), part of the Network Computing System (NCS), helps clients locate servers
on a network or internet. The GLB database stores the locations (that is, the network addresses and port
numbers) where server processes are running. A daemon maintains this database and provides access to it.

There are two versions of the GLB daemon: glbd and nrglbd. The replicatable version, glbd, is provided
only for Domain/OS, HP-UX, SunOS, and ULTRIX systems. For other systems, the non-replicatable version,
nrglbd, is provided. The two versions of the daemon should not coexist on a given network. (For HP-UX
systems, which may have both glbd and nrglbd, the use of only glbd is strongly recommended; only glbd is
described in this manual entry.

The GLB database can be replicated to increase its availability. Copies of the database can exist on several
hosts, with a glbd running on each of those hosts to maintain the consistency of the database replicas. (In
an internet, at least one glbd must run in each network.) Each replica of the GLB keeps a list of all the
other GLB replicas. drm_admin(1M) administers the replication of the GLB database and the replica list.

Currently, glbd supports both the DARPA IP and Domain DDS network protocols. A GLB replica can allow
access to its database from both IP and DDS clients. However, when communicating with each other to
maintain replication of the GLB database, GLB replicas should use only one protocol family. You choose
which family the GLBs will use. In an internet, all routing nodes must support this family.

If a set of GLB replicas includes any HP-UX, SunOS, or ULTRIX systems, all replicas must use IP protocols
to communicate with each other. A replica running on a Domain/OS system can communicate with other
replicas via IP protocols but still provide lookup and update services to its clients via both IP and DDS pro-
tocols.

Running glbd on HP-UX Systems
On HP-UX systems, the GLB communicates only via IP protocols. A Local Location Broker daemon (/Zbd)
must be running on the local host when glbd is started.

Typically, the llbd and glbd processes are started in background at boot time from /etc/netncesre; if the
START_GLBD variable in netncsrc is set to 1, a glbd will be started. To start the /lbd and glbd daemons
by hand, you must be root.

OPTIONS
-create Create a replica of the GLB. This option creates a GLB database in addition to starting a
broker process. It must be used with either -first or -from.
-first This option can be used only with the -create option. Use it to create the first replica (that is,

the very first instance) of the GLB on your network or internet.

family family name
This option can be used only in conjunction with the -first option. It specifies the address fam-
ily that the first GLB replica will use to identify itself on the replica list. Any subsequently
created replicas must use this family to communicate with this replica. Currently,
family_name can be either ip or dds. If this option is not used, the replica will be identified on
the replica list by its IP address.

-from host_name
This option can be used only with the -create option. Use it to create additional replicas of
the GLB. A replica of the GLB must exist at host_name. The database and replica list for the
new replica are initialized from those at host_name. The replica at host_name adds an entry
for the new replica to its replica list and propagates the entry to the other GLB replicas.

A host_name takes the form family:host, where the host can be specified either by its name or
by its network address. For example, ip:bertie, ip:#192.5.5.5, dds//jeeves, and
dds:#959a.940f are acceptable host names.

HP-UX Release 9.0: 4.23.92 -1~ 157



glbd (1M)

glbd (1M)

The new replica will use the same address family as host_name in identifying itself on the
replica list. For example, if host_name is an IP address, the new replica will be listed by its IP
address on the replica list.

-change_family family_name

Use this option only if network reconfigurations require that you change the address family of
every GLB replica; see the discussion in the DESCRIPTION section. Currently, family_name can
be either ip or dds. (If a GLB replica runs on an HP-UX host, its address family must be IP.)

For a procedure to change all of your GLB replicas from one address family to another, see
Managing NCS Software.

listen family_list

-version
EXAMPLES

This option restricts the address families on which a GLB listens. Use it only if you are creat-
ing a special configuration where access to a GLB is restricted to a subset of hosts in the net-
work or internet.

The family_list is a list of the address families on which the GLB will listen. Names in this list
are separated by spaces. Possible family names include ip and dds.

The GLB will always listen for requests from the family by which it is listed on the replica list,
even if that family is not specified in family_list.

If glbd is started without the -listen option, the GLB will listen on all address families that are
supported both by NCS and by the local host. On Domain/OS systems, this set of families
a]ways includes dds and may also include ip. On most other systems, including HP-UX sys-
tems, ip is currently the only family.

Display the version of NCK that this glbd belongs to, but do not start the daemon.

Create and start for the first time the first replica of the GLB on this network or internet:
$ /etc/nes/glbd -create -first &
Start for the first time a subsequent replica of the GLB, initializing its database from host jeeves:

$ /ete/ncs/glbd -create -from ip:jeeves &

Restart an existing replica of the GLB:
$ /ete/ncs/glbd &

FILES

On Domain/OS systems, glbd writes diagnostic output to the file *‘node_data/system_logs/glb_log. On
other UNIX systems, including HP-UX systems, the log file is /etc/ncs/glb_log.

SEE ALSO

drm_admin(1M), Ib_admin(1M), lIbd(1M), glb_obj.txt(4), glb_site.txt(4).
Managing NCS Software.
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(Requires Optional ARPA Services Software)

NAME

hosts_to_named - Translate host table to name server file format
SYNOPSIS

hosts_to_named -d domain -n network-number [ options |
DESCRIPTION

hosts_to_named translates the host table, /efc/hosts, into files that are usable by the name server
named(1IM). The format of these files is defined in RFC1035. The files are created in the current directory.
Once the host table is translated, the name server files can be maintained directly, or the translation can be
repeated after each change to the host table.

If a line in the host table contains no domain names, all names on the line are assumed to be in the default
domain. The first domain listed is the "default domain". If data is being created for more than 1 domain or
if certain options are used, there must be domain names in the host table to determine which names belong
in which domain.

The name server data is referred to as "resource records”.
Options are:

-a network-number
Add the information about hosts in the local domain from network nefwork-number.
This is the same as the -n option except that no pointer (PTR) data is created. This is
useful when there are multiple domains on a network and a different server is han-
dling the address-to-name mapping for network-number.

-b bootfile Name the boot file bootfile. The default is named.boot in the current directory.

-c subdomain Create alias (CNAME) records for hosts in subdomain of the default domain. When a
subdomain is delegated, it is useful to create aliases for the old names in the default
domain that point to the new names in the subdomain. After creating the alias
(CNAME) records, ignore lines in the host table that contain names in the subdomain.
This option can be used more than once on the command line. This option requires
domain names in the host table. When the old names in this domair are no longer
used, they can be ignored with the -e option. If the subdomain name does not have
dots, the default domain is appended to subdomain.

-d domain Create data for domain. This option can be used more than once on the command
line if data is being created for more than 1 domain. The first domain listed is the
"default domain". This option requires domain names in the host table for all hosts in
domains except the default domain.

-e subdomain  Eliminate lines from the host table that contain names in the subdomain before
translating. If the subdomain name does not have dots, the default domain is
appended. This option may be used more than once on the command line. This
option requires domain names in the host table.

Lfile Read command line options from file. The -f option is not allowed within a file.

-h host Declare host to be the host in the start of authority (SOA) record that the name server
data was created on. Also use host for the electronic mail address of the responsible
user in the SOA record. The default is the host this command is run on.

-m weight:mailhub
For each canonical hostname from the host table, create mail exchanger (MX) records
with the specifed weight and mail hub. The weight is a positive integer. The mail
hub is a hostname. If the mail hub name has no dots, the default domain is
appended. This option can be used more than once on the command line.

-n network-number[:mask]
Create data for network-number. See below for description of network-number. If
only one domain is listed with -d, all data for nefwork-number is assumed to be in
domain. The optional subnet mask mask can be used instead of supplying each
network-number for a subnet using multiple -n options. mask must be in dot nota-
tion.
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(Requires Optional ARPA Services Software)

-o refresh:retry:expire:min

-p domain

q
-r

-8 server

-t

-u user

W

Set the values in the start-of-authority (SOA) record to those specified. See below for
description of the start-of-authority (SOA) record.

Create only pointer (PTR) data for hosts in domain. This is useful when there are
multiple domains on a network and a different server is responsible for domain, but
this server is responsible for the address-to-name mapping. This option can be used
more than once on the command line. This option requires domain names in the host
table.

Run quietly. No messages are printed.

Create name server data indicating that the name server is authoritative for . (the
root of the domain tree). The file created is db.root. Use this only when your net-
work is isolated from the ARPA Internet. If other root servers exist for the isolated
network, they must be added manually.

Create name server (NS) records that declare server is an authoritative name server
for all of the domains created. If more than 1 server is authoritative, each needs to be
declared. If the server name does not have any dots in it, the default domain is
appended. The default server is the host this script is run on. This option can be
used more than once on the command line.

Create text (TXT) records from the comments that appear with host data. The com-
ments will all be in lower case because the host table is translated to lower case. If
[no smtp] appears in a comment, it is omitted. The [no smtp] is used to control
mail exchanger (MX) data.

Declare user to be the electronic mail address of the person responsible for this
domain.

This is used in the start of authority (SOA) record. The format required in the name
server data is user.host (host must be a domain name). If given as user, the host on
which this script is run is appended. If given as user@host, the @ is replaced with a
dot (.). The default user is root.

Create well known services (WKS) data declaring that the host provides the SMTP ser-
vice. This is done only when mail exchanger (MX) data is also being created and only
for hosts without [no smtp] in a comment.

-z internet-address

-Cfile

-D

-H host-file
-M
-N mask

Create a secondary boot file, boot.sec.save, from the primary boot file listing
internet-address as the server to load the data from. The boot file has the server back
up the data on disk. The internet-address defaults to the value used with -Z. This
option can be used more than once.

Do not create name server data for aliases in the host table.

Create resource records from strings in the comment field of the host table. Each
string in the comment field (except [nosmtp)) is searched for in file. The format of file
is a string, a colon, and a resource record. If the string in the comment field matches
the string before the colon in file, a resource record is added consisting of the name of
the host followed by everything after the colon from the matching line in file. For
example, host information (HINFO) records can be created by adding 360:IN HINFO
hp9000s360 hp-ux to file and adding 360 to comments in the host table.

Do not create name server data for domain names in the host table.

By default, the serial number is incremented for a domain only if the data has
changed (pointer (PTR) data only). This option forces the serial number to be incre-
mented, even if the data has not changed.

Use host-file instead of /etc/hosts.
Do not create mail exchanger (MX) records for hosts in the host table.

Apply the default subnet mask mask to each network-number specified with -n except
for ones with their subnet masks already provided. mask must be in dot notation.
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This is the same as supplying each nefwork-number for a subnet using multiple -n
options.

-S server This option is the same as the -s option, but it only applies to the last domain
specified with -d or the last netfwork-number specified with -n. This option is for when
server is backing up some, but not all, of the domains.

-Z internet-address
Create a secondary boot file, boot.sec, from the primary boot file listing internet-
address as the server to load the data from. The boot file does not have the server
back up the data on disk. The internet-address defaults to value used with -z. This
option can be used more than once.

-1 This option is obsolete.

hosts_to_named translates the host table to lower case to help eliminate duplicate data. Since the name
server treats uppercase and lowercase as equivalent, names that differ only in case are considered the
same.

Alias (CNAME) records are created for subdomains delegated with -c. Lines from the host table that contain
names in subdomains from -c and -e are removed from the lowercase copy of the host table.

The host table is then used to create the name server data for each network-number declared on the com-
mand line. Do not include the trailing 0’s in the network number. No distinction is made between class A,
B, or C addresses nor is there any understanding of subnets unless a subnet mask is supplied. Example
network numbers are: 10 (for all addresses of the form 10.%.%.%), 10.1 (for addresses of the form 10.1.%.%), or
10.2.2 (for addresses of the form 10.2.2.%).

Address (A) records are created for mapping hostnames to IP addresses. Alias (CNAME) records are created
for aliases of hosts that are not multi-homed. The data are placed in a file named db.DOMAIN where
DOMAIN is the first part of the domain from the command line. For the domain div.inc.com, the file is
named db.div. All other name server data goes in this file except the pointer (PTR) records described
below.

Pointer (PTR) records are created for mapping IP addresses to host names. PTR records are placed in a file
named db.NET where NET is the network number from the command line. Network 10 data is placed in
db.10. Network 10.1 data are placed in "db.10.1".

Mail exchanger (MX) records are created unless the -M option is used. The default MX record has a weight
of 10 with the host itself as its mail exchanger. No default MX record is created for a host if [no smtp] is in
the comment section of that line in the host table. MX records for each mail hub declared with the -m
option are added for each host even if [no smtp] is in the comment section.

Well known services (WKS) records are created for each host that handles SMTP mail (does not have
[nosmtp)) if -w is used. The only service listed is SMTP.

Text (TXT) records are created for comments associated with hosts in the host table if -t is used. The com-
ments do not include [nosmtp].

For each domain, a start of authority (SOA) record is created. The SOA record requires 2 domain names: the
host that the data is created on and the electronic mail address of the person responsible. The -h and -u
options influence the names. In addition, the SOA record requires 5 values: a serial number, a refresh time,
a retry time, an expire time, and a minimum ttl (time to live). The first time the data is created, the serial
number is set to 1, the refresh time is set to 3 hours, the retry time is set to 1 hour, the expire time is set to
1 week, and the minimum ttl is set to 1 day. The -0 option changes these values except for the serial
number. Each subsequent time hosts_fo_named is run, the serial number is incremented. If any of the
other fields in the SOA record are modified, the changed values are retained.

If there are files named spcl.LDOMAIN or spel.NET in the current directory, $INCLUDE directives are added
to the corresponding db.DOMAIN or db.NET file for the spcl file. In this way, special data can be added to
the data generated by hosts_to_named.

The first time hosts_to_named is run, it creates a default boot file for a primary name server. Each subse-
quent time hosts_fo_named is run, the boot file is updated if necessary. New entries are made in the boot
file for any additional networks or domains not already in the boot file. No entries are deleted from the
boot file.
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The boot file for a caching-only server, boot.cacheonly, is created if it does not exist. The boot files for
secondary servers, boot.sec.save and boot.sec, are created if the -z or -Z options are used. The boot files

for secondary servers are created new each time from the primary server boot file so that they are
equivalent.

EXAMPLES

Create name server data for networks 15.19.8 and 15.19.9 in div.inc.com.
hosts_to_named -d div.inc.com -n 15.19.8-n 15.19.9

Create name server data for networks 15.19.8 and 15.19.9 in div.inc.com. Ignore aliases in the host table
and include 2 mail hubs - aaa.div.inc.com and bbb.mkt.inc.comk. Put all of the options in a file.

hosts_to_named -f option_file

Option_file contains the following lines:

-d div.inc.com

-n 15.19.8-n 15.19.9

-m 20:aaa

-m 30:bbb.mkt.inc.com
A

Network 15.19.15 has hosts in the xx.inc.com domain and the div.inc.com domain. Create name server
data for xx.inc.com. Create only pointer (PTR) data for hosts in div.inc.com on network 15.19.15 (this
requires the hosts in div.inc.com to have the canonical name or an alias of the form x.div.inc.com).

hosts_to_named -d xx.inc.com -n 15.19.15-p div.inc.com

Create name server data for network 15.19.8 in div.inc.com. Include div.inc.com data from network
15.19.15 but do not create pointer (PTR) data for 15.19.15 since that is being handled by the xx.inc.com
server.

hosts_to_named -d div.inc.com -n 15.19.8-a 15.19.16

AUTHOR
hosts_to_named was developed by HP.
FILES
/etc/hosts the host table
named.boot primary server boot file
boot.cacheonly caching only server boot file
boot.sec.save secondary server boot file
boot.sec secondary server boot file
db.127.0.0 pointer information for 127.0.0.1
db.cache stub cache file for root server addresses
db.root data for servers for the root domain
db.DOMAIN address and other data for a domain
db.DOMAIN.in-addr pointer data for all network-numbers
db.NET pointer data for a network-number
SEE ALSO
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named(1M), RFC1034, RFC1035
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NAME
hpux - HP-UX bootstrap and installation utility

DESCRIPTION
This is a generic manual entry documenting the hpux HP-UX-specific initial system loader utility (see
isl(1IM)) for bootstrap and first-time installation. hpux is implemented in hardware-specific versions.

¢ For the Series 700 implementation, see hpux_700(1M).
* For the Series 800 implementation, see hpux_800(IM).

AUTHOR
hpux was developed by HP.

SEE ALSO
hpux_700(1M), hpux_800(1M).
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NAME
hpux - HP-UX bootstrap utility

SYNOPSIS
hpux [ HP-UX arguments ] [boot] [ devicefile ] [arguments ]
hpux Is [ devicefile |
hpux restore devicefile
hpux -v

DESCRIPTION
hpux is the HP-UX specific initial system loader (isl(1M)) utility for bootstrap and first-time installation. It
supports the following operations as indicated in the SYNOPSIS above:

hpux boot
Loads an object file from an HP-UX file system, lif(4), or raw device, then transfers control
to the loaded image.

hpuxls Lists the contents of HP-UX directories in a format similar to Is(1).

hpux restore
Used for system installation and recovery.

hpux v Lists the revision of the hpux loader.

The command sequences for all operations are presented under SYNOPSIS above. They can be either
entered interactively to isl(1M) or present in an is/(1M) autoexecute file.

Numerical Representations
hpux accepts numbers (i.e., numeric constants) in many of its options. Numbers follow the C language
notation for decimal, octal, and hexadecimal constants. A leading zero implies octal and a leading Ox or 0X
implies hexadecimal. For example, 037, 0x1F, 0X1f, and 31 all represent the same number: decimal 31.

Devicefiles
hpux boot, restore, and Is operations accept devicefile specifications, which have the following format:

manager(path;n)filename

They are called devicefiles because they are composed of a device name part and a file name part. In the
device part, manager(path;n), manager is the class of device manager to be used, for example disk. path
specifies the physical hardware path to the device in either explicit or mnemonic form. »n is the minor
number which controls manager dependent functionality. The file name part, filename, is either a standard
HP-UX path name or a lif(4) file name preceeded by :. Some hpux operations have defaults for particular
components. A devicefile specification containing only a device part specifies a raw device. A devicefile
specification containing a file name preceeded by : implies that the associated device part names a device
containing a /if(4) file and that the named file resides on that LIF device. A devicefile specification contain-
ing a standard HP-UX file name implies that the associated device part names a device containing an HP-UX
file system. The named file resides in that file system.

Managers
Currently, hpux supports the disk, tape, and lan managers. Disk manages all disks. Lan manages
remote boot through the LAN connection. Tape manages the DDS tape drive.

Hardware Paths
The hardware path in a devicefile can be specified explicitly through the use of numbers, /, and ., or can be
specified through mnemonics. For example, scsi.l specifies a device at address 1 attached to Core SCSI.
Explicitly, this same path could be specified as 2/0/1.1. The following table indicates the supported
mnemonics.

Mnemonic | Description

scsi Core SCSI
lan Core LAN
eisa EISA

Minor Numbers
The minor number, n, in a devicefile specification controls driver dependent functionality. Currently, all
minor numbers should be 0 as they are not used and are reserved for future enhancements.
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File Names
Pile names can be omitted in which case the device is accessed as if there is no file system format on the
device. Specified file names can be standard HP-UX path names or a lif(4) file name preceeded by :.

Standard HP-UX files can be CDF files and symbolic links. In the case of symbolic links, the target of the
link must reside in the same physical file system as the link itself. No attempt to trace links across file sys-
tems or physical disks is done.

DEFAULTS
Currently, only the hardware path, minor number, and CDF context have defaults.

Hardware Paths
When the hardware path element is not specified, hpux obtains a default for it from information maintained
by pde(1M). The path will be that used to load and run isi(1M).

Minor Numbers
Currently, minor numbers are not used but are reserved for future enhancements. They default to 0.

CDF Context
If the target of an Apux command is a CDF and context is not specified, the contexts are searched in the fol-
lowing order.

cnode name HP-PA localroot default

cnode name is extracted from /etc/clusterconf. The context name can be entered explicitly in the following
form

<file>+/<context>

BOOT
The boot operation loads an object file from an HP-UX file system, /if(4), or raw device as specified by the
devicefile. It then transfers control to the loaded image, passing optional arguments.

Some missing components in the devicefile are supplied with a default (see DEFAULTS). For example, a
devicefile of disk(;)/vmunix.new would actually yield disk(scsi.l;0)/vmunix.new and a devicefile of
disk(scsi.6;)/hp-ux, for booting from the disk at Core SCSI address 6, would yield disk(scsi.6;0)/hp-ux.

The boot operation is the default command for hApux. And so,
hpux
and
hpux disk(;0)/hp-ux
are both valid and equivalent when booting from disk. However, if the boot command is specified, it must
be given a devicefile. Therefore,
hpux boot
is not valid.

Once the image has been loaded, boot gives the sizes of the TEXT, DATA, and BSS segments and the entry
offset, before transferring control to it.

The boot operation accepts several optional arguments. These arguments are passed along to the loaded
image. Ifthe loaded image is an HP-UX operating system kernel, the following arguments are available:

fnumber This option takes a number (see Numerical Representations) and passes it as the flags
word to the kernel.

-istring  This option accepts a string that specifies the initial run-level for initz(1M). Note that the
run-level specified overrides any run-level specified in an initdefault entry in /etc/inittab
(see inittab(4)).

These optional arguments are specified before the boot command. However, if the image is not the HP-UX
operating system, up to eight optional arguments of any type can be passed to the image. hpux does no
interpretation of these arguments before passing them to the image. These arguments are specified after
devicefile and are mutually exlusive to the HP-UX arguments.
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boot currently places some minor restrictions on object files it can load. It accepts only the HP-UX magic
numbers SHAREMAGIC (0410), EXECMAGIC (0407), and DEMANDMAGIC (0413) (see magic(4)). The object
file must contain an Auxiliary Header of the HPUX_AUX_ID type and it must be the first Auxiliary Header
(see a.out(4)).

Is

The Is operation lists the contents of the HP-UX directory specified by the optional devicefile. The output is
similar to that of the 1s -alFFH command, except that the owner, group, and date information is not printed.

RESTORE

The restore operation is provided as a recovery mechanism in the event that a disk becomes totally cor-
rupted. It copies data from a properly formatted bootable tape to disk. When this tape contains a back-up
image of the disk, the entire disk is restored. To create a properly formatted tape (DDS ONLY), the following
commands should be executed:

dd if=/usr/lib/uxbootlf.700 of=/dev/rmt/Omn bs=2k
dd if=/dev/rdsk/1ss of=/dev/rmt/Om bs=64k

The first dd(1) puts a boot area on the tape, making it a bootable image. Once the boot image is on tape,
the tape is nof rewound. The next dd appends an image of the disk to the tape. This whole process takes
about one hour for a 660Mb HP2213 disk. To avoid later problems with fsck(1) after the disk is restored,
bring the system to single-user mode and type sync a few times before doing the second dd. Once created,
the tape can be used to completely restore the disk:

1.  Insert the tape into the tape drive.
2. Instruct the machine to boot to ISL from the tape.

This is usually done by specifying scsi.3 as the boot path.
3.  Enter the following in response to the ISL prompt:
ISL> hpux restore disk(scsi.1;0)

This restores the disk image from the tape to the actual disk at scsi.l. ANY EXISTING DATA ON THE DISK
WILL BE LOST. The restoration process also takes about one hour for a 660Mb drive.

WARNING: This command destroys the contents of the device specified by devicefile. Also, this command
may be replaced in the future by superior installation and recovery mechanisms. At that time, this com-
mand will be removed.

EXAMPLES

166

As a preface to the examples which follow, here is a brief overview of HP-UX system boot-up sequences.

Automatic boot processes on various HP-UX systems follow similar general sequences. When power is
applied to the HP-UX system processor, or the system Reset button is pressed, processor-dependent code
(firmware) is executed to verify hardware and general system integrity (see pdc(1M)). After checking the
hardware, pdc announces that the user has the option to override the autoboot sequence by pressing the
Esc key. At that point, a message resembling the following usually appears on the console.

(¢) Copyright. Hewlett-Packard Company. 1991.
All rights reserved.

PDC ROM rev. 130.0
32 MB of memory configured and tested.

Selecting a system to boot.
To stop selection process, press and hold the ESCAPE key...

If no keyboard activity is detected, pdc commences the autoboot sequence by loading isl (see isl(1M)) and
transferring control to it. Since an autoboot sequence is occurring, is! merely announces itself, finds and
executes the autoexecute file which, on an HP-UX system, requests that Apux be run with appropriate
arguments. Messages similar to the following are displayed on the console:

Booting from: scsi.6 HP 2213A
Hard booted.

ISL Revision A.00.09 March 27, 1990
ISL booting hpux boot disk(;0)/hp-ux
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hpux then announces the operation it is performing, in this case boot, the devicefile from which the load
image comes, and the TEXT size, DATA size, BSS size, and start address of the load image. The following is
displayed before control is passed to the image.

Secondary Loader 9000/700

Revision 1.1

Booting disk(scsi.6;0x0)/hp-ux
966616+397312+409688 start 0x6¢50

The loaded image, in this case an HP-UX operating system kernel, then starts by giving numerous
configuration and status messages.

In order to use hpux interactively, isl must be brought up in interactive mode by pressing the Esc key dur-
ing the interval allowed by pdc(1M). pdc then searches for and displays all bootable devices then presents
a set of boot options. If the appropriate option is chosen, pde loads isl(1M) and is! interactively prompts for
commands. Informatjon similar to the following is displayed:

Selection process stopped.

Searching for Potential Boot Devices.
To terminate search, press and hold the ESCAPE key.

Device Selection Device Path Device Type
PO scsi.6.0 QUANTUM PD210S
P1 sesi.1.0 HP 2213A

p2 lan fififf-fifff.f.f hpfoobar

b) Boot from specified device

s) Search for bootable devices

a) Enter Boot Administration mode
x) Exit and continue boot sequence

Select from menu: b p0 isl

Trying scsi.6.0
Boot path initialized.

Attempting to load IPL.

Hard booted.

ISL Revision A.00.09 March 27, 1990
ISL>

Although all the operations and options of Apux can be used from isl interactively, they can also be executed
from an autoexecute file. In the examples below, all user input is in boldface type.

Boot
ISL> hpux boot disk(scsi.0;0)/hp-ux
Secondary Loader 9000/700
Revision 1.1
Booting disk(scsi.0;0)/hp-ux
966616+397312+409688 start 0x6c50

If ISL has been booted from the disk at scsi.0, the command
hpux
would be equivalent to the example.
Booting a CDF

ISL> hpux boot disk(scsi.0;0)/hp-ux+/localroot
Secondary Loader 9000/700
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Revision 1.1
Booting disk(scsi.0;0)/hp-ux+/localroot
966616+397312+409688 start 0x6¢50

In this example, the context localroot is booted. If it were omitted Apux would try each context from the list
specified in the defaults section of this man page until finding a match. That context would then be booted.

Booting Another Kernel

ISL> hpux boot disk(scsi.6;0)/vmunix.new
Secondary Loader 9000/700

Revision 1.1

Booting disk(scsi.6;0)/vmunix.new
966616+397312+409688 start 0x6¢50

Here hpux initiates a boot operation where the name of the object file is vmunix.new.
Booting from LAN

ISL> hpux boot lan(;0)hp-ux
Secondary Loader 9000/700

Revision 1.1

Booting lan(;0)hp-ux
966616+397312+409688 start 0x6¢50

This example shows how to boot a diskless client from the LAN. It assumes that ISL was also booted from
the LAN. The file name must be specified and be no more than 127 characters in length. Booting to isf from
a local disk and then requesting an image to be loaded from the LAN is not supported.

If hp-ux is the target of the intended boot operation, and it is being booted from CORE LAN , the command
hpux
is equivalent to the above example.

Booting from a Raw Device

ISL> hpux boot tape(scsi.3;0)
Secondary Loader 9000/700

Revision 1.1

Booting tape(scsi.3;0)
966616+397312+409688 start 0x6¢c50

This example shows booting from a raw device (i.e., no file system is on the device). It assumes that a ker-
nel has been put onto tape with dd(1) and a 2K-byte block size. Note that no file name is specified in the
devicefile. The device is a DDS tape drive and therefore tape is the manager used.

Booting to Single User Mode
ISL> hpux -is boot disk(scsi.0;0x0)/hp-ux
Secondary Loader 9000/700
Revision 1.1
Booting disk(scsi.0;0)/hp-ux
966616+397312+409688 start 0x6¢50

Kernel Startup Messages Omitted
INIT: Overriding default level with level ’s’

INIT: SINGLE USER MODE
WARNING: YOU ARE SUPERUSER !!

#

In this example, the -i option is used to make the system come up in run-level s, for single user mode of
operation.
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Listing Directory Contents

ISL> hpux Is disk()/.
Secondary Loader 9000/700
Revision 1.1

drwxr—xr—x 9 2048 /
drwxr—xr—x 6 2048 ../
drwxr—xr—x 2 4096 lost+found/
—IW—TIW—T—— 1 746 .profile
drwxrwxr—x 2 1024 bin/
drwxr—xr—x 12 1024 dev/
drwxrw xr—x 5 1024 etc/
drwxrwxrwx 2 64 tmp/
drwxrw xr—x 3 1024 usr/
Hrwxrwxr—x 3 1024 foo+
—IWXI—Xr—X 1 884736 hp-ux*
—IWXTr—XT—X 1 884736 SYSBCKUP*

—IWXTI—XTr—X 1 1032192 hp-ux.test*

The contents of the root directory (/) on the root disk are listed. The format shows the file protections,
number of links, and size in bytes for each file in the directory. There are three available kernels to boot:
hp-ux, hp-ux.test, and SYSBCKUP. Listing the files of a diskless server from a diskless client is not sup-
ported.

Getting the Version

ISL> hpux -v

Secondary Loader 9000/700

Revision 1.1

@(#) Revision 1.1 Wed Dec 10 17:24:28 PST 1986

ISL>
The -v option is used to get more detailed information about the version of Apuzx.
Installing/Recovering a System

ISL> hpux restore disk(scsi.6;0)

Restore scsi.6
Skipping boot area
Skip done
Copying tape

Copy done 10560
Restoration Done.

The restore command will copy a specially formatted DDS tape to disk. This is useful when copying the
install image or a back-up of your disk from tape. The restore command displays forward progress as it
positions on the tape and copies data to the disk. The final message indicates that the restore has com-
pleted and, in this case, 10560 blocks of 64k bytes has been copied. Currently, the restore command only
supports disk devices as output.

WARNING: This command destroys the contents of the specified target device. Also, this command may be
replaced in the future by superior installation and recovery mechanisms. At that time, this command will
be removed.

DIAGNOSTICS
When errors occur, hpux prints diagnostic messages indicating the cause of the error:

bad number in minor spec
Illegal minor number in devicefile specification.
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Unable to initialize boot device
The device specified by devicefile cannot be initialized. Check cables, addresses, and device status
(On-line/Off-line).

No such command
Illegal or unknown command specified.

Bad fs magic
Device has a file system of unknown type or no file system.

bad number in flags spec
number argument specified with the -f option is invalid.

bad magic
Specified object file does not have a legal magic number.

Exec failed
An unknown error caused a failure while launching the application, or the application returned
prematurely.

isl not present, please hit system RESET button to continue
An unsuccessful boot operation has overlaid is! in memory making it impossible to return control to
isl.

short read
Specified object file is internally inconsistent. It is not long enough.

would overlay
Loading the specified object file would overlay hpux.

BTLAN: Using /hp-ux instead
Encountered a boot request by a cluster client asking for a filename more than seven characters in
length. Apux cannot supply that file and is launching Ap-ux instead.

Unable to open lif file
The lif(4) file to be booted is not bootable or does not exist.

bad number in path spec
A number or mnemonic specified as the path is invalid.

iodc_open failure in fopen
devicefile specifies a path that cannot be opened. See Unable to initialize boot device .

SEE ALSO
boot(1M), fsck(1M), init(1M), isl(1M), pde(1M), errno(2), a.out(4), inittab(4), magic(4).
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NAME
hpux - HP-UX bootstrap and installation utility

SYNOPSIS

hpux[-0][-F][-m[p|s|x]][-alC|R|S|D]devicefile | [ £number ][ -istring ][ boot ] [ devicefile ]
hpux install [ from devicefile | [ to devicefile ]
hpux Is [ devicefile |
hpux set autofile devicefile string
hpux show autofile [ devicefile ]
hpux -v

Obsolete:
hpux copy devicefile devicefile

DESCRIPTION
hpux is the HP-UX-specific initial system loader (isl(1M)) utility for bootstrap and first-time installation. It
supports the following operations as indicated in the SYNOPSIS section above:

boot Loads an object file from an HP-UX file system or raw device and transfers control to
the loaded image.

install Used during first time installation. Attempts to execute an install image from a prop-
erly formatted installation device.

Is Lists the contents of HP-UX directories in a format similar to /s(1).

show autofile Displays the contents of the autoexecute file.
set autofile = Changes the contents of the autoexecute file to that specified by string.
-v Display the release and version numbers of the Apux utility.

copy Obsolete. May not work on your system. Copies data between HP-UX files and/or raw
devices. This operation is not recommended because it may damage your file systems.

hpux commands can be given interactively from the keyboard, or provided in an isl autoexecute file.

NUMBERS
hpux accepts numbers (i.e. numeric constants) in many of its options. Numbers follow the C language nota-
tion for decimal, octal, and hexadecimal constants. A leading 0 (zero) implies octal and a leading 0x or 0X
implies hexadecimal. For example, 037, 0x1F, 0X1f, and 31 all represent the same number: decimal 31.

DEVICEFILES
hpux boot, install, Is, and copy operations accept devicefile specifications, which have the following for-
mat:

manager(w /x.y.z;n,s)filename

They are called devicefiles because they are composed of a device name part and a file name part. In the
device part, manager(w/x.y.z;n,s), manager is the name of an HP 9000 Series 800 I/O System manager (i.e.
device driver) such as disc0. W/x.y.z is the physical hardware path to the device, identifying bus convert-
ers, slot numbers, and hardware addresses. (Bus converter specifications are necessary only for models
with bus converters such as the Model 850. hpux only allows one level of bus converters). N is the minor
number which controls manager dependent functionality. S is the file skip count. For devices, this parame-
ter describes how many files must be skipped (from the beginning of the tape) before the desired file can be
accessed. It has a default value of 0, and is completely ignored for other devices. The file name part,
filename, is a standard HP.UX path name. Some hpux operations have defaults for particular components.
A devicefile specification containing a device part only specifies a raw device. A devicefile specification con-
taining a file name implies that the associated device part names a device containing an HP-UX file system.
The named file resides in that file system. For example, a typical boot devicefile specification is
disc0(2/4.0.0;0)hp-ux.

Managers
Currently, hpux supports the disc0, discl, disc2, disc3, disc30, tapel, tape2, and lanl managers. Disc0
manages all CS/80 disks connected via HP-IB, including cartridge tape devices, and disc2 manages all
Cs/80 disks connected via the HP27111 interface. discl manages all CS/80 disks connected via NIO HP-IB,
including cartridge tape devices. disc3 manages all disks connected via SCSI, including cartridge tape
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devices, and disc30 manages all auto-changer type disk devices. lanl manages remote boot through the
HP28652A NIO based LAN interface. Remote boot is currently supported on this card only and not on any
CIO- based LAN card. tapel manages the HP7974, HP 7978, and HP 7980 tape drives via HP-IB, and tape2
manages tape drives via SCSI.

Hardware Paths
The hardware path in a devicefile specification is an arbitrary-length string of numbers, each suffixed by
slash, (/), followed by an arbitrary-length string of numbers separated by periods (.). Each number
identifies a hardware component. Hardware components suffixed by slashes indicate bus converters and
may not be necessary on your machine. A single number is the shortest path specification. In w/x.y.2
above, w would be the bus converter number, x would be the MID-BUS module number, ¥ would be the CIO
slot number, and z would be the HP-IB address or HP 27111 bus address.

Minor Numbers
The minor number, 7, in a devicefile specification controls driver-dependent functionality. The HP-UX Sys-
tem Administrator manuals describe specific minor number encodings for individual drivers. Since hpux
manages its own logical units, it consequently ignores any logical unit information that may be specified in
the minor number field of a devicefile. For more information on the minor number formats for disc0, disc1,
disc2, disc3, disc30, tapel, tape2, lanl, refer to the HP-UX System Administrator manuals for your sys-
tem.

Skip Counts
The skip count, s, in a devicefile specification controls how many files must be skipped before the desired file
is reached. It is relative to the beginning of the tape, and is defined only for tapel and tape2 devices. It is
ignored for all others. If not specified, 0 is assumed.

File Names
File names are standard HP-UX path names. No preceding slash (/) is necessary and specifying one will
cause no problems. File names are not root (i.e. /) relative. For example, with disc0, discl, disc2, and
disc3, they are relative to the section specified in the minor number (in the device part) of the devicefile
specification.

Context-Dependent Files
A file name can specify a context-dependent file (see cdf(4)). This is done in either of two ways. If the file
name is of the form,

filename +/context

the operation is performed on confext within the file specified by filename. If the path name is of the form,
filename

and the file is a CDF, a default context is chosen for the operation (see DEFAULTS).

DEFAULTS
Default values chosen by hpux to complete a command are obtained through a sequence of steps. First, any
components of the command specified explicitly are used. If the command is not complete, Apux attempts to
construct defaults from information maintained by pdc(1M). If sufficient information to complete the com-
mand is unavailable, the autoexecute and clusterconf files are searched. On a search failure for any rea-
son, any remaining unresolved components of the command are satisfied by hard-coded defaults. The fol-
lowing sections detail how specific components will default.

Managers
The choice for a default manager is determined exactly as stated above. However, there is no hard-coded
default. If none can be chosen, this is an error.

Hardware Paths
When the hardware path element is not specified, Apux obtains a default for it from information maintained
by pde. Like the default for the manager element, the hardware path element has no hard-coded default.

Minor Numbers
If the minor number element is not supplied, a default will be taken from the aufoexecute file since pdc does
not supply any minor number information. Failing that, the hard-coded default of 0 is used.

Skip Counts
When the skip count is not specified, the hard-coded default of 0 is always used. Other sources providing a
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default value for this element are ignored.

File Names
For the boot command, a devicefile specification without a file name element indicates that the boot device
does not contain an HP-UX file system. It is thus interpreted as a NULL file name instead of a missing file
name. And so, the file name is not defaulted. A completely missing devicefile specification does imply a
missing file name and will be defaulted as usual. Since pdc maintains no information about file names,
either the aufoexecute file contents or the hard-coded default of hp-ux is chosen.

For the 1s command, the default file name taken from the autoexecute file is ignored. The default value is
always the hard-coded value, . (period).

For the install command, only components of the from devicefile can be defaulted.

Context-Dependent Files
For the boot command, if the file is a CDF, the autoexecute file is searched for the default context. Failing
that, the /etc/clusterconf (see clusterconf(4)) file is searched for the node name which is then used as the
context. Finally, if all else fails, the hard-coded default, localroot, is chosen.

For the Is command, the defaults supplied by the aufoexecute and /etc/clusterconf files are ignored. The
hard-coded value, localroot, is also ignored. Contents of a CDF can be displayed by specifying the file
name with an appended +.

boot OPERATION
The boot operation loads an object file from an HP-UX file system or raw device as specified by the optional
devicefile. It then transfers control to the loaded image.

Any missing components in a specified devicefile are supplied with a default. For example, a devicefile of
vmunix.new would actually yield disc0(8.0.0;0)vmunix.new and a devicefile of (8.0.1)hp-ux, for booting
from the disk at HP-IB address 1, would yield disc0(8.0.1;0)hp-ux. Regardless of how incomplete the
specified devicefile may be, boot announces the complete devicefile specification used to find the object file.
Along with this information, boot gives the sizes of the TEXT, DATA, and BSS, segments and the entry
offset of the loaded image, before transferring control to it.

The boot operation accepts several options. Their meanings are:

-a[C | R| S | D] devicefile
This option takes a devicefile specification (see DEVICEFILES) and passes it to the loaded
image. If that image is an HP-UX kernel, the kernel will erase its predefined IO
configuration, and configure in the specified devicefile. When the C, R, S, or D option is
specified, the kernel configures the device as the console, root, swap, or dump device,
respectively. Note that -a can be repeated multiple times and that its use implies the -o
option.

fnumber This option takes a number (see NUMBERS) and passes it as the flags word to the loaded
image.

-istring  This option accepts a string that specifies the initial run-level for init(1M). Note that the
run-level specified will override any run-level specified in an initdefault entry in
Jetc/inittab (see inittab(4)).

-0 This option passes the console and boot device paths and drivers to the loaded image. If
that image is an HP-UX kernel, the kernel will erase its predefined I/O configuration, and
replace its console and root device paths and drivers with those passed from boot. In addi-
tion, the primary swap device is also placed on the boot device. This is useful for forcing a
boot if the kernel has an incorrect I/O configuration.

-mplsix]
If the loaded image is an HP-UX kernel, this option controls the kernel’s choice of which sec-
tion in a mirrored root should be ONLINE. Without this option, the kernel chooses the sec-
tion that was ONLINE when the system went down, or the primary section if both sections
were ONLINE. -m alone causes the kernel to use the previously OFFLINE section, or the
secondary section if both sections were previously ONLINE. -mp and -ms specify the pri-
mary and secondary sections, respectively.
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If one of the mirrored disks is inaccessible, the kernel on rare occasions cannot tell if the
accessible disk was ONLINE when the system went down. Normally, it prints a message
asking for help, and halts, since an incorrect choice can cause data corruption. With -mx,
the kernel always uses the accessible disk, regardless of the possibility of corruption; it is
useful for the AUTO file on systems where availability is more important than reliability
(for example, a machine controller, or a system that provides access to a read-only database
of which there are other copies).

-F This option is for use with SWITCHOVER/UX software, which is not in the HP-UX core. It
tells the kernel to ignore any locks on the boot disk, and should only be used when it is
known that the processor with the lock is no longer running. Without this option, if a disk
is locked by another processor, the kernel refuses to boot from it, to avoid the corruption
that would result if the other processor were still using the disk.

boot currently places some minor restrictions on object files it can load. It accepts only the HP-UX
magic numbers SHAREMAGIC (0410) and DEMANDMAGIC (0413) (see magic(4)). The object file must
contain an Auxiliary Header of the HPUX_AUX_ID type and it must be the first Auxiliary Header (see
a.out(4)).

install OPERATION
The install operation is used during first-time installation to load and execute an install image from a
properly formatted installation device. The install operation is automatically translated to a boot opera-
tion from a devicefile based on the model of your system. The path to the install source device is usually the
same as the one specified to pdc but may be selected by the from option.

set autofile OPERATION
The set autofile operation overwrites the contents of the autoexecute file, autofile, with the string specified
(see autoexecute in EXAMPLES section).

show autofile OPERATION
The show autofile operation prints the contents of the autoexecute file, aufofile , on the display (see autoex-
ecute in EXAMPLES section).

copy OPERATION
The copy operation is obsolete and should not be used. It was originally used during first-time installation
to copy installation images from one device to another. Using this operation may damage your file system.

1s OPERATION
The ls operation lists the contents of the HP-UX directory specified by the optional devicefile. The output is
similar to that of the 1s -alFH command, except that the owner, group, and date information is not printed.

The default devicefile for s is generated in the same way as the devicefile for boot. However, the default
file name is “.”.

EXAMPLES
Before going over specific examples of the various options and operations of Apux, here is an outline of the
steps taken in the automatic boot process. Although the hardware configuration and boot paths shown are
for a single Series 800 machine, the user interfaces are consistent across all models. When the system
RESET button is depressed, pde executes self-test, and assuming the hardware passes, pdc announces
itself, issues a BELL, and gives the user 10 seconds to override the autoboot sequence, by entering any
character. The following is typically displayed on the console.

Processor Dependent Code (PDC) revision 2

Console path =8.1.0.0.0.0.0
Primary boot path = 8.0.0.0.0.0.0
Alternate boot path = 8.2.3.0.0.0.0

Autoboot from primary boot path enabled. To override, press any key within 10 seconds.

If no character is entered within 10 seconds, pdc commences the autoboot sequence by loading isl and
transferring control to it. Because an autoboot sequence is occurring, isl merely announces itself, finds and
executes the aufoexecute file which, on an HP-UX system, requests that hpux be run with appropriate argu-
ments. The following is displayed on the console.

174 —4 - HP-UX Release 9.0: 4.23.92



hpux_800(1M) Series 800 Implementation hpux_800(1M)

10 seconds expired.
Booting.

Console I0 Dependent Code (IODC) revision 1
Boot IO Dependent Code (IODC) revision 1

Booted.
ISL Revision 2634 August, 1986
ISL booting hpux

Next Apux announces the operation it is performing, in this case boot, the devicefile from which the load
image comes, and the TEXT size, DATA size, BSS size, and start address of the load image. The following is
displayed before control is passed to the image.

Boot,
: disc0(8.0.0;0x0)hp-ux
966616+397312+409688 start 0x6¢50

Lastly, the loaded image, in this case an HP-UX operating system kernel, starts by giving numerous
configuration and status messages. The system in the following example eventually comes to init run-level
2 for multi-user mode of operation.

Beginning I/O System Configuration.
cio_ca0 address = 8
hpib0 address = 0
discO Iu = 0 address = 0
discOlu =1 address =1
discO lu =2 address = 2
discO Iu = 3 address = 3
mux0 lu =0 address =1

More deieted for brevity

graph0 lu 0 address 12

I/O System Configuration complete.

Configure called

@(#)9245XA HP-UX (sys.A.B1.10/S800) #1: Wed Dec 10 17:24:28 PST 1986
real mem = 8386560

lockable mem = 3297280

avail mem = 5197824

using 204 buffers containing 837632 bytes of memory

In order to use the operations and options of Apux, isl must be brought up in interactive mode. To do this
simply enter a character during the 10-second interval allowed by pdc(1IM). pdc then asks if the primary
boot path is acceptable. Answering yes (Y) is usually appropriate. pdec then loads isl and is! interactively
prompts for commands. The following is displayed.

Boot from primary boot path (Y or N)?> Y
Booting.

Console I0 Dependent Code (I0DC) revision 1
Boot I0 Dependent Code (IODC) revision 1

Booted.
ISL Revision 2634 August, 1986
ISL>

Although all the operations and options of Apux can be used from isl interactively, they can also be executed
from an autoexecute file. In the examples below, all user input is in boldface type.
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Default Boot
ISL> hpux

Boot
: disc0(8.0.0;0x4)hp-ux
966616+397312+409688 start 0x6c50

Entering hpux initiates the default boot sequence. The boot path read from pdc is 8.0.0, the manager asso-
ciated with the device at that path is disc0, the minor number, in this case derived from the aufoexecute
file, is 4 specifying section 4 of the disk, and the object file name is hp-ux.

Booting Another Kernel
ISL> hpux vmunix.new

Boot
: disc0(8.0.0;0x0)vmunix.new
966616+397312+409688 start 0x6c50

Here hpux initiates a boot operation where the name of the object file is vmunix.new.

Booting from Another Section
ISL> hpux (;3)sys.azure/S800/vmunix

Boot
: disc0(8.0.0;0x3)sys.azure/S800/vmunix
966616+397312+409688 start 0x6¢50

In this example, a kernel is booted from another section of the root disk. For example, let’s say that kernel
development takes place under /mnt/azure/root.port which happens to reside in its own section, section 3
of the root (i.e. default boot) disk. By specifying a minor number of 3, in the above example, the object file
sys.azure/S800/vmunix is loaded from /mnt/azure/root.port.

Booting from Cartridge Tape
ISL> hpux (;4194336)hp-ux

Boot
: disc0(8.0.0;0x400020)hp-ux
966616+397312+409688 start 0x6c50

In this example, the default boot device is an HP7914 disk with a cartridge tape at unit 1. The minor
number has the cartridge tape flag set and specifies unit 1, section O of the device. Although the minor
number was entered in decimal format, the hexadecimal form would be accepted. Since a file name is
specified, it is assumed that section 0 contains a file system.

Booting from Another Disk
ISL> hpux (8.0.1)hp-ux

Boot
: disc0(8.0.1;0x0)hp-ux
966616+397312+409688 start 0x6¢50

In this example, only the hardware path and file name are specified. All other values are boot defaults.
The object file comes from the file system in section 0 of the disk, at HP-IB address 1.

Booting from LAN

ISL> hpux lan1(32)hp-ux

Boot

:1an1(32;0x0)hp-ux

966616+397312+409688 start 0x6¢50
This example shows how to boot a cluster client from the LAN. Though this example specifies a devicefile,
using default boot, shown in a previous example, is also possible. For a boot operation other than default
boot, the file name must be specified and be no more than 11 characters in length. Booting to isl from a local
disk and then requesting an image to be loaded from the LAN is NOT supported.

Booting from a Raw Device
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ISL> hpux tapel(8.2.3;0xa0000,1)

Boot

: tape 1(8.2.3;0xa0000,1)

rewinding tape1(8.2.3;0xa0000,1) ... done
skipping 1 file ... done
966616+397312+409688 start 0x6¢50

This example shows booting from a raw device (i.e. no file system is on the device). Note that no file name
is specified in the devicefile. The device is an HP 7974 tape drive and therefore tapel is the manager used.
The tape drive is at CIO slot 2, HP-IB address 3. The first file on the tape will be skipped. The minor
number specifies a tape density of 1600 BPI and no rewind on close. Note that, depending on the minor
number, tapel requires the tape be written with 512 or 1024 byte blocks.

Booting to Single User Mode
ISL> hpux -is

Boot
: disc0(8.0.0;0x0)hp-ux
966616+397312+409688 start 0x6c50

Kernel Startup Messages Omitted
INIT: Overriding default level with level ’s’

INIT: SINGLE USER MODE
WARNING: YOU ARE SUPERUSER !!

#

In this example, the -i option is used to make the system come up in run-level s, for single user mode of
operation.

Booting with a Modified I/O Configuration
ISL> hpux -aC mux0(8.1) -a tapel(8.2.0)

Boot
: disc0(8.0.0;0x0)hp-ux
: Adding mux0(8.1;0x0)...
: Adding tape1(8.2.0;0x0)...
966616+397312+409688 start 0x6¢50
Beginning I/0 System Configuration.
cio_ca0 address = 8
hpib0 address = 0
discO lu = 0 address =0
mux0 lu =0 address =1
hpib0 address = 2
tapel lu = 0 address =0
I/0 System Configuration complete.

Additional Kernel Startup Messages Omitted

Here a tape driver is configured in at CIO slot 2, HP-IB address 0. Regardless of what was present in the
kernel’s original I/O configuration, the driver tapel is now configured at that hardware path. Similarly,
mux0 is configured in at CIO slot 1 which is to be the console. The only other devices configured are the
console and root device, which boot derived from pdc .

First-Time Installation
ISL> hpux install to disc0(8.0.0)

Boot

: tape1(8.2.3;0xa0000,1)

: Adding disc0(8.0.0;0x0)...

rewinding tape1(8.2.3;0xa0000,1) ... done
skipping 1 file ... done
966616+397312+409688 start 0x6¢50
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This is an example of the install operation on a model 840. In this example, pdc was instructed to boot
from the boot path, "8.2.3". Apux translated the install operation to a boot operation from this boot path
using defaults characteristic of the model 840. As a general rule, smaller systems (for example, model 815)
default to installing from cartridge tape while larger systems (such as, model 850) default to reel tape.

In this case, the optional to argument is used to force an installation to the HP-IB disk at "8.0.0". Apux
translates this option to an equivalent -a construct, which is necessary for installation. Though not shown
by this example, the source installation device could have been changed by specifying the from devicefile
argument. Any missing components of the devicefile associated with the from argument will be defaulted.
However, those associated with the to argument will not. The command in this example is functionally
equivalent to the following command on a model 840.

ISL> hpux -a disc0(8.0.0) tapel(8.2.3;0xa0000,1)

Note: Due to variety of tasks being performed and the slow nature of tape based boot devices, this opera-
tion my take a good deal of time before announcing completion. Forward progress can be monitored by
watching the tape or seven segment display on your machine.

Displaying the autoexecute file

ISL> hpux show autofile
Show autofile
: AUTO file contains (hpux -i2)

In this example, show autofile is used to print the contents of the aufoexecute file residing in the boot area,
section 6, on the device from which Apux was booted. Optionally, a devicefile may be specified in order to
read the autoexecute file from the boot area of some other boot device.

Changing the autoexecute file

ISL> hpux set autofile (;6) "hpux (;4)hp-ux.std"
Set autofile
: AUTO file now contains "hpux (;4)hp-ux.std"

This example shows how to change the contents of the autoexecute file. Once done, the system may be reset
and the new command will be used during any unattended boot.

Listing Directory Contents

ISL> hpux Is

Ls : disc0(8.0.0;0x4).
drwxr-xr-x 9 2048 ./

drwxr-xr-x 6 2048 ../
drwxr-xr-x 2 4096 lost+found/
-TW-IW-T - - 1 746 .profile
drwxrwxr -x 2 1024 bin/
drwxr-xr-x 12 1024 dev/
drwxrwxr -x 5 1024 etc/
drwxrwxrwx 2 64 tmp/
drwxrwxr - x 3 1024 usr/
Hrwxrwxr -x 3 1024 foo+

- YWXT - XT -X 1 884736 hp-ux*

- TWXT - XT -X 1 884736 SYSBCKUP*
-TWXI-XTr-X 1 1032192 hp-ux.test*

The contents of the root directory (/)ontheroot The format shows the file protections, number of links, and
size in bytes for each file in the directory. There are three available kernels to boot: hp-ux, hp-ux.test,
and SYSBCKUP. Listing the files of a cluster server from a cluster client is not supported. Listing files
within a CDF may be done by appending a ”+” to the CDF file name. For example, ISL> hpux Is foo+ will
list the contents of the foo CDF.

Getting the Version

178

ISL> hpux -v
Release: 1.1

Release Version:
@(#)9245XA HP-UX (sys.A.B1.10/HPUXBOOT) #1: Wed Dec 10 17:24:28 PST 1986

-8- HP-UX Release 9.0: 4.23.92



hpux_800(1M) Series 800 Implementation hpux_800(1M)

The -v option is used to get the version numbers of Apux.

DIAGNOSTICS
In the instance of an error hpux prints diagnostic messages which indicate the cause of the error. These
messages may be grouped General, Boot, Copy, Configuration, and System Call. A description of the Sys-
tem Call error messages may be found in errno(2). The remaining messages are described below.

General
bad minor number in devicefile spec
The minor number in the devicefile specification is illegal.

bad path in devicefile spec
The hardware path in the devicefile specification is illegal.

command too complex for parsing
The command line contains too many arguments.

no path in devicefile spec
The devicefile specification does not contain a hardware path component and must.

panic (in hpuxboot): (display==number, flags==number) string
A severe internal hpux error has occurred. Report to your nearest HP Field Representative.
Boot

bad magic
The specified object file does not have a legal magic number.

bad number in flags spec
The flags specification in the -f option is illegal.

booting from raw character device
In booting from a raw device, the manager specified only has a character interface. This may cause
problems if the block size is incorrect.

Isl not present, please hit system RESET button to continue
An unsuccessful boot operation has overlaid is/ in memory. It is impossible to return control to isl.

short read
The specified object file is internally inconsistent, it is not long enough.

would overlay
Loading the specified object file would overlay hpux.

Copy
cannot open destination device/file

The destination device or file could not be opened for writing.
cannot open source deviceffile
The source device or file could not be opened for reading.
fchmod failure (warning only)
The access mode of the destination file could not be changed.
fchown failure (warning only)
The owner and/or group of the destination file could not be changed.
fstat failure (warning only)
One or more of the owner, group, or mode of the source file could not be determined. The default
values of owner and group are 0 and 0. The default mode is 0777.
read failure
An error was encountered reading from the source device or file.
umount failure on destination device
The destination device could not be dismounted. Its file system may have been damaged as a result.
fsck should be run before mounting the file system.

umount failure on source device
The source device could not be dismounted. Since it was mounted read-only, the integrity of its file
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system is not at risk.

write failure
An error was encountered writing to the destination device or file.

Configuration
cannot add path, error number
An unknown error has occurred in adding the hardware path to the I/O tree. The internal error
number is given. Contact your HP Field Representative.

driver does not exist
The manager specified is not configured into Apux.

driver is not a logical device manager
The manager name given is not that of a logical device manager and cannot be used for direct I/O
operations.

error rewinding device
An error was encountered attempting to rewind a device.

error skipping file
An error was encountered attempting to forward-space a tape device.

negative skip count
The skip count, if specified, must be greater than or equal to zero.

no major number
The specified manager has no entry in the block or character device switch tables.

path incompatible with another path
Multiple incompatible hardware paths have been specified.

path long
The hardware path specified contains too many components for the specified manager.

path short
The hardware path specified contains too few components for the specified manager.

table full
Too many devices have been specified to Apux.

SEE ALSO
boot(1M), fsck(1M), init(1M), isl(IM), pdc(1M), errno(2), a.out(4), inittab(4), magic(4).
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NAME

ifconfig (1M)

ifconfig - configure network interface parameters

SYNOPSIS

1fconfig interface address_family [ address [ dest_address |] [ parameters ]
1fconfig interface [ address_family |

DESCRIPTION

1fconfig is used to assign an address to a network interface and/or configure network interface parame-
ters. 1fconfig must be used at boot time to define the network address of each interface present on a
machine. It can also be used at other times to redefine an interface’s address or other operating parame-

ters.

Command-Line Arguments

interface

A string of the form name unit, such as 1an0. (See DEPENDENCIES.)

address_family Name of protocol on which naming scheme is based. An interface can receive transmissions

address

dest_address

parameters

in differing protocols, each of which may require separate naming schemes. Therefore, it is
necessary to specify the address_family, which may affect interpretation of the remaining
parameters on the command line. The only address family currently supported is inet
(DARPA-Internet family).

Either a host name present in the host name database (see hosts(4)), or a DARPA Internet
address expressed in Internet standard “dot notation”. The host number can be omitted on
10-Mbyte/second Ethernet interfaces (which use the hardware physical address), and on
interfaces other than the first.

Address of destination system. Consists of either a host name present in the host name
database (see hosts(4)), or a DARPA Internet address expressed in Internet standard “dot
notation”.

The following operating parameters can be specified:

up Mark an interface “up”. Enables interface after an “ifconfig down.”
Occurs automatically when setting the address on an interface. Set-
ting this flag has no effect if the hardware is “down”. ’

down Mark an interface “down”. When an interface is marked “down”, the
system will not attempt to transmit messages through that interface.
If possible, the interface will be reset to disable reception as well.
This action does not automatically disable routes using the interface.

trailers Request the use of a “trailer” link-level encapsulation when sending.
If a network interface supports trailers, the system will, when
possible, encapsulate outgoing messages in a manner that minimizes
the number of memory-to-memory copy operations performed by the
receiver. On networks that support Address Resolution Protocol, this
flag indicates that the system should request that other systems use
trailers when sending to this host. Similarly, trailer encapsulations
will be sent to other hosts that have made such requests. Currently
used by Internet protocols only (see NOTES).

-trailers Disable the use of a “trailer” link-level encapsulation (default).

arp Enable the use of Address Resolution Protocol in mapping between
network level addresses and link-level addresses (default). This is
currently implemented for mapping between DARPA Internet
addresses and 10-Mbyte/second Ethernet addresses.

-arp Disable the use of Address Resolution Protocol.

metric n Set the routing metric of the interface to n, default 0. The routing
metric is used by the routing protocol (see gated(lm)). Higher
metrics have the effect of making a route less favorable; metrics are
counted as additional hops to the destination network or host.
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debug Enable driver-dependent debugging code. This usually turns on
extra console error logging.

-debug Disable driver-dependent debugging code.

netmask mask

(Inet only) Specify how much of the address to reserve for subdividing
networks into sub-networks. mask includes the network part of the
local address, and the subnet part which is taken from the host field
of the address. mask can be specified as a single hexadecimal
number with a leading 0x, with a dot-notation Internet address, or
with a pseudo-network name listed in the network table (see net-
works(4)). mask contains 1’s for each bit position in the 32-bit
address that are to be used for the network and subnet parts, and 0’s
for the host part. mask should contain at least the standard network
portion, and the subnet field should be contiguous with the network
portion.

broadcast (Inet only) Specify the address that represents broadcasts to the net-
work. The default broadcast address is the address with a host part
of all T’s.

ipdst (NS only) This is used to specify an Internet host that is willing to
receive IP packets encapsulating NS packets bound for a remote net-
work. In this case, an apparent point-to-point link is constructed,
and the address specified is taken as the NS address and network of
the destination.

The command:
ifconfig interface

with no optional command arguments supplied displays the current configuration for inferface. If
address_family is specified, 1fconfig reports only the details specific to that address family. Only a
user who has appropriate privileges can modify the configuration of a network interface.

DEPENDENCIES
The name of an interface associated with a LAN card is 1an, and its unit is determined as follows:

Series 300/400:
The LAN card with the lowest select code is given the interface unit number 0; the LAN card with the next
higher select code is given the interface unit number 1; and so on.

Series 700/800:
The LAN card in the lowest hardware module in the backplane is given interface unit number 0; the LAN
card in the next higher hardware module is given interface unit number 1; and so on. When there are two
or more LAN cards in a module (e.g. CIO), interface unit numbers are assigned to LAN cards in slot order
before being assigned to cards in the next higher module. For example, consider a system with two LAN
cards in CIO module 4 (slot 3 and slot 7) and one LAN card in CIO module 8 (slot 5). The three cards are
assigned interface unit numbers 0, 1, and 2, respectively.

The lanscan command can be used to display the name and unit number of each interface that is associ-
ated with a LAN card (see lanscan(1M)).
NOTES
Currently, all HP 9000 systems can receive trailer packets but do not send them. Setting the trailers flag
has no effect.
DIAGNOSTICS
Messages indicating that the specified interface does not exist, the requested address is unknown, or the
user is not privileged and tried to alter an interface’s configuration.
SEE ALSO
netstat(1), lanconfig(1m), lanscan(1m) hosts(4), routing(7).
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NAME
inetd - Internet services daemon

SYNOPSIS
letc/inetd [ -1]
lete/inetd [ -c ]
letc/inetd [ -k ]

DESCRIPTION
inetd, the Internet super-server, invokes Internet server processes as needed. It must be running before
other hosts can connect to the local host through rep, remsh, rlogin, ftp, and felnet. inetd also supports ser-
vices based on the Remote Procedure Call (RPC) protocol (NFS), such as rwalld and rusersd. If RPC servers
are started by inetd, portmap (1M) must be started before inetd.

inetd allows one daemon to invoke many servers, thus reducing load on the system. It is normally started
at system boot time. Only one inetd can run at any given time.

inetd starts servers for both stream and datagram type services. For stream services, inetd listens for con-
nection requests on Internet stream sockets. When it finds a connection on one of its sockets, it decides
which service the socket corresponds to, and then forks and invokes a server for the connection, passing the
connected socket to the server as stdin and stdout. It then returns to listening for connection requests.

For datagram services, inetd waits for activity on Internet datagram sockets. When an incoming datagram
is detected, inetd forks and invokes a server, passing the socket to the server as stdin and stdout. It then
“waits,” ignoring activity on that datagram socket, until the server exits.

inetd is normally started by the script /etc/netlinkre which is run by /etc/re as part of boot-time initializa-
tion. Otherwise inefd can be started only by the super-user.

The Internet daemon and the servers it starts inherit the LANG and TZ environment variables and the
umask of the process that started the inetd. If inetd is started by the super-user, it inherits the super-
user’s umask, and passes that umask to the servers it starts. If desired, the script /etc/netlinkre can set
the umask before running iretd.

When invoked, inetd reads /etc/inetd.conf and configures itself to support whatever services are included
in that file (see inetd.conf(4)). inetd also performs a security check if the file /Jusr/adm/inetd.sec exists (see
inetd.sec(4)). If the Internet daemon refuses a connection for security reasons, the connection is shut down.
Most RPC-based services, if their first connection is refused, attempt to connect four more times at 5-second
intervals before timing out. In such cases, inefd refuses the connection from the same service invocation
five times. This is visible in the system log if inetd connection logging and syslogd logging for the daemon
facility are both enabled (see syslogd (1M)).

inetd provides several “trivial” services internally by use of routines within itself. The services are echo,
discard, chargen (character generator), daytime (human readable time), and time (machine readable
time in the form of the number of seconds since midnight, January 1, 1900). inetd provides both tcp- and
udp-based servers for each of these services. See inetd.conf(4) for instructions on configuring internal
servers.

The following options can be used with inetd:

-c Reconfigure the Internet daemon; in other words, force the current inetd to re-read
/etc/inetd.conf. This option sends the signal SIGHUP to the Internet daemon that is
currently running. Any configuration errors that occur during the reconfiguration are
logged to the syslogd daemon facility.

1 By default, inetd starts with connection logging disabled. If no inefd is running, the -1
option causes the inetd to start with connection logging enabled. Otherwise the -1 option
causes inefd to send the signal SIGQUIT to the inetd that is already running, which causes
it to toggle the state of connection logging.

When connection logging is enabled, the Internet daemon logs attempted connections to
services. It also logs connection attempts which fail the security check. This information
can be useful when trying to determine if someone is repeatedly trying to access your sys-
tem from a particular remote system (in other words, trying to break into your system).
Successful connection attempts are logged to the syslogd daemon facility at the info log
level. Connection attempts failing the security check are logged at the notice log level.
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inetd also logs whether the connection logging has been enabled or disabled at the info log

level.

-k Kill the current inetd. This option sends the signal SIGTERM to the Internet daemon that
is currently running, causing it to exit gracefully. This option is the preferred method of
killing inetd.

These options to inetd can be used only by the super-user.

DIAGNOSTICS
Diagnostics returned by the Internet daemon before it disconnects from the terminal are:

An inetd is already running
An attempt was made to start an Internet daemon when one is already running. It is incorrect
to call the Internet daemon a second time without the -¢, -k, or -1 option.

There is no inetd running
An attempt was made to reconfigure an Internet daemon when none was running.

Inetd not found
This message occurs if inetd is called with -c and another Internet daemon is running but can-
not be reconfigured. This occurs if the original Internet daemon died without removing its sema-
phore.

Next step: Do an inetd -k to remove the semaphore left by the previous Internet daemon, then
restart the daemon.

The following diagnostics are logged to the syslogd daemon facility. Unless otherwise indicated, messages
are logged at the error log level.

/etc/inetd.conf: Unusable configuration file
The Internet daemon is unable to access the configuration file /ete/inetd.conf. The error mes-
sage preceding this one specifies the reason for the failure.

letc/inetd.conf: line number: error
There is an error on the specified line in /etc/inetd.conf. The line in the configuration file is
skipped. This error does not stop the Internet daemon from reading the rest of the file and
configuring itself accordingly.

Next step: Fix the line with the error and reconfigure the Internet daemon by executing the
command inetd -c.

system_call: ...
system call failed. See the corresponding manual entry for a description of system_call. The
reason for the failure is explained in the error message appended to the system call name.

Cannot configure inetd
None of the services/servers listed in the configuration file could be set up properly, due to
configuration file errors.

Too many remote services running
The maximum number of remote services allowed to access the server system simultaneously
has been exceeded.

Next step: Consider increasing the number of simultaneous remote services allowed; see
inetd.conf(4).

file: \ found before end of line line
file can be either inetd.conf or inetd.sec. If a backslash is not immediately followed by an end
of line, it is ignored and the information up to the end of line is accepted. In this case the next
line of the file is not appended to the end of the current line. Unless all the information
required is present on a single line, configuration file error messages are also output. This mes-
sage is logged at the warning log level.

service/protocol: Unknown service
The call to the library routine getservbyname (see getservent(3N)) failed. The service is not
listed in /etc/services.
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Next step: Include that service in /etc/services or eliminate the entry for the service in
/ete/inetd.conf.

service/protocol: Server failing (looping), service terminated.
When inetd tries to start 40 servers within 60 seconds for a datagram service, it assumes that
the server is failing to handle the connection. To avoid entering a potentially infinite loop, inetd
issues this message, discards the packet requesting the socket connection, and refuses further
connections for this service. After 10 minutes, inetd tries to reinstate the service, and once
again accepts connections for the service.

service/protocol: socket: ...

service/protocol: listen: ...

service/protocol: getsockname: ...
Any one of the three errors above makes the service unusable. For another host to communi-
cate with the server host through this service, the Internet daemon needs to be reconfigured
after any of these error messages.

service/protocol: bind: ...
If this error occurs, the service is temporarily unusable. After 10 minutes, inetd tries again to
make the service usable by binding to the Internet socket for the service.

service/protocol: Access denied to remote host (address)
The remote host failed to pass the security test for the indicated service. This information can
be useful when trying to determine if someone is repeatedly trying to access your system from a
particular remote system (in other words, trying to break into your system). This message is
logged at the warning log level.

service/protocol: Connection from remote host (address)
When connection logging is enabled, this message indicates a successful connection attempt to
the specified service. This message is logged at the notice log level.

service/protocol: Added service, server executable
Keeps track of the services added when reconfiguring the Internet daemon. This message,
logged at the info log level.

service/protocol: New ...
Lists the new user ids, servers or executables used for the service when reconfiguring the Inter-
net daemon. This message is logged at the info log level.

service/protocol: Deleted service
Keeps track of the services deleted when reconfiguring the Internet daemon. This message is
logged at the info log level.

Security File (inetd.sec) Errors
The following errors are related to the security file inetd.sec:

/usr/adm/inetd.sec: Field contains other characters in addition to * for service
For example, field 2 of the Internet address 10.5%.8.7 is incorrect.

/usr/adm/inetd.sec: Missing low value in range for service
For example, field 2 of the Internet address 10.-5.8.7 is incorrect.

fusr/adm/inetd.sec: Missing high value in range for service
For example, field 2 of the Internet address 10.5-.8.7 is incorrect.

fusr/adm/inetd.sec: High value in range is lower than low value for service
For example, field 2 of the Internet address 10.5-3.8.7 is incorrect.

/usr/adm/inetd.sec: allow/deny field does not have a valid entry for service
The entry in the allow/deny field is not one of the keywords allow or deny. No security for this
service is implemented by inetd since the line in the security file is ignored. This message is
logged at the warning log level.

RPC Related Errors for NFS Users
These errors are specific to RPC-based servers:

HP-UX Release 9.0: 4.23.92 -3~ : 185



inetd (1M)

inetd (1M)
(Requires Optional LAN/X.25 Software)

/etc/inetd.conf: line number: Missing program number
/etc/inetd.conf: line number: Missing version number

Error on the specified line of /etc/inetd.conf. The program or version number for an RPC ser-
vice is missing. This error does not stop the Internet daemon from reading the rest of the file
and configuring itself accordingly. However, the service corresponding to the error message will
not be configured correctly.

Next step: Fix the line with the error, then reconfigure the Internet daemon by executing the
command inetd -c .

/etc/inetd.conf: line number: Invalid program number

AUTHOR
inetd was developed by HP and the University of California, Berkeley.
NFS was developed by Sun Microsystems, Inc.

Error on the specified line of /etc/inetd.conf. The program number for an RPC service is not a
number. This error does not stop the Internet daemon from reading the rest of the file and
configuring itself accordingly. However, the service corresponding to the error message will not
be correctly configured.

Next step: Fix the line with the error, then reconfigure the Internet daemon by executing the
command inetd -c.

FILES
/etc/inetd.conf list of Internet server processes.
/usr/adm/inetd.sec optional security file.
SEE ALSO
umask(1), portmap(1M), syslogd(1M), getservent(3N), inetd.conf(4), inetd.sec(4), protocols(4), services(4),
environ(5).
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NAME
init, telinit - process control initialization

SYNOPSIS
/ete/init [ 0123456SsQq ]

letc/telinit [ 0123456sSQqabc]

DESCRIPTION
init
init is a general process spawner. Its primary role is to create processes from a script stored in the file
letc/inittab (see inittab(4)). This file usually has inif spawn getty s on each line that users can login on. It
also controls autonomous processes required by any particular system.

init considers the system to be in a run level at any given time. A run level can be viewed as a software
configuration of the system where each configuration allows only a selected group of processes to exist. The
processes spawned by init for each of these run levels is defined in the inittab file. init can be in one of eight
run levels, 0-6 and S or s. The run level is changed by having a privileged user run /etc/init (which is
linked to /etc/telinit). This user-spawned init sends appropriate signals to the original inif spawned by the
operating system when the system was rebooted, telling it which run level to change to.

init is invoked inside the HP-UX system as the last step in the boot procedure. init first performs any
required machine-dependent initialization, such as setting the system context (see context(5)). Next init
looks for file /fetc/inittab to see if there is an entry of the type initdefault (see inittab(4)). If an initdefoult
entry is found, inif uses the run level specified in that entry as the initial run level to enter. If this entry is
not in inittab or inittab is not found, init requests that the user enter a run level from the logical system
console, /dev/syscon. If an S (s) is entered, init goes into the single-user level. This is the only run level that
does not require the existence of a properly formatted inittad file. If /etc/inittab does not exist, then by
default the only legal run level that init can enter is the single-user level. In the single-user level the logical
system console terminal /dev/syscon is opened for reading and writing, and the command /bin/su is
invoked immediately. To exit from the single-user run level, one of two options can be elected: First, if the
shell is terminated (via an end-of-file), inif reprompts for a new run level. Second, the init or felinit com-
mand can signal irit and force it to change the current system run level.

When attempting to boot the system, some processes spawned by init may send display messages to the sys-
tem console (depending on the contents of inittab). If messages are expected but do not appear during boot-
ing, it may be caused by the logical system console (/dev/syscon) being linked to a device that is not the
physical system console (/dev/systty). If this occurs, init can be forced to relink /dev/syscon to /dev/systty
by typing a delete on the physical system console.

When init prompts for the new run level, the operator can enter only one of the digits 0 through 6 or the
letter S or s. If S is entered inif operates as previously described in single-user mode with the additional
result that /dev/syscon is linked to the user’s terminal line, thus making it the logical system console. A
message is generated on the physical system console, /dev/systty, identifying the new logical system con-
sole.

When init comes up initially, and whenever it switches out of single-user state to normal run states, it sets
the ioctl(2) states of the logical system console, /dev/syscon, to those modes saved in the file
letclioctl.syscon. This file is written by inif whenever single-user mode is entered. If this file does not
exist when init wants to read it, a warning is printed and default settings are assumed.

If a 0 through 6 is entered init enters the corresponding run level. Any other input is rejected and a new
prompt is issued. If this is the first time init has entered a run level other than single-user, init first scans
inittab for special entries of the type boot and bootwait. These entries are performed, providing the run
level entered matches that of the entry before any normal processing of initfab takes place. In this way any
special initialization of the operating system, such as mounting file systems, can take place before users are
allowed onto the system. The inittab file is scanned to find all entries that are to be processed for that run
level.

Run level 2 is usually defined by the user to contain all of the terminal processes and daemons that are
spawned in the multi-user environment.

In a multi-user environment, the iniftab file is usually set up so that init creates a process for each terminal
on the system.
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For terminal processes, ultimately the shell terminates because of an end-of-file either typed explicitly or
generated as the result of hanging up. When init receives a child death signal telling it that a process it
spawned has died, it records the fact and the reason it died in /etc/utmp and /etc/wtmp if it exists (see
who(1)). A history of the processes spawned is kept in /etc/wtmp if such a file exists.

To spawn each process in the inittab file, init reads each entry and, for each entry which should be
respawned, it forks a child process. After it has spawned all of the processes specified by the inittab file, init
waits for one of its descendant processes to die, a powerfail signal, or until inif is signaled by init or telinit
to change the system’s run level . When one of the above three conditions occurs, inif re-examines the init-
tab file. New entries can be added to the inittab file at any time. However, inif still waits for one of the
above three conditions to occur. To provide for an instantaneous response, the init Q or init q command
can wake init to re-examine the inittab file.

If init receives a powerfail signal SIGPWR and is not in single-user mode, it scans inittab for special powerfail
entries. These entries are invoked (if the run levels permit) before any processing takes place by init. In
this way init can perform various cleanup and recording functions whenever the operating system experi-
ences a power failure. Note, however, that although init receives (SIGPWR) immediately after a power
failure, init cannot handle the signal until it resumes execution. Since execution order is based on schedul-
ing priority, any eligible process with a higher priority executes before init can scan inittab and perform the
specified functions.

When init is requested to change run levels (via telinit), init sends the warning signal (SIGTERM) to all
processes that are undefined in the target run level. init waits 20 seconds before forcibly terminating these
processes via the kill signal (SIGKILL). Note that ini¢ assumes that all these processes (and their descen-
dants) remain in the same process group inif originally created for them. If any process changes its process
group affiliation via either setpgrp(2) or setpgrp2(2), it will not receive these signals. (Common examples of
such a process are ksh (1) and csh(1)). Such processes need to be terminated separately.

telinit

telinit, which is linked to /etc/init, is used to direct the actions of inif. It takes a one-character argument
and signals init via the kill system call to perform the appropriate action. The following arguments serve
as directives to init:

0-6 tells init to place the system in one of the run levels 0 through 6.
a, b, ¢ tells inif to process only those /etc/inittab file entries having run level a, b, or c set.
Q or q tells init to re-examine the /etc/inittab file.

S or s tells init to enter the single user environment. When this level change is effected, logical
system console /dev/syscon is changed to the terminal from which the command was exe-
cuted.

telinit can be invoked only by users with appropriate privileges.

DIAGNOSTICS

If init finds that it is continuously respawning an entry from /etc/inittab more than 10 times in 2 minutes,
it will assume that there is an error in the command string, generate an error message on the system con-
sole, and refuse to respawn this entry until either 5 minutes has elapsed or it receives a signal from a user
init (telinit). This prevents inif from eating up system resources when someone makes a typographical
errorin the initfab file or a program is removed that is referenced in the inittab.

WARNINGS

188

init assumes that processes and descendants of processes spawned by init remain in the same process group
that init originally created for them. When changing init states, special care should be taken with
processes that change their process group affiliation (ksh(1) and csh(1) for example).

One particular scenario that often causes confusing behavior can occur when a child ksh or csh are started
by a login shell. When init is asked to change to a run level that would cause the original login shell to be
killed, the shell’s descendant ksh or csh process does not recieve a hangup signal since it has changed its
process group affiliation and is no longer affiliated with the process group of the original shell. irif cannot
kill this ksh or csh process (or any of its children).

If a getty(1IM) process is later started on the same tty as this previous shell, the result may be two processes
(the getty and job control shell) competing for input on the tty.
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To avoid problems such as this, always be sure to manually kill any job control shells that should not be
running after changing init states. Also, always be sure that init or telinit is invoked from the lowest level
(login) shell when changing to an init state that may cause your login shell to be killed.

FILES
/ete/clusterconf
Jete/inittab
/fetefioctl.syscon
/dev/syscon
/dev/systty
Jetc/utmp
fete/wtmp

SEE ALSO
getty(1M), login(1), sh(1), who(1), kill(2), clusterconf(4), inittab(4), utmp(4), context(5).

STANDARDS CONFORMANCE
init: SVID2
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NAME
insf - install special files

SYNOPSIS
/etc/insf

/etc/insf [-N crode ] [-d driver ] [-C class] [-H hw_path ] [-1 lu] [-£] [-k|-e] [-n npty ] [-D
first_cartridge :last_cartridge]

DESCRIPTION
insf installs special files in the current directory and assigns logical unit numbers to devices in the sys-
tem. If no options are specified, special files are created for all new devices in the system. New devices are
those devices that have not previously been assigned a logical unit number (1 e, lu). A subset of the new
devices can be selected with the -d, -C, and -H options.

For each new device in the system, insf assigns the next available logical unit number for the device
class. The -1 option can be used to explicitly specify the lu. If insf is invoked with the -1 option, the
subsetting must be sufficient to identify a unique device in the system. In addition, if the specified Ju has
already been assigned to another device in the device class, insf fails unless the -f option is specified.
The -f£ option forces the lu to map to the specified device; any previous mapping of this lu to another dev-
ice is lost.

Ifthe -k option is specified, insf assigns logical unit numbers without creating special files. Combining
the -1, -£, and -k options allows the user to force an existing lu and the corresponding set of special files
to map to a different device. This is useful when moving devices around in the system.

If the -e option is specified, insf reinstalls device files for pseudo-drivers and existing devices; that is,
devices which have associated logical unit numbers. This option can be used to restore device files in case
one or more have been removed.

The -N option specifies that the special files are to be created with the associated crnode id; the format of
cnode is the same as that given in mknod(1IM). If -N is not specified, insf uses the cnode id of the
machine on which it is executing.

The -n option only applies to pty special file installation; that is, drivers pty0 and pty1. If it is given,
only npty pty special files for each driver will be installed; if it is omitted, 48 pty special files will be
installed.

The -p option only applies to autochanger special file installation; that is, the driver autoxOorautoch.
If it is given, only special files for those cartridges located in the slots ranging from first_cartridge to
last_cartridge will be installed; if it is omitted, special files for 32 cartridges (1 through 32) will be installed
(2048 special files in all).

After assigning logical unit numbers and installing special files, insf updates the /etc/loconfig file.
If /etc/loconfig isnot present, insf will create it.

Options
-C class Match devices that belong to a given device class. Device classes are defined in the
/etc/master file and can be listed using Isdev(1M). The special class pseudo includes
all pseudo-drivers. Cannot be used with -

-Hhw_path ~ Match devices at a given hw_path. A hardware path specifies the address of the hardware
components leading to a device. It consists of a string of numbers each suffixed by slash
(/), followed by an arbitrary length string of numbers separated by periods (.).
Hardware components suffixed by slashes indicate bus converters and may not be neces-
sary on your machine. Hardware components suffixed by . indicate the addresses of the
remaining hardware components on the path to a device. If the hardware path contains
fewer numbers than is necessary to reach a device, special files will be made for all devices
connected to the hardware component corresponding to the last number specified.

-N cnode Install special files with the specified crode id; the format of cnode is the same as that given
in mknod(1M).
-d driver Match devices that are controlled by the specified device driver. Device drivers are defined

in the /etc/master file and can be listed using Isdev(1M). Cannot be used with ~C.
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-1lu
-n npty
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Reinstall special files for existing devices; that is, devices which have associated logical
units. Cannot be used with -k.

Force the lu specified in the -1 option to map to a specific new device; any previous map-
ping of the lu to another device in the device class is lost.

Assign logical unit numbers without creating special files. Cannot be used with -e.
Assign the specified lu to a single new device in the system.

Install npty pty special files. This option only applies to pty0 and pty1 special file ins-
tallation.

- first_cartridge:last_cartridge

Install special files for those cartridges located in the range first_cartridge to
second_cartridge. This option only applies to autox0 and autoch special file installa-
tion.

Naming Conventions
The following section shows which special files are created and their permissions for each device driver.
File permissions are set by insf. Unless otherwise noted, the owner and group ID are set to bin.

autox0/autoch

clone

Special file names for autox0 and autoch use the format: cludsurfacessection. For
each logical unit, the following special files are installed:

ac /cludsurfacessection
surfaces la through 32b, sections 0 through 15 unless otherwise noted by
the -p option, group sys, block entry, rw- r-- ---
rac/cludsurfacessection
surfaces la through 32b, sections 0 through 15 unless otherwise noted by
the -p option, group sys,characterentry, rw- r-- ---
rac/loctllu character entry, rw- --- ---

The following files are installed:

strlog
sad
echo
dlpi

cn

owner root, group sys, rw- rw- rw-
owner root, group sys, rw- rw- Irw-
owner root, group sys, rw- rw- rw-
owner root, group sys, rw- rw- Irw-

The following files are installed:

syscon
systty
console

devconfig

rw- -w- -w-
rw- -w- -w-
IwW- -W- -w-

configowner root, group sys, rw- r-- ---

dlag0

diag0 rw- --- ---

diaghpibl

For each logical unit, the following special files are installed:
diag/hpib/hp28650A/iu

discl

rw- --= ---

Special file names for discl use the format: cludunitssection. For each logical unit, the following spe-
cial files are installed:

dsk/clud0ssection

sections 0 to 15, group sys, block entry, rw- r-- ---
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rdsk/cludOssection

sections 0 to 15, group 8ys, character entry, rw- r-- ---
ct/cludunits2

) units 0 and 1, block entry, rw- rw- rw-

rct/cludunits?2

units 0 and 1, character entry, rw- rw- rw-
dlag/dsk/cludunit

units 0 and 1, character entry, rw- --- ---

disc2
Special file names for disc2 use the format: cludunitssection. For each logical unit, the following spe-
cial files are installed:

dsk/cludO0ssection

sections 0 to 15, group sys, block entry, rw~ r-- ---
rdsk/cludO0ssection

sections 0 to 15, group sys, character entry, rw- r-- ---
diag/dsk/clud0

character entry, rw- --- ---

disc3
Special file names for disc3 use the format: clud0ssection. For each logical unit, the following special
files are installed:
dsk/clud0ssection
sections 0 to 15, group sys, block entry, rw- r-- ---

rdsk/clud0ssection
sections 0 to 15, group 8ys, character entry, *Tw- r-- ---

display0
For each logical unit, the following special files are installed:

crtiu rw- rw- rw-
hilkbdlu rw- rw- rw-
hil_lu .addr link addresses 1to7, rw- rw- rw-

ttyllu rw- -w- -w-
dlag/crtlu rw- --- ---
dlpidrv
dlpl0 owner root, group sys, rw- rw- rw-
dmem
rW- --= ---
gplo0/gpiol
For each logical unit, the following special files are installed:
gplolu rw- rw- Irw-
diag/gpiolu rw- --- ---
instro
For each logical unit, the following special files are installed:
hpib/lu rw- rw- rw-
hpib/luaaddr

addrs 0 to 30, rw- rw- rw-
diag/hpib/iu

TW- ——= ———
lan0/lanl
For each logical unit, the following special files are installed:
lan/u rw- rw- Iw-
etherliu rw- rw- Irw-

dlag/lanly rw- --- ---

-3- HP-UX Release 9.0: 4.23.92



insf(1M) Series 800 Only insf(1M)

lpr0/1prl/lpr2
For each logical unit, the following special files are installed:

lplu owner 1p, rw- --- ---
diag/lply  rw- --- ---

meas_drivr
meas_drivr rw- rw- rw-

mirconfig

rdsk/mirconfig rw- rw- rw-
mm

The following special files are installed:

kmem minor 1, group sys, rw- I-- -=~-
mem minor 0, group 8ys, rw- r-- ---
null minor 2, rw- rw- rw-
mux0

For each logical unit, the following special files are installed:

ttylupport  ports 0 to 5, direct connect, Tw- -w- -w-
mux/u TW- ——= ==—
diag/muxiu rw- ~-- ---

mux0_16
For each logical unit, the following special files are installed:

ttylupport  ports 0 to 15, direct connect, rw- -w- -w-
muxiu FW- —=m ——m
dlag/muxilu rw- --- ---

mux2
For each logical unit, the following special files are installed:

ttylupport  ports 0 to 7, direct connect, rw- -w- -w-

muxlu TW- === ———
diag/muxiu rw- --- ---
pty0

The following are installed:

ptyindex number
indices p through r, numbers 0 through £ (hexadecimal),
IrWw- rw- Iw-
ptym/ptyindex number
indices a through c and e through z, numbers 0 through f (hexadecimal), rw- rw-
rw-
ptym/ptyindex number
indices a through c and e through z, numbers 00 through 99,
rw- rw- rw-

The special files pty?* are linked to ptym/pty*.

ptyl
The following are installed:

ptyindex number
indices p through r, numbers 0 through £ (hexadecimal),
rw- Iw- Iw-
pty/ptyindex number
indices a through c and e through z, numbers O through £ (hexadecimal), rw- rw-
rw-
pty/ptyindex number
indices a through c and e through z, numbers 00 through 99,
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rw- rw- Irw-

The special files tty* are linked to pty/tty*.

sccl

ttyport ports a and b, direct connect, rw- -w- -w-

8y

tty rw- rw- rw-

tapel/tape2

For each logical unit, the following special files are installed:

rmt/lul AT&T style, 800 bpi, character entry, rw~ rw- rw-
rmt /lum AT&T style, 1600 bpi, character entry, rw- rw- rw-
rmt /luh AT&T style, 6250 bpi, character entry, rw- rw- rw-

rmt/luhec AT&T style, 6250 bpi, compressed, character entry, rw- rw- rw-
rmt/luln AT&T style, no rewind, 800 bpi, character entry, rw- rw- rw-
rmt /lumn AT&T style, no rewind, 1600 bpi, character entry, rw- rw- rw-
rmt/luhn AT&T style, no rewind, 6250 bpi, character entry, rw- rw- rw-
rmt/luhen  AT&T style, no rewind, compressed, 6250 bpi, character entry,

rw- rw- Irw-
rmt/lulb Berkeley style, 800 bpi, character entry, rw- rw- rw-
rmt /lumb Berkeley style, 1600 bpi, character entry, rw- rw- rw-
rmt /luhb Berkeley style, 6250 bpi, character entry, rw- rw- rw-
rmt/luhcb  Berkeley style, compressed, 6250 bpi, character entry, rw- rw- rw-
rmt/lulnb  Berkeley style, no rewind, 800 bpi, character entry, rw- rw- rw-
rmt/lumnb  Berkeley style, no rewind, 1600 bpi, character entry, rw- rw- rw-
rmt /luhnb  Berkeley style, no rewind, 6250 bpi, character entry, rw- rw- rw-
rmt/luhcnb Berkeley style, compressed, no rewind, 6250 bpi, character entry,

IW- IW- rw-
rmt/luglic  AT&T style, QIC default format, character entry, rw- rw- rw-
rmt/luqlcl20

AT&T style, QIC-120 format, character entry, rw- rw- rw-
rmt /lugicl50

AT&T style, QIC-150 format, character entry, rw- rw- rw-
rmt /lugic525

AT&T style, QIC-525 format, character entry, rw- rw- rw-
rmt/lugicn AT&T style, no rewind, QIC default format, character entry,

rW- Tw- rw-
rmt/luglicl20n

AT&T style, no rewind, QIC-120 format, character entry, rw- rw- rw-
rmt/luglicl50n

AT&T style, no rewind, QIC-150 format, character entry, rw- rw- rw-
rmt /lugic525n

AT&T style, no rewind, QIC-525 format, character entry, rw- rw- rw-
rmt/lugicb Berkeley style, QIC default format, character entry, rw- rw~ rw-
rmt/luqicl20b

Berkeley style, QIC-120 format, character entry, rw- rw- rw-
rmt /lugicl50b

Berkeley style, QIC-150 format, character entry, rw- rw- rw-
rmt /lugqic525b

Berkeley style, QIC-525 format, character entry, rw- rw- rw-
rmt /lugicnb Berkeley style, no rewind, QIC default format, character entry,

rw- rw- rw-
rmt /lugicl120nb

Berkeley style, no rewind, QIC-120 format, character entry,

rw- rw- rw-
rmt /lugicl50nb

Berkeley style, no rewind, QIC-150 format, character entry,

rw- rw- rw-

insf (1M)
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rmt /lugic525nb
Berkeley style, no rewind, QIC-525 format, character entry,
rw- rw- rw-

dlag/mt/lu character entry, rw- --- ---

RETURN VALUE
insf returns 0 upon normal completion and 1 if an error occurred. Warnings result in an exit code of 0
because these are not considered catastrophic.

DIAGNOSTICS
Most diagnostic messages from insf are self explanatory. Listed below are some messages deserving
further clarification. Errors cause insf to halt immediately; warnings allow the program to continue.

Errors
Lulu already assigned todriver at path
The Iu specified with the -1 option is already assigned to another device in the device class.
The -£ option can be used to force the Iu to map to the new device.

Matched more than one new device
A logical unit was explicitly specified with the -1 option and insf was unable to match a
unique new device. Use some combination of the ~-d, -C, and -H options to select a unique dev-
ice in the system.

Warnings
Device driver name 18 not in the kernel
Device classnaeme 18 not in the kermel
The indicated device driver or device class is not present in the kernel. A device driver and/or
device class can be added to the kernel using uxgen(1M).

No loglcal units avallable for device class name
All of the logical units available for the device class are already assigned. Use rmsf to remove
any unneeded devices from the system (see rmsf(1M)).

Don’t know how to handle driver name - no speclal files created for path
insf does not know how to create special files for the specified device driver. A logical unit
number is assigned to the device. Use mksf to create special files for the device (see mksf(1M)).

EXAMPLES
Install special files and assign logical units for all new devices belonging to the tty device class:
insf -C tty

Install special files and assign logical unit numbers to the new device added at hardware path 2/4.0.0:
insf -H 2/4.0.0

WARNINGS
insf should only be run in single-user mode. It can change the mode, owner, or group of an existing spe-
cial file, or unlink and recreate one; special files that are currently open may be left in an indeterminate
state.

AUTHOR
insf was developed by HP.

FILES
/dev/config
/etc/ioconfig

SEE ALSO
Isdev(1M), 1ssf(1M), mksf(1M), mknod(1M), rmsf(1M), uxgen(1M), ioconfig(4).
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NAME

install - install commands

SYNOPSIS

letc/install [-c dira 1 [-£dirb 1[-i][-ndirc ][-0][-g group 1[-s][-w user ] file [dirx ...]

DESCRIPTION

install is a command most commonly used in “makefiles” (see make(1)) to install a file (updated target file)
in a specific place within a file system. Each file is installed by copying it into the appropriate directory,
thereby retaining the mode and owner of the original command. The program prints messages telling the
user exactly what files it is replacing or creating and where they are going.

install is useful for installing new commands, or new versions of existing commands, in the standard direc-
tories (i.e. /bin, /ete, etc.).

If no options or directories (dirx

...) are given, install searches a set of default directories (/bin, /usx/bin, /etc, /lib, and /usr/lib, in that
order) for a file with the same name as file. When the first occurrence is found, install issues a message
saying that it is overwriting that file with file (the new version), and proceeds to do so. If the file is not
found, the program states this and exits without further action.

If one or more directories (dirx ...) are specified after file, those directories are searched before the direc-
tories specified in the default list.

Options
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Options are interpreted as follows:

-cdira Installs a new command (file) in the directory specified by dira, only if it is not found.
If it is found, install issues a message saying that the file already exists, and exits
without overwriting it. Can be used alone or with the -s option.

£ dirb Forces file to be installed in given directory, whether or not one already exists. If the
file being installed does not already exist, the mode and owner of the new file will be
set to 766 and bin, respectively. If the file already exists, the mode and owner will be
that of the already existing file. Can be used alone or with the -o or -s options.

-i Ignores default directory list, searching only through the given directories (dirx .. .).
Can be used alone or with any other options other than -c and -f.

-ndirc If file is not found in any of the searched directories, it is put in the directory specified
in dirc. The mode and owner of the new file will be set to 765 and bin, respectively.
Can be used alone or with any other options other than -c and -f.

-0 If file is found, this option saves the “found” file by copying it to OLDfile in the direc-
tory in which it was found. This option is useful when installing a normally busy text
file such as /bin/sh or /etc/getty, where the existing file cannot be removed. Can be
used alone or with any other options other than -c.

-g group Causes file to be owned by group group. This option is available only to users who
have appropriate privileges. Can be used alone or with any other option.

-u user Causes file to be owned by user user. This option is available only to users who have
appropriate privileges. Can be used alone or with any other option.

-s Suppresses printing of messages other than error messages. Can be used alone or
with any other options.

When no directories are specified (dirx ...), or when file cannot be placed in one of the directories specified,
install checks for the existence of the file /etc/syslist. If /etc/syslist exists, it is used to determine the final
destination of file. If /etc/syslist does not exist, the default directory list is further scanned to determine
where file is to be located.

The file /etc/syslist contains a list of absolute pathnames, one per line. The pathname is the "official” des-
tination (for example /bin/echo) of the file as it appears on a file system. The file /etc/syslist serves as a
master list for system command destinations. If there is no entry for file in the file /etc/syslist the default
directory list is further scanned to determine where file is to be located.
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Cross Generation
The environment variable ROOT is used to locate the locations file (in the form $ROOT/etc/syslist). This is
necessary in cases where cross generation is being done on a production system. Furthermore, each path-
name in $ROOT/etc/syslist is appended to $ROOT (for example, $SROOT/bin/echo), and used as the destina-
tion for file. Also, the default directories are also appended to $ROOT so that the default directories are
actually $ROOT/bin, $ROOT/usr/bin, $RO0T/etc, $ROOT/lib, and $ROOT/usr/lib.

The file /etc/syslist (ROOT/etc/syslist) does not exist on a distribution tape; it is created and used by local
sites.

WARNINGS
install cannot create alias links for a command (for example, vi(1) is an alias link for ex(1)).

SEE ALSO
make(1), cpset(1M).
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NAME
instl_adm - maintain network install message and default parameters

SYNOPSIS
/etc/instl_adm [-S series] [-F filesystem-kernel] [ -£ message-file] [ -h default-host-IP] [ -8
default-server-IP [ -p default-netdist-port ][ - g default-gateway-IP || -m default-netmask |
/etc/instl_adm -d[ -8 series][ -F filesystem-kernel ‘

DESCRIPTION

instl_adm is executed on a network install boot server system to set or modify the current message and
default network parameters used when a client connects to the server to install the HP-UX operating sys-

During an HP-UX system installation over a network, the contents of message-file are displayed immediately
before the user is asked questions about the network to which he or she is connected. The questions that
follow the message can also be assigned default answers using inst1_adm.

Options
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inst1_adm recognizes the following options:

-8 series Specifies what series client system the changes apply to. series can be any one of
300, 400, or 700. (300 and 400 are synonymous.) The series value specified is
independent of the series of server system on which instl_admis executed.

-F filesystem-kernel
The informative message and configurable network defaults are stored in filesystem-
kernel. If the filesystem-kernel is not located in the standard place based on the series
type (see FILES below), use the -F option to specify the file path, in which case the
- S option is not required.

Either the -S orthe -F option must be specified.

-f message-file
instl_adm stores the contents of message-file for use as the opening message
displayed to users doing a network install. If this option is omitted, the current mes-
sage (if any) is kept. To remove the message completely, simply use an empty file
such as /dev/null as the message-file. Maximum message size is 1024 bytes. To
fit on a standard terminal screen, the message should contain not more than 24 lines.

-h default-host-IP
Specifies the default Internet host address to be supplied to the install user for his or
her system during a network install. Use this option only if a specific Internet
address is reserved for install purposes. This should be a temporary Internet address
used only during installs. Once the install client has its system installed, it must
have its own unique Internet address.

Supplying this default is not recommended if multiple installs are to be done simul-
taneously because only one active host can occupy a given Internet address at any
given time.

default-host-IP cannot be a hostname. It must be a legal Internet address in dot nota-
tion such as 15.2.56.1 (see hosts(4)).

-8 default-server-IP
Specifies the default Internet address of a server running netdistd from which
software should be loaded during a network install. As with default-host-IP, default-
server-IP cannot be a hostname.

~-p default-netdist-port
Specifies the default port number that the install client should use to connect to the
server running netdistd (see netdistd(1M)).

-g default-gateway-IP
Specifies the default Internet address for the gateway system through which the
client system can reach the netdist server system (see route(1M)). If a gateway is not
required, use the keyword none for the value of default-gateway-IP. As with
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default-host-IP, defoult-gateway-IP cannot be a hostname.

-m default-netmask

Specifies the default netmask for the client system to use to reach the netdist server
system. This is necessary if your network uses sub-networks. The netmask is the
same as that supplied to the 1ifconfig command (see ifconfig(1M)). default-
netmask can be supplied either in dot-notation (for example, 255.255.248.0) or as
a hexadecimal number with a leading 0x (such as, OXE££££80). If sub-networks are
not used and the default netmask provided by 1fconfig is sufficient, use the key-
word none for the value of default-netmask.

WARNING: Specifying any of the options -h, -8, -p, -g, or -m each of which sets a default network
value causes all of the default values to be updated. It is not possible to change one of the values
without affecting the others. If any of the options -h, -8, -p, -g, or -m is specified and any other is
not, the default value controlled by the latter is deleted.

-d Display current message and default network values.

EXAMPLES
Display the current message and defaults used for serving Series 700 clients:

instl_adm -4 -8700

Change the message to the contents of file new-message while leaving the current network defaults in
place:

instl _adm -S700 -f new-message

Replace all the default network values with those given on the command line, except delete the defoult-
host-IP value, while leaving the current message in place:

instl_adm -S700 -s815.2.40.18 -p2106 -g none -m255.255.248.0

FILES
/usr/lib/uxinstfs.300
Kernel and file system used by Series 300/400 install clients. The message and
defaults for Series 300/400 are kept in this file.
/usr/lib/uxinstkern.700
Kernel and file system used by Series 700 install clients. The message and
defaults for Series 700 are kept in this file.

SEE ALSO
update(1M), netdistd(1M), ifconfig(1M), route(1M), hosts(4).
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NAME

ioinit - initialize I/O system

SYNOPSIS

letc/ioinit [£][-c][-i]

DESCRIPTION

toinit initializes kernel I/O system data structures using information from file /etc/ioconfig.

If the -f option is given, any existing logical unit information in the kernel is erased before being updated
from the /etc/ioconfig file. Without -f, any existing logical unit information in the kernel causes ioinit to
exit with an error. The -c option causes ioinit to copy the kernel /O system data structures into
lete/ioconfig instead of initializing the kernel structures from the file. If /etc/ioconfig already exists,
toinit exits with an error unless -f is also specified, in which case the existing /etc/ioconfig file is overwrit-
ten.

If the -i option is given, after successfully initializing the kernel data structures (or copying the structures
to /ete/ioconfig), ioinit runs insf(1M) in order to assign logical unit numbers and create special files for all
the new devices on the system. Any error encountered before invoking insf inhibits the attempt to run it.

Options

toinit recognizes the following options:
-c Update /etc/ioconfig from the kernel instead of the kernel from /etc/ioconfig.

-f When used without -c¢, force the information from /etc/ioconfig to overwrite any logical unit
information already in the kernel. When used with -¢, force the kernel information to overwrite
an existing /etc/ioconfig file.

- Invoke insf after updating the kernel data structures or /etc/ioconfig.

RETURN VALUE

An exit code of 0 is returned if no errors occurred; 1 is returned if insf failed; 2 is returned if ioinit encoun-
tered an error before invoking insf.

Warnings result in an exit code of 0, since these are not considered catastrophic.

DIAGNOSTICS

Most of the diagnostic messages from ioinit are self-explanatory. Listed below are some messages deserv-
ing further clarification. Errors cause ioinit to halt immediately while warnings allow the program to con-
tinue.

If the -i option is used, ioinit invokes insf which may also generate diagnostic messages. Refer to insf(1M)
for details.

Errors
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letc/ioconfig does not exist
Either the /etc/ioconfig file needs to be restored from backup, or the file must be recreated with
ioinit -cf. If the file is recreated from a kernel without logical unit information in it, that infor-
mation is lost. In such cases, insf(1M) must be run to generate new logical unit numbers, and
the new numbers may differ from the original numbers.

Logical unit information is already in the kernel
Existing logical unit information in the kernel is not overwritten unless the -f option is specified.

Cannot overwrite existing /etc/ioconfig file
An existing /etc/ioconfig file cannot be overwritten unless the -f option is specified.

Invalid magic number
The magic number stored in the /etc/ioconfig file is incorrect. Either a correct file must restored
from backup, or the file must be recreated with ioinit -cf. If the file is recreated from a kernel
without logical unit information in it, that information is lost. In such cases, insf(IM) must be
run to generate new logical unit numbers, and the new numbers may differ from the original
numbers.

Device driver name has conflicting class name in /etc/ioconfig
The device class for the given driver as specified in /etc/ioconfig does not match the class
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specified in the kernel by uxgen (1M).

Exec of insf failed
The -i option was specified but the attempt to run insf(1M) failed for some reason.

Warnings

Device driver name is not in the kernel - device at path unusable

Device class name is not in the kernel - device at path unusable

Device manager name is not in the kernel - device at path unusable
The indicated device driver, device class, or device manager is not present in the kernel and
therefore the device at the indicated hardware path is not usable. An open(2) of a special file
pointing to an unusable device fails. To make the device usable again, the appropriate device
driver, device class, and/or device manager must be added to the uxgen(1M) input file and a new
kernel generated. If the device is no longer needed, rmsf(1M) should be used to remove the spe-
cial files and update /etc/ioconfig.

Device driver name is improperly connected - device at path unusable
The driver connectivity information specified in /etc/ioconfig is different than the connectivity
specified in the kernel by uxgen(1M) and therefore the device at the indicated hardware path is
not usable.

EXAMPLES
For normal system operation, kernel data structures are initialized and special files are made at every boot
by the following entry in the /etc/inittab file:

iousysinit:/etc/ioinit -i >/dev/console 2>&1

AUTHOR
ioinit was developed by HP.

FILES
Jetefioconfig

SEE ALSO
init(1M), insf(1M), rmsf(1M), uxgen(1M), ioconfig(4).
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NAME
ioscan - scan I/O system

SYNOPSIS
Series 800 Only:
/etc/ioscan [-k|-ul[-d driver|-Cclass1[-11u][-H hw_path 1[-£ {-n]][devfile ]
/etc/ioscan -M module_path -H hw_path

Series 300, 400, 700:
/etc/1loscan [-d driver|-C class ] [-Hhw_path 1[-£]

DESCRIPTION
Depending on system hardware architecture, 1oscan scans system hardware, usable /O system devices,
or kernel I/O system data structures as appropriate, and lists the results.

By default, ioscan scans the system, and lists all reportable hardware found. The types of hardware
reported vary according to what series computer is in the system (see DEPENDENCIES) and can include pro-
cessors, memory, interface cards and I/O devices. On Series 800 systems, scanning the hardware may cause
drivers to be unbound and others bound in their place in order to match actual system hardware. Entities -
that cannot be scanned are not listed.

Options
1oscan recognizes the following options:
-Cclass Restrict the output listing to those devices belonging to the specified class. Cannot
be used with -4d.
-H hw_path Restrict the scan and output listing to those devices connected at the specified

hardware path. When used with ~M, this option specifies the full hardware path
to bind the software modules at.

-M module_path  Specifies the module path to bind at the hardware path given by the -H option.
Must be used with -H and cannot be used with any other options.

~d driver Restrict the output listing to those devices controlled by the specified driver. Can-
not be used with -C.

-k Scan kernel I/O structures instead of the actual hardware. Cannot be used with -
u.

-11lu Restrict the scan and output listing to the specified logical unit. Must be used
with either -d or -C.

-n Add device file names to the output listing. Only special files in the /dev direc-
tory and its subdirectories are listed.

-u Scan usable /O system devices instead of the actual hardware. Cannot be used
with -k.

The -d and -C options can be used to obtain listings of subsets of the I/O system, but the entire system is
still scanned. Specifying ~d or -C along with -1, or specifying -H or a devfile causes loscan to res-
trict both the scan and the listing to the hardware subset indicated.

On Series 800 systems:

e If loscan -k is used, the kernel /O system data structures are scanned instead of the actual
hardware, and the results are listed. No binding or unbinding of drivers is performed. The -4, -
C, -1, and -H options restrict listing as described above.

e If ioscan is invoked with the -u option, usable I/O system devices (those with a driver in the
kernel that have a logical unit number assigned) are listed. The -4, -C, -1, and -H options res-
trict the listing as described above.

Output Format
The default output format for ioscan lists the class of each hardware module, the hardware path to the
module, and the hardware status. If the -£ option is used, 1oscan produces a “full” listing, giving the
module’s class, hardware path, module path, any logical unit, and hardware and software status values.
Output fields are as follows:
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class Device classes are defined on the series 800 in file /etc/master and can be listed
using lsdev (see lsdev(1M)). Examples are disk, printer, and tape_drive.

hw_path A hardware path specifies the address of the hardware components leading to a dev-
ice. it consists of a string of numbers each suffixed by slash (/), followed by a string of
numbers separated by periods (.). Hardware components suffixed by slashes indicate
bus converters and may be unnecessary on your machine. Hardware components
suffixed by . indicate the addresses of the remaining hardware components on the
path to the device.

module_path A module path is a string of arbitrary length consisting of one or more names,
separated by periods (.). Each name identifies a driver controlling a hardware com-
ponent. The string ? indicates there is no driver available in the system to control
that hardware component.

logical_unit The logical unit number associated with the device. It is not listed for those entities
that do not have logical units. If no number has been assigned, a dash (-), is listed.
This field appears only on Series 800 1oscan output listings.

hardware_status
Entity identifier for the hardware component. It is one of the following strings:

ok (0xidy_value)
The hexadecimal value of the entity identifier.

No_Hardware
There is no hardware connected. This cannot occur when doing a
hardware scan, but may be encountered when -kor -u is specified.

Unrecognized_ HW
There is hardware present but no entity identifier is available.

Driver_Won'’t_Probe
No identifier can be obtained because the parent driver does not sup-
port probing.

Cannot Probe
No attempt has ever been made to probe this entity. This cannot
occur when doing a hardware scan, but may be encountered when
-~k or -uis specified.

Probe_Failed
An attempt to probe the hardware failed for some reason.

software_status
The state of the software driver controlling this hardware component. Consists of one of the following
strings:

ok The driver is bound.

Unbound
The driver is unbound because another driver has been bound in its place.

Too_Many_Devices
The driver is not bound because the maximum number of bound instances has been
reached.

Out_of_ Memory
The driver is not bound because the required system resources (such as dynamically allo-
cated memory) could not be obtained.

HW/Driver_Mismatch
The driver is not bound because some other driver should be unbound and this one
bound in its place, but the other driver cannot unbind.

No_Driver
There is no driver available in the system that matches this hardware component.
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Cannot_Access

No open() or probe of this hardware component has been done. This cannot occur
when doing a hardware scan but may be encountered when -k or -u is specified.

Driver Fallure
The attempt to bind the driver failed for some reason.
Not_Configured
The driver does not support dynamic configuration.
In the second Series 800 form shown, ioscan forces the specified software module path into the kernel
I/O system at the given hardware path, and forces those software modules to be bound. This can be used

to make the system recognize a device that could not be recognized automatically; for example, because it
has not yet been connected to the system or because diagnostics need to be run on a faulty device.

RETURN VALUE
loscan returns 0 upon normal completion and 1 if an error occurred.
DIAGNOSTICS

Most of the diagnostic messages from 1oscan are self-explanatory. Listed below are some messages
deserving further clarification. Errors cause loscan to halt immediately.

Errors
Device driver nome 1s not in the kernel
Device classname is not in the kernel
The indicated device driver or device class is not present in the kernel. Add the appropriate device
driver and/or device class to the uxgen (1M) input file and generate a new kernel.

Invalid module path - namel cannot connect toname2
The indicated drivers cannot be adjacent in a module path. Driver connectivity is determined by the
/etc/master file and the drivers “included” in the uxgen input file (see uxgen (1M)

No such devlice 1in the system

No device in the system matched the options specified. Use a less specific set of options to list the dev-
ices in the system.

EXAMPLES
Scan the system hardware and list all the devices belonging to the disk device class.

ioscan -C disk
Force-bind the CIO channel adapter driver, HP-IB driver, and tape driver at the hardware path 8.4.1.
loscan -M cio_ca0.hpib0O.tapel -H 8.4.1

DEPENDENCIES
Series 300, 400, and 700:

The -k, -u, -1, -n, and -M options are not supported. Consequently, the second form of 1oscan given
in the synopsis is not valid. No drivers are bound or unbound while scanning the hardware.

The only types of hardware reported are interface cards, disk devices and tape drives. 1oscan scans the
kernel data structures for interface cards, then probes for any disk or tape devices attached.

The ioscan output listing differs as follows:
® The logical unit field does not exist.
* The field hardware path always contains ok (0xidy_value) .
¢ All elements of the hardware path are separated by periods (.).

¢ The field module path only lists the controlling driver for a given hardware device, not the full
module path.

AUTHOR
loscan was developed by HP.

FILES
/dev/config
/dev/*
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SEE ALSO
Isdev(1M), ioconfig(4).
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NAME

isl - initial system loader

DESCRIPTION

isl implements the operating system independent portion of the bootstrap process. It is loaded and exe-
cuted after self-test and initialization have completed successfully.

The processor contains special purpose memory for maintaining critical configuration related parameters
(e.g. Primary Boot, Alternate Boot, and Console Paths). Two forms of memory are supported: Stable
Storage and Non-Volatile Memory (NVM).

Typically, when control is transferred to isl, an autoboot sequence takes place. An aufoboot sequence allows
a complete bootstrap operation to occur with no intervention from an operator. isl executes commands from
the autoexecute file in a script-like fashion. autoboot is enabled by a flag in Stable Storage.

autosearch is a mechanism that automatically locates the boot and console devices. For further informa-
tion, see pdc(1M).

During an aufoboot sequence, isl displays its revision and the name of any utility it executes. However, if
autoboot is disabled, after is! displays its revision, it then prompts for input from the console device.
Acceptable input is any isl command name or the name of any utility available on the system. If a non-fatal
error occurs or the executed utility returns, is/ again prompts for input.

Commands

There are several commands available in isl. The following is a list with a short description. Parameters
may be entered on the command line following the command name. They must be separated by spaces. isl
prompts for any necessary parameters that are not entered on the command line.

?

help Help - List commands and available utilities
listf

1s List available utilities

autoboot Enable or disable the autoboot sequence

Parameter - on or off

autosearch  Enable or disable the autosearch sequence
Parameter - on or off

primpath Modify the Primary Boot Path
Parameter - Primary Boot Path in decimal

altpath Modify the Alternate Boot Path
Parameter - Alternate Boot Path in decimal

conspath Modify the Console Path
Parameter - Console Path in decimal

lsautofl
listautofl List contents of the autoexecute file
display Display the Primary Boot, Alternate Boot, and Console Paths
readnvm Display the contents of one word of NVM in hexadecimal
Parameter - NVM address in decimal or standard hexadecimal notation
readss Display the contents of one word of Stable Storage in hexadecimal
Parameter - Stable Storage address in decimal or standard hexadecimal notation
DIAGNOSTICS
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isl displays diagnostic information through error messages written on the console and display codes on the
LED display.

For the display codes, CEOx are informative only. CElx and CE2x indicate errors, some of which are fatal
and cause the system to halt. Other errors merely cause isl to display a message.

Non-fatal errors during an aufoboot sequence cause the autoboot sequence to be aborted and isl to prompt
for input. After non-fatal errors during an interactive is! session, isl merely prompts for input.
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Fatal errors cause the system to halt. The problem must be corrected and the system RESET to recover.

CE00
CE01
CE02
CE03
CE05
CE06
CE07
CE08
CE09
CEOF
CE10
CE11l
CE12
CE13
CE14
CE15
CE16
CE17
CE18
CE19
CEl1A
CE1B
CE1C
CE1D
CE1E
CE21
CE22
CE23
CE24
CE25
CE26
CE27

SEE ALSO

isl is executing.

isl is autobooting from the autoexecute file.

Cannot find an autoexecute file. autoboot aborted.

No console found, is/ can only autoboot.

Directory of utilities is too big, isl reads only 2K bytes.
autoexecute file is inconsistent. aufoboot aborted.
Utility file header inconsistent: SOM values invalid.
autoexecute file input string exceeds 2048 characters. autoboot aborted.
isl command or utility name exceeds 10 characters.

isl has transferred control to the utility.

Internal inconsistency: Volume label - FATAL.
Internal inconsistency: Directory - FATAL.

Error reading autoexecute file.

Error reading from console - FATAL.

Error writing to console - FATAL.

Not an isl command or utility.

Utility file header inconsistent: Invalid System ID.
Error reading utility file header.

Utility file header inconsistent: Bad magic number.
Utility would overlay is! in memory.

Utility requires more memory than is configured.
Error reading utility into memory.

Incorrect checksum: Reading utility into memory.
Console needed - FATAL.

Internal inconsistency: Boot device class - FATAL.
Destination memory address of utility is invalid.
Utility file header inconsistent: pdc_cache entry.
Internal inconsistency: iodc_entry_init - FATAL.
Internal inconsistency: iode_entry_init - console - FATAL.
Internal inconsistency: iodc_entry_init - boot device - FATAL.
Utility file header inconsistent: Bad aux_id.

Bad utility file type.

boot(1M), hpux_800(1M), pdc(1M).
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NAME
killall - kill all active processes

SYNOPSIS
/etc/killall [signal]

DESCRIPTION

killall is a procedure used by /etc/shutdown to kill all active processes not directly related to the
shutdown procedure.

killall is chiefly used to terminate all processes with open files so that the mounted file systems are no
longer busy and can be unmounted. killall sends the specified signal to all user processes in the sys-
tem, with the following exceptions:

the init process;

all processes (including background processes) associated with the terminal from which killall
was invoked;

any ps -ef process, if owned by root;
any sed -e process, if owned by root;
any shutdown process;

any killall process;

any /etc/rc process.

killall obtains its process information from ps, and therefore may not be able to perfectly identify
which processes to signal (see ps(1)).

If no sigral is specified, a default of 9 (kill) is used.

killall is invoked automatically by shutdown The use of shutdown is recommended over using
killall by itself (see shutdown (1M)).

FILES
/etc/shutdown

SEE ALSO
fuser(1M), kill(1), ps(1), shutdown(1M), signal(5).

STANDARDS CONFORMANCE
killall: SVID2
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NAME

lanconfig - configure network interface parameters
SYNOPSIS

lanconfig inferface [ether | -ether][ieee | -ieee]
DESCRIPTION

lanconfig is used to configure the network interface protocol. It must be used at boot time to configure
each interface present on a machine, and can also be used at a later time to redefine interface protocol
configuration. inferface is a string of the form name unit, such as 1ano0.

lanconfig enables or disables protocols as defined by the following parameters:
ieee Enable IEEE 802.3 protocol over the network interface.
-leee Disable IEEE 802.3 protocol over the network interface.
ether Enable Ethernet protocol over the network interface.
-ether Disable Ethernet protocol over the network interface.

(none) If no optional parameters are supplied, 1anconfig displays the current configuration for
interface.
Only users with appropriate privileges can modify the configuration of a network interface.

If no protocol encapsulation method is enabled, the lan driver cannot send packets over that interface and
any subsequent send () fails, returning the error [ENETUNREACH].

DIAGNOSTICS
Messages indicating the specified interface does not exist, the requested parameter value is unknown, or

the user is not privileged and tried to alter an interface’s configuration.

SEE ALSO
netstat(1), ifconfig(1m), hosts(4), routing(7).
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NAME

landiag(1M)

landiag - local area network diagnostic

SYNOPSIS

landiag[-e][-t]

DESCRIPTION
landiag is a diagnostic program for testing the Local Area Network (LAN). It allows the user to examine
and reset the status of the LAN interface card. LAN interface status includes the LAN interface card self-test
completion code, the local network address, and various LAN interface card statistics. Users with appropri-
ate privileges can reset the local LAN interface card, causing it to execute its self-test.

landiag reads commands from the standard input, writes prompts and error messages to standard error,
and writes status to the standard output. The Break key generates an interrupt of a currently executing
command if initiated interactively. If commands are read from a file, Ctrl-| returns control to the shell.

landiag accepts either complete command words or unique abbreviations, and no distinction is made
between uppercase and lowercase letters in commands. Multiple commands can be entered on one line if
they are separated by spaces, tabs, or commas.

Options

landiag recognizes the following command-line options:

-e
-t

Echo the input commands on the output device.

Suppress the display of the command menu before each command prompt. This option func-
tions identically to the Test Selection Mode terse command. The default for 1landiag is
verbose.

Test Selection Mode
The available Test Selection Mode commands are:

lan
menu
quit
terse

Puts landiag in LAN Interface Test Mode.
Displays the Test Selection Mode command menu.
Terminates the landiag program.

Suppresses display of command menus.

verbose

Restores default display of command menus.

LAN Interface Test Mode
The following commands are available:

AUTHOR

clear Clears the LAN interface card network statistics registers to zero. Requires superuser
privileges to execute.

display
Displays the local LAN interface card status and statistics registers.

end  Returns landiag to Test Selection Mode.

menu Displays the LAN Interface Test Mode command menu.

name Prompts for a device file name for the LAN interface card. Default on Series 300/400 systems
is /dev/lan. Default on Series 700 systems is /dev/1an0.

quit Terminates the landiag program.

reset Resets the local LAN interface card which causes it to execute its self-test. Local access to the

network is interrupted during execution of reset. Requires superuser privileges to execute.

landiag was developed by HP.

FILES

/usr/bin/landiag
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SEE ALSO
linkloop(1M), lanscan(1M) ping(1M), lan(7).
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NAME
lanscan - display LAN device configuration and status

SYNOPSIS
lanscan [system [core]]

DESCRIPTION
lanscan displays the following information about each LAN device that has software support on the sys-
tem:

¢ Series 700/800 Hardware Path or Series 300/400 Select Code.
* Active Station Address (also known as Physical Address).

¢ Device lu (logical unit).

¢ Hardware State.

¢ Network Interface “Name Unit” and State.

¢ Network Management ID.

¢ Encapsulation Methods configured for the Network Interface.

¢ Major Number of the lan device file. A -~ implies that a major number does not apply to this LAN
device.

The arguments system and core allow substitution for the default values /hp-ux and /dev/kmem.

WARNINGS
The Device lu does not necessarily match the Network Interface Unit on Series 800 computers.

lanscan does not display information about LAN devices that do not have software support such as LAN
interface cards that fail to bind properly at boot-up time.

AUTHOR
lanscan was developed by HP.

SEE ALSO
ifconfig(1M), lanconfig(1M), Series 800 only: ioscan(1M).
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NAME
last, lastb - indicate last logins of users and ttys

SYNOPSIS
letclast [-c][-R][-count][name ...1[tty ...]
letc/lastb [-c][-R}[-count][name ...]1[tty ...]

DESCRIPTION

last searches backwards through file /ete/wtmp (which contains a record of all logins and logouts) for infor-
mation about a user, a tty, or any group of users and ttys. Arguments specify names of users or ttys of
interest. Names of ttys can be given fully or abbreviated. For example, last 0 is the same as last tty0. If
multiple arguments are given, the information that applies to any of the arguments is printed. For exam-
ple, last root console lists all of root’s sessions as well as all sessions on the console terminal. last prints
the sessions of the specified users and ttys, most recent first, indicating when the session began, the dura-
tion of the session, and the tty on which the session took place. If the session is still continuing or was cut
short by a reboot, last so indicates.

The pseudo-user reboot logs each time the system reboots. Thus last reboot is a useful command for
evaluating the relative time between system reboots.

last recognizes the following options and arguments:

(none) If no arguments are specified, last prints a record of all logins and logouts in reverse order,
most recent first.

-c Displays login information for all cnodes of an HP Cluster (see glossary(9)).

-count Limits the report to count lines. When used in conjunction with the -c option, the limit is
applied independently for each cnode in the cluster.

-R When used with last and lasth, -R displays the user’s host name as it is stored in files
letc/witmp and /ete/btmp respectively. The host name is displayed between the tty name
and the user’s login time.

If last is interrupted, it indicates how far the search has progressed in wtmp. If interrupted by a quit signal
(generated by a Ctrl-\), last indicates how far the search has progressed, then continues the search.

lostb searches backwards through the database file /ete/btmp to display bad login information. Access to
fete/btmp should be restricted to users with appropriate privileges (owned by and readable only by root)
because it may contain password information. '

AUTHOR

last was developed by the University of California, Berkeley and HP.
FILES

Jetc/btmp bad login data base

Jete/wtmp login data base
SEE ALSO

login(1), utmp(4).
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NAME

Ib_admin - Location Broker administrative tool

SYNOPSIS

/etc/ncs/1b_admin [-ng][-version ]

DESCRIPTION

1b_admin administers the registrations of NCS-based servers in Global Location Broker (GLB) or Local
Location Broker (LLB) databases. A server registers Universal Unique Identifiers (UUIDs) specifying an
object, a type, and an interface, along with a socket address specifying its location. A client can locate
servers by issuing lookup requests to GLBs and LLBs. 1b_admin can be used to look up information, add
new entries, and delete existing entries in a specified database.

1b_admin is useful for inspecting the contents of Location Broker databases and for correcting database
errors. For example, if a server terminates abnormally without unregistering itself, use 1b_admin to
manually remove its entry from the GLB database.

In accepting input or displaying output, 1b_admin uses either character strings or descriptive textual
names to identify objects, types, and interfaces. A character string directly represents the data in a UUID in
the format xaxxxxxxoecxexx .xx .xx .xx .xx .xx X% .%x .xx, where each x is a hexadecimal digit. Descriptive
textual names are associated with UUIDs in the uuidname. txt file.

1b_admin examines or modifies only one database at a time, refered to as the “current database”. The
use_broker command selects the type of Location Broker database, GLB or LLB. The set_broker
command selects the host whose GLB or LLB database is to be accessed. Of course, if you modify one replica
of a replicated GLB database, the modifications is propagated to the other replicas of that database.

Options

1b_admin recognizes the following options:
-ng Do not query for verification of wildcard expansions in unregister operations.
-version Display the version of NCK that this 1b_admin belongs to, but do not start the tool.

Commands
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In lookup, register, and unregister commands, the object, fype, and interface arguments can be
either character strings representing UUIDs or textual names corresponding to UUIDs, as described earlier.

a[dd] Synonym for register.
c[lean] Find and delete obsolete entries in the current database.

With this command, 1b_admin attempts to contact each server registered in the data-
base. If the server responds, the entry for its registration is left intact in the database.
If the server does not respond, 1b_admin tries to look up its registration in the LLB
database at the host where the server is located, displays the result of this lookup, and
asks whether to delete the entry. If a server responds, but its UUIDs do not match the
entry in the database, 1b_admin displays this result and asks whether to delete the
entry.

There are two situations in which it is likely that a database entry should be deleted:

¢ The server does not respond, 1b_admin succeeds in contacting the LLB at the
host where the server is located, and the server is not registered with that LLB.
The server is probably no longer running.

* A server responds, but its UUIDs do not match the entry in the database. The
server that responded is not the one that registered the entry.

Entries that meet either of these conditions are probably safe to delete and are considered eligible for
"automatic deletion” (described in the next paragraph). In other situations, it is best not to delete the
entry unless you can verify directly that the server is not running (for example, by listing the processes
running on its host).

When 1b_admin asks whether you want to delete an entry, you have four ways to respond. yles]
deletes the entry. nf[o] leaves the entry intact in the database. After a yes or a no, 1b_admin
proceeds to check the next entry in the current database. g [ o 1 invokes automatic deletion in
which all eligible entries are deleted and all ineligible entries are left intact without your being queried,
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until all entries have been checked. gquit]terminates the clean operation.

dlelete]
Synonym for unregister.

hlelp] [command]or ? [command]
Display a description of the specified command or, if none is specified, list all of the 1b_admin com-
mands.

1[ookup] object type interface
Look up and display all entries with matching object, type, and inferface fields in the current database.
You can use asterisks as wildcards for any of the arguments. If all the arguments are wildcards,
lookup displays the entire database.

qluit]
Exit the Ib_admin session.

rlegister]object type interface location annotation [flag]
Add the specified entry to the current database. Use an asterisk to represent a nil UUID in the object,
type, and interface fields.

The location is a string in the format family : host [port], where family is an address family, host is a
host name, and port is a port number. Possible values for family include ip and dds. Use a leading #
to indicate that a host name is in the standard numeric form. For example, ip:vienna[1756],
ip:#192.5.5.5[1791]1, dds://salzburg[515], and dds:#575d4.542e[452] are all
acceptable location specifiers. (All HP-UX hosts have 1p as the family.)

The annotation is a string of up to 64 characters annotating the entry. Use double quotation marks to
delimit a string that contains a space or contains no characters. To embed a double quotation mark in
the string, precede it with a backslash.

The flag is either local (the default) or global, indicating whether the entry should be marked for
local registration only or for registration in both the LLB and GLB databases. The flag is a field that is
stored with the entry; it does not affect where the entry is registered. The set_broker and
use_broker commands select the particular LLB or GLB database for registration.

slet_broker] [broker_switch] host
Set the host for the current LLB or GLB. If you specify global as the broker switch, set_broker
sets the current GLB; otherwise, it sets the current LLB. The host is a string in the format family : host,
where family is an address family and kost is a host name. Possible values for family include ip and
dds. Use a leading # to indicate that a host name is in the standard numeric form. For example,
ip:prague, ip:#192.5.5.5, dds://1inz, and Adds:#4994.590f are all acceptable host
specifiers. (All HP-UX hosts have 1p as the family.)

Issue use_broker, not this command, to determine whether subsequent operations will access the LLB
or the GLB.

set_t[imeout][short | long]
Set the timeout period used by 1b_admin for all of its operations. With an argument of short or
long, set_timeout sets the timeout accordingly. With no argument, it displays the current timeout
value.

u[nregister]object type interface location
Delete the specified entry from the current database.

location is a string in the format family : host [ port 1, where family is an address family, host is a host
name, and port is a port number. Possible values for family include ip and dds. Use a leading # to
indicate that a host name is in the standard numeric form. For example, ip:vienna[1756],
ip:#192.5.5.5[17911, dds://salzburg[515], and dds:#5754.542e[452] are all
acceptable location specifiers. (All HP-UX hosts have ip as the family.)

Use an asterisk as a wildcard in the object, type, and interface fields to match any value for the field.
Unless 1b_admin -ng was used to suppress queries, unregister asks whether to delete each
matching entry. y[es] deletes the entry. n[o] leaves the entry in the database. g[o] deletes all remain-
ing database entries that match, without further interaction. g{uit] terminates the unregister
operation without deleting any more entries.
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usle_broker] [broker_switch]
Select the type of database that subsequent operations will access, GLB or LLB. The broker_switch is
either global or local. If broker_switch is not specified, use_broker tells whether the current
database is global or local.

Use set_broker to select the host whose GLB or LLB is to be accessed.

SEE ALSO
drm_admin(1M), glbd(1M), 1Ibd(1M), uuidname.txt(4).
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NAME
Ib_test - test the Location Broker

SYNOPSIS
/etc/ncs/1b_test [-unreg][-numentries ] [-t ime seconds ]

DESCRIPTION
1b_test tests the functionality of the Global Location Broker (GLB) and Local Location Broker (LLB), parts of
the Network Computing System (NCS).

1b_test repeatedly registers and looks up entries with the GLB and with the local LLB. It fails if a GLB or
LLB does not exist, is an incorrect version, is inaccessible, or is functioning improperly. The host that runs
1b_test must also run the Local Location Broker daemon (11bd) and must be able to reach a Global
Location Broker daemon (g1lbd or nrglbd).

A Location Broker entry contains Universal Unique Identifiers (UUIDs) for an object, the type of the object,
and an interface to the object, together with the location of a server exporting the interface. To avoid flood-
ing the GLB and LLB databases, 1b_test always uses the same three UUIDs for all registrations.

1b_test loops, making 256 passes. Each iteration of the loop attempts to register a set of entries and look
themup. 1b_test attempts to unregister the entries when it exits.

Command-line options specify the number of entries that 1b_test registers at each iteration and the
amount of time that it waits between iterations. If options are not specified, 1b_test uses default values.

If 1b_test fails, try running 1b_admin to access a Global Location Broker; if 1b_admin also fails,
there is probably a problem in the GLB configuration.

Options
~num entries
Register the specified number of entries. The default for entries is 5.

-time seconds
Sleep for the specified number of seconds between iterations. The default is no waiting.

-unreg
Unregister all entries of 1b_test type UUID. After unregistering the entries, 1b_test ter-
minates.

Sample Output
This section shows the output that 1b_test produces if the Location Broker is operating correctly. Most
of the output has been omitted as indicated by the ellipses (. . .).

If the hosts and/or the network used in the test are heavily loaded, additional informational messages may
be printed. These message are printed when the Remote Procedure Call (RPC) runtime library is recovering
from slow transmissions or lost packets.

$ 1b_test
Handling 5 reglstrations with no time delay
Starting test loop...

Pass 0

Pass 1

Pass 2

Pass 3

Pass 252
Pass 253
Pass 254
Pass 255
Unregistering...

SEE ALSO
glbd(1M), nrglbd(1M), lIbd(1M), perf(1M).
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NAME
link, unlink - exercise link and unlink system calls

SYNOPSIS
/etc/link filel file2
/etc/unlink file

DESCRIPTION
link and unlink perform their respective system calls on their arguments, abandoning most error
checking. These commands can be executed only by users who have appropriate privileges.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported.

RETURN VALUE
link and unlink return the following values:
0 Operation successful.
1 Input syntax error.
2 link or unlink call failed.
WARNINGS

If a directory that is not empty (contains files other than . and . .), is unlinked, the files become orphans
unless they are linked by some other directory.
SEE ALSO
rm(1), link(2), unlink(2).
STANDARDS CONFORMANCE
1link: SVID2
unlink: SVID2
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NAME

linkloop (1M)

linkloop - verify LAN connectivity with link-level loopback

SYNOPSIS

linkloop [-ncount ] [-£ devfile ] [-t timeout ] [-8 size | [~ rif 1 [-v 1linkaddr1 [ linkaddr2 ...]

DESCRIPTION

linkloop uses IEEE 802.2 link-level test frames to check connectivity within a local area network (LAN).
This program differs from the remote loopback capability of rlb (see rlb(IM)) in that it tests only link-
level connectivity; not transport-level connectivity.

The required parameter is the hardware station address (linkaddrl, linkaddr2,..) of a remote node.
linkloop tests the connectivity of the local node and the remote node specified by the hardware station
address. The hardware station address of a remote node can be found by executing lanscan on the
remote node. This hardware station address is usually represented as a hexadecimal string prefixed with
0x, but can also be represented as a octal string prefixed with 0 or as a decimal string. The hardware sta-
tion address must not be a multicast or broadcast address.

Options

linkloop recognizes the following options:

-n count

-t timeout

-8 size

-V

-£ devfile

-r rif

Sets the number of frames to transmit. If count is 0, linkloop transfers frames
indefinitely until an interrupt signal (defined by the user shell) is received. The default
value for count is 1.

Sets the amount of time (in seconds) to wait for a reply from the remote node before
aborting. If timeout is 0, linkloop waits indefinitely for a reply. The default value
for timeout is 2 seconds.

Sets the size of the data message to send. The maximum data size is dependent on the
type of LAN link being used. The default value is the maximum data byte count that can
be used for the particular link.

Sets the verbose option. In addition to the regular summary of test results, this option
displays more extensive error information. Ifthere are header or length errors, appropri-
ate messages are displayed. All verbose output is preceded by the number of replies
accepted before an error occurred.

Specifies which device file to use. The device file must be an LAN device file. If no device
file is entered, linkloop uses /dev/lan (Series 300/400) as the default. If
/dev/lan is not present or is the wrong type of device file, linkloop uses
/dev/ieee (Series 300/400) as the default. If no device file is entered, linkloop
uses /dev/1lan0 (Series 700) as the default. If /dev/lan0 is not present or is the
wrong type of device file, 1inkloop uses /dev/ieee0 (Series 700) as the default.

The rif is the routing information field used for token-ring networks. This information
allows a user to specify the particular bridge route over which the token ring packet
should be delivered. The rif value is given as an even number of hexadecimal bytes
separated by colons, up to a maximum of 16 bytes.

Connectivity Test Results
linkloop aborts upon receipt of an interrupt signal. If aborted, the current results are printed.

linkloop prints the result of the link-level connectivity test. If the test fails, it prints a summary of the
test and indicates the type of error. The possible messages are:

address has bad format
Incorrect hardware station address was entered on the command line.

address is not individual
Station address entered on the command line is either a multicast or broadcast address.

frames sent
Total number of frames sent.

frames received correctly
Total number of frames received without errors.

HP-UX Release 9.0: 4.23.92 -1- 219



linkloop (1M) linkloop (1M)

frames with length error
Received frame length does not match transmitted frame length. If the verbose option is
set, the length received is printed.

frames with data error
Received frame does not match transmitted frame.

frames with header error

Number of frames received containing unexpected frame header information. Either the
source address does not match the remote address, the destination address does not match
the local address, or the control field is not the TEST frame control field. These frames
are ignored. 1linkloop continues to try to receive the reply frame until the read

operation times out.
reads that timed out
Count of how many read operations timed out before the reply was received.
DIAGNOSTICS
1llegal count parameter
count is not a non-negative integer, or the number specified is too large for the local computer.
1llegal timeout parameter
timeout is not a non-negative integer, or the number specified multiplied by 1000 is too large for the
local computer.
illegal size parameter
Size specified is not in the range from 0 to the maximum link data size. Remember that the max-
imum link data size may vary in value between different LAN connection types.
unable to use device file
Specified device file does not exist or is of the wrong type, or 1inkloop is already being executed by
another user.
unable to use default device file
Default device file does not exist or is of the wrong type, or linkloop is already being executed by
another user.
invalid rif parameter
Values in the rif parameter were invalid.
rif parameter too long
The number of bytes in the rif parameter exceeded the maximum allowed (16).
rif parameter length must be even
The number of bytes in the rif parameter was odd. The number of bytes must be even.

AUTHOR
linkloop was developed by HP.
FILES
/dev/lan first default device file for Series 300/400
/dev/ieee second default device file for Series 300/400
/dev/lan0 first default device file for Series 700
/dev/ieeel second default device file for Series 700
SEE ALSO

lanscan(1M), lan(7).
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NAME
11bd - Local Location Broker daemon

SYNOPSIS )
lete/nes/llbd [ -version ]

DESCRIPTION
The Local Location Broker daemon (//bd) is part of the Network Computing System (NCS). It manages the
Local Location Broker (LLB) database, which stores information about NCS-based server programs running
on the local host.

A host must run Ilbd if it is to support the Location Broker forwarding function or to allow remote access
(for example, by the Ib_admin tool) to the LLB database. In general, any host that runs NCS-based servers
should run an llbd, and Ilbd should be running before any such servers are started. Additionally, any net-
work or internet supporting NCS activity should have at least one host running a Global Location Broker
daemon (glbd).

(On MS-DOS systems, which can run only one process at a time, /[bd functionality is automatically incor-
porated into every NCS-based server.)

Running llbd on HP-UX Systems
On HP-UX systems, 1lbd is typically started in /etc/netnesre; if the START_LLBD variable in netnesre is
set to 1, an Ilbd will be started. To start Zbd by hand, you must be root.

OPTIONS
listen family_list
This option restricts the address families on which an LLB listens. Use it only if you are creating a
special configuration where access to an LLB is restricted to a subset of hosts in the network or inter-
net.

The family_list is a list of the address families on which the LLB will listen. Names in this list are
separated by spaces. Possible family names include dds and ip.

If IIbd is started without the -listen option, the LLB will listen on all address families that are sup-
ported both by NCS and by the local host. On Domain/OS systems, this set of families always includes
dds and may also include ip. On most other systems, including HP-UX systems, ip is currently the
only family.

-version »
Display the version of NCK that this //bd belongs to, but do not start the daemon.

SEE ALSO
glbd(1M), 1b_admin(1M).
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NAME
localedef - generate and display locale.inf file

SYNOPSIS
localedef [-c][-£ charmap_file 1[-1 input_file ][ locale_name ]

localedef(1M)

localedef -d4/[-o format]locale_name
localedef -n[-1 input file]

DESCRIPTION
localedef sets up the language environment for the named locale. localedef reads a localedef
script (see localedef(4) for a detailed description) from standard input (default) or from input_file, creates a
file called locale. inf, and installs this file in the appropriate directory.

Options
localedef recognizes the following options:

222

-c
-4

Create permanent output even if warning messages have been generated.

(Dump) Display contents of locale.linf file representing named locale. The con-
tents are written to standard output in a form suitable for input to localedef so
that the locale can be modified and recreated. The locale.inf file is searched for
at pathname /usr/1ib/nls/locale_name. If this option is specified, the - £, -1,
and -n options are meaningless.

-f charmap_file

-1 input_file
-n input_file

-o format

locale_name

Use charmap_file to interpret symbolic names (of the form <name>) in the localedef
script. This option must be used if symbolic names are used in the localedef script.
See charmap(4) for a description of the format of a charmap_file.

Use input_file as the source of the localedef script instead of standard input.

(noinstall) Create the locale.inf file in the current directory, using input_file as
the source localedef script.

Specify the format of character output with the -d option. This option has no effect
except when used with -d. The arguments ¢, d, o and x options cause localedef
to output each non-printable character code in the “character constant”, “decimal con-
stant”, “octal constant”, and “hexadecimal constant” form, respectively. Without the
-o option, localedef displays each printable character code in the “character con-
stant” form and non-printable character code in the “hexadecimal constant” form.
The character constants have the form:

Type Form
c ¢ where c is a character
d \delelel] where ¢ is a decimal digit
o \elele]l where c is an octal digit
x \xcc where c is a hexadecimal digit

This argument is not required, and is ignored, if the inpuf_file contains the langname keyword (see
localedef(4)). Otherwise, locale_name identifies the name of the language following the naming conven-
tion of the LANG environment variable (see environ(5)):

language [ _territory ][ .codeset |

This is a brief description of the components that make up a locale. For a complete description of the form
and syntax of a localedef script, see localedef(4). For a complete description of the form and effects of a
charmap file, see charmap(4).

Seven categories of data in the locale.inf file are recognized by setlocale(8C), and make up a

language definition:
LC_COLLATE

Information in this category affects behavior of regular-expressions and NLS
string-collation functions.
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LC_CTYPE Information in this category affects behavior of character classification and
conversion functions.

LC_MONETARY Information in this category affects behavior of functions that handle monetary

values.
LC_NUMERIC Information in this category affects handling of the radix character in
formatted-input/output and string-conversion functions.
LC_TIME Information in this category affects behavior of time-conversion functions.
LC_MESSAGES This category contains information affecting interpretation of yes/no responses.
LC_ALL This category contains language-specific information that does not belong to

any of the above categories.

A localedef script also consists of seven categories. The beginning of each category is identified by a
category tag having the form LC_cafegory where category is one of the following: CTYPE, COLLATE,
MONETARY, NUMERIC, TIME, MESSAGES, or ALL. The end of each category is identified by a tag con-
sisting of the word END followed by a space and the category identifier; for example, END LC_ALL.
Categories can appear in any order in the ocaledef script except that, for POSIX.2 conformance, LC_ALL
should be last. All category specifications are optional. If a category is not specified, setlocale () sets
up the default “C” locale for that category (see setlocale(3C) and lang(5)).

Each category is composed of one or more statements. Each statement begins with a keyword followed by
one or more expressions. An expression is a set of well-formed metacharacters, strings, and constants.
localedef also recognizes comments and separators.

More than one definition can be specified for each category. If a category contains more than one
definition, each additional definition must be named via the modifier keyword described in
localedef(4). The first set of specifications is the default definition which might or might not have a
modifier name.

Any category can be specified by the keyword copy followed by the name of a valid locale. This causes
the information for the category to be identical to that in the named locale. Note that the copy keyword,
if used for a category, must be the first and only keyword following the category tag.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the locale to use when neither LC_ALL or the other category variables specify a locale.

LC_ALL determines locale to be used. It overrides any values specified by LANG or any other LC_* vari-
ables.

LC_CTYPE determines the printable characters when the -d option is specified. It also affects interpreta-
tion of characters in arguments as single- or multi-byte. LC_CTYPE has no effect on the processing of
localedef, which behaves as if LC_CTYPE were set to the C locale.

If LC_CTYPE is not specified in the environment or is set to the empty string, a default of “C” (see lang(5))
is used instead of LC_CTYPE.

LC_MESSAGES determines the language in which messages are displayed.

International Code Set Support
Single- and multi-byte character code sets are supported.

RETURN VALUE
localedef returns the following values:

0  No errors occurred and the locale was successfully created.
1 Warnings occurred and the locale was successfully created.
2  The locale specification exceeded implementation limits or the coded character set used is not
supported.
>3  Warnings or errors occurred, and no output was generated.

AUTHOR
localedef was developed by HP.
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FILES
/usr/lib/nls/config
/usr/1ib/nls/languagel /territory ][ /codeset ]/ locale.inf

SEE ALSO
locale(1), localedef(4), charmap(4), setlocale(3C), environ(5).

STANDARDS CONFORMANCE
localedef: POSIX.2, XPG4
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NAME
lockd - network lock daemon

SYNOPSIS
/usr/etc/rpc.lockd (-1 log file ][-t timeout |[-g graceperiod ]

DESCRIPTION
lockd is an RPC server that processes NFS file locking requests from the local kernel or from another
remote lock daemon. lockd forwards lock requests for remote data to the server site’s lock daemon
through the RPC/XDR package (see rpc(3C)). 1lockd then requests the status monitor daemon, statd
for monitor service (see statd(1IM)). The reply to the lock request is not sent to the kernel until the status
daemon and the server site’s lock daemon have replied.

If either the status monitor or server site’s lock daemon is unavailable, the reply to a lock request for
remote data is delayed until all daemons become available.

When a server recovers, it waits for a grace period for all NFS client-site 1ockds to submit reclaim
requests. Client-site lockds are notified by the statd of the server recovery, and promptly resubmit pre-
viously granted lock requests. If a lockd fails to secure a previously granted lock at the server site, the
lockd sends a SIGLOST to the process holding that lock.

Options
lockd recognizes the following options and command-line arguments:

-1 log file Log any errors to the named log file log_file. Errors are not logged if the -1
option is not specified.

Information logged to the file includes date and time of the error, host name,
process ID and name of the function generating the error, and the error message.

-t timeout lockd uses timeout (seconds) as the interval instead of the default value (10
seconds) to retransmit a lock request to the remote server. Note that changing
this value also changes the value for grace period duration.

-g graceperiod lockd uses [ 1+(graceperiod/timeout )] xtimeout (seconds) as the grace period
duration instead of the default value (5xtimeout seconds). If both -t and -g
are specified, the -t should appear first since the grace period duration is
dependent on the value of timeout.

AUTHOR
lockd was developed by Sun Microsystems, Inc., and HP.

SEE ALSO
fentl(2), lockf(2), signal(2), statd(1M).

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages
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NAME

Ipadmin (1M)

Ipadmin - configure the LP spooling syste

SYNOPSIS

fasrllib/lpadmin -pprinter [ options |
/usrllib/lpadmin -xdest
fasrllib/lpadmin -d{ dest ]

DESCRIPTION

Ipadmin configures LP spooling systems to describe printers, classes and devices. It is used to add and
remove destinations, change membership in classes, change devices for printers, change printer interface
programs, and to change the system default destination. Ipadmin cannot be used when the LP scheduler,
Ipsched(1M), is running, except where noted below.

Exactly one of the -p, -x or -d options must be present for every legal invocation of lpadmin.

-pprinter
xdest

-d[ dest ]

Names a prinfer to which all of the options below refer. If printer does not exist, it
will be created.

Removes destination dest from the LP system. If dest is a printer and is the only
member of a class, the class is deleted, too. No other options are allowed with -x.

Makes existing destination dest the new system default destination. If dest is not
supplied, there is no system default destination. This option can be used when
Ipsched(1M) is running. No other options are allowed with -d.

The following options are only useful with -p and can appear in any order. For ease of discussion, the
printer is referred to below as printer P.

-acluster_client Indicates that the printer P is attached to the specified cluster client. If omitted in a

-cclass

-eprinter
-gpriority
-h
-iinterface

-1

-mmodel
-rclass

-vdevice

clustered environment, it assumes that printer P is attached to the cluster server.
Inserts printer P into the specified class. class is created if it does not already exist.

Copies an existing prinfer’s interface program to be the new interface program for
printer P.

Sets the default priority for printer P associated with Ip(1). If omitted, the default
priority is set to 0.

Indicates that the device associated with printer P is hardwired. This option is
assumed when creating a new printer unless the -1 option is specified.

Establishes a new interface program for printer P. interface is the pathname of the
new program.

Indicates that the device associated with printer P is a login terminal. The LP
scheduler (see Ipsched(1M)) disables all login terminals automatically each time it
is started. Before re-enabling printer P, its current device should be established
using lpadmin.

Selects a model interface program for printer P. model is one of the model interface
names supplied with the LP software (see Models below).

Removes printer P from the specified class. If printer P is the last member of the
class, the class is removed.

Associates a new device with printer P. device is the pathname of a file that is writ-
able by the LP administrator /p. Note that there is nothing to stop an administrator
from associating the same device with more than one prinfer. If only the -p and -v
options are supplied, Jpadmin can be used while the scheduler is running. If the -a
option is supplied, device should be the pathname of a device file that is on the clus-
ter client.

The following options are only useful with -p and can appear in any order. They are provided with sys-
tems that provide remote spooling.

-ob3
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Uses three-digit request numbers associated with the printer directory. This is for
contact with BSD systems. The default is to not use three-digit request numbers.
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-ociremcancel Specifies that the local command remcancel is used to cancel requests to remote
printers. To ensure that the correct command is used, specify the full path name.

-ocmremcancel Specifies that the local model remcancel is used to cancel requests to remote
printers.

-ormmachine The name of the remote machine is machine.
-orpprinter The name of the printer to use on the remote machine is printer.

-orc Restricts users to canceling only their own requests. Default is to not restrict the
cancel command.

-osiremstatus Specifies that the command remstatus is used to obtain the status of requests to
remote printers. To ensure that the correct command is used, specify the full path
name.

-osmremstatus Specifies that the model remstatus is used to obtain the status of requests to remote
printers.

Restrictions
When creating a new printer, the -v option and one of the -e, -i , or -m options must be specified. Only one
of the -e, -i or -m options can be specified. The -h and -1 key letters are mutually exclusive. The -a and -1
key letters are mutually exclusive. Printer and class names must not exceed 14 characters and must con-
sist entirely of the characters A-Z, a-z, 0-9 and _ (underscore).

Models

Model interface programs are supplied with the LP software. They are shell procedures, C programs, or
other executable programs that interface between Ipsched(1M) and devices. All printer models reside in
directory /usr/spool/lp/model and can be used without modification with Ipadmin -m. All cancel models
reside in directory /usr/spoollp/cmodel and can be used without modification with lpadmin -ocm. All
status models reside in directory /usr/spool/lp/smodel and can be used without modification with lpad-
min -osm. Models should have 644 permission if owned by lp and bin, or 664 permission if owned by bin
and bin. Model file names must not exceed 14 characters. Alternatively, LP administrators can modify
copies of models then use lpadmin -m to associate them with printers. See mklp(1M) for details of the
printer models provided with your HP-UX system.

The LP model interface program does the actual printing on the device that is currently associated with the
printer. The LP spooler sets standard input to /dev/null and standard output and standard error output to
the device specified in the -v option of lpadmin. The interface program is then invoked for printer P from
the directory /usr/spool/lp as follows:

intexface/P id user title copies options file ...

where arguments are as follows:

id request id returned by Ip(1).

user login name of the user who made the request.

title optional title specified with the -t option of Ip(1).

copies number of copies to be printed.

options blank-separated list of class-dependent or printer-dependent options specified with

the -o option of Ip(1). Options from a BSD system have the character sequence BSD
attached to the beginning of the option (for example, BSDI).

file full pathname of the file to be printed.

Given the command line arguments and the output directed to the device, interface programs can format
their output in any way they choose.

When printing is completed, it is the responsibility of the interface program to exit with a code indicative
of the success of the print job. Only return values of 0 indicating that the job completed successfully, or
values of positive 1 through 127 indicating that some error was encountered that does not affect future
print jobs should be used. Negative values and positive values greater than 127 are reserved for system
use and should not be used by interface programs. Ipsched(1M) notifies users by mail when there is an
error in printing the request. If problems are detected that are likely to affect future print jobs, the
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interface program should disable the printer so that other pending print requests are not lost.

The cancel and status model interface programs perform the actual communication with the remote sys-
tem to cancel requests or get the status of requests. See rcancel(1M) and ripstat(1M) for command line
arguments.

HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

EXTERNAL INFLUENCES

Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, Jpadmin behaves as if all internationaliza-
tion variables are set to "C" (see environ(5)).

EXAMPLES

Assuming an existing Hewlett-Packard HP 2934A line printer named Ipl, it will use the hp2934a model
interface through /dev/lp after the command:

fasr/lib/lpadmin -plpl -mhp2934a -v/dev/lp

Assuming an existing Hewlett-Packard HP 33440A laser printer locally attached to the cluster client clus-
terl, it will use the hp33440a model interface through /dev/laser which resides on clusterl after the com-
mand:

fasr/lib/lpadmin -plp2 -mhp33440a -v/dev/laser -aclusterl
Assuming a printer 1p on a remote system system2, the command:

fusrflib/lpadmin -plp3 -v/dev/null -mrmodel -ocmrcmodel -osmrsmodel -o0b3 -ormsystem2
-orplp -v/dev/null

causes the spool system to use the local line printer 1p3 and the model rmodel. The spool system also uses

the model remodel to cancel remote requests and rsmodel to get status from system2. In addition, the

three-digit sequence numbers, the remote system name system2 and the remote printer Ip are used.
WARNINGS

When installing remote printers, use the option -ocmrcmodel instead of -oci/usr/llib/rcancel to specify

the method used to cancel remote requests. The option -osmrsmodel should be used instead of
-osi/usr/lib/rlpstat to specify the method used for displaying remote status.

When installing printers attached to cluster clients, Ip on the cluster server must be permitted to access the
cluster clients using remsh(1) without supplying a passwd.

When installing printers attached to cluster clients, the device file associated with the printers must be
accessed by processes on the cluster clients. See mknod(1M).

classes must not include remote printers. HP-UX systems do not have the ability to distribute print jobs in
this way. Printing to a class of printers on a remote system (systemB for example) must be accomplished
by creating the class on the remote system, then identifying that class by using a command resembling:

lpadmin -plocal_name -ormsystemB -orosystemB_class_name

FILES
Jusr/spoollp/*

SEE ALSO
enable(1), 1p(1), 1pstat(1), nroff(1), accept(1M), Ipana(1M), 1psched(1M), mklp(1M), mknod(1M), rcancel(1M),
rlp(1M), rlpdaemon(1M), rlpstat(1M).
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NAME

Ipana - print LP spooler performance analysis information
SYNOPSIS

lpana [-d dest ]

DESCRIPTION
lpana prints information about the current performance of the LP line printer system for use by system
administrators when determining how to configure the entire spooler system for optimum operation.

Options

lpana recognizes one option:

-4 dest Choose dest as the printer or the class of printers. If dest is a printer, the perfor-
mance analysis information is printed on that specific printer. If dest is a class of
printers, the performance analysis information is printed on the printers that are
members of the class. By default, 1pana prints the performance analysis informa-
tion for all printers and/or classes.

lpana examines /usr/spool/lp/lpana. log for the following items:
Wait AV Average waiting time from when job is spooled until start of printing.
Wait SD Standard Deviation for waiting time.
Print AV Average printing time from start to end of job.
Print SD Standard Deviation for printing time.
Bytes AV  Average of number of bytes printed per request.
Bytes SD Standard Deviation for number of bytes.
Sum KB Sum of bytes printed for all requests (in Kbytes).

Num of Requests
Total number of requests since logging started.
HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and

all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

International Code Set Support
Single- and multi-byte character code sets are supported.

WARNINGS
lpana performs its operation on the local system (or HP cluster) only.

AUTHOR
lpana was developed by HP.

FILES
/usr/spool/lp/lpana.log

SEE ALSO
1p(1), Ipstat(1), lpadmin(1M), Ipsched(1M).
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NAME
Ipsched, lpshut, lpmove, Ipfence - start/stop the LP request scheduler, move requests, and define the
minimum priority for printing
SYNOPSIS
fusr/lib/lpsched [-v][-a]
lasr/lib/lpshut
lasr/lib/lpmove requests dest
fasr/lib/lpmove dest1 dest2
fasr/lib/lpfence printer fence

DESCRIPTION
Ipsched  Schedules requests taken by /p(1) for printing on line printers. Ipsched(1M) is typically invoked
in /etc/re. This creates a process which runs in the background until Jpshut is executed. The
activity of the process is recorded in /usr/spool/lp/log.

Ipsched recognizes the following options:
-y Write a verbose record of the Ipsched process on /usx/spool/lp/log.
-a  Write Ipana(1M) logging data on /usr/spool/lp/lpana.log.

Ipshut
Shuts down the line printer scheduler. All printers that are printing at the time Ipshut is invoked stop
printing. Requests that were printing at the time a printer was shut down are reprinted in their
entirety after Ipsched is started again. All LP commands perform their functions even when lpsched is
not running.

Ipmove
Moves requests that were queued by Ip(1) between LP destinations. This command can be used only
when Ipsched is not running.

The first form of the command moves the named requests to the LP destination, dest. requests are
request ids as returned by Ip(1). The second form moves all requests for destination destI to destina-
tion dest2. As a side effect, Ip(1) rejects requests for dest1.

Note that lpmove never checks the acceptance status (see accept(1M)) for the new destination when
moving requests.

Ipfence
Defines the minimum required priority for the spooled file to be printed. fence must be in between 0
(lowest fence) and 7 (highest fence). Each prinfer has its own fence, which is initialized to 0 when it is
configured by the lpadmin(1M) command. lpfence is used only when Ipsched is not running.

HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

EXTERNAL INFLUENCES
Environment Variables

LC_TIME determines the format and contents of date and time strings.
LANG determines the language in which messages are displayed.

If LC_TIME is not specified in the environment or is set to the empty string, the value of LANG is used
as a default for each unspecified or empty variable. If LANG is not specified or is set to the empty
string, a default of "C" (see lang(5)) is used instead of LANG. If any internationalization variable con-
tains an invalid setting, Ipsched, [pmove, and Ipshut behave as if all internationalization variables are
set to "C". See environ(5).

FILES
/usr/spool/lp/*

WARNINGS
Moving requests associated with remote printers can cause unpredictable results.
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Ipsched, Ipshut, lpmove, and Ipfence perform their operation on the local system (or HP cluster) only.

SEE ALSO
accept(1IM), cancel(1), enable(1), Ip(l), lpadmin(1M), lpana(1M), lpstat(l), rcancel(IM), rlp(1M),
rlpdaemon(1M), rlpstat(1M).
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NAME

Isdev - list device drivers in the system
SYNOPSIS

/etc/1sdev [major ...]
DESCRIPTION

lsdev lists, one pair per line, the major device numbers and driver names of device drivers configured into
the system and available for invocation via special files. A -1 in either the block or character column
means that a major number does not exist for that type.

If no arguments are specified, l1sdev lists all drivers configured into the system. If any arguments are
used, they must represent major device numbers; 1sdev then lists the corresponding driver name (if any).

1sdev is nothing more than a quick-reference aid. In some implementations, 1sdev may only read an
internal list of device drivers, rather than the actual list in the operating system.

DIAGNOSTICS
Lists the driver name as no such driveror invalid major number when appropriate.

WARNINGS
Some device drivers available from the system may be intended for use by other drivers. Trying to use
them directly from a special file may produce unexpected results.

AUTHOR
1sdev was developed by HP.

DEPENDENCIES
Series 300/400:
An internal list, not the actual drivers in the operating system, is listed.

Series 700/800:
The actual list of drivers in the operating system is listed. In addition to the driver name, each line also
lists the device class.

SEE ALSO
Section 7 entries related to specific device drivers.
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NAME
Issf - list a special file

SYNOPSIS
188sf special_file ...

DESCRIPTION
1lssf lists information about a special file. For each special_file name, lssf determines the major
number of the special file and whether it is block or character (using stat ()). It then scans the system for
the device that is associated with the special file. When the device is found, the minor number of the spe-
cial file is decoded. A mnemonic description of the minor number is printed on standard output along with
the hardware path (i.e., address) of the device. Mnemonics used to describe the fields are closely related to
the options used with mks£ (see mksf(1M)).

DIAGNOSTICS
Most diagnostic messages from 1s8sf are self explanatory. Listed below are some messages deserving
further clarification. Warnings allow 1ss£ to continue.

Warnings
No such device in the system
There is no information about the device in the kernel. The special file is not usable. Use rmsf
to remove the special file (see rmsf(1M)).

Character major <major> is not in the kernel

Block major <major> is not 1n the kernel
The major number associated with the special file is not in the kernel. Use uxgen to add the
appropriate driver to the kernel (see uxgen (1M)).

Device driver <name> 1s not in the kernel
Device class <name> is not in the kernel :
The indicated device driver or device class is not present in the kernel. An open () of a special
file pointing to an unusable device fails. To make the device usable, the appropriate device
driver and/or device class must be added to the uxgen input file and a new kernel generated
(see uxgen(1M)). If the device is no longer needed, rms£ should be used to remove the special
files and update /etc/1loconfig.
<special_file> 18 not a speclal file
The file is not associated with an I/O device.
EXAMPLES
Suppose a special file is created with the command mksf -d tapel -H 8.6.1 -1 2 -b 1600 -a
mt/2m. The command 1ssf mt/2mthen produces:
tapel 1lu 2 bpl 1600 att address 8.6.1 mt/2m
AUTHOR
1ssf was developed by HP.
FILES
/dev/config
SEE ALSO
insf(1M), mksf(1M), rmsf(1M), uxgen(1M).

HP-UX Release 9.0: 4.23.92 -1- 233




lvchange(1M) Series 800 Only lvchange (1M)

NAME
Ivchange - change logical volume characteristics

SYNOPSIS

/etc/lvchange [-a availability ] [-A schedule ] [-p permission ] [~ relocate] [-8 strict] [~C contigu-
ous | [-M mirror_write_cache ] {- ¢ mirror_consistency } lv_path

DESCRIPTION

lvchange changes the characteristics of a logical volume. Optional command-line options and parame-
ters specify the type and extent of change. Each current characteristic for a logical volume remains in effect
until explicitly changed by the corresponding command option. All options take effect immediately except
-8 which takes effect only when new extents are allocated by the 1vextend command (see lvextend(1M)).
lv_path must be a logical volume name.

Options

234

lvchange recognizes the following options and parameters:
-a availability Set Logical Volume availability. availability can have one of the following
values:

¥y  Make a logical volume available; that is, an open of the logical
volume will succeed.

n  Make a logical volume temporarily unavailable; that is, an open of
the logical volume will fail; however, all current processes that have
the logical volume open remain open.

-4 schedule
Set scheduling policy when a logical extent with more than one mirror is written. schedule can have
one of the following values:

p  Establish a parallel scheduling policy.

s Establish a sequential scheduling policy. Use this value with care because it leads to per-
formance loss in most cases.

~Dp permission
Set access permission to read-write or read-only. permission can have one of the following values:

w  Set access permission to read-write.
r  Set access permission to read-only.

~-r relocate
Set the bad block relocation policy. relocate can have one of the following values:

y  Allow bad block relocation.
n  Prevent bad block relocation.

-8 strict
Specify the strict allocation policy. Mirrors of a logical extent can be allocated to share or not share the
same physical volume or physical volume group. This option only makes sense when the physical
volumes of the volume group that owns the logical volume to be changed reside on different physical
disks. strict can have one of the following values:

Y  Set a strict allocation policy: mirrors of a logical extent cannot share the same physical
volume.

Do not set a strict or PVG-strict allocation policy.

g Set a PVG-strict allocation policy: mirrors of a logical extent cannot share the same physi-
cal volume group.

When the logical volume is mirrored, the following changes are not allowed:

o from non-strict to strict,
¢ from non-strict to PVG-strict,
e from strict to PVG-strict.
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-C contiguous
Specify the contiguous allocation policy. Physical extents are allocated in ascending order without any
gap between adjacent extents and all extents are contained in a single physical volume. contiguous
can have one of the following values:

Y  Set a contiguous allocaton policy.
n Do not set a contiguous allocation policy.

A non-empty logical volume that has a non-contiguous allocation policy cannot be changed to a contigu-
ous allocaton policy unless it happens to meet all the requirements of the contiguous allocation policy.
The strict (-8) and contiguous (-C) options can be used together to change two allocation policies at
the same time.

See lvcreate(1m) for more information about contiguous allocation policy.

-M mirror_write_cache
Set the Mirror Write Cache to or or off. This option is allowed only when the logical volume is not
opened. mirror_write_cache can have one of the following values:

Yy  Set Mirror Write Cache to on. Every write to a mirror copy is recorded in the Mirror Write
Cache and written into the Mirror Consistency Record on the disk if a cache-miss occurred.
This allows LVM to determine whether all mirror copies are identical, even across system
crashes. When the volume group is activated, the Mirror Consistency Record is used to per-
form mirror consistency recovery.

n Set Mirror Write Cache to off. Mirror write does not incur an additional write to the Mirror
Consistency Record on the disk.

-c mirror_consistency
Set mirror consistency recovery to or or off. This option only makes sense when -M n is specified, or
when the Mirror Write Cache has already been turned off on the logical volume. mirror_consistency
can have one of the following values:

Y  Set mirror consistency recovery to on. LVM achieves mirror consistency during volume
group activation by going through all logical extents and copying data from a ron-stale copy
to the other mirror copy.

n Set mirror consistency recovery to off. LVM does not perform mirror consistency recovery on
this logical volume when the volume group is activated.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vchange behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Change the permission of a logical volume to read-only:

lvchange -p r /dev/vg0l1l/1lvol3

Change the allocation policy of a logical volume to non-strict:
lvchange -8 n /dev/vg0l1l/1lvol?7

Turn the mirror write cache off on a logical volume:
lvchange -M n /dev/vg0l1l/lvoll

REMARKS
The -r option is not available on HP-IB devices.

SEE ALSO
Ivereate(1M), lvdisplay(1M), lvextend(1M).
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NAME
lvereate - create a logical volume in a volume group

SYNOPSIS

/etc/lvcreate [-d schedule ] (-1 logical_extents_number | -L logical_volume_size)} [-m mirror_copies |
[-n _path ] [-p permission] [-r relocate] [~8 strict] [-C contiguous ] [-M mirror_write_cache] [-c
vol_group_name

DESCRIPTION
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lvcreate creates a new logical volume within the volume group specified by vol_group_name.

If lv_path is specifed on the command line, a new logical volume is created with that name. If lv_path is not
specified, a system-generated name of the form 1volN is created, where N is the minor number of the new
logical volume starting with minor number 1.

Default settings provide the most commonly used characteristics, but use options to tailor the logical
volume to the requirements of the system. Once a logical volume is created, its characteristics can be
changed by using the lvchange, lvextend, and 1lvreduce commands (see lvchange(1M),
lvextend(1M), and lvreduce(1M)).

-a schedule Set scheduling policy when one logical extent with more than one mirror is written.

schedule can have one of the following values:
p  (default) Establish a parallel scheduling policy.

8 Establish a sequential scheduling policy. This value should be used with
care since, in most cases, it leads to performance loss.

-1 logical_extents_number
Allocate the number of logical extents specified by logical extents_number to the [v_path.
logical_extents_number is a numeric value ranging from 1 through 65535 (implemtation limit);
default value is zero. Either this option or the -L option can be specificed, but not both.

-L logical_volume_size
Create a logical volume of size logical_volume_size, where logical_volume_size is specified in units of
Mbytes. The maximum value for logical_volume_size is 4096 Mbytes (4 Gbytes).

Allocate the number of logical extents corresponding to the logical volume_size. If the
logical_volume_size is not a multiple of extent size, the size is adjusted to be the next multiple. The
number of logical extents can be a value ranging from 1 through 65 535.

Either this option or the -1 option can be specified, but not both.

~m mirror_copies
Set the number of physical extents (mirrors) allocated for each logical extent.

mirror_copies specifies the number of mirror copies that contain the same data as the original; value
can be 1 or 2, meaning, respectively, one or two mirror copies that contain the same data as the origi-
nal. Default value for mirror_copies is zero.

This option requires installation of optional LVM MIRRORING software (not included in the standard
HP-UX operating system) before it can be used.

-n lv_path
Create a new logical volume with the specified name lv_path where lu_path is a simple file name, not a
path name.

-p permission
Set the access permission to read-write or read-only. permission can have one of the following values:

w (default) Set access permission to read-write.
r Set access permission to read-only.

-r relocate
Set bad block relocation policy. relocate can have one of the following values:

y (default) Cause bad block relocation to occur.
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n  Prevent bad block relocation from occurring.

-8 strict
Define strict allocation policy. Mirror copies of a logical extent can be allocated to share or not share
the same physical volume (or physical volume group). This option only makes sense when the physical
volumes (of the volume group that owns the logical volume to be changed) reside on different physical
disks. sfrict can have one of the following values:

y  (default) Set a strict allocation policy; mirrors for a logical extent cannot share the same
physical volume.

n Do not set a strict allocation policy; mirrors for a logical extent can share the same physical
volume.

g  Set a PVG-strict allocation policy; mirrors for a logical extend cannot share the same physi-
cal volume group. PVG-strict allocation policy cannot be set on a logical volume in a volume
group that does not have any physical volume group defined.

-C contiguous
Defines the contiguous allocation policy. A contiguous logical volume has three characteristics:

¢ Physical extents are allocated in ascending order,
¢ No gap is allowed between physical extents within a mirror copy,
* Physical extents of any mirror copy all reside in a single physical volume.

Use the strict ( -8) and contiguous ( -C) options together to form various combined allocation policies
on a logical volume. For example, -8 y -C y means to create a logical volume such that each mir-
ror copy is contiguous, yet mirror copies of a logical extent cannot share the same physical volume.

Yy  Set a contiguous allocation policy.
n  (default) Do not set a contiguous allocation policy.

-M mirror_write_cache
Set Mirror Write Cache to on or off. mirror_write_cache can have one of the following values:

Yy  (default) Set Mirror Write Cache to on. Every write to a mirror copy is recorded in the Mir-
ror Write Cache and written to the Mirror Consistency Record under the Volume Group
Reserved Area on the disk. This allows the LVM to determine whether all the mirror copies
are identical, even across system crashes. When the volume group is activated, the Mirror
Consistency Record is used to perform mirror consistency recovery.

n Set Mirror Write Cache to off. Mirror write does not incur an additional write to the Mirror
Consistency Record.

~C mirror_consistency
Set mirror consistency recovery to on or off. This option only makes sense when -M n is specified.
mirror_consistency can have one of the following values:

0% (default) Set mirror consistency recovery to on. LVM achieves mirror consistency during
volume group activation by going through all logical extents and copying data from a non-
stale copy to the other mirror copies.

n  Set mirror consistency recovery to off. LVM does not perform mirror consistency recovery on
this logical volume when the volume group is activated.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vcreate behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Create a logical volume in volume group /dev/vg02:
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lvcreate /dev/vg02

Create a logical volume in volume group /dev/vg03 with non-strict allocation policy:
lvcreate -8 n /dev/vg03

Create a logical volume of size 100 Mbytes in volume group /dev/vg03:
lvcreate -L 100 /dev/vg03

REMARKS
The -mand -r options cannot be used with HP-IB devices.

SEE ALSO
lvchange(1M), lvextend(1M), lvreduce(1M), pvchange(1M).
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NAME

lvdisplay (1M)
(Series 800 Only)

Ivdisplay - display information about logical volumes

SYNOPSIS

lvdisplay [-v]lv_path ...

DESCRIPTION

1lvdisplay displays the characteristics and status of each logical volume specified by the lv_path parame-
ter. If the -v (verbose) option is specified, 1vdisplay displays physical volume (PV) distribution infor-
mation, and map information about the physical extents that correspond to the logical extents of the logical

volume or volumes.

Command with no Options Specified
If the -v option is not specified, 1vdlsplay displays the following operating informatijon:

LV Name:
VG Name:

Name of the logical volume

Name of the volume group

LV Permission:

LV Status:

Access permission: read-only or read-write
State of the logical volume:

avallable/stale
Logical volume is available but contains physical extents that are not
current.

avallable/syncd
Logical volume is available and synchronized.

avallable, Logical volume is available but the stale/syncd state cannot be
confidently determined because the logical volumes have both the
Mirror Write Cache and Mirror Consistency Recovery turned off.

unavallable
Logical volume is not available for use.

Mirror Copies:
Number of physical extents beyond the original allocated for each logical extent; i.e., the number of
mirrors: 1, 2 or 3.

Consistency Recovery:
Mode of mirror consistency recovery which determines how LVM performs mirror consistency recovery
during volume group activation:

MWC

NOMWC

NONE

Schedule:

Recover mirror consistency by using the Mirror Write Cache and Mirror Consistency
Record. Implies that Mirror Write Cache is on.

Recover mirror consistency by going through all logical extents and copying data from
a non-stale copy to the other mirror copies. Implies that Mirror Write Cache is off.

No mirror consistency recovery during volume group activation on this logical volume.
Implies that Mirror Write Cache is off.

Sequential or parallel scheduling policy

LV Size:

Size of the logical volume in Mbytes.

Current LE:

Number of logical extents currently in the logical volume

Allocated PE:

Number of physical extents allocated to the logical volume

Bad Blocks:

Bad block relocation policy
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(Series 800 Only)
Allocation:
Current allocation state:
non-strict non-strict/contiguous
strict strict/contiguous
PVG-strict PVG-strict/contiguous
strict allocation specifies that mirror copies for a logical extent are not allocated on the same

physical volume.

PVG-strict allocation specifies that mirror copies for a logical extent are not allocated on the same
physical volume group.

non-strict allocation specifies that physical extents that belong to the same logical extent can be
allocated on the same physical volume or physical volume group.

contiguous allocation specifies that physical extents are allocated in an ascending order without any
gap between adjacent extents and that all physical extents of a given mirror are con-
tained in a single physical volume.

Command with —v Option Specified
When the -v option is specified, 1vdisplay lists the map and additional information about the distribu-
tion of the logical volume across the physical volumes of the volume group.

Distribution of logical volume:
Lists distribution of logical volume lv_path within the volume group.

PV Name: Name of the physical volume to which the logical extents are allo-
cated

LE on PV: Number of logical extents allocated on the physical volume
PE on PV: Number of physical extents allocated on the physical volume

Logical extents:
Displays the following information for each logical extent:

LE: Logical extent number

PV1: Physical volume name that corresponds to the location of the first physical extent of
the logical extent

PE1: First physical extent number allocated to the logical extent

Status 1:  Status of the first physical extent: staleor current

PV2: The physical volume name that corresponds to the location of the second physical
extent (first copy) of the logical extent

PE2: Second physical extent number allocated to the logical extent

Status 2:  Status of the second physical extent: staleor current

PV3: Physical volume name that corresponds to the location of the third physical extent
(second copy) of the logical extent

PE3: Third physical extent number allocated to the logical extent

Status 3:  Status of the third physical extent: staleor current

EXTERNAL INFLUENCES

Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vdisplay behaves as if all internation-
alization variables are set to "C". See environ(5).

EXAMPLES
Display information about a logical volume:
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lvdisplay /dev/vg01/1vo03

Display all the available information about a logical volume, including the characteristics, status and distri-
bution map:

lvdisplay -v /dev/vg0l1/1vo03

SEE ALSO
lvchange(1M), lvereate(1M), lvextend(1M), lvreduce(1M), pvdisplay(1M), vgdisplay(1M).
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NAME '
Ivextend - increase number of physical extents allocated to a logical volume

SYNOPSIS
/etc/lvextend {-1 logical_extents_number | -L logical_volume_size | -m mirror_copies} lv_path
[ physical_volume_path ... ﬁ physical_vol_group_name...]

DESCRIPTION
lvextend increases the number of mirrored copies or the size of the lu_path parameter. The change is
determined according to which command options are specified.

To limit the allocation to specific physical volumes, use the names of one or more physical volumes in the
physical_volume_path parameter or use the names of one or more physical volume groups in the
physical_vol_group_name parameter; otherwise, all of the physical volumes in a volume group are available
for allocating new physical extents. LVM always ensures that physical extent allocation can satisfy the
current allocation policy or policies. If a physical volume is not suitable for use with a certain allocation pol-
icy, it is not used during physical extent allocation, even it is specified in the physical_volume_path parame-
ter or indirectly in the physical_vol_group_name parameter.

The physical_vol group_name parameter is allowed only if one of the allocation policies of the logical
volume is PVG-strict.

Options
lvextend recognizes the following options and accompanying arguments:

-1 logical_extents_number
Increases the number of logical extents allocated to lv_path. logical_extents number
must be greater than the number of logical extents previously allocated to lv_path
and less than 65 535 which is the implementation limit.

logical_extents_number represents the new total number of logical extents that can be
allocated to Iv_path. The change is accomplished by allocating the number of addi-
tional logical extents represented by the difference between logical_extents_number
and the previous number of extents.

The mirror policy and mirror copies number for the new logical extents is the same as
previously established for lv_path.

One, and only one of the -1, -L, or -m must be supplied.

-L logical_volume_size
Increases the size of logical volume to logical_volume_size, where logical_volume_size
is specified in units of Mbytes. The maximum value for logical volume_sizeis 4096
Mbytes (4 Gbytes). If logical_volume_size is not a multiple of extent size, the size is
adjusted to the next multiple.

The -L option is same as the -1 option, where the logical_extents_number is
equivalent to logical_volume_size divided by the extent size.

See the description of -1 above.

- mirror_copies
Sets the number of physical extents allocated for each logical extent.
mirror_copies (that is, mirrors) can be either 1 or 2. This means that beyond the ori-
ginal copy, one or two mirror copies always contain the same data as the original
copy.
mirror_copies must be greater than the current number of mirrors for the logical
volume.

Data in the new copies is synchronized. The synchronization process can be time con-
suming, depending on hardware characteristics and the amount of data.

This option requires installation of optional LVvM MIRRORING software (not included
in the standard HP-UX operating system) before it can be used.
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One, and only one of the options -1, -L, or -m must be specified.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vextend behaves as if all internatjonal-
ization variables are set to "C". See environ(5).

EXAMPLES
Increase the number of the logical extents of a logical volume to one hundred:

lvextend -1 100 /dev/vg0l/1lvol3

Increase the logical volume size to 400 Mbytes:
lvextend -L 400 /dev/vg0l/1lvold

Allocate two mirrors (that is, three copies) for each logical extent of a logical volume:
lvextend -m 2 /dev/vg0l1l/1lvol5

WARNINGS
The -m option cannot be used on HP-IB devices.

SEE ALSO
Ivereate(1M), lvdisplay(1M), lvreduce(1M), pvchange(1M), pvdisplay(1M).
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NAME

Ivlnboot - prepare a Logical Volume to be a root, primary swap, or dump volume

SYNOPSIS

/etc/1vlinboot [~v][-rroot v ]1[-8 swap_lv ][-& dump_lv 1[-R volume_group_name |

DESCRIPTION

1lvinboot updates all Physical Volumes in the Volume Group such that the Logical Volume becomes the
root, primary swap, or a dump volume when the system is next booted on the Volume Group. If a non-
existent logical volume is specified, this command fails. If a different logical volume is already linked to the
root or primary swap, the command fails.

If the length or mirrored copies of a root, swap, or dump logical volume changes via the lvextend com-
mand (see lvextend (1M)), 1vlnboot must be run again on each logical volume that has changed.

Options

1lvlnboot recognizes the following options and arguments:

-v Prints verbose messages. With no other arguments present, this option prints infor-
mation on all Volume Groups.

-rroot_lv Defines root_Iv to be the root volume the next time the system is booted on this
Volume Group. Updates the Boot Data Reserved Area such that the Volume
Group is used to locate the root file system. This allows the roof_lv to be used as the
root volume during a maintenance mode boot. The Physical Volume or volumes con-
taining the roof_lv must have been created using the pbcreate -B option (see
pucreate(1M)), indicating that that Physical Volume is to be used as a Bootable Physi-
cal Volume. Also, the mkboot(IM) command must have been run on the Physical
Volume to create the LIF area at the top of the Physical Volume. The root_lv must be
a contiguous Logical Volume and cannot have Bad Block Relocation enabled.

-8swap_lv Defines swap_lv to be the primary swap volume next time the system is booted on the
Volume Group. Updates the Boot Data Reserved Area. Any existing swap areas
previously defined are removed. swap_lv must be a contiguous Logical Volume, and a
Root Logical Volume must have been previously defined by use of this command.

-Adump_lv Defines dump_lv to be one of the dump volumes next time the system is booted on the
, Volume Group. Updates the Boot Data Reserved Area. The combined size of all
the dump volume should be atleast 2048 bytes larger than the total memory of the
system. The additional 2 Kbytes is used to safeguard against dump to the bottom of
the disk. Multiple dump devices can be configured, but each dump_lv must be
entered on a separate lvlnboot command line. dump_lv must be an unmirrored,
contiguous logical volume.

-Rvolume_group_name
Recovers any missing links to all of the logical volumes specified in the Boot Data
Reserved Area on each of the Physical Volumes in the Volume Group.

EXTERNAL INFLUENCES
Environment Variables

LANG determines the language in which messages are displayed.
If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1v1lnboot behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
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Specify that logical volume /dev/vg00/1vol3 should be used as the Root Logical Volume:
lvinboot -r /dev/vg00/1lvol3

Specify that logical volume /dev/vg00/swapl, /dev/vg00/dump2, and /dev/vg00/dump3,
should be used as the Dump Logical Volumes and that /dev/vg00/swapl should also be used as Pri-
mary Swap:
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lvlnboot -8 /dev/vg00/swapl
lvlnboot -d /dev/vg00/swapl
lvlinboot -4 /dev/vg00/dump2
lvlinboot -d /dev/vg00/dump3

SEE ALSO
Ivrmboot(1M), pvereate(1IM), mkboot(1M).
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NAME
Ivmerge - merge two logical volumes into one logical volume

SYNOPSIS
/etc/lvmerge backup_lv_path master_lv_path

Remarks:
This command requires installation of optional LVM MIRRORING software (not included in the standard HP-
UX operating system) before it can be used.

DESCRIPTION

lvmerge merges two Logical Volumes of the same size, increasing the number of mirrored copies of the
master_lv_path by the number of copies in the backup_lv_path.

Data previously contained in the backup_lv_path is resynchronized using the data in the master_lv_path.
All new data on the backup_lv_path is lost.

Whenever a mirrored logical volume is split into two logical volumes, a bitmap is stored that keeps track of
all writes to either logical volume in the split pair. When the two logical volumes are subsequently merged
using 1vmerge, the bitmap is used to decide which areas of the logical volumes need to be resynchronized.
This bitmap continues to exist until the merge is completed, or until either of the logical volumes is
extended or reduced, or the system is rebooted.

If there is no bitmap available, the entire logical volume is resynchronized.

The normal usage for this command is to merge previously mirrored logical volumes that have been split
using the 1lvsplit command (see lusplit(1IM). However, the two logical volumes are not required to have
been the result of a previous 1vsplit operation.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, lvmerge behaves as if all internationali-
zation variables are set to "C". See environ(5).

EXAMPLES
Merge /dev/vg00/1volldb with /dev/vg00/1lvoll:

lvmerge /dev/vg00/1lvollb /dev/vg00/lvoll

WARNINGS
All data on backup_lv_path is lost after the merge if no bitmap is found.

lvmerge does not check to guarantee that the allocation policy of master_lv_path is preserved after the
merge.

SEE ALSO
Ivsplit(1M), lvereate(1M), lvextend(1M).
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NAME

Ivmmigrate - prepare root file system for migration from partitions to logical volumes
SYNOPSIS

/etc/lvimigrate [-v][-n][-d disk_special_file)[-£][-1 file_system ...][-e file_system ...]
DESCRIPTION

lvmmigrate records the configuration information of the current system in the LIF volume of the boot sec-
tion (6) for use with the install command (see install(1M)). If there is no LIF volume on the disk,
lvmmigrate creates it using lifinit(1), then records the information in a LIF file named LVMMIGRATE.
The information is also written to file /tmp/LVMMIGRATE for reviewing. 1nstall looks the for the
LIF file LVMMIGRATE, and if it exists, uses the information found as the configuration defaults for the root
volume group and the root file systems. After install has completed, a copy of the LVMMIGRATE file
can be found on the newly created system in the file /local/LVMMIGRATE.

All file system entries in the /etc/mnttab and /etc/checklist files are read. lvmmigrate also
searches for unmounted file systems and possible character data sections in unused disk areas. The list of
file systems appropriate for the root wvolume group are marked for migration. They are /, /tmp,
/usr, and any file system with mount path beginning as /usr/.

lvimigrate displays the following information on the standard output: disks and file system names that
are marked for migration, disk areas and file systems to be backed up by the user, and instructions for
reinstallation.

After execution of 1vmmigrate, users must backup the file systems and any character device sections to
tape. The system is then reinstalled on logical volumes using the configuration information recorded by
lvmmigrate.

Options

lvmmigrate recognizes the following options:

-V (verbose) lvmmigrate displays all disks, file systems, possible raw sections, and tape
devices present in the system.

-n Specifies a “no write” operation for preview purposes. Migration information is displayed
on the terminal screen, but is not recorded in the boot section of the disk.

-d disk_special_file
Specifies the root disk to be used for reinstallation. Without this option the current root
disk (where root file system / is currently located) is assumed and the configuration is
recorded in the boot section.

-f Forces recording of configuration information. Information is recorded in a LIF file
LVMMIGRATE in the boot section. Without this option, if there is a file system or LVM
record in the boot section, no write is done and a warning message is displayed.

-1 file_system ...

Specifies a list of file systems to be included in the root wvolume group along with /,
/tmp, and usr file systems.

-e filesystem ...
Specifies a list of file systems to be excluded from the root volume group. Note that
the / file system cannot be excluded.

EXAMPLES
Prepare a system for migration to root logical volumes. Create a file in the LIF area that /etc/install
can use to read default configuration information. Specify verbose mode. Create file /tmp/LVMMIGRATE:

lvinrmigrate -v

Display a detailed list of disks, file systems, and possible raw data sections present in the current system.
The -n option disables writing of the LVMMIGRATE LIF file, but file /tmp/LVMMIGRATE is still
created:

lviomigrate -v -n

Include file system /mnt in the root velume group for migration and exclude file system /usr/source.
Write configuration information in the boot section of disk /dev/dsk/c1d0s2:

HP-UX Release 9.0: 4.23.92 -1~ 247



lvmmigrate(1M) Series 800 Only lvmmigrate (1M)

lvimigrate -4 /dev/dsk/c1ld0s2 -1 /mnt -e /usr/source

WARNINGS
Use of the -£ option results in overwriting the contents of the boot section. Before using the -f option be
sure to backup all data on the boot section of the disk specified with the -4 option.

If there is no LIF volume, lvimmigrate uses lifinit to create it (see lifinit(1). If file LVMMIGRATE
already exists in the LIF volume, lvmmigrate rewrites it.

All data on disks being used for reinstallation must be backed up to a separate device because the install pro-
cess overwrites data on all disks used in the new root volume group. ,

SEE ALSO
lifinit(1), install(1M).
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NAME
Ivreduce - decrease number of physical extents allocated to a logical volume

SYNOPSIS
/etc/lvreduce (-m mirror_copies | -1 logical_extents_number | ~-L logical_volume_size} [-£]
lv_path [ physical_volume_path ...]

DESCRIPTION

lvreduce changes either the number of logical extents allocated to a logical volume specified by lv_path,
or the number of physical extents allocated to each logical extent in the logical volume. The change is
determined according to which command options you use. 1lvreduce removes mirror copies from
physical_volume_path, if specified.

Options
lvreduce recognizes the following options and arguments:

-f Force reduction of the number of logical extents without first requesting confirmation.
Note: This option can be dangerous when there is a file system on the lv_path that is
larger than the size which the Logical Volume is being reduced to. If the file system
is unmounted, the -f option forces the reduction the Logical Volume without reduc-
ing the file system. The file system becomes corrupt and is not mountable. If the file
system is mounted, lvreduce fails, preventing a mounted file system from becom-
ing corrupted. This option is allowed only if -1 or -L is also specified.

-m mirror_copies
Set the number of physical extents (mirrors) allocated for each logical extent.

mirror_copies can have the value 0 or 1. This means that beyond the original copy,
no other (0) or one (1) mirror copy contains the same data as the original copy. If they
are specified in the command line, mirror copies residing in physical_volume_path are
used for lvreduce.

mirror_copies must be less than the current number of mirrors for the logical volume.
One, and only one of the three options -m, -1, and -L must be specified.

This option requires installation of optional LVM MIRRORING software (not included
in the standard HP-UX operating system) before it can be used.

-1 logical_extents_number
Decrease the number of logical extents allocated to the Iv_path.
logical_extents_number must be less than the number of logical extents previously
allocated to lv_path.

logical_extents_number represents the new total number of logical extents within
lv_path. The change is accomplished by deallocating the number of logical extents
represented by the difference between the previous number of extents and
logical_extents_number,

lvreduce asks for confirmation if the -£ option is not specified.
lvreduce requires use of one of the three options, -1, -L, or -m.

~-L logical_volume_size
Decrease the size of logical volume to logical_volume_size, where logical_volume_size
is specified in units of Mbytes. If the logical volume_size is not a multiple of extent
size, the size is adjusted to the next multiple.

The -L option is the same as -1 option, where logical_extents_number is equivalent
to logical_volume_size divided by extent size.

See the description of -1 option above.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.
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If any internationalization variable contains an invalid setting, 1vreduce behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Decrease the number of the logical extents of a logical volume to one hundred:

lvreduce -1 100 /dev/vg01l/1lvol3
Reduce to one mirror (that is, two copies) for each logical extent of a logical volume:
lvreduce -m 1 /dev/vg0l1l/1lvol5s

Remove mirror copies of logical extents of a logical volume, possibly from the physical volume
/dev/dsk/c1d0s2:

lvreduce -m 0 /dev/vg0l/1lvold /dev/dsk/cld0s2

WARNINGS
The Logical Volume Manager does not store any information about which physical extents contain useful
data; therefore, using the -1 option might lead to the loss of useful data. Specifically, a file system corrup-
tion occurs if the Jureduce operation occurs on an unmounted file system. The lvreduce command on a Logi-
cal Volume containing a file system of greater length than the size being reducing to is not recommended.

To reduce a Logical Volume being used for swap, that swap area must be currently be in use.

SEE ALSO
Ivereate(1M), lvdisplay(1M), lvextend(1M), pvchange(1M), pvdisplay(1M).
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NAME
Ivremove - remove one or more logical volumes from a volume group

SYNOPSIS
/etc/lvremove [-£]lv_path ...

DESCRIPTION
lvremove removes the logical volume or volumes specified by lv_path. Logical volumes must be closed
before they can be removed. For example, if the logical volume contains a file system, unmount the file sys-
tem before removing it.

Options
lvremove recognizes the following option:

-f Specifies that no user confirmation is required.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vremove behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Remove a logical volume without requiring user confirmation:

lvremove -f /dev/vg0l1l/1lvol5b

WARNINGS
This command destroys all data in the logical volume or volumes.

SEE ALSO
Ivchange(1M), umount(1M).
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NAME
Ivrmboot - remove Logical Volume link to root, primary swap, or dump volume
SYNOPSIS
/etc/lvrmboot [~v][-r][-8][-d dump_lv | volume_group_name
DESCRIPTION '

lvrmboot updates all Physical Volumes contained in the Volume Group such that the Logical Volume is
removed as the root, primary swap, or a dump volume when the system is next booted on the Volume

Group.
Options
lvrmboot recognizes the following options:
-v Prints verbose messages.
-r Remove definitions of the root, primary swap, and all dump volumes from the given
Volume Group. Update the Boot Data Reserved Area.
-8 Remove definition of the primary swap volume and all dump volumes from the given

Volume Group. Update the Boot Data Reserved Area.

~ddump_lv Remove definition of dump_lv as one of the dump volumes. Update the Boot Data
Reserved Area.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vrmboot behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Specify that the logical volume /dev/vg00/1vol3 should be removed as one of the Dump Logical
Volumes: '

lvrmboot -v -d /dev/vg00/lvol3
Specify that volume group /dev/vg00 should no longer be a Root Volume Group:
lvrmboot -r /dev/vg00

SEE ALSO
Ivinboot(1M).
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NAME
lvsplit - split a mirrored logical volume into two logical volumes
SYNOPSIS
/etc/lvsplit [-s suffix ] lv_path
Remarks:

This command requires installation of optional LVM MIRRORING software (not included in the standard HP-
UX operating system) before it can be used.

DESCRIPTION
1lvsplit splits singly- or doubly-mirrored lv_path into two logical volumes. A new logical volume is
created containing one copy of the data.

If suffix is speclﬁed the new loglcal volume is given the name lv_pathsuffix. If suffix is not specified,
lvsplit assigns a new name using the suffix b.

Whenever a mirrored logical volume is split into two logical volumes, a bitmap is stored that keeps track of
all writes to either logical volume in the split pair. When the two logical volumes are subsequently merged
using lvmerge, the bitmap is used to decide which areas of the logical volumes need to be resynchronized
(see lumerge(1M)). This bitmap remains in existence until the merge is completed, or until either of the log-
ical volumes is extended, reduced, or split again or the system is rebooted.

The new Logical Volume must be fs checked before mounting (see fsck(1M)). 1vsplit flushs the filesys-
tem to a consistent state except for pipes and unlinked but open files.

To remerge two mirrored copies of a Logical Volume, use the lvmerge command (see lvmerge(1M)).

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vsplit behaves as if all internationali-
zation variables are set to "C". See environ(5).

EXAMPLES
Split the mirrored logical volume /dev/vg00/1voll into two copies. Call the new logical volume
/dev/vg00/1lvollbackup:

lvsplit -8 backup /dev/vg00/1lvoll
Split an online Logical Volume which is currently mounted on /usr so that a backup can take place:
lvsplit /dev/vg00/1lvoll
fack /dev/vg00/lvollb
mount /dev/vg00/lvollb /usr.backup
Perform backup operation:

umount /usr.backup
lvmerge /dev/vg00/lvollb /dev/vg00/1voll

SEE ALSO
Ivmerge(1M), lvereate(1M), lvextend(1M).
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NAME
Ivsync - synchronize stale logical volume mirrors in logical volumes

SYNOPSIS
/etc/1lvsync lv_path ...

REMARKS
This software requires installation of optional LVM MIRRORING software (not included in the standard HP-
UX operating system) before it can be used.
DESCRIPTION
lvsync synchronizes the physical extents of the logical volume specified by lv_path. Synchronization
occurs only on physical extents that are stale mirrors of the original logical extent. The synchronization
process can be time consuming, depending on the hardware characteristics and the amount of data.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, 1vsync behaves as if all internationaliza-
tion variables are set to "C". See environ(5).

EXAMPLES
Synchronize the mirrors on a logical volume:

lvsync /dev/vg01/lvol5

SEE ALSO
Ivdisplay(1M), vgsync(1M).
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NAME

makecdf - create context-dependent files
SYNOPSIS

makecdf [ [ -d default ][ -f source_file 1][[ -c context ] ... ] file ...
DESCRIPTION

makecdf creates a context-dependent file (CDF) for each file passed on the command line. A list of contexts
is generated from the -c options, or if no contexts are specified, makecdf creates a default context list from
the cnode names appearing in /etc/clusterconf. CDF elements are created for each name in this context
list (except as described below).

If file exists but is neither a CDF nor a directory, it is converted to a CDF whose elements are created by
duplicating the original contents of file (or the contents of the source_file if the f option is used).

If file exists and is an ordinary directory, the elements are not created by duplicating its contents into each
CDF element. Instead, the files in the directory are moved into a directory whose name is the first context
element mentioned on the command line, and empty directories are created for the remaining context ele-
ments. If no elements are specified (that is, if there are no -c options), the first entry in /etc/clusterconf is
used as the name. In order to do this, the user must have write permission on file or be the super-user.

If file exists and is already a CDF, either the -d or -f option must be used to specify what should be dupli-
cated to create the new CDF elements in the context list.

If file does not exist and there is no -f option, a CDF is created with empty contents whose names are those
in the specified context list. In this case, CDF elements are created only for those contexts explicitly
specified by the -c¢ options (that is, /etc/clusterconf is not consulted).

When making a CDF out of a device file, makecdf makes an appropriate cnode-specific device file for each
element named by cnode name if cnode name exists in /etc/clusterconf. Otherwise, the cnode ID of the ori-
ginal device file is copied to the new file.

Type, ownership, file mode bits, and access control lists of the CDF elements match those of file (see acl(5)).
Contents of regular files and directories are copied to the new elements (see WARNINGS below). Ownership
and the access control list of the CDF match those of the parent directory of file.

Only the file owner or superuser may convert a file to a CDF.

Options
makecdf supports the following options:

-c context Create the named CDF element. Causes file+/context to be created. More than one -¢
option can be specified to construct a context list.

-d default Duplicate an existing CDF element. Useful only for adding elements to existing
context-dependent files. The -d option specifies which existing element of the CDF is
to be duplicated into a new element.

-f source_file  Duplicate source_file to the elements of the CDF. This option is only effective when
file does not exist or is already a CDF. Ownership and permissions are preserved.
The filename - indicates that the standard input should be copied to the elements,
which become regular files with ownership and permissions much like files normally
created by the shells. Note: The WARNING about file types below applies to this
option as well as to file arguments.

RETURN VALUE
An exit code of 0 is returned if the CDFs are created without error. An exit code of 1is returned in the case
of any failure to create a CDF.

Warnings do not result in an exit code of 1,because they are not considered catastrophic.

DIAGNOSTICS
Errors in system calls are displayed with whatever useful arguments are available.

Warnings are printed if operations cannot be performed as expected, although the CDF is still created.
These warnings generally result from failure to change owner or change permissions of a file, or from inabil-
ity to clean up the temporary file or fully recover from a failure.
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Many messages make sense only when you understand how the program works. In particular, a temporary
file is used to hold file while the CDF is created. The temporary file is then renamed, or copied and later
removed. Some messages refer to operations attempted on the temporary file.

Most other messages are self explanatory.

EXAMPLES
Turn the file /etc/issue into a CDF with an element for each cluster node name in /etc/clusterconf:

makecdf /etc/issue
Turn the file /etc/motd into a CDF with the context elements localroot and remoteroot:
makecdf -c¢ localroot -c remoteroot /etc/motd

Add the context cnode3 to the existing CDF /etc/issue using the context element cnodel as the file to
duplicate:

makecdf -¢c cnode3 -d cnodel /etc/issue

Create a new CDF menu for which there is no existing file, copy the contents of menul into the element
cnodel and the contents of menu2 into the element cnode2:

makecdf -¢ cnodel -f menul menu
makecdf -¢c cnode2 -f menu2 menu

To move all files currently in ~/bin to ~/bin+/HP-MC68010 while creating the empty directory
~/bin+/HP-MC68020, execute the command:

makecdf -c HP-MC68010 -c HP-MC68020 ~/bin

WARNINGS
Note that makecdf attempts to create elements identical in type to file; thus, specifying the file /dev/null
results in creating special file elements rather than creating empty regular files. The latter operation is
correctly performed by using the command:

makecdf -f - file < /dev/null

makecdf treats directories somewhat differently than other types of files. (See the last example in the
EXAMPLES section.)

makecdf does not overwrite existing elements of existing CDFs.

It is not intended that makecdf be used for creating context-dependent HP-UX system files. System files are
created automatically during system installation or update.

DEPENDENCIES
NFS Access control lists of networked files are summarized (as returned in st_mode by stat(2)), but not
copied to the new file.

AUTHOR
makecdf was developed by HP.

SEE ALSO
cdf(4), context(5), clusterconf(4), acl(5).
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NAME
makedbm - make a Network Information System database

SYNOPSIS
/usr/etc/yp/makedbm [-1 nis_input file] [-o0 nis_output_name] [~d nis_domain_name] [-m
nis_master_name ] infile outfile
/usr/etc/yp/makedbm -udatabase_name

DESCRIPTION
makedbm generates databases (maps) for the Network Information System (NIS) from infile. A database
created by makedbm consists of two files: ouffile .pag and outfile .dir. A makedbm database contains
records called dbm records composed of key-value pairs.

Each line of infile is converted to a single dbm record; all characters up to the first tab or space form the .
key, and the remainder of the line is the value. If a value read from infile ends with \, the value for that

record is continued onto the next line. The NIS clients must interpret the # character (which means that

makedbm does not treat the # as if it precedes a comment). If infile is a hyphen (-), makedbm reads

standard input.

makedbm always generates a special dbm record with the key YP_LAST MODIFIED, whose value is the

time of last modification of infile (or the current time, if infile is -). This value is also known as the order
number of a map, and yppol1l prints it for a specified NIS map (see yppoll (1IM)).

Another special dbm record always created by makedbm has the key YP_ MASTER_NAME. Its value is
usually the host name retrieved by gethostname (); however, the -m option can be used to specify a
different value (see gethostname(2)).

Options
makedbm recognizes the following options and command-line arguments.
-1 Create a special dbm record with the key YP_INPUT FILE and the valuenis_input_file.
-0 Create a special dbm record with the key YP_ OUTPUT_NAME and the valuenis_output_name.
~d Create a special dbm record with the key YP_ DOMAIN_NAME and the valuenis_domain_name.

-m Replace the value of the special dbm record whose key is YP_MASTER_NAME with
nis_master_name.

-u  Undo the database_name (i.e., write the contents of database_name to the standard output), one dbm
record per line. A single space separates each key from its value.

EXAMPLES
Shell seripts can be written to convert ASCII files such as /etc/netgroup to the key-value form used by
makedbm. For example,

#!/bin/sh

/bin/awk ’'BEGIN { FS =
/etc/netgroup | \

makedbm - netgroup

":m } { print $1, $0 }’ \

converts the file /etc/netgroup to a form that is read by makedbm to make the NIS map netgroup.
The keys in the database are nefgroup(4) names, and the values are the remainders of the lines in the
/etc/netgroup file.

AUTHOR
makedbm was developed by Sun Microsystems, Inc.

SEE ALSO
domainname(1), ypinit(1M), ypmake(1M), yppoll(1M), gethostname(2), netgroup(4), ypfiles(4).

INTERNATIONAL SUPPORT
8-bit data, 8-bit file names, messages
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NAME
mirror - disk mirroring utility

SYNOPSIS
mirror -c [ -f] primarydev pstate secondarydev sstate

mirror -u mirrordev ...
mirror -o [ f]-p|-s mirrordev [{-p |-s 1 mirrordev ...]
mirror -r [ -t ] mirrordev

mirror -1 [ device ...]

Remarks:

This command requires installation of optional DataPair/800 software (not included in the standard HP-UX
operating system) before it can be used.

DESCRIPTION

mirror allows the System Administrator to configure, unconfigure, and control mirrored disks. A mirrored
disk is a pair of disk sections that contain the same data, and that look to the user like a single section. The
mirror driver automatically maintains the copies by sending writes to both sections, and sending reads to
either one.

mirror must be used with exactly one of the options -¢, -u, -o, -r, or -1.

Configare a Mirror

mirror -c [ f] primarydev pstate secondarydev sstate

Configure a mirror. Primarydev and secondarydev, the primary device and the secondary device, are
the names of the two sections in the mirror. These must be the same sections on different drives of
the same model of disk. The devices cannot already be in a mirror.

The device names can be either block or character devices. The result is the same in either case: both
the block and the character interface will be mirrored.

Once the mirror is configured, the block and character names of the primary device become the names
of the mirror itself. The mirror can be read, written, or mounted, just like any other disk section.

pstate and sstafe are the initial states of the primary and secondary. The states can be online or
offline. One of the two devices must be ONLINE. The other can be ONLINE or OFFLINE. ONLINE sec-
tions are written and read by the mirror driver as required. OFFLINE sections are normally not
accessed.

Warning: Do not set both sections in a mirror ONLINE unless both sections have exactly the same
data, or unless the current data will not be read. If both sections are not exactly the same, set one
section OFFLINE, then use mirror -r (reimage).

The primary device may be in use (open or mounted), but if it is, it must be declared ONLINE, and the
secondary must be declared OFFLINE. The secondary device cannot be in use.

-f manually sets the fail flag for the OFFLINE section. This is a flag displayed by mirror -1 (list), but
not otherwise interpreted by the mirror driver. It is meant to indicate that the device is OFFLINE
because of a hardware failure.

It is not possible to configure root and swap mirrors with mirror -c¢ unless these mirrors have been
put into the kernel by uxgen (1M).

Unconfigure a Mirror
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mirror -u mirrordev ...

Unconfigure the named mirror(s). The two sections composing the mirror revert to their original,
unmirrored behavior.

The mirror may be in use, but if it is, the primary device must be ONLINE. If the mirror is in use, the
primary device is in use after mirror -u completes.

It is not possible to unconfigure a mirror if one section is in the REIMAGE state, caused by a running
mirror -r. To unconfigure a mirror being reimaged, kill the mirror -r first.
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Take One Section of a Mirror
mirror -0 [ £]-p|-s mirrordev ([-p |-s] mirrordev ...]

Take one section of mirrordev OFFLINE. -p requests that the primary go OFFLINE, and -s the secon-
dary. -f causes the fail flag to be set.

Typically the System Administrator sets a section OFFLINE so that the mirror can be backed up or
repaired. The section is brought ONLINE again with mixrror -r (reimage). Applications using the mir-
ror do not notice these state changes.

One section in a mirror must always be ONLINE. Thus, it is not possible to take the primary OFFLINE
unless the secondary is ONLINE
and vice versa.

If the mirror driver detects a device failure, it changes that section’s state to OFFLINE automatically,
setting the fail flag, as long as the other section is ONLINE. If the other section is not ONLINE, the
mirror does not change state and the failure is handled as it would be for an unmirrored device.

Sometimes sections in several mirrors must go OFFLINE simultaneously, for example because a single
data base running on several mirrors needs to be backed up. To do this, list the sections on a single
command line, interspersing -p and -s as necessary.

To backup or repair a section once it is OFFLINE, whether it is the primary or the secondary, use the
secondary name, which is the offline-access device while the mirror is configured. As with the mirror,
both block and character interfaces can be used. It is not possible to write to the offline-access device.
It is not possible to open the offline-access device unless one section is OFFLINE. It is not possible to
change state while the offline-access device is open.

This command can also be used to set or clear the fail flag for a single mirror, even when the device is
already OFFLINE.

Reimage a Mirror
mirror -r [ -t ] mirrordev

Reimage the named mirror. This happens in three steps. First, the OFFLINE section’s state changes
to REIMAGE. Second, the mirror driver copies data from the ONLINE section to the REIMAGE section
until the two copies are identical. Third, the section’s state changes from REIMAGE to ONLINE. Only
then does the command complete.

One section must be OFFLINE. The offline-access device must not be open.

-t requests a fable-driven reimage. When a section goes OFFLINE, either through mirror -o or
because of device failure, the driver starts keeping a table that records subsequent writes to the
ONLINE side. A table-driven reimage restores only those blocks. The table is in memory, and is lost
across reboots.

Without -t, a full reimage is performed, which copies every block in the section. A full reimage is
required if the disk was replaced while the section was OFFLINE. A table-driven reimage is an error
in this case, but this error is undetectable by mirror. mirror requires a full reimage if the system has
rebooted since the section went OFFLINE.

List Mirrors

mirror -1 [ device ...]

List mirrors. With no devices named, all configured mirrors are listed. Otherwise, mirrors containing
the given devices are listed.
Output is formatted, one line per mirror, as follows:
primarydev pstate secondarydev sstate fail

primarydev and pstate are the primary device and its state. The state is given as ONLINE, OFFLINE,
or REIMAGE. Similarly, sstafe is the state of secondarydev. fail is FAIL if the fail flag is set, and
GOOD otherwise.

If a device is specified, and it is not mirrored, its state is shown as UNCONF, and no secondary or
failure information is printed.
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If the -m, -mp, or -ms options to hpuxboot(1M) have been used to select which side of the root mirror
to put ONLINE, and the side selected is the one that would normally be OFFLINE, the two states are
shown as ONLINE and NOREIM. This indicates to mirrorrc(1M) that mirrortab(1IM) is not reliable,
and that no mirrors should be automatically reimaged.

Safety Protections :
mirror requests other than -1 are rejected if the mirrorlog daemon is no longer alive. Also, the daemon’s
death can cause some mirrored writes to block indefinitely. These are safety precautions that avoid possi-
ble loss of data. To recover, restart mirrorlog.

mirror fails when disk mirroring is not configured into the kernel, or when the request is issued on a client
cnode in an HP-UX cluster.

EXAMPLES
Mirror /extra, currently mounted on /dev/dsk/c2000d0s6, with /dev/dsk/c2001d0s6, which is free:

$ mirror -c /dev/dsk/c2000d0s5 online /dev/dsk/c2001d0s5 offline
Reimage the OFFLINE section (full reimage):
$ mirror -r /dev/dsk/c2000d0s5
Set the primary OFFLINE for backup:
$ mirror -o -p /dev/dsk/c2000d0s6
After the backup, which reads from /dev/[r]dsk/c2001d0s5, reimage the OFFLINE section using the table:
$ mirror -r -t /dev/dsk/c2000d0s5
Describe all mirrors:

$ mirror -1
/dev/dsk/c2000d0s5 ONLINE /dev/dsk/c2001d0s6 ONLINE GOOD

HARDWARE DEPENDENCIES
Requires HP 9000 Series 800 with HP 7936FL/7937FL disks.

SEE ALSO
bre(1M), hpuxboot(1M), mirrorlog(1M), uxgen(1M), mirrortab(4).
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NAME
fetc/mirrorlog - state-change logger for mirror disk subsystem
SYNOPSIS
mirrorlog[-p progname ]
Remarks:

This command requires installation of optional DataPair/800 software (not included in the standard HP-UX
operating system) before it can be used.

DESCRIPTION
In response to state changes in any disk mirror, mirrorlog writes a description of all mirrors to log file,
/etc/mirrortab. This file is used to reconfigure mirrors after a reboot. See mirrortab(4) for a descrip-
tion of the format.

The -p option causes mirrorlog to execute progname whenever a mirror’s fail flag comes on. This
allows the System Administrator to take special action, such as mailing notifications or logging, in the case
of disk failures.

mirrorlog can be executed only by users with appropriate privileges.

One and only one mirrorlog process should be running at all times. If mirrorlog dies, mirroring
continues to function, except that mirror requests other than -1 are rejected, and some mirrored writes
block indefinitely. Diagnostic messages appear on the system console. To recover, restart mirrorlog.

AUTHOR
mirrorlog was developed by HP.

FILES
/dev/rdsk/mirconfig
access to mirror driver
/etc/mirrortab log file

SEE ALSO
mirror(1m), mirrortab(4).
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NAME
mkboot, rmboot - install, update, or remove boot programs from a disk device

SYNOPSIS
/etc/mkboot [-b boot_file_path |[-c][-£][-h][- 8 series ] [-u][-v] device
/etc/mkboot [-b boot_file_path ] [-1 included_lif file][-1][~p preserved_Lif file][-8 series][-v] dev-
ice
/etc/mkboot [-a aufo_file_string |[-8 series ] [-V] device
/etc/rmboot device

DESCRIPTION
mkboot is used to install or update boot programs on the specified device file.

Options
mkboot recognizes the following options:

-a auto_file_string
This option is valid only for series 800 boot programs. If the -a option is
specified, mkboot creates an aufoexecute file AUTO on device if none exists.
mkboot deposits aufo_file_string in that file. If this string contains spaces, it
must be quoted so that it is a single parameter.

-b boot_file_path If this option is given, boot programs in the pathname specified by boot_file_path
are installed on the given device.

-c This option is valid only for series 700 boot programs. If this option is specified,
mkboot checks the available space on the device. If the boot programs can fit in
the available space, mkboot exits with a zero status. If the boot programs are
too large to fit in the available space, mkboot exits with a status code of 1. If the
verbose option is selected along with this option, a message is also displayed to the
standard output.

-f This option is valid only for series 700 boot programs. This option should only be
used when the system is in the single user state. Specifying this option modifies
the LIF contents to reflect the information contained in the boot_file_path on the
named device. This option is provided as a means for forcing the information con-
tained in boot_file_path to be placed on the specified device without regard to the
current swapping status. Its intended use is to allow the boot area to grow
without having to boot the system twice (see the -h option). This could be a
dangerous operation because swap space that is already allocated and possibly in
use will be overwritten by the new boot program information. A message is also
displayed to the standard output stating that the operator should immediately
reboot the system to avoid system corruption and to reflect new information on the
running system.

-h This option is valid only for series 700 boot programs. Specifying this option
shrinks the available space allocated to swap in the LIF header by the amount
required to allow the installation of the new boot programs specified by
boot_file_path. After the LIF header has been modified, reboot the system to
reflect the new swap space on the running system. At this point, the new boot pro-
grams can be installed and the system rebooted again to reflect the new boot pro-
grams on the running system. This is the safe method for accomplishing the capa-
bility of the - £ option.

-1 included_lif file

This option is valid only for series 800 boot programs. If the -1 option is specified
one or more times, mkboot copies each included_lif file specified and ignores any
other LIF files in boot_file_path. The sole exceptions to this rule are the files ISL
and HPUX, which are copied without regard to the -1 options. If included lif file
is also specified with the -p option, the -1 option is ignored. If the -1 option is
used with LABEL as its argument and the file LABEL does not exist on
boot_file_path, then if device is an LVM physical volume or the -1 option is used,
mkboot creates a minimal LABEL file on device which will permit the system to
boot on device, possibly without swap or dump.
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This option is valid only for series 800 boot programs. If this option is used,
mkboot treats device as an LVM physical volume, regardless of whether or not it
is currently set up as one.

-p preserved_lif file

-8 series

-V

device

This option is valid only for series 800 boot programs. Ifthe -p option is specified
one or more times, mkboot keeps each specified preserved_lif file intact on dev-
ice. If preserved_lif file also appears as an argument to the -1 option, that -1
option is ignored. This option is typically used with the autoexecute file AUTO and
with the LVM and SwitchOver/UX file LABEL. If preserved_lif file is not on device,
mkboot fails.

If this option is specified, boot programs for the given series are installed on the
given device. series must be 300, 700, or 800. Note that in this context, Series
400 is treated as being identical to Series 300. If 700 is specified, mkboot by
default installs boot programs from file /usr/1ib/uxbootlf.700. If 800 is
specified, mkboot by default installs boot programs from file
/usr/lib/uxbootlf. If 300 is specified, mkboot by default installs boot
programs from /etc/boot. These defaults are overridden by the -b option. If
the -s option is not specified, mkboot defaults to the series of the current
machine.

This option is valid only for Series 700 boot programs. If -u is specified,
mkboot uses the information contained in the LIF header to identify the location
of swap area, boot area, and raw /O so that installation of the boot programs does
not violate any user data. Normally, the LIF header information is overwritten on
each invocation of mkboot. This option is provided to allow modification of boot
programs on a Series 700 disk that is also actively supporting swap and/or raw I/O.

This option is meaningful only for Series 700 boot programs. If this option is
specified, mkboot displays its actions including the amount of swap space avail-
able on the specified device.

Install the boot programs on the given device special file. The specified device can
identify either a character-special or block-special device. However, because of the
operations performed on the specified device file, mkboot requires that both be
present. mkboot attempts to determine whether a device is character- or block-
special by examining the corresponding specified path name. For this reason, the
complete path name must be supplied. If mkboot is unable to determine the
corresponding device file, a message is written to the display, and mkboot exits.

rmboot removes the boot programs from the boot area.

AUTHOR

mkboot and rmboot were developed by HP.

WARNINGS

On Series 700 systems, in order for mkboot to determine the layout of the disk, a file system must reside
on the device being modified.

Since the boot area is taken from swap space on the series 700, mkboot cannot increase the amount of
space allocated to boot programs on a disk where swap and/or raw /O are currently enabled.

When executing from a recovery system, the mkboot command (if used) must be invoked with the -f
option; otherwise it will not be able to replace the boot area on your disk.

If device is, or is intended to become an LVM physical volume on a Series 800 system, device must specify

section 2.

DEPENDENCIES
Series 300/400:

The -a, -¢, -£, -h, -1, -1, -p, and -u options are not supported.

Series 700:

The -a, -1, -1, and -p options are not supported.
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Series 800:
The -¢, -£, -h, and -u options are not supported. Boot programs are stored in the boot area in Logical
Interchange Format (LIF), which is similar to a file system. In order for a device to be hootable, the LIF
volume on that device must contain at least the ISL (the initial system loader) and HPUX (the HP-UX
bootstrap utility) LIF files. If, in addition, the device is an LVM physical volume, the LABEL file must be
present (see lvlnboot(1M)).

FILES
/usr/lib/uxbootlf file containing series 800 boot programs
/usr/lib/uxbootlf.700 file containing series 700 boot programs
/etc/boot -~ file containing series 300 boot programs
ISL initial system loader
HPUX HP-UX bootstrap and installation utility
AUTO defines default/automatic boot behavior (see ~pux(1M))
LABEL used by SwitchOver/UX and LVM
RDB diagnostics tool
IOMAP diagnostics tool

SEE ALSO

boot(1IM), hpux(1M), isl(1M), 1if(4), lvinboot(1M), mkfs(1M), newfs(1M).
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NAME
mkdev - make device files

SYNOPSIS
/etc/mkdev

DESCRIPTION
mkdev is a shell script to help the system administrator install and maintain an HP-UX system. It consists
of a machine-dependent list of commands that create one of each possible type of device file, with suggested
default device addresses. It also creates mount directories for mountable volumes and changes permissions
as appropriate for the device files.

mkdev makes it easier to build (or rebuild) special files in a single operation.

mkdev automatically changes the working directory (using the ¢d command)to /dev before starting exe-
cution.

mkdev is specifically intended for modification before (each) use. Command lines for non-desired devices
should be commented out with # so that they are still available for later use. Shorter device names than
those suggested may be preferred, especially for default devices. For HP.UX naming conventions, see
intro(7).

SEE ALSO
chmod(1), mkdir(1), mknod(1M), intro(7).

DIAGNOSTICS
Each command line in mkdev is echoed as it is executed. Error messages, if any, are generated by the
commands invoked.

To ensure that the file is modified before being used, an error is given if it has not been modified.

AUTHOR
mkdev was developed by HP.
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NAME

mkfs - construct a file system

SYNOPSIS

/etc/mkEs [-L|-S][-F]special size [nsect ntrack blksize fragsize ncpg minfree rps nbpil
/etc/mkEs [-L[-8][~F]special proto [nsect ntrack blksize fragsize ncpg minfree rps nbpi]

Remarks

HFS file systems are normally created with the newf s command (see newfs(1M)).

DESCRIPTION
mk£fs constructs a file system by writing on the special file special. mk£ s builds a file system with a root
directory and a lost+found directory (see fsck(1M)). The FS_CLEAN magic number for the file system

is stored in the super block.

mkfs(1M)

mkfs creates the file system with a rotational delay value (see tunefs(1M)) as based on the interface (SCSI,
HP-FL, HPIB) and other characteristics of the disk drive. To get the appropriate rotational delay value, turn

immediate reporting on or off before rather than after creating the file system.

Options
mk£s recognizes the following options:
-L Build a long-filename file system that allows directory entries (file names) to be up to
MAXNAMLEN (255) bytes long.
-8 Build a short-filename file system that allows directory entries (file names) to be up to
DIRSIZ (14) bytes long.

There are two types of HFS file systems, distinguished mainly by differing directory formats
that place these different limits on the length of file names. If neither -L nor -8 is

specified, mkfs creates a file system of the same type as the root file system.

-F Force mkfs to process on a mounted file system.

This options is provided primarily for backward compatibility. If -F is specified, mkfs
continues to process on a mounted file system. Otherwise, it prompts the user and waits
for a response. However, mk£s does not work on a swap device, even if -F is specified.

Arguments

266

One of the following arguments is required after special:

size Specifies the number of DEV_BSIZE blocks in the file system (DEV_BSIZE is defined in

<sys/param.h>.)

proto If proto is a file name that can be opened, mkfs assumes it to be a prototype file and takes

its directions from that file. Prototype structure is described in detail below.
The following optional arguments allow fine-tune control over file system parameters:
nsect Number of sectors per track on the disk.
ntrack  Number of tracks per cylinder on the disk.

blksize  Primary block size for files on the file system. Must be a power of two. See DEPENDEN-

CIES for allowable values.

fragsize  Fragment size for files on the file system. fragsize represents the smallest amount of disk

space to be allocated to a file. It must be a power of two not smaller than
and no smaller than one-eighth of the file system block size.

DEV_BSIZE

nepg Number of disk cylinders per cylinder group. This number must be in the range 1 to 32.

minfree Minimum percentage of free disk space allowed. Once the file system capacity reaches this

threshold, only users with appropriate privileges can allocate disk blocks.

value is 10%.

rps Number of disk revolutions per second. The default value is 60.

The default

nbpi Number of data bytes (amount of user file space) per inode slot. The number of inodes is
calculated as a function of the file system size. If nbpi is not valid, the default value of
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2048 is used.

If the second argument is a file name that can be opened, mkf s assumes it to be a prototype file proto, and
takes its directions from that file. The prototype file contains tokens separated by spaces or new-line char-
acters.

Prototype File Structure
The prototype file contains tokens separated by spaces or new-line characters. The first token is the name
of a file to be copied onto block zero as the bootstrap program (usually /etc/BOOT). If the name of a file is
", it is ignored. The second token is a number specifying the number of DEV_BSIZE-byte blocks in the
file system. The next tokens comprise the specification for the root directory. File specifications consist of
tokens giving the mode, user ID, group ID, and initial contents of the file. The syntax of the contents field
depends on the mode.

The mode token for a file is a 6 character string. The first character specifies the type of the file. (The char-
acters -bcdlL specify regular files, block special files, character special files, directories, symbolic links,
and hard links respectively.) The second character of the type is either u or - to specify set-user-ID mode
or not. The thirdis g or - for the set-group-ID mode. The rest of the mode is a three-digit octal number
giving the owner, group, and other read, write, execute permissions (see chmod(1)).

Two tokens come after the mode that specify the user and group IDs of the owner of the file. These values
can be specified numerically or by using symbolic names that appear in the password and group databases.

If the file is a regular file, the next token is a pathname from which the contents and size are copied.

If the file is a block or character special file, two numeric tokens follow which give the major and minor dev-
ice numbers.

If the file is a directory, mkf s makes the entries . and . ., then reads a list of names and (recursively) file
specifications for the entries in the directory. The scan is terminated with the token $.

If the file is a symbolic link, the next token is a pathname that is used as the path to which the symbolic
link should point.

If the file is a hard link, the next token is a pathname that is used as the name of the file within the new
filesystem to which this entry should be linked. The mode, owner and group fields of this entry are ignored;
they are taken from the target of the link. The target of the link must be listed before the entry specifying
the link. Hard links to directories are not permitted.

With the exception of the mode field (which is always an octal number), all numeric fields can be specified in
hexadecimal, octal or decimal using standard notation (values starting with a leading 0x are hex; a leading
0 are octal; all others are decimal).

Here is a sample prototype specification:

/etc/BOOT

4872

d--555 bin bin

bin d-~555 bin bin
sh ---555 bin bin /bin/sh
rsh L--555 bin bin /bin/sh
su -u-555 root bin /bin/su
$

dev d-~555 bin bin
b0 b--640 root sys 0 0x0e0000
c0 c--640 root sys 4 0x0e0000
$

etc d~-~555 bin bin
init ---555 bin bin /etc/init
passwd ---444 bin bin /etc/passwd
Yp 1--444 bin bin /usr/etc/yp
$

usr d--555 bin bin
bin d--555 bin bin

more ~---555 bin bin /usr/bin/more
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$
$
Access Control Lists (ACLs)

Every file with one or more optional ACL entries consumes an extra (continuation) inode. If you anticipate
significant use of ACLs on a new file system, you can allocate more inodes by reducing the value of nbpi
appropriately. The small default value typically causes allocation of many more inodes than are actually
necessary, even with ACLs. To evaluate your need for extra inodes, run bdf -1 on existing file systems.
For more information on access control lists, see acl(5).

DEPENDENCIES
Series 300/400/800:
Valid file system block sizes are 4096 and 8192.
Series 700:

Valid file system block sizes are 4096 and 8192 without Software Disk Striping, or 4096, 8192, 16 384,
32768, and 65 536 with Software Disk Striping.

AUTHOR
mkfs was developed by HP and the University of California, Berkeley.
SEE ALSO
chmod(1), bdf(1M), fsck(1M), fsclean(1M), newfs(1M). dir(4), fs(4), group(4), passwd(4), symlink(4), acl(5).
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NAME
mklost+found - make a lost+found directory for fsck(1M)

SYNOPSIS
/etc/mklost+found

DESCRIPTION
mklost+found creates a directory named lost+found in the current directory. It also creates several
empty files which are then removed to provide empty slots for £sck (see fsck(1M)).

For the HFS file system, mklost+£found is not normally needed, since mkfs automatically creates the
lost+found directory when a new file system is created (see mkfs(1M)).

AUTHOR
mklost+found was developed by the University of California, Berkeley.

SEE ALSO
fsck(1M), mkfs(1M).
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NAME
mknod - create special files

SYNOPSIS
/etc/mknod name ¢ major minor [ cnode_name ]

/etc/mknod name b major minor [ cnode_name |
/etc/mknod name p

DESCRIPTION
mknod creates the following types of files:

¢ Character device special file (first SYNOPSIS form),
¢ Block device special file (second SYNOPSIS form),
* TFIFO file, sometimes called a named pipe (third SYNOPSIS form).

name is the path name of the file to be created. The newly created file has a default mode readable and
writable by all users (066), but the mode is modified by the current setting of the user’s file mode creation
mask (see umask(1)).

Character and Block Special Files
Character device special files are used for devices that can transfer single bytes at a time, such as nine-
track magnetic tape drives, printers, plotters, disk drives operating in “raw” mode, and terminals. To
create a character special file, use ¢ as the second argument to the mknod command.

Block device special files are used for devices that usually transfer a block of data at a time, such as disk
drives. To create a block device special file, use b as the second argument to mknod.

The remaining arguments specify the device that will be accessible through the new special file:

major This “major number” specifies the major device type (for example, the device driver
number)
minor This “minor number” specifies the device location (typically, but not always, the unit,

drive, HP-IB bus address and/or line number).

cnode_name  If present, cnode_name specifies the cnode name, or if it is numeric, the cnode ID (see
glossary(9)) from which the device special file can be accessed. For non-numeric cnode
names, the file /etc/clustercont is searched to determine the corresponding
cnode ID.

The major and minor values can each be specified in hexadecimal, octal, or decimal, using C language con-
ventions (decimal: no leading zero, octal: leading zero, hexadecimal: leading 0x).

Assignment of major and minor device numbers is specific to each HP-UX system. Refer to the System
Administrator manuals supplied with your system for details.

Only users who have appropriate privileges can use mknod to create a character or block device special

file.

FIFO files
To create a FIFO (named pipe or buffer) file, use p as the second argument to mknod (the mkfifo com-
mand can also be used for this purpose — see mkfifo(1)). All users canuse mknod to create FIFO files.

Access Control Lists (ACLs)
Optional ACL entries can be added to special files and FIFOs with chacl(1). However, system programs are
likely to silently change or eliminate the optional ACL entries for these files.

WARNINGS
Access Control Lists
Access control list descriptions in this entry apply only to standard HP-UX operating systems. If HP MACS
software has been installed, access control lists are handled differently. Refer to HP MACS documentation
for information about access control lists in the HP MACS environment.
FILES
Jetc/clusterconf For translating cnode names to cnode IDs
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SEE ALSO
chacl(1), mkdir(1), mkfifo(1), umask(1), Isdev(1M), mkdev(1M), sam(1M), mknod(2), acl(5), mknod(5).

HP-UX System Administrator manuals.

STANDARDS CONFORMANCE
mknod: SVID2, XPG2
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NAME

mkpdf - create a Product Description File from a prototype PDF

SYNOPSIS

mkpdf [ -c comment_string 1 [ -n][ -r alternate_root } prototype_PDF new_PDF

DESCRIPTION

mkpdf is a program that reads a prototype PDF and generates a new PDF (see pdf(4)) that reflects the
current status of the file system files defined by pathnames in the prototype file.

If pathname is a directory, the size, version, checksum, and linked_to target fields are forced to be empty. If
the file is a device, the version, checksum, and linked_to fields are forced to be empty and the size field con-
tains the major and minor device numbers.

If a pathname in prototype_PDF is prefaced with “?”, the file is assumed to be an optional file. This file is
processed in the same manner as all other files except that if the file does not exist, values provided in the
prototype are reproduced, and the “?”, is passed through to new_PDF. If a pathname is not preceded with
“?”, and the file does not exist on the file system, an error is reported and no entry is added to new_PDF.

If - is used for either the prototype_PDF or new_PDF, mkpdf assumes that standard input and/or standard
output is being used for the approprate value.

Comments in prototype_PDF are supported as follows: Lines beginning with the character *%’ are generally
passed through, in order, to new_PDF, except that any “% Product Description File” and “% total size is
«.” lines are removed to prevent duplication of these automatically generated lines in new_PDF when
prototype_PDF is a PDF. Lines beginning with the hash character #, and lines containing only the new-line
character are not passed through to new_PDF. Note that blank space preceding these special characters
is not allowed and will generally result in error messages about files not found.

A size summary is produced as a comment at the end of the PDF.

Options

-c comment_string A string that contains a comment about the product for which this PDF is being gen-
erated. This is used as a second comment line of the PDF. See pdf(4) for a description
of the first comment line. If this option is not specified, no second comment line is pro-
duced.

-n Record numerical representation of user id from /efc/passwd and group id from
/etc /group for each file instead of the usual text representation.

-r alternate_root alternate_root is a string that is prefixed to each pathname in the prototype (after
removal of the optional ?) to form a modified pathname to be used to gather attri-
butes for the entry. Default is an empty string.

EXAMPLES

272

Given a file "Proto" with contents:

/bin/basename

/bin/cat

/bin/ce

/bin/dirname

/bin/grep

/bin/ls

Min/ll:::z::/bin/ls

/bin/su
The command:

mkpdf -c "fileset TEST, Release 1.0"Proto -
produces the PDF shown in the EXAMPLE section of pdf(4).

The following example creates a totally new PDF for the fileset UX_CORE. The pathname and linked_to are
taken from the prototype PDF. All other fields are generated from the file system.

mkpdf /tmp/UX_CORE /system/UX_CORE/new.pdf
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The next example shows how to create a completely new PDF from just a list of files. The PDF for the files
under the /PRODUCT directory is created by executing find (1) on all the files in the directory structure under
/PRODUCT. A/ is edited onto the beginning of each pathname to make it absolute. The pathnames are
then piped to mkpdf. A -r option specifies that a root of /PRODUCT should be prefixed to each pathname
while the directory is being searched. A - in the prototype PDF position specifies that stdin is being used for
the prototype PDF file. The resultant PDF does not contain the /PRODUCT prefix. Note that with only a list
of pathnames, the linked_to field of linked files will not conform to the convention explained in pdf(4).

cd /PRODUCT
find * -print | sed -e ’s:A/’ |
mkpdf -r /PRODUCT - PDF

RETURN VALUE
Upon completion, mkpdf returns one of the following values:

1 Returned if non-optional files in the prototype file were not found.
2  Returned if mkpdf encountered other problems.
0  Successful completion.

DIAGNOSTICS
filename: no such file or directory
A non-optional file was not found on the file system and will not appear in the new PDF.

WARNINGS
Sizes reported do not reflect blocks allocated to directories (including CDFs).

AUTHOR -
mkpdf was developed by HP.

SEE ALSO
pdfck(1M), pdfdiff( 1M), pdf(4).
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NAME
mkrs - construct a recovery system

SYNOPSIS
/etc/mkrs [-v][-qa]{-8][-£ rcdev ] [-T rootdev | [-m series ]

DESCRIPTION
mkrs constructs a recovery system on removable media (or a hard disk drive). If a system is unbootable
due to a corrupt root disk, the system administrator boots the recovery system and uses it as a temporary
root volume. Once booted on the recovery system, the administrator uses the tools it provides to repair the
corrupt root disk.

Options

mkrs recognizes the following options:

-q If enough free disk space is available in /usr/tmp (typically 10-20Mb), the -q option
can be used to make mkrs create an image of the recovery system in this directory
before copying it to the recovery media. This option generally saves a great deal of time
due to reduced seeking on non-random-access recovery media (cartridge tape and DDS).
Note: for DDS tape recovery systems, the -q option is assumed.

-8 When creating a DDS recovery system for a small memory system (8Mb or less), the -8
option should be used to specify that a smaller set of files be placed on the recovery sys-
tem.

-v (verbose) Prints a running history of the construction process. Normally, mkrs does its
work silently.

-£ rcdev  Specify the name of the device file for the recovery system (that is, the cartridge tape
drive, magneto-optical disk drive, or alternate hard disk drive on which the recovery sys-
tem is created). mkrs, by default, uses the following device file:

/dev/update.src

if it exists as a character device file, else
/dev/rct/c0  ifit exists as a character device file, else
/dev/rct if it exists as a character device file,

else the device file must be specified.

If none of the above defaults exist on the system, one of these device files must be created or the -f
option must be used to specify the device file to be used (the recovery device file can be either a block or a
character device file).

~x rootdev }
Specify the name of the device file for the root device. mkrs, by default, uses the following device file:

/dev/dsk/080 ifit exists as a block device file, else
/dev/root if it exists as a block device file, else
/dev/hd if it exists as a block device file,

else the device file must be specified.

If none of the above defaults exist on the system, one of these device files must be created or the -r
option must be used to specify the device file to be used (the root device file must be a block device file).

-m series
Specify which type of machine is running this software (for example, -m 300). Normally, mkrs prop-
erly identifies the machine type. This option can be used if mkrs is unable to identify the machine type.

DIAGNOSTICS
An error message results if:

* None of the default device files for the recovery device exist and the -£f option is not used to
specify a recovery device file.

* None of the default device files for the root device exist and the ~r option is not used to specify a
root device file.

* The machine type cannot be determined and the -m option is not used to specify the machine

type.
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WARNINGS
Incorrectly specifying the recovery device may cause file system damage during recovery system construc-
tion.

The recovery system provides super-user capabilities; the system administrator should have exclusive
responsibility for its use.

The recovery system uses the swap area of the system being repaired for its swap space.

Recovery systems that are created on DDS tape devices will only work if the DDS tape device has a SCSI
interface.

mkrs expects that the recovery media specified has already been formatted with mediainit in the case
of magneto-optical or hard disk drives.

When executing from a recovery system, the mkboot command (if used) must he invoked with the -f
option; otherwise it will not be able to replace the boot area on your disk.

DEPENDENCIES
Series 300
Series 300 systems must have Revision D or newer boot ROMs to support DDS tape recovery systems.

Series 700
The -s option is necessary for building Series 700 DDS tape recovery systems.

AUTHOR
mkrs was developed by HP.

SEE ALSO
HP-UX System Administrator manuals.

config(1M), mkfs(1M).
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NAME
mksf- make a special file

SYNOPSIS
/etc/mksf [-Ncnode ] [-d driver | -Cclass 1 [-H hw_path 1[-1 lu ] [driver_options ...] [ special_file ]

/etc/mksf [~Ncnode | [-A driver | ~Cclass 1 [-H hw_path 1 [-x ] -m minor special_file

DESCRIPTION
mksf makes a special file for an existing device; that is, a device that has already been assigned a logical
unit number by insf (see insf(1IM)). The device is specified by supplying some combination of the -4, -C,
-H, and -1 options. If the options specified match a unique device in the system, mksf creates a special
file for that device; otherwise, mksf prints an error message and exits.

For most drivers, mksf has a set of built-in driver options and special-file naming conventions. By supply-
ing some subset of the driver options, as in the first form above, the user can create a special file with a par-
ticular set of characteristics. If a special-file name is specified, mksf creates the special file with that spe-
cial file name; otherwise, the default naming convention for the driver is used.

In the second form, the minor number and special-file name are explicitly specified. This form is used to
make a special file for a driver without using the built-in driver options in mksf. The -r option specifies
that mks£ should make a character (raw) device file instead of the default block device file for drivers that
support both.

The -N option specifies that the special files are to be created with the associated cnode ID; the format of
cnode is the same as that given in mknod(1M). If -N is not specified, insf uses the cnode ID of the
machine on which it is executing.

s

Options
mks£ recognizes the following options:

-Cclass Match a device that belongs to the specified device class. Device classes are defined in
file /etc/master.

-Hhw_path ~ Match a device at the specified hw_path. hw_path specifies the address of the
hardware components leading to a device. It consists of a string of numbers each
suffixed by slash (/), followed by an arbitrary-length string of numbers separated by
periods, (.). Hardware components suffixed by slashes indicate bus converters and
may not be necessary on your machine. Hardware components suffixed by (.) indi-
cate the addresses of the remaining hardware components on the path to a device.

-N crode Make a special file with the specified cnode ID; the format of cnode is the same as that
given in mknod (1M).

-& driver Match a device controlled by the specified driver.

-1 lu Match a device with the specified logical unit number.

-m minor Create the special with the following minor number; the format of the minor number

is the same as that given in mknod (1M).
-r Create a character (raw) special file instead of a block special file.
Driver-specific options and default special file names are listed below.
autox0/autoch
-z cartridge The cartridge number (start with 1).
-r Raw; create character, not block, special file.

-8 section The section number.
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special_file The default special file name depends on the whether the -r option is used.

-r Special File Name
yes | rac/cfPlu ssectiondcartridgea and
rac/cfPlu s sectiondcartridgeb
no | ac/c£Plu ssectiondcartridgea and
ac/cfPlu s section dcartridgeb

discl
-c This option must be present if the unit is a cartridge tape.
-t Transparent mode (normally used by diagnostics).
-u unit The CS/80 unit number (for example, unit 0: disk, unit 1: tape).
-r Raw; create character, not block, special file.
-8 section The section number.
special_file The default special file name depends on whether the -r and -c options are used:
-r | -c Special File Name
yes | yes | ret/cf2ludunit s section
yves | no | rdsk/cf2ludunit s section
no | yes | ct/cf2ludunitssection
no | no | dsk/cf2ludunitssection
disc2 )
-t Transparent mode (normally used by diagnostics).

-u unit The ¢s80 unit number (typically 0).

-r Raw; create character, not block, special file.

-8 section The section number.

special_file The default special file name depends on whether the -r option is used:

disc3
-r
-8 section

special_file

display0

~D device

-a address
-t
special_file

-r Special File Name
yes | rdsk/c£Pludunit s section
no | dsk/c£Pludunitssection

Raw; create character, not block, special file.
The section number.

The default special file name depends on whether the -r option is used:

-r Special File Name
yes | rdsk/cfPludOunit s section
no | dsk/cfPludounits section

Specifies the device type. Possible values for device are framebuf, hil, hilkbd,
and ite.

The link address (1-7).
Transparent mode (normally used by diagnostics).
The default special file name depends on the arguments -D and -t:
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-D arg -t | Special File Name
-D framebuf | no | crtf2lu
-D framebuf | yves | diag/crtf2lu

~-D hil no | hil_f2lu.address
-D hil yes | diag/hilf2lu
-D hilkbd no | hilkbdf2lu
-D ite no | ttyif2lu
gpio0
-t Transparent mode (normally used by diagnostics).
special_file The default special file name is gpiolu.
gpiol
-t Transparent mode (normally used by diagnostics).
special_file The default special file name is gpiolu.
instro0
-a address The HP-IB instrument address (0-30).
-r Raw; the special file has no associated HP-IB instrument address.
-t Transparent mode (normally used by diagnostics).
special_file The default special file name is hpib/luaaddress or hpib/lu (if -r).
lpr0/1lprl/lpr2
-c Capital letters. Convert all output to uppercase.
-n No form-feed.
~-r Raw.
-0 Old paper-out behavior (abort job).
-e Eject page after paper-out recovery.
-t Transparent mode (normally used by diagnostics).

special_file The default special file name is 1plu or r1plu Gf -x).
mux0/mux0_16

-c CCITT.

-h Hardwired (direct connect).
-1 Callin.

-0 Callout.

-p port Multiplexer port number (0-5 for mux0; 0-15 for mux0_16).

-t Transparent mode (normally used by diagnostics).

special_file The default special file name is t tylupport or muxiu (if -t).
cn/devconfig/diag0/dmem/meas_drivr/mm/pty0/ptyl/sw/sy/clone/dlpidrv

-m minor  The minor number.

special_file No default. Path must be specified.

tapel/tape2
-a AT&T style rewind/close.
-b bpi Bits per inch. Recognized values for bpi are: 800,1600, 6250.
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-c RTE compatible close.

-n No rewind on close.

-r Raw; create character, not block, special file.

-t Transparent mode (normally used by diagnostics).
-u UC Berkeley style rewind/close.

-w Wait (disable immediate reporting).

-c Enable data compression.

special_file The default special file name is mt /lu1. The -r option changes mt to rmt. The 1
means low density (800 bpi). For 1600 and 6250 bpi, 1 is replaced by m (medium)
and h (high), respectively. An n is appended to the name if the -n (no rewind)
option is given. A ¢ is appended to the name if the -C (compression) option is given.

RETURN VALUE
mksf returns O upon normal completion and 1 if an error occurred.

DIAGNOSTICS
Most of the diagnostic messages from mksf are self explanatory. Listed below are some messages deserv-
ing further clarification. Errors cause mksf to abort immediately.

Errors
Ambiguous device specification
Matched more than one device in the system. Use some combination of the -4, -C, -H, and -1
options to specify a unique device.

No such device in the system
No device in the system matched the options specified. Use loscan to list the devices in the system
(see ioscan (1M)).

Device drivername is not in the kernel

Device classname 1s not in the kernel
The indicated device driver or device class is not present in the kernel. Add the appropriate device
driver and/or device class to the uxgen input file and generate a new kernel (see uxgen (1IM)).

Device has no logical unit number
The specified device has not been assigned a logical unit (Ju) number. Use 1nsf to assign an lu to
the device.

EXAMPLES
Make a special file named /dev/printer and map it to the line printer device associated with logical
unit number 2.

mksf -C printer -1 2 /dev/printer

Make a special file, using the default naming convention, for the tape device at hardware path 8.4.1. The
driver-specific options specify raw mode, 1600 bits per inch, and no rewind on close.

mksf -C tape -H 8.4.1 -r -b 1600 -n

AUTHOR
mksf was developed by HP.

FILES
/dev/config
/etc/master

SEE ALSO
insf(1M), ioscan(1M), Issf(1M), mknod(1M), rmsf(1M), uxgen(1M), ioconfig(4).
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NAME
mount, umount - mount and unmount file system

SYNOPSIS
/etc/mount [fsname directory [-fxv][-s I -u][-ooptions ][t type ]]
/etc/mount -a[-fv][-8]|-u]
/etc/mount [-p)[-1]-L][-8|-u]

/etc/umount [-v][-8]fsname
/etc/umount [-v][-s]directory
/etc/umount -al-v][-s][-hhost]]1[-t type]]

DESCRIPTION
mount announces to the system that a removable file system is to be attached to the file tree at directory.
directory must already exist, and becomes the name of the root of the newly mounted file system. directory
must be given as an absolute path name and cannot be a context-dependent file (see cdf(4)). fsname must
be either the name of a special file or of the form host : path. If fsname is of the form host : path, the file sys-
tem type is assumed to be nfs (see -t option below).

These commands maintain a table of mounted devices in /etc/mnttab. If invoked with no arguments,
mount prints the table.

umount announces to the system that the removable file system fsname previously mounted on directory
directory is to be unmounted. Either the file system name or the directory where the file system is mounted
can be specified.

In the HP Clustered Environment, only NFS and HFS file systems can be mounted and unmounted from
client nodes. See Networking Features below.

Options (mount)
mount recognizes the following options. Options are position-independent and can occur in any order.

-a Attempt to mount all file systems described in /etc/checklist. All optional fields in
/etc/checklist must be included and supported. If type is specified, all file systems in
/etc/checklist with that ype are mounted. File systems are not necessarily mounted
in the order listed in /etc/checklist.

-£ Force the file system to be mounted, even if the file system clean flag indicates that the file
system should have fsck run on it before mounting (see fsck(1M)).

-p Print the list of mounted file systems in a format suitable for usein /etc/checklist.

-1 In the HP Clustered environment, prints only HFS and CDFS file systems mounted on the
local cnode (NFS mounts are not displayed).

-L In the HP Clustered environment, prints only file systems which may be unmounted from
the local cnode. (Includes file systems mounted on the local node and cluster-wide NFS
mounts).

-r Mount the specified file system as read-only. This option implies ~o ro. Physically

write-protected file systems must be mounted in this way or errors occur when access times
are updated, whether or not any explicit write is attempted.

-u Force an update of /etc/mnttab from the kernel mount table.

-8 Do not update the /etc/mnttab file with kernel mount information. Use of this option
is provided for special cases of backward compatilibity only and is strongly discouraged.
This option may be removed in a future release.

-t type Specify a file system fype. Acceptable types are hfs, cdfs, and nfs (see checklist(4)). If
-a is not used, the single file system specified is mounted as that fype.

-v Verbose mode. Write a message to the standard output indicating which file system is
being mounted.
-0 options Specify a list of comma-separated options from the list below. Some options are valid for

any file system ¢ype, while others apply only to a specific Zype.
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The following options are valid on all file systems:
defaults Use all default options. When used, this must be the only option

specified.
rw Read-write (default).
ro Read-only.
suid Set-user-ID execution allowed (default).
nosuid Set-user-ID execution not allowed.

The following options are valid only on hfs type file systems:

quota

Disk quotas enabled (valid only for rw type file systems).

nogquota Disk quotas disabled (default).

Mounting with the quota option also enables quotas for the file system, unlike some other systems which
require the additional invocation of the quotaon command after the file system has been mounted (see
quotaon(1IM)). Running quotaon does no harm, but is not necessary.

Options (umount)
umount recognizes the following options. Options are position-independent and can occur in any order.

-a

-8

-h host

-t type
-v

Unmount all locally mounted and NFS mounted file systems described in /etc/mnttab.

Do not update the /etc/mnttab file with kernel mount information. Use of this option
is provided for special cases of backward compatilibity only and is strongly discouraged.
This option may be removed in a future release.

Unmount only those file systems listed in /etc/mnttab that are remote-mounted from
host.

Unmount only file systems mounted with the given type.

Verbose mode. Write a message to the standard output indicating which file system is
being unmounted.

NETWORKING FEATURES

NFS

The following options are specific to nf s file systems:

acregmin=n Hold cached attributes for at least n seconds after file modification.

acregmax=n Hold cached attributes for no more than n seconds after file modification.

acdirmin=r Hold cached attributes for at least n seconds after directory update.

acdirmax=n Hold cached attributes for no more than n seconds after directory update.

actimeo=n Set min and max times for regular files and directories to n seconds.

bg
devs
nodevs
fg
hard

intr
nocto
noac
nointr
port=n

If the first mount attempt fails, retry in the background.
Allow access to local devices (default).

Deny access to local devices.

Retry in foreground (default).

Once the file system is mounted, retry subsequent NFS requests until server responds
(default).

Permit interrupts for hard mounts (default).
Suppress fresh attributes when opening a file.
Suppress attribute and name (lookup) caching.
Ignore interrupts for hard mounts.

Set server UCP port number to n (default is the port customarily used for NFS
servers).
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retrans=rn Set number of NFS retransmissions to n (default = 4).

retry=n Set number of mount failure retries to n (default = 1).

rsize=n Set read buffer size to n bytes (default set by kernel).

timeo=n Set NFS timeout to n tenths of a second (default = 7).

wslze=n Set write buffer size to n bytes (default set by kernel).

soft Once the file system is mounted, return error if server does not respond.

Regular defaults are:

acregmin=3, acregmax=60, acdirmin=30, acdirmax=60.
actimeo has no default; it sets acregmin, acregmax, acdirmin, and acdirmax to the value
specified.

The bg option causes mount to run in the background if the server’s mount daemon does not respond.
mount attempts each request retry=n times before giving up. Once the file system is mounted, each NFS
request made in the kernel waits timeo=n tenths of a second for a response. If no response arrives, the
timeout is multiplied by 2 and the request is retransmitted. When retrans=n retransmissions have
been sent with no reply, a soft mounted file system returns an error on the request and a hard
mounted file system retries the request. By default, the retry requests for a hard mounted file system
can be interrupted. If the nointr option is specified, retry requests for a hard mounted file system
are not interruptable which means that retry requests continue until successful. File systems that are
mounted rw (read-write) should use the hard option. The number of bytes in a read or write request can
be set with the rsize and wsize options. The devs option allows access to devices attached to the
NFS client via device files located on the mounted NFS file system. The nodevs option denies access to
devices attached to the NFS client by causing attempts to read or write to NFS device files to return an
error.

File Attributes

The attribute cache retains file attributes on the client. Attributes for a file are assigned a time to be
flushed. If the file is modified before the flush time, the flush time is extended by the time since the last
modification (under the assumption that files that changed recently are likely to change soon). There is a
minimum and maximum flush time extension for regular files and for directories. Setting actimeo=n
extends flush time by n seconds for both regular files and directories.

NFS Mounts in HP Clustered Environment:

If an NFS mount is made from the server node or any of the client nodes, the NFS file system is accessible
from all nodes. If the mount is made from a client node and the client node is rebooted, the mount contin-
ues to function normally for all remaining nodes, and will function for the rebooted client without remount-
ing the NFS file system.

DIAGNOSTICS

Attempting to mount a currently mounted non-nfs volume under another name results in an error.

umount complains if the special file is not mounted or if it is busy. The file system is busy if it contains an
open file or some user’s working directory.

Cascaded distributed mounts (mounts whose mount point resides on another client node’s locally mounted
disk) are not supported.

EXAMPLES

Mount a local disk:
mount /dev/dsk/c040s4 /usr

NFS:
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Mount a remote file system:
mount serv:/usr/src /usr/src -t nfs
Same as above:

mount serv:/usr/src /usr/src
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Same as above but with a soft mount; the file system is mounted read-only:
mount serv:/usr/src /usr/src -o soft,ro

WARNINGS
A directory or file must be exported by exportfs before it is NFS mounted (see exportfs(1M)).

Some degree of validation is done on the file system. However, it is generally unwise to mount file systems
that are defective, corrupt, or of unknown origin.

Mounting CD-ROM media on a cnode that is not the cluster server is not supported.

AUTHOR

mount was developed by HP, AT&T, the University of California, Berkeley, and Sun Microsystems.
FILES

/etc/checklist file system table

/etc/mnttab mount table
SEE ALSO

fsclean(1M), quotaon(1M), mount(2), checklist(4), mnttab(4), quota(s).
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NAME
mountd - NFS mount request server

SYNOPSIS
/usr/ete/rpe.mountd{-1log file][-tn][-e | -n]

DESCRIPTION
mountd is an RPC server that answers file system mount requests. It reads file /etc/xtab (described in
exports(4)) to determine which directories are available to which machines. It also provides information on
what file systems are mounted by which clients. This information can be printed using the showmount
command (see showmount(1M)).

rpc.mountd is started from /etc/netnfsrc orisinvoked by /etc/inetd (see inetd(1IM)).

Options
mountd recognizes the following options:

-1 log_file Log any errors to the named log file, log_file. Errors are not logged if the -1 option is
not specified.

The information logged to the file includes the date and time of the error, the host name,
process ID and name of the function generating the error, and the error message. Note
that different services can share a single log file since enough information is included to
uniquely identify each error.

-e Exit after serving each RPC request. When this option is used, the inetd security file
/usr/adm/inetd.sec can control access to RPC services.
-n Exit only if:

¢ portmap dies (see portmap(1M)),
¢ another rpc.mountd registers with portmap, or
¢ rpc.mountd becomes unregistered with portmap.

This option is more efficient because a new process is not launched for each RPC request. This option is
the default.

~-tn
Specify tracing level , where n can have one of the following values:

1 Errors only (default)
2 Errors, mount requests and mount failures

WARNINGS
If a client crashes, executing showmount on the server will show that the client still has a file system
mounted; i.e., the client’s entry is not removed from /etc/rmtab until the client reboots and executes
umount -a (see showmount(1M)).

Also, if a client mounts the same remote directory twice, only one entry appears in /etc/rmtab. Doing a
umount of one of these directories removes the single entry and showmount no longer indicates that the
remote directory is mounted.

If using clustered systems capabilities, only the cluster server’s mountd can respond successfully to mount
requests. In the case of cluster clients, the rpc.mountd process is only used to answer showmount
requests.

AUTHOR
mountd was developed by Sun Microsystems, Inc.

FILES
/etc/rmtab list of all hosts having file systems mounted from this machine

SEE ALSO
inetd(1M), mount(1M), portmap(1M), showmount(1M), exports(4), inetd.conf(4), inetd.sec(4), rmtab(4), ser-
vices(4).
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NAME

mstm - Menu interface to the Support Tools Manager
SYNOPSIS

/usr/dlag/bin/mstm[-m][-1 log_file]
DESCRIPTION

mstm provides access to a variety of support actions via a menu-based user interface. mstm is a comple-
mentary interface to xstm (a graphical interface for the X11 environment), and to ¢stm (a command line
interface for ASCII terminals). mstm can be run on any HP 2392 terminal (or compatible), or on any X ter-
minal.

Before attempting to use the mstm interface, be aware of the use of:

select bar Selects device classes, devices to test, and help topics. Use arrow keys to move the
select bar up and down the menu to the desired item, then select the appropriate
function key displayed at the bottom of the screen.

Refresh Screen key
Useful for refreshing the screen when a modem fault causes incorrect characters to be
displayed. Press this key to restore uncorrupted display contents.

Help & Options key
Access the online help facility to obtain information about a particular system feature
or option.

When mstm is started, an initial System Mapping screen is displayed. Once system mapping is complete,
the Summary Screen is displayed.

Note that when mstm is run for the first time, initialization causes a longer wait before user interaction
begins than when mstm is run again and full initialization is not necessary. This initial execution of
mstm is the equivalent of using the -m option (discussed below).

The Summary Screen shows the following device classes: SPU, Disk, and Tape From the Summary
Screen, the user can choose to run one or more operations on one or more device classes, or on the system as
a whole. Currently available operations include verifying the system or verifying a device class. Individual
devices can be selected for test by selecting the List Devices key displayed at the bottom of the Main
Menu screen. When the List Devices key is pressed, the Detail Configuration Screen is displayed.
Selects ALL at the Summary Screen (via the highlight bar) displays a map of the O and system
configuration, including processors, /O cards, and peripherals. The map includes the physical path of each
device, a brief description of each device, and the status of all support operations that have been initiated
on each device. Selecting any of the specific device class from the Summary Screen (such as, SPU, DISKS,
or TAPES) displays information about the corresponding subset in the Detail Configuration Screen map
information.

The Help & Options key displays a brief list of commands available in mstm. To obtain additional
help information for a particular command, move the highlight bar up and down the list of entries on the
Help Screen to the appropriate list item, then selecting the More Help function key at the bottom of the
screen.

Operations that can be performed on a given specified device depend on the support tool functions available
for that type of device, and on the user’s security level. Typically, these actions are verify, dlagnose,
or exerclse. verlfy operations consist of tasks that access the device in 2 manner reflecting a typical
user, to determine whether the device is functional. diagnose operations perform hardware diagnostic
tests on the selected device. exercise operations attempt to stress the device.

When an operation such as verify, dlagnose, or exercise is selected, a message is displayed indi-
cating that the operation was initiated. When the action has completed, a message is displayed indicating
the result of the operation. Additionally, the status displayed on the Summary and Detail Configuration
screens is changed to reflect the result. Typical result statuses are Success, Falled, Warning, and
Incompl. In the case of Warning, Failed, and Incompl, the result is displayed in inverse video in
order to make it easier to recognize. If an operation fails, detailed information concerning the exact nature
of the failure can be obtained by selecting the View Logs key.

To view the log file for the entire session, use the View Logs key while the highlight bar is on the
(ALL) selection on the Summary or Detail Configuration Screens; to view the log file for a specific device,
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the highlight bar must be on the device whose log file is to be viewed (assuming any device log file exists —
if one does not, an appropriate message is displayed in the Info Area of the screen instructing you to refer
to the session log file).

The most current test results are appended to the file. To see the most current test results first, select the
Go end of file function key, then scroll backwards through the file using the arrow or paging keys.
To search on a specific keyword, select the Search Backward function key instead. To search in a for-
ward direction instead, use the Search Forward key.

Some actions may require user intervention such as mounting a tape and making sure that the tape drive
is on line. When such operator intervention is required, mstm prompts for a response.

Options

mstm recognizes the following options and command-line arguments:

-m At start-up, force a search of the physical devices on the system, and of the diagnostic programs
supported. When this option is used, mstm takes longer to reach the point where it interacts
with the user. This option is required when system configuration is changed or when a new
diagnostic program is installed through sysdiag.

-1 log_file
Specifies the name of the file to which log events are posted, that occur during the time the
application is active. The default is ./stm.log. The contents of this log can be viewed by
selecting the View Logs key while the highlight bar is on the (ALL) selection on the Sum-
mary or Detail Configuration Screens.

Since the most current test results are appended to the file, the user should select the Go end
of file function key then scroll backwards through the file, to see the most current test
results first. Use the arrow keys or paging keys to do this, or select the Search Backward
function key, which will prompt you for a specific keyword to search on. The Search For-
ward key is used when searching forward by keyword.

WARNINGS

Due to the nature of this application and its associated processes, overall system performance may be
degraded while mstm is running.

AUTHOR

mstm was developed by HP.

FILES
Session Log File

The session log (default name: stm.log) contains a detailed history of the actions performed by mstm.
This log begins with a chart indicating the system and /O configuration for the system and records the
results for each action performed during the session. Each line of the chart specifies the location of the dev-
ice, a description of the device, the current status of the diagnose action, and the current status of the verify
action.

Note that the Verifier, Diagnostic, and Exerciser status columns may contain entries of N/A or Not
Checked. N/A signifies that the corresponding action is not available for the device. Not Checked
signifies that the action has not been invoked, which is always the case when mstm is first invoked.

Other Files

/usr/dlag/bin/am support application manager
/usr/diag/bin/dtm diagnostic tool manager
/usr/diag/bin/DTMDUI.sh diagnostic interface shell
/usr/dlag/bin/diskdat disk device access verifier
/usr/dlag/bin/idiskdaf removable-media disk device access verifier
/usr/dlag/bin/tapedaf tape device access function
/usr/dlag/bin/CSVER000 NLS message catalog for the platform
/usr/dilag/bin/MSTM000 NLS message catalog for MSTM

SEE ALSO
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xstm(1M), cstm(1M).
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NAME
mvdir - move a directory

SYNOPSIS
/etc/mvalir dir newdir

DESCRIPTION
mvdlr moves one directory tree into another existing directory (within the same file system), or renames a
directory without moving it.

dir must be an existing directory.

If newdir does not exist but the directory that would contain it does, dir is moved and/or renamed to
newdir. Otherwise, newdir must be an existing directory not already containing an entry with the same
name as the last pathname component of dir. In this case, dir is moved and becomes a subdirectory of
newdir. The last pathname component of dir is used as the name for the moved directory.

mvdlr refuses to move dir if the path specified by newdir would be a descendent directory of the path
specified by dir. Such cases are not allowed because cyclic sub-trees would be created as in the case, for
example, of mvdir x/y x/y/z/t which is prohibited.

mvdir does not allow directory . to be moved.
Only users who have appropriate privileges can use mvdir.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported.

WARNINGS
The restriction on names is intended to prevent the creation of cyclic sub-trees that may be inaccessible.
mvdlr checks for such cases strictly by name, thus creating such a sub-tree is still possible. For example,
mvdir x/y x/y/z/t reports an error, but mvdir x/y ./x/y/z/t (effectively the same command)
does not, and a cyclic sub-tree results. Be very careful when using the names . and .. while moving
directories. It is possible to move . by using another name which specifies the current working directory,
as in the example, mvdir ./subdir/.. newdir.

SEE ALSO
cp(D), mkdir(1), mv(1).

STANDARDS CONFORMANCE
mudir: SVID2
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NAME

named - Internet domain name server

SYNOPSIS

named [ -d debuglevel ][ -p port_number 1[[-b] bootfile ]

DESCRIPTION

288

named is the Internet domain name server. See RFC1034 and RFC1035 for more information on the Domain

Name System. Without any arguments, named reads the default boot file /etc/named.boot, reads any ini-

tial data, and listens for queries.

Options are:
-d  Print debugging information. A number after the d determines the level of messages printed.
-p  Use a different port number.
-b  Use a boot file other than /etc/named.boot.

Any additional argument is taken as the name of the boot file. The boot file contains information about
where the name server gets its initial data. If multiple boot files are specified, only the last is used. Lines
in the boot file cannot be continued on subsequent lines. The following is a small example:

3
; boot file for name server

directory fusr/local/domain

; type domain host/file backup file
cache . db.cache

primary  berkeley.edu db.berkeley

primary  32.128.in-addr.arpa db.128.32

secondary cc.berkeley.edu 128.32.137.8 db.cc

secondary 6.32.128.in-addr.arpa 128.32.137.8 db.128.32.6
primary  0.0.127.in-addr.arpa db.127.0.0

forwarders 10.0.0.78 10.2.0.78

; slave

sortlist 10.0.0.0 26.0.0.0

Comments in the boot file start with a ; and end at the end of the line. Comments can start anywhere on
the line.

The directory line causes the server to change its working directory to the directory specified. This can be
important for the correct processing of $INCLUDE files (described later) in primary servers’ master files.
There can be more than one directory line in the boot file if master files are in separate directories.

Files referenced in the boot file contain data in the master file format described in RFC1035.

A server can access information from servers in other domains given a list of root name servers and their
addresses. The cache line specifies that data in db.cache is to be placed in the backup cache. Its use is to
prime the server with the locations of root domain servers. This information is used to find the current root
servers and their addresses. The current root server information is placed in the operating cache. Data for
the root nameservers in the backup cache are never discarded. There can be more than one cache file
specified.

The first primary line states that the master file db.berkeley contains authoritative data for the
berkeley.edu zone. A server authoritative for a zone has the most accurate information for the zone. All
domain names are relative to the origin, in this case, berkeley.edu (see below for a more detailed descrip-
tion). The second primary line states that the file db.128.32 contains authoritative data for the domain
32.128.in-addr.arpa. This domain is used to translate addresses in network 128.32 to hostnames. The
third primary line states that the file db.127.0.0 contains authoritative data for the domain
0.0.127.in-addr.arpa. The domain is used to translate 127.0.0.1to the name used by the loopback inter-
face. Each master file should begin with an SOA record for the zone (see below).

The first secondary line specifies that all authoritative data in the cc.berkeley.edu zone is to be
transferred from the name server at Internet address 128.32.137.8 and will be saved in the backup file
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db.ce. Up to 10 addresses can be listed on this line. If a transfer fails, it will try the next address in the
list. The secondary copy is also authoritative for the specified domain. The first non-Internet address on
this line will be taken as a filename in which to backup the transferred zone. The name server will load
the zone from this backup file (if it exists) when it boots, providing a complete copy, even if the master
servers are unreachable. Whenever a new copy of the domain is received by automatic zone transfer from
one of the master servers, this file is updated.

The forwarders line specifies the addresses of sitewide servers that will accept recursive queries from
other servers. If the boot file specifies one or more forwarders, then the server will send all queries for data
not in the cache or in its authoritative data to the forwarders first. Each forwarder will be asked in turn
until an answer is returned or the list is exhausted. If no answer is forthcoming from a forwarder, the
server will continue as it would have without the forwarders line unless it is in slave mode. The forward-
ing facility is useful to cause a large sitewide cache to be generated on a master, and to reduce traffic over
links to outside servers.

The slave line (shown commented out) is used to put the server in slave mode. In this mode, the server
will only make queries to forwarders. This option should only be used in conjunction with using forward-
ers.

The sortlist line can be used to indicate networks that are preferred over other, unlisted networks.
Address sorting only happens when the query is from a host on the same network as the server. The best
address is placed first in the response. The address preference is local network addresses, then addresses
on the sort list, then other addresses.

The master file consists of control information and a list of resource records for objects in the zone of the
forms:

$INCLUDE <filename> <opt_domain>
$ORIGIN <domain>
<domain> <opt_ttl> <opt_class> <type> <resource_record_datoa>

where domain is . for root domain, @ for the current origin (where current origin is the domain from the
boot file or the origin from an $ORIGIN line), or a standard domain name. If domain is a standard domain
name that does not end with ., the current origin is appended to the domain. Domain names ending with .
are unmodified. The opt_domain field is used to define an origin for the data in an included file. It is
equivalent to placing a $ORIGIN statement before the first line of the included file. The field is optional.
Neither the opt_domain field nor $ORIGIN statements in the included file modify the current origin for this
file. The opt_ttl field is an optional integer number for the time-to-live field. It defaults to zero, meaning
the minimum value specified in the SOA record for the zone. The op?_class field is the object address type;
currently only two types are supported: IN and HS. IN is for objects connected to the DARPA Internet and
HS is for objects in the Hesiod class. The #ype field contains one of the following tokens; the data expected
in the resource_record_data field is in parentheses:

A A host address (dotted quad)

CNAME Canonical name for an alias (domain)

GID Group ID (integer)

HINFO host information (cpu_type OS_type )

MB a mailbox domain name (domain)

MG a mail group member (domain)

MINFO mailbox or mail list information (request_domain error_domain)
MR a mail rename domain name (domain)

MX a mail exchanger (domain)

NS an authoritative name server (domain)

PTR a domain name pointer (domain) ;

SOA marks the start of a zone of authority (domain of originating host, domain address of

maintainer, a serial number and the following parameters in seconds: refresh, retry,
expire and minimum TTL)
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TXT text data (string)

uiD user ID (integer)

UINFO user information (string)

WKS a well known service description (IP address followed by a list of services)

Not all of the data types are used during normal operation. The following data types are for experimental
use and are subject to change: GID, MB, MG, MR, UID, UINFO.

Resource records normally end at the end of a line, but can be continued across lines between opening and
closing parentheses. (The continuation is currently only implemented for SOA and WKS records.) Com-
ments are introduced by semicolons and continue to the end of the line.

Each master zone file should begin with an SOA record for the zone. An example SOA record is as follows:
@ IN SOA  ucbvax.berkeley.edu. root.uchvax.berkeley.edu. (

89 ; Serial
10800 ; Refresh every 3 hours
3600 ; Retry every hour

604800 ; Expire after a week
86400 ) ; Minimum ttl of 1 day

The SOA lists a serial number, which should be increased each time the master file is changed. Secondary
servers check the serial number at intervals specified by the refresh time in seconds; if the serial number
increases, a zone transfer is done to load the new data. If a master server cannot be contacted when a
refresh is due, the retry time specifies the interval at which refreshes should be attempted until successful.
If a master server cannot be contacted within the interval given by the expire time, all data from the zone
is discarded by secondary servers. The minimum value is the time-to-live used by records in the file with
no explicit time-to-live value.
The following signals have the specified effect when sent to the server process using the kill(1) command:

SIGHUP Causes server to read the boot file and reload database.

SIGINT  Dumps current data base and cache to /usr/tmp/named_dump.db.

SIGIOT  Dumps statistics data into /usr/tmp/named.stats. Statistics data is appended to the file.

SIGUSR1 Turns on debugging; each SIGUSR1 increments debug level.

SIGUSR2 Turns off debugging completely.

sig_named (1M) can also be used for sending signals to the server process.

DIAGNOSTICS

Any errors encountered by named(1m) in the boot file, master files, or in normal operation are logged with
syslog and in the debug file, /usr/tmp/named.run, if debugging is on.

AUTHOR
named was developed by the University of California, Berkeley.
FILES
/etc/named.boot name server configuration boot file
/ete/named.pid process ID
fusr/tmp/named.run debug output
/usr/tmp/named_dump.db dump of the name server database
/usr/tmp/named.stats nameserver statistics data
SEE ALSO

kill(1), hosts_to_named(1M), sig_named(1M), signal(2),
gethostent(3N), resolver(3N), resolver(4), hostname(5),
RFC1032, RFC1033, RFC1034, RFC1035.
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NAME

ncheck - generate path names from inode numbers
SYNOPSIS

/etc/ncheck [-1 inode-numbers 1 [-a] [- 8] file-system |
DESCRIPTION

ncheck, when invoked without arguments, generates a list of path names corresponding to the inode
numbers of all files in volumes specified by /etc/checklist. Path names generated by ncheck are
relative to the given file system. Names of directory files are followed by /.

Options
-1 inode-numbers

Report only on files whose inode numbers are specified on the command line in the
inode-numbers list.

-a Allow printing of the names . and . ., which are ordinarily suppressed.

-8 Report only on special files and regular files with set-user-ID mode. (Context depen-
dent files, which are set-user-ID directories, are not included in the report.) The -s
option is intended to discover concealed violations of security policy.

A file-system (block special file) can be specified.
The report is in no useful order, and probably should be sorted.

Context-Dependent Files
ncheck appends a plus sign (+) after files that are hidden directories (context-dependent files). See cdf(4).

Access Control Lists
Continuation inodes (that is, inodes containing additional access control list information) are quietly
skipped since they do not correspond to any path name.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported.

DIAGNOSTICS
When the file system structure is improper, ?? denotes the “parent” of a parentless file and a path-name
beginning with ... denotes a loop.

WARNINGS
Access Control Lists
Access control list descriptions in this entry apply only to standard HP-UX operating systems. If HP-UX BLS
software has been installed, access control lists are handled differently. Refer to HP-UX BLS documentation
for information about access control lists in the HP-UX BLS environment.

AUTHOR
ncheck was developed by AT&T and HP.

SEE ALSO
sort(1), fsck(1M), cdf(4), checklist(4), acl(5).

STANDARDS CONFORMANCE
ncheck: SVID2
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NAME

netdistd (1M)

netdistd - network file distribution (update) server daemon

SYNOPSIS

/etc/netdistd|-C connections ] [-£ file ][-1][-Llogfile ] [-P port ] [-v][-c directory }

DESCRIPTION

netdistd is the server daemon for the “netdist” file distribution service. The netdist service supports the
distribution of packages, basically collections of files, from a server system (host) to a client system (host).
Currently, update is available as a netdist client (see update(1M)).

Options

netdistd recognizes the following options:

-C connections

-f file

-1

-L logfile

-P port
-v

-c directory

Log Files

Set maximum allowable number of simultaneous connections (default is 20).

Use file as the central package definition file instead of the default file (see FILES
below). Use this option to “connect” netdistd to a non-default directory tree.

Append event information to the default log file (see FILES below). The netdistd
command does no logging unless this option or -L is specified. netdistd seeksto
the end of the log file before each write to it, making it safe to truncate the logfile
while the daemon is running.

Activate logging but use logfile instead of the default log file. If logfile is -, net-
distd runs in the foreground (does not detach from the display), and logging goes to
standard output.

Specify the port number to use instead of the default port number associated with the
netdist service in the network services file (see FILES below).

Trace package execution (verbose logging). This option is ignored unless -1 or -Lis
also specified. Repeating -v up to 6 times increases the relative amount of verbosity.

Specify a directory to hold temporary subdirectories for caching information files for
efficient transfer to update. By default the temporary subdirectories reside in the
directory that contains the central package definition file. Specify direcfory as none
to turn off the update information-file caching feature.

Each line in a log file begins with one of two kinds of identifiers:
netdistd .pid

counter .pid

Lines of the first form are emitted by the originally scheduled netdistd daemon and contain its process
ID number. netdistd starts a new child process to handle each connection (service request). Lines of
the second form are emitted by child processes and contain their process ID numbers. counter is a number
incremented for each child process started by a server.

Control Signals

Once netdistd is running, you can send it one of the following signals using k111 to change its state

(see kill(1)):

SIGINT
SIGPIPE
SIGTERM

SIGHUP

SIGQUIT
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If caching is enabled and any child processes are running (that is, connections
spawned by this server are active), response to these signals (that is, termination of
the parent server process) is delayed until all children terminate, and no new connec-
tions to the server are allowed until this occurs.

Re-read the package definition files. If logging is enabled, close and reopen the log
file. If caching is enabled, remove and recreate the cached information files, but if
any child processes of this server are running, all response to the signal is delayed
until all of them terminate, and no new connections are allowed to this server until
this occurs. :

Toggle logging off and on.
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SIGUSR1 Increase the trace level by one.
SIGUSR2 Decrease the trace level by one.

Package Definition Files
Files available through the netdist service are bundled into “filesets” (see update(1M)). Each fileset has an
associated “package definition file” stored in a fileset-dependent location (see FILES below). The package
definition file is a netdistd control file that, among other things, specifies which files belong to the
fileset. In addition, a central package definition file identifies the filesets that are available for distribution,
and contains pointers to individual fileset package definition files.

When performing a network file distribution, netdistd reads the central package definition file (see
FILES below) to determine what filesets are available from the server system and to obtain the pointer to
the package definition file for each fileset to be distributed.

Temporary Subdirectories and Cached Files
The netdistd program creates temporary subdirectories containing cached update information files.
By default the subdirectories are located under the directory containing the central package definition file.

This feature allows update and updist clients to get fileset information very quickly (see updist(1M)).

The temporary subdirectories and cached files are automatically removed when the netdistd parent
process stops or is terminated. They are automatically removed and recreated when the netdistd
parent process receives a SIGHUP signal, as part of re-reading the package definition files.

The subdirectories are named tmpport . arch, where port is the port number the server uses and arch is the
architecture type of the filesets to which the cached information files correspond. For example, a net-
distd program using port 2106 and serving Series 300/400, Series 700, and Series 800 filesets creates
three subdirectories called tmp2106.300, tmp2106.700, and tmp2106.800.

Cached files consume about 700 bytes of disk space for each fileset served plus about 60 bytes of disk space
for each file served. Typically this adds up to about 4Kbytes of temporary disk space for each fileset served.
Viewed another way, the space used is about 0.3% of the total disk space for the served filesets.

If caching is disabled (see the -c option above), less disk space is used, but client processes take longer to
get fileset information.

Setting Up a Network Distribution Server
When setting up a system to support the netdist service, follow these steps:

1. Use updist to load the desired filesets onto the server system. The recommended destination
directory under which to load the filesets is the default, /netdist.

Directly below the destination directory, updist creates a central package definition file (see
FILES below) containing a source statement for each distributable fileset. Commenting or
uncommenting the source statements affects which filesets the server program can distribute
(lines beginning with # are treated as comments in the usual manner).

Note: rmfn cannot remove netdist packages. To remove a package (fileset), edit the central
package definition file to comment out or delete references to the deleted package, and send
netdistda SIGHUP signal. Then, if desired, run rm -r on the package’s directory under the
updist destination directory to remove the package’s files. Warning: Do not modify or delete
the package’s files until all server child processes that might be using them complete.

2. Ensure that there is an entry for the netdist service in the networking services definition file (see
FILES below). For example:

netdist 2106/tcp # network file distribution

3.
Start the netdistd daemon by invoking it with any options desired. The netdistd command
automatically starts a background process and returns control to the caller. netdistd can also be
called from system start up scripts, but do not call it from init directly, because it appears to terminate
immediately, possibly causing init to respawn it (see init(1M)).

4.
The server system is now ready for use by update. To verify, run update interactively and specify the
server system’s hostname as the update source. Verify that the available filesets correspond to those
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loaded on the server system. Another verification method is to run:
update -c -8 hostname
on the server system and look for the desired filesets in the output.

Note: If the source is a netdist server system, update -c lists only those available filesets that match
the client system’s architecture type. Use the update -S option to list the other type. For example, on
a Series 800 system:

update -c -s hostname -S300

5.
Set permissions for remote systems to access the network server (see Security section below).

Modifying a Network Distribution Server
The safest method is:

1. tall -flogfile & This starts a continuous tail of the log file to the screen so you can see when
netdistd terminates.

2. ki1l parent-server If clients are connected, the netdistd parent process delays terminating
until any existing child processes terminate, and meanwhile new connections are refused.

3. Wait for the netdistd server to stop, watching the previously started tall of the logfile.
Clients doing a full operating system update, and clients just sitting there with a selection screen
(possibly forgotten by their creators), could make you wait a long time.

4. Add, modify, or delete filesets in the netdist tree.

5. Restart the netdistd server.

6. Killthe tail process you started in the background.
The riskier method of modifying a netdist server tree is:

1. Add, modify, or delete filesets in the netdist tree. (Only adding filesets is completely safe using
this method.)

2. kill -1 parent-server If clients are connected, the netdistd parent process delays reread-
ing the package description file and rebuilding cached files until all existing child processes ter-
minate. Meanwhile, new connections are refused.

Security
Whenever the netdistd daemon receives a connection request, it performs a security check using the
same mechanism as inetd (see inetd.sec(4)).

RETURN VALUE
The netdistd command returns 0 if it encounters no errors; 1 otherwise.

DIAGNOSTICS
When invoked, netdistd parses and compiles the instructions contained in the package definition files.
It then does an access check on the source files to be distributed. If an error occurs, netdistd prints an
error message to the log file and halts.

EXAMPLES
Run netdistd with default connections limit, default central package definition file, default port
number, and no logging:

netdistd

Run netdistd with a maximum of two simultaneous connections, an alternate central package definition
file, very verbose logging to an alternate log file, and a special port number:

netdistd ~-C2 -f /netd2/MAIN.pkg -vvL /tmp/netdistd.log -P 2111

DEPENDENCIES
Series 700
For HP-UX release 8.01, there is little externally visible difference between Series 700 and Series 800
update media sub-tree names and structure. Consequently, if updist is used to create netdist servers for
both Series 700 and Series 800 filesets, the filesets must be placed in separate destinations (netdist trees)

294 -3- HP-UX Release 9.0: 4.23.92



netdistd (1M) netdistd (1M)

so they do not overwrite each other. This can be done by, for example, sending the Series 700 filesets to a
destination of /netdist.700. Files from Series 700 update media are then placed in a directory subtree
named 800 under directory /netdist.700. Run separate netdistd programs on different ports for
each tree. For example, to start a server for the /netdist.700 tree:

netdistd -f /netdist.700/MAIN.pkg -P 2107

For 8.05 and later releases of HP-UX, a separate destination (netdist tree) is not necessary. updist depo-
sits filesets in a sub-tree under the netdist tree for each system type.

AUTHOR
netdistd was developed by HP.
FILES
/netdist /MAIN.pkg default central package definition file

/netdist /300 /fileset-name/netdist .pkg

Series 300/400 package definition files
/netdist /700 /fileset-name/netdist.pkg

Series 700 package definition files
/netdist /800 /fileset-name/netdist.pkg

Series 800 package definition files

/netdist/tmp2106.300
/netdist/tmp2106.700
/netdist/tmp2106.800 default temporary subdirectories for cached update information files

/usr/adm/netdist.log default log file

/etc/services networking services definition file; contains default port number
/usr/adm/inetd.sec inetd security file also read by netdistd
SEE ALSO

kill(1), inetd(1M), init(1M), rmfn(1M), update(1M), services(4), inetd.sec(4).
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NAME
netfmt - format tracing and logging binary files.

SYNOPSIS
/ete/netfmt [~ I subsys_file | [-c config_file [-p)) [-F] [t records 1[-v][-1]1[-n] [-N | [-1 [LT]]][[-

£ 1file_name]

DESCRIPTION
netfmt is used to format binary trace and log data gathered from the tracing and logging facility. The
binary trace and log information can be read from a file or from standard input (if standard input is a tty
device, an informative message is given and netfmt quits). Formatted data is written to standard out-
put. Formatting options are specified in an optional filter configuration file. Message inclusion and format
can be controlled by the filter configuration file. If no configuration commands are specified, all messages
are fully formatted. A description of the filter configuration file follows the option descriptions.

Options
netfmt recognizes the following command-line options and arguments:
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-1 subsys_file Specifies the file containing a description of all subsystems; the option processing and

-c config_file

-p

-t records

-£ file_name

-V

formatting functions to call and the library that contains them. This option may be
used to specify an alternate subsystem file configuration file during development of
new subsystems and subsystem formatters. If omitted, the default file
/etc/conf/nettlgen.conf is read to provide this information.

Specifies the file containing formatter filter configuration commands. Syntax for the
commands is given below. When -c¢ is omitted the file $HOME/.nettrc (for trace
files) or $HOME/.netlogre (for log files) is read for filter configuration commands if
it exists.

Parse input: this switch allows the user to perform a syntax check on the config_file
specified by the -c parameter. All other parameters are ignored. If the syntax is
correct, net fmt terminates with no output or warnings.

Follow the input file. Instead of closing the input file when end of file is encountered,
netfmt keeps it open and continues to read from it as new data arrives. This is
especially useful for watching events occur in real time while troubleshooting a prob-
lem. Another use would be for recording events to a console or hard-copy device for
auditing. (Note that console logging is controlled by the configuration files
/etc/conf/nettlgen.conf and /usr/adm/conslog.opts; see
nettlgen.conf(4).)

Specifies the number of records from the tail end of the file to format. This allows the
user to bypass extraneous information at the beginning of the file, and get to the most
recent information quickly. The maximum number of records that can be specified is
1000. If omitted, all records are formatted.

Specifies the file containing the binary log or trace data. If omitted, data is read from
standard input.

Enables output of net fmt internal debugging information to standard error.

The following options are for LAN and X.25 trace formatting to allow backward compatibility with the
obsolete nettrfmt command. These options are ignored for all other subsystems.

-1

(ell) Turn off inverse video highlighting of certain traced fields. Use this flag when
sending formatted trace data to a line printer. This option is valid for both LAN and
X.25 traces. Default: Certain fields in the trace file are highlighted in inverse
video when viewing the formatted trace format at a terminal that supports highlight-
ing.

(one) Attempts to tersely format each traced packet on a single line. If -L and/or
-T options are used, the output lines will be more than 80 characters long. This
option is ignored when formatting X.25 trace data.

Enables “pice” formatting where Ethernet/IEEE802.3, SLIP, IP, ICMP, TCP, UDP, PXP,
ARP, and Probe packets are displayed symbolically. All remaining user data is
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formatted in hexadecimal and ASCII. This option is ignored when formatting X.25
trace data.

-n Shows network addresses and ports as numbers (normally, netfmt interprets
addresses and attempts to display them symbolically). This option is ignored when
formatting X.25 trace data.

-T Places a time stamp on tersely formatted packets. Used with the -1 (minus one)
option. This option is ignored when formatting X.25 trace data.
-L Prefixes local link address information to terse tracing output. Used with the -1

(minus one) option. This option is ignored when formatting X.25 trace data.

Filter Configuration File
Note: Filter configuration file syntax converges the syntax used with the obsolete nettrfmt network
trace formatter and netlogfmt network log formatter commands with new netfmt syntax for control-
ling formatter options. The first section below describes the general use and syntax of the filter
configuration file. Specific options for LAN and X.25 Naming and Filtering are listed in the Subsystem
Filtering section.

The configuration file allows specification of two types of information:

* IEEES802.3/Ethernet-address to node-name mapping causes netfmt to substitute the specified
node name for its address in the output; this is only available on the LAN tracing output as
described in later sections.

e Specify filters in order to precisely tailor which packets are to be discarded and which are to be for-
matted. Global filters control all subsystems; subsystem filters pertain only to specific subsys-
tems.

A filter is compared against values in input packets. If a packet matches a filter, the packet is formatted;
otherwise, the packet is discarded. A filter can also specify NOT by using ! before the filter value in the
configuration file. If a packet matches a NOT filter, the packet is discarded. A filter can also be a “wild-
card” (matching any value) by specifying an asterisk * before the filter value in the configuration file.
“Wild card” filters pass all packets of the specified protocol layer. Specifying !* as the filter means NOT
ALL. This indicates not all, and is usually followed by specifications to turn on filters for specific messages.
This must be used in conjunction with other filters of the same type to actually include something in the
formatted output.

Configuration File Syntax
¢ The host formatter ignores white space, such as spaces or tabs. However, newlines (end of line charac-
ters) are important, as they terminate comments and specifications.

* The formatter is not case sensitive. For example error and ERROR are treated as equivalent.

¢ To place comments in the file, begin each comment line with a # character. The formatter ignores all
remaining characters on that line.

* An exclamation point (!) in front of an argument indicates NOT. This operator is not supported for
timestamp, log instance, and ID filtering.

* The asterisk (*), when used as an argument, indicates ALL. Since the default for all formatting options
is ALL, it is unnecessary to use the asterisk alone. It can be used along with the exclamation point, (! *)
to indicate NOT ALL. This operator is not available for timestamp, log instance, and ID filtering.

Global Filtering:
Six types of global filtering are provided:

class log class: Disaster, Error,Warning, Informative

kind trace kind

ia connection, process, path, and user

log instance  specific thread of events

subsystem see nettl(IM) or use nettl -status all command for a list of subsystems
time specify ranges of time(s)

config file entry syntax: Global filtering specifications are indicated by the words formatter
filter followed by type and value information in the form:
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formatter filter typel!]value | *
The following combinations are recognized:

formatter filter class vaelue
value indicates the log class. Initially all log classes are permitted. However, by
turning off all log classes with the !* operator then giving a single class, a specific
log class can be formatted.

INFORMATIVE Describes routine operations and current system values.

WARNING Indicates abnormal events possibly caused by subsystems
problems.
ERROR Signals an event or condition which was not affecting the

overall subsystem or network operation, but may have
caused an application program to fail.

DISASTER Signals an event or condition which did affect the overall
subsystem or network operation, caused several programs
to fail or the entire node to shut down.

formatter filter Connection_IDvalue

formatter filter Path_IDvalue

formatter filter Process_IDuvalue

formatter filter User_IDvalue
value specifies the ID number of the messages to format. Only one id_type is allowed per configuration
file. The ! operator is not allowed in value.

formatter filter kind value
value can either be an established trace kind or a mask. A mask is a hexadecimal representation of a
(set of) trace kind(s). Trace kinds and their corresponding masks are:

Name Mask Name Mask

error 0x02000000 pduin 0x20000000
hdrin 0x80000000 pduout 0x10000000
hdrout 0x40000000 proc 0x08000000
logging 0x01000000 state 0x04000000

loopback 0x00800000

formatter filter log_instance value
value specifies the log instance number of the messages to filter. Selecting a log instance allows the user
to see the messages from a single thread of network events. Only one log instance is allowed per
configuration file. The log instance cannot be negated with the ! operator.

formatter filter subsystemvalue
value specifies the subsystem name. Available subsystem names are listed in the neff/(1IM) manual
entry; they can also be listed by using the command:

nettl -status all

Only one subsystem name is allowed per line; multiple lines OR the request. To eliminate a given sub-
system name, use the ! operator, which formats all subsystems except those excluded by the list of
negated subsystems. To include all subsystems, use the * operator (the default). To eliminate all sub-
systems, use the !* operator. Initially all subsystems are enabled for formatting. To format only
specific subsystems, turn off all subsystems by using the !* operator, then selectively enable the
desired subsystems.

formatter filter time_fromuvalue
formatter filter time_through value
time_from indicates the inclusive starting time; time_through indicates the inclusive ending

time. value consists of two fields: time_of day and day_of year, (usually separated by one or more
blanks for readability).

time_of _day specifies the time on the 24-hour clock in hours, minutes, seconds and decimal parts of a
second (resolution is to the nearest microsecond). Hours, minutes and seconds are required; fractional
seconds are optional. time_of day format is hh : mm :ss .dddddd.
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day_of_year specifies the day of the year in the form month/day/year in the format: mm /dd /yy. Specify
month and day numerically numerically, using one or two digits. For example, January can be specified
as 1 or 01; the third day of the month as 3 or 03. Specify the year by its last two digits. For example,
specify 1985 as 85.

The time_from specification includes only those records after the resolution of time given. For exam-
ple, if the fime_of day for time_from is specified as 10:08:00, all times before that, from
10:07:59.999999 and earlier, are excluded from the formatted output. Records with times of
10:08:00.000000 and later are included in the formatted output. Similarly, the time_through
specification includes only up to the resolution of time given. For example, if the time_of_day for
time_through is specified as 10:08:00, all records with times after that, from 10:08:00.000001
onward, are excluded from the formatted output.

The time_of_day and day_of_year fields are both required.

Subsystem Filtering
Note: Global filtering described above takes precedence over individual subsystem tracing and logging
filtering described below.

Subsystem filters are provided to allow filtering of data for individual subsystems or groups of subsystems.
Currently, two subsystem filters are provided: LAN/X.25 and OTS. The collection of LAN and X.25 subsys-
tems use the subsystem filters identified by the FILTER keyword and the collection of OTS subsystems use
the subsystem filters with the OTS keyword.

It is possible for each subsystem configured on the system to have an individual subsystem filter. Such a
subsystem filter would have the subsystem name as the keyword and would be configured by the
nettlconf command (see nettlconf(1IM)). A group of subsystems can share a subsystem filter if the same
options processing function and the same subformatter library are configured in the nettlgen.conf file
for every subsystem in that group (see nettigen.conf(4)). This enables groups of subsystems, such as the
LAN/X.25 and OTS subsystems, to use the same subsystem filer.

Subsystem filters are valid only when the corresponding subsystems have been installed and configured on
the system. The syntax for individual subsystem formatters is given below. LAN and X.256 Naming and

Filtering
There are numerous filter types, each associated with a particular protocol layer:
Filter Layer  Filter Type Description
Layer 1 dest hardware destination address
source hardware source address
interface software network interface
Layer 2 ssap IEEES802.2 source sap
dsap IEEE802.2 destination sap
type Ethernet type
Layer 3 ip_saddr IP source address
ip_daddr IP destination address
Layer 4 tcp_sport TCP source port

tcp_dport TCP destination port

pxp_sport PXP source port

pxp_dport PXP destination port

udp_sport UDP source port

udp_dport UDP destination port
connection alevel 4 (TCP, UDP, PXP) connection

Filtering occurs at each of the four layers. If a packet matches any filter within a layer, it is passed up to
the next layer. The packet must pass every layer to pass through the entire filter. Filtering starts with
Layer 1 and ends with Layer 4. If no filter is specified for a particular layer, that layer is "open"” and all
packets pass through. For a packet to make it through a filter layer which has a filter specified, it must
match the filter.

config _file entry syntax: LAN and X.25 filtering specifications take two forms:

name nodename value
nodename is a character string. value is a hardware address consisting of 6 bytes
specified in hexadecimal (without leading "0x"), optionally separated by -.
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filter type[!]value |

filter is the keyword identifying the filter as a LAN/X.25 subsystem filter. The following combinations
are recognized:

filter connectionvalue
value takes the form:

local_addr : port remote_addr : port

where local_addr and remote_addr can be a hostname or a 4-byte Internet address specified in decimal
dot notation (see inet(3N) for more information on Internet addresses and decimal dot notations). port
can be a service name or an infeger. integer represents a port and can be designated by a hexadecimal
integer (0xdigits), an octal integer (0digits), or base-10 integers (0 through 65 535).

filter dest value

filter sourcevalue
value is a hardware address consisting of 6 bytes specified in hexadecimal (without leading 0x), option-
ally separated by -.

filter dsapvalue

filter ssapvalue
value is a hexadecimal integer of the form: 0xdigit; an octal integer of the form: 0digifs; or a base-ten
integer, 0 through 255.

filter interface value
value identifies a network interface and takes the form: lann for LAN interface, or lon for loopback
interface, where n is the logical unit number, as in 1an0.

filter ip_daddr value

filter 1p_saddr value
value is a hostname or a 4-byte Internet address speclﬁed in decimal dot notation (see inet(3N) for more
information on Internet addresses and decimal dot notations).

filter pxp_dport value

filter pxp_sport value

filter tpc_dport value

filter tpc_sport value

filter udp_dport value

filter udp_sport value
value is a port number as a 2-byte integer value or a service name. The integer value can be designated
by a hexadecimal integer (0xdigits), an octal integer (0digits), or a base-10 integer (0 through
65 535).

filter subsystemvalue
value takes the form:

subsys_name event event_list

where subsys_name can be one of the following:

bufs lan nftdaemon pPXp tep
ip nfs nsdliag rlbdaemon udp
ipc nft probe sockregd x25

event_list takes the form:
event_spec | ,event_spec...]
where event_spec takes one of the three forms:
[ ! linteger [!lrange [1]*

integer is an integer in hexadecimal (leading 0x), octal (leading 0), or decimal, which specifies an event
for the subsystem indicated.

range takes the form integer-integer, and indicates an inclusive set of events.
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filter typevalue
value is a hexadecimal integer of the form: 0xdigifs; an octal integer of the form: 0digifs; or a base-ten
integer, 0 through 65 535.

OTS Naming and Filtering
The OTS subsystem filter allows filtering of the message ID numbers that are typically found in the data
portion of an OTS subsystem’s log or trace record. The OTS subsystem filter is effective for any subsystem
that is a member of the OTS subsystem group.

OTS trace filtering configuration commands have the following form in config_file:
OTS [ subsyster | msgld[!] message ID | *
Keywords and arguments are interpreted as follows:

oTs Identifies the filter as an OTS subsystem filter.

subsystem One of the following group of OTS subsystems:
oTs ACSE_PRES NETWORK
TRANSPORT SESSION

Note: The absence of subsystem implies that the filter applies to all OTS subsystems.

message_ID  is the value of the message ID to filter. A message ID is used by OTS subsystems to
identify similar types of information. It can be recognized as a 4 digit number con-
tained in brackets ([ 1) at the beginning of an OTS subsystem’s trace or log record.
Initially all Message_IDs are enabled for formatting. To format records with specific
Message_IDs, turn off all message IDs using the !* operator, then selectively enable
the desired message IDs. Only one Message_ID is allowed on each line.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported in data. Single-byte character codesets are sup-
ported in filenames.

DEPENDENCIES
X.25
The following options are not recognized when formatting X.25 traces: -1 (one), -N, -n, -T, and -L.

WARNINGS
The syntax that was used for the obsolete LAN and X.25 trace and log options has been mixed with the syn-
tax for the net fmt command such that any old options files can be used without any changes. The combi-
nation of syntax introduces some redundancy and possible confusion. The global filtering options have the
string formatter filter as the first two fields, while the LAN and X.25 filtering options merely have
the string f£ilter as the first field. It is expected that the older LAN and X.25 filtering options may
change to become more congruent with the global filtering syntax in future releases.

The nettl and netfmt commands read the /etc/conf/nettlgen.conf file each time they are
executed. If the file becomes corrupted, these commands become no longer operational (see netfl(1IM) and
netfmt(1M)).

DIAGNOSTICS
Messages describe illegal use of netfmt command and unexpected EOF encountered.

EXAMPLES
The first group of examples show how to use command line options.

1. Read file /usr/adm/trace.TRC1l for binary data and use conf.file as the filter
configuration file:

netfmt -c conf.file -f /usr/adm/trace.TRC1l

2.
Format the last 50 records in file /usr/adm/nettl.LOGO00 (the default log file):

netfmt -t 50 -f /usr/adm/nettl.LOGO0O
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Use the follow option to send all log messages to the console (normally, DISASTER-class log messages
are sent to the console in terse form):

netfmt -f /usr/adm/nettl.LOGO0 -F > /dev/console

Display all log messages in the hpterm window:
hpterm -e /etc/netfmt -F -f /usr/adm/nettl.LOGO00
The remaining examples show how to format entries in the configuration file used with the -c option.

1. Tell netfmt to format only INFORMATIVE-class log messages coming from the NS_LS_TIP
subsystem between 10:31:53 and 10:41:00 on 23 November 1993.

formatter filter time_from 10:31:53 11/23/93
formatter filter time_through 10:41:00 11/23/93
formatter fiiter class |
formatter filter class INFORMATIVE
formatter fillter subsystem 1*
formatter filter subsystem NS_LS_1IP
2.
Map hardware address to name:
name nodel 08-00-09-00-0e-ca
name node3 02-60-8¢c-01-33-58
3.
Format only packets from either of the above hardware addresses:
filter source 08-00-09~00-0e-ca
filter source 02-60-8c-01-33-58
4

Format all packets transmitted from the local node to nodel which reference local TCP service ports
loginor shell, or remote UDP port 777. The local hostname is 1ocal:

filter ip_saddr local
filter ip_daddr nodel
filter tcp_sport login
filter tcp_sport shell
filter udp_dport 777
5.
Format a TCP connection from local node node2 to nodel which uses node2 service port ftp and
remote port 1198.
filter connection node2:ftp nodel:1198
6.
Format all packets except those that use interface 1ano0:
filter interface ! lan0
7.
Format all events for subsystem ip. No other events are formatted. By default, all events are format-
ted:
filter subsystem ip event *
8.
Format all events for subsystem X25. No other events are formatted:
filter subsystem X25 event *
9

Format only event 5003 for subsystem ip. Format all events except 3000 for subsystem tcp. No
other events are formatted.
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filter subsystem ip event 5003
filter subsystem tcp event *,!13000

10.
Format only events 5003, 5004, 5005, and 5006 for subsystem ip. Format all events except events
3000,3002, and 3003 for subsystem tep. No other events are formatted:

filter subsystem ip event 5003-5006
filter subsystem tcp event *,!3000,!3002-3003

11.
Format only those records containing message IDs 9973 and 9974 for subsystem session and
those not containing message ID 9974 for subsystem transport. All records from other subsystems
are formatted:

B o e =
# SUBSYSTEM REQUEST TYPE ARGUMENT1 ARGUMENT2 e
ots session msglid 1%

ots session msgld 9973

ots session msgid 9974

ots transport msgid 19974

12.
Combine LAN, X.25, and general filtering options into one configuration file. Format pduin and pduout
data for 15 minutes starting at 3:00 PM on 2 April 1990 for data from the 1anO interface only.

formatter filter kind 0x30000000
filter interface 1 *
filter interface lan0
formatter filter time_from 15:00:00 04/02/90
formatter filter time_through 15:15:00 04/02/90
FILES
/etc/conf/nettlgen

default subsystem configuration file

/usr/adm/conslog.opts
default console logging options filter file

$HOME/ .nettrc default configuration file for trace data if the -cconfig_file option is not used on the
command line.

$HOME/ .netlogrc
default configuration file for log data if the ~cconfig_file option is not used on the com-
mand line.

SEE ALSO
nettl(1M), nettlconf(1M), nettlgen.conf(4).

AUTHOR
netfmt was developed by HP.
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NAME

nettl - control network tracing and logging

SYNOPSIS

/etc/nettl -start

/etc/nettl -stop

/etc/nettl -status(info]

/etc/nettl -traceon kind [kind..] -entity subsystem [subsystem...] [-file name] [-card
dev_name 1[-s8ize limit ] [-t racemax maxsize | [-m bytes ]

/etc/nettl -traceoff -entity subsystem [subsystem ...]

/etc/nettl -logclass -entity subsystem [subsystem ...}

/etc/nettl -firmlog 0|12 -carddev_name

DESCRIPTION

nettl is a tool used to capture network events or packets. Logging is a means of capturing network activi-
ties such as state changes, errors, and connection establishment. Tracing is used to capture or take a
snapshot of inbound and outbound packets going though the network, as well as loopback or header infor-
mation. A subsystem is a particular network module that can be acted upon such as NS_LS_DRIVER, or
X25L2. nettl is used to control the network tracing and logging facility. The command can be used in
seven different forms as indicated above. Command forms are discussed first, then options and parameters.
Efxcept for the nettl -status option, nettl can be used only by users who have an effective user ID
of 0.

Options

304

nettl recognizes the following options which can be used only in the combinations indicated above under
SYNOPSIS. Options can be specified by spelling out in full or abbreviating as indicated. Argument key-
words can be abbreviated as shown. The keywords are case-insensitive.

-start (abbrev: -st)Used alone without other options.

Initializes the tracing and logging facility and starts up default logging. Logging is
enabled for all subsystems as determined by the /etc/conf/nettlgen.conf
file. Log messages are sent to a log file whose name is determined by adding the
suffix .LOGOO to the log file name specified in the /etc/conf/nettlgen.conf
configuration file. See nettlconf(1M) and nettigen.conf(4) for an explanation of the
configuration file. If the log file (with suffix) already exists, it is opened in append
mode; ie., new data is added to the file. The name supplied by default is
/usr/adm/nettl (thus logging starts to file /usr/adm/nettl.LOG00). See
Data File Management below for more information on how the log file is handled.

Note: It is strongly recommended that the tracing and logging facility be started
before any other networking. The /etc/nettl -start command should be
placedin /etc/netlinkrc before any other networking commands.

-stop ' (abbrev: -sp) Used alone without other options.

Terminates the trace/log facility. Once this command is issued, the trace/log facility is
no longer able to accept the corresponding trace/log calls from the network subsys-
tems.

Note: It is strongly recommended that the tracing and logging facility not be turned
off, since information about disasters will be lost. To minimize impact on the system,
all subsystems can be set to capture only disaster-class log messages.

-status [info] (abbrev: -ss) Used alone without other options.

Reports tracing and logging facility status. The facility must be operational (i.e.
/etc/nettl -start has been completed). The default value is ALL. info defines
the type of trace or log information that is to be displayed. info can be one of the fol-
lowing:

log log status information

trace trace status information

-1- HP-UX Release 9.0: 4.23.92



nettl (1M) nettl(1M)

all trace & log status information

~traceon kind [kind ...}
(abbrev: -tn) Requires -entity option; -card option required for X.25 subsystems only (ignored
otherwise); other options recognized but not required.

Starts tracing on the specified subsystem or subsystems. The tracing and logging facility must have
been initialized by nettl -start for this command to have any effect. The default trace file is stan-
dard output, but can be overridden by the optional -file argument. If standard output is a tty dev-
ice, then an informative message is displayed and no trace data is produced.

When tracing is enabled, every operation through the subsystems are recorded if the kind mask is
matched.

kind defines the trace masks used by the tracing facility before recording a message. kind can be
entered as one or several of the following keywords or masks:

keyword mask keyword mask
hdrin 0x80000000 state 0x04000000
hdrout 0x40000000 error 0x02000000
pduln 0x20000000 logging 0x01000000
pduout 0x10000000 loopback 0x00800000
proc 0x08000000

For multiple kinds, the masks can be specified separately or comb'med‘into a single number. For exam-
ple, to enable both pduin and pduout (to trace all packets coming into and out of the node) use
0x30000000.

loopback can be enabled by NS subsystems only. An error may be returned if a given subsystem does
not support a particular trace kind. Ifa -traceon is issued on a subsystem already being traced, the
tracing mask and optional values are changed to those specified by the new command, but the new -
file, -size, -tracemaxand -m parameters are ignored and a message is issued.

-entity all

-ent ity subsystem [subsystem ...]
(abbrev: -e) The subsystem parameter limits the action (-status, -traceon, -traceoff, or -
log) to the specified (one or more) protocol layers or software modules.

If all is specified, all recognized subsystems are traced except X.25-specific subsystems. To turn on
tracing for X.25, use the command

nettl -tnkind -e[x.25 _subsys]-c [dev_name]
where the value of [x.25_subsys ]is X25L2 or X25L3.

The number and names of subsystems on the system is dependent on the products that have been
installed. Use the command nettl -ss all to obtain a full listing of supported subsystems. sub-
system examples include:

OsI-examples of subsystems:

acse_pres ftam ftp gw ftp ftam gw
asnl ftam_ init hps

cm ftam resp mms

em ftam vfs ula_utils
ots network transport

LAN-examples of subsystems:

ns_ls_netisr ns_1s_nfs ns_1ls_nft
ns_1ls_1p ns_ls_ni ns_1ls_tcp
ns_ls_1lpc ns_1ls_driver ns_ls_pxp
ns_ls_udp ns_ls_loopback ns_ls_x25

Two X.25-specific subsystems are used for tracing only:
X25L2 X25L3
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~file name
(abbrev: -f£) Used with the first -~traceon option only.

The first time the -traceon keyword is used, it initializes tracing, creating a file name . TRCO which
receives the binary tracing data. If a trace file of the name name . TRCO already exists the binary trace
data is appended to the end of the file.

To start a fresh trace file, first turn off tracing then turn it back on again using a different name (see
Data File Management below for more information on file naming).

If -f£1ile is omitted, binary trace output goes to standard output. If standard output is a tty device an
error message is issued and no tracing is generated.

-card dev_name
(abbrev: -c) This parameter applies to X.25 subsystems only, for setting up tracing. For other subsys-
tems, this option is ignored and a warning message is issued. Only one X.25 card can be traced at a time.

dev_name specifies a device which corresponds to a network interface card that has been installed and
configured. If dev_name is not an absolute path name, then /dev/ is attached in front of dev_name.
This forms the device file name /dev/dev_name. dev_name must refer to a valid X.25 network device
file.

-slzelimit
(abbrev: -8) Used with first -traceon option only.

Sets trace buffer size (in Kbytes) used to hold trace messages until they are written to the file. Default
value for this buffer is 32 Kbytes. The possible range for this parameter is 1 through 512 Kbytes. Set-
ting this value too low increases the possibility of dropped trace messages from kernel subsystems.

~-tracemax maxsize
(abbrev: -tm) Used with first -traceon option only.

Tracing uses a circular file method such that when one file fills up, a second is used. Two trace files can
exist on a system at any given time. See Data File Management below for more information on file
behavior.

maxsize specifies the maximum size of both trace files combined. Specify maxsize in multiples of 1
Kbyte. If this option is not specified, a default size of 1 Mbytes is used. maxsize can range in value from
100 through 99999 Kbytes.

- bytes
Used with the first -traceon option only. Number of bytes to trace. This option allows the user to
specify the number of bytes to be captured in the trace packet. The user may prefer not to capture an
entire PDU trace, such as when interested only in the header. byfes is the number of bytes traced.
Default: the entire packet is traced. This option is currently recognized for tracing by the following sub-

systems only:
ns_1ls_driver ns_1ls_ni
x2512 x2513
~traceoff

(abbrev: -tf£) Requires -entity option.

Disables tracing of subsystems specified by the -entity option. If ALL is specified as an argument to
the -entity option, all tracing is disabled. The trace file remains, and can be formatted by using the
netfmt command to view the trace messages it contains (see netfmt(1M)).

-log class
(abbrev: -1)Requires -entity option.

Controls the class of log messages that are enabled for the subsystems specified by the -entity
option.

class specifies the logging class. Available classes are:

Full Abbrev Mask
informative i 1
warning w 2
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error e 4
disaster a 8

Classes can be specified as keywords or as a numeric mask depicting which classes to log. If you choose
to indicate several classes at once, be sure to separate each log class with a space.

disaster logging is always on. The default logging classes for each subsystem can be configured into
a configuration file, /etc/conf /nettlgen.conf. When the tracing/logging facility is started, the
information in the configuration file is read and subsystems are enabled for logging with the specified
classes. To change the log class, use the nettl -log class -entity subsysfem command with a
new log class value. The nettl -1log class -entity subsystem command can be run for different
log classes and different entities if desired.

-firmlog 0l1]2
(abbrev: -fm) Requires -card option. S800, X.25 only.

Sets the X.25/800 interface card logging mask to level 0, 1, or 2. The default level is 0. The X.25/800
interface logs a standard set of messages. A level of 1 specifies cautionary messages as well as the
default messages. A level of 2, specifies information messages in addition to cautionary and default mes-
sages. This option is recognized only by the NS_LS_X25 subsystem.

Data File Management

Data files created by the tracing and logging facility require special handling by the facility that the user
must be aware of. When files are created, they have the suffix .LOGO0O or .TRCO appended to them,
depending on whether they are log or trace files, respectively. This facility is used to keep the files distinct
for cases where the user specifies the same name in both places. Also, the files implement a type of circular
buffer, with new data always going into the file appended with .LOGOO or . TRCO. When the files are full,
they are renamed to the next higher number in their sequence; i.e., .LOGO1 or .TRC1 and new files with
the O extension are created. Currently only two generations of files are possible; thus only two log files
appear on the system simultaneously (. LOG00 and .LOGO01.) The same is true for trace files as well; only
two trace files exist with the same file name, not counting the postfix of .TRCO and . TRC1.

Note: The file name prefix specified by the user must not exceed eight characters so that the file name
plus suffix does not exceed fourteen characters. Longer names are truncated silently. To see the
actual name of the trace or log file, use the /etc/nettl -status all command.

Console Logging
Console logging is controlled by the configuration information in the /etc/conf/nettlgen.conf and
/usr/adm/conslog.opts files by default. All log messages written to the console as a result of this
configuration information are in a special short form. If more information is desired on the console, the
netfmt formatter can be used to direct output to the console device. This may be most useful in an X win-
dows environment. See examples below on how to do this.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported in data; single-byte character code sets are sup-
ported in filenames.

EXAMPLES
1. Initialize the tracing/logging facility:

nettl -start

2.
Change log class to warning for all the subsystems. disaster logging is always on for all subsys-
tems.

nettl -log w -e all

3.
Turn on inbound PDU tracing for the subsystems ula_utils, hps (all trace kinds are enabled by
ORing the masks) and send binary trace messages to file /usr/adm/trace.TRCO.

nettl -traceon pduln -entity ula utlls hps -file /usr/adm/trace

4.
Turn on outbound PDU tracing for X.25 level two, and subsystem NI. Trace messages go to the trace file
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set up in the previous example. This example also uses the abbreviated options. Tracing for X.25
requires a -card parameter to indicate which X.25 card to trace. If you choose not to trace X.25 by
omitting X25L2, the card parameter is ignored.

nettl -tn pduout -e X25L2 ns_1l1ls_nl -c x25_0

5.
Determine status of tracing from example 3.

nettl -status trace
The resulting information should resemble the following:
Tracing Information:

Trace Filename: /usr/adm/trace.TRCx

User’s ID: 0 Buffer Size: 32768
Messages Dropped: 0 Messages Queued: 0
Subsystem Name: Trace Mask:

ULA_UTILS 20000000

HPS 20000000

X25L2 1000000

NS_LS_NT 1000000

6.
Enable pdu tracing for lan subsystems. Binary trace data goes to file /usr/adm/LAN.TRCO.

The -file option of this command is only valid the first time tracing is called. To change the trace
output file, stop tracing and start up again. The trace file is not automatically reset with the ~file
option. This example assumes that the -traceon option is being used for the first time.

nettl -tn pduin pduout -e ns_ls_driver -file /usr/adm/LAN

7.
Terminate the tracing and logging facility.
Note: It is strongly recommended that the tracing and logging facility be turned on before any network-
ing is started and remain on as long as networking is being used.

nettl -stop

WARNINGS
Tracing or logging to a file may not be able to keep up with a busy system, especially when extensive trac-
ing information is being gathered. If some data loss is encountered, the trace buffer size can be increased.
Be selective about the number of subsystems being traced, as well as the log class messages being captured.

The nettl and netfmt commands read the /etc/conf/nettlgen.conf file each time they are
run (see nettl(1M) and netfmt(1M)). If the file becomes corrupted, these commands will no longer be opera-

tional.
FILES
/etc/conf/nettlgen.conf tracing and logging subsystem configuration file.
/usr/adm/conslog.opts default console logging options filter file as specified in
/etc/conf/nettlgen.conf.
/usr/adm/nettl.LOGO0 default Log file as specified in /etc/conf /nettlgen.conf.
/dev/nettrace kernel trace pseudo-device file.
/dev/netlog kernel log pseudo-device file.
AUTHOR
nettl was developed by HP.
SEE ALSO

netfmt(1M), nettlconf(1M), nettlgen.conf(4).
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NAME
nettlconf - configure network tracing and logging command subsystem database

SYNOPSIS
/etc/conf/nettlconf -1d ssid -name ssname [-class logclass ] [-kernel] -11ib sslib -msg
ssmsgcat [-fmt £n fmifunc | [-optEn optfunc ] -group ssgrpname [~umedia media ]

/etc/conf/nettlconf -delete ssid

DESCRIPTION
nettlconf maintains the database file /etc/conf/nettlgen.conf which contains information
necessary for each subsystem that uses network tracing and logging. This database contains one entry for
each subsystem. If a subsystem already exists with the same ID, the values given are substituted for those
in the database; otherwise a new entry is created. The first form of the command shown above adds or
updates a new subsystem to the database. The second form, nettleconf -d ssid, removes a subsystem
entry from the database.

nettlconf is used primarily during product installation or product update. The nettlconf command
should be executed from within the customize script at the end of an install or update. The customize script
should execute the nettlconf command for each subsystem it installs.

Options
-1d ssid (abbrev: -1) ssid (subsystem ID number) is used as the key field in the
nettlgen.conf database. This is a required field.
-name ssname (abbrev: -n) ssname is the subsystem-name mnemonic. This string is used to identify

the subsystem on the nettl command line and also in the header output from the
formatter (see nettl(1M)). This is a required field.

~class logclass (abbrev: -c) logclass is the default log class mask assigned to the subsystem at
start-up of the tracing/logging facility. For multiple classes, the masks can be com-
bined into a single number. For example, to initially log DISASTER and ERROR
events use 12 as the logclass. Default is an empty field in nettlgen.conft.
nettl substitutes 8 (disaster) for an empty class field. This is an optional field.

Class Abbreviation
informative 1
warning 2
error 4
disaster 8

-kernel
(abbrev: -k) flags the given subsystem as a kernel subsystem. nett1l uses this information to control
certain tracing and logging properties of the subsystem. A subsystem is defaulted to non-kernel unless
this option is used. This is an optional field.

-1ib sslib
(abbrev: -1)sslib is the name of the shared library where the subsystem formatter resides. This should
be an absolute path name unless the library resides in /usr/11ib. Multiple subsystems can reference
the same library. This is a required field.

-ms8g ssmsgeat
(abbrev: -m) msg is the name of the message catalog excluding the pathname and .cat filename
extension. Multiple subsystems can refer to the same message catalog. This is a required field.

-fmt £n fmitfunc
(abbrev: -£) fmtfunc specifies the function to call when formatting data from the given subsystem.
Default is to form the function name from the subsystem ID as follows:

subsys_N_format

where N is the subsystem ID number. If a null function is needed for this subsystem, specify
-£ NULL

This is an optional field.
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-opt £n optfunc
(abbrev: -o) optfunc specifies the function used to process options in the netfmt filter configuration
file (see netfmt(1IM)). The default is an empty field in nettlgen.conf. netfmt assumes a NULL
function for an empty optfunc field. This is an optional field.

-group ssgrpname
(abbrev: -g) ssgrpname is a group name associated with the subsystem. Several subsystems can be
grouped together so that a common banner is printed in the formatted header. This is a required field.

~umedia media
(abbrev: -u) media is the update media information that describes the context of the product installa-
tion. This information is necessary for proper product installation in clustered environments. media is
passed as a parameter to the product customize script by update (see update(1M)). The product cus-
tomize script should use this option when media has a value. This is an optional field.

-delete ssid
(abbrev: -q) Deletes the ssid (subsystem ID) from the database.

WARNINGS

The nettlconf utility is intended primarily for use by HP subsystems to configure themselves into the
tracing and logging facility at installation time. System administrators may wish to use this command to
alter the default logging class each subsystem starts up with, but no other information about the subsystem
should be changed. Only an editor such as vi should be used to change the default logging information
kept in the /etc/conf/nettlgen.conf file.

The nettl and netfmt commands read the /etc/conf/nettlgen.conf file each time they are
executed. If the file becomes corrupted these commands cannot function.

AUTHOR

nettlconf was developed by HP.

FILES

/etc/conf/nettlgen.conf subsystem configuration file maintained by nettlconf

SEE ALSO
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NAME
nettlgen - generate network tracing and logging commands

SYNOPSIS
/etc/conf/nettlgen

DESCRIPTION
nettlgen is obsolete. The functionality that it provided is no longer necessary.

SEE ALSO
nettl(1M), netfmt(1M), nettlconf(1M), nettlgen.conf(4).
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NAME
newfs - construct a new file system

SYNOPSIS
File Name Length Same as Root
/etc/newts [-F}[~n][-v][mkfs-options ] special disk_type
Short File Name System
/etc/newtfs -S[-F][-n][-v][mkfs-options ] special disk_type
Long File Name System
/etc/newts -L[-Fl[-n][~v][mkfs-options ]| special disk_type
DESCRIPTION
newfs is a “friendly” front-end to the mkfs program (see mkfs(1M)). newfs looks in disk description
file /etc/disktab for the type of disk a file system is being created on, calculates the appropriate

parameters to use in calling mkfs, then builds the file system by forking mkfs and, if the file system is a
root section, installs the necessary bootstrap programs in the initial 8192 bytes of the device.

‘newfs creates the file System with a rotational delay value (see funefs(1M)) as based on the interface
(8CsI, HP-FL, HPIB) and other characteristics of the disk drive. To get the appropriate rotational delay
value, turn immediate reporting on or off before rather than after creating the file system.

Options

new£ 8 recognizes the following command-line options and arguments:

-L There are two types of HFS file systems. They are distinguished mainly by differing
or directory formats that place different limits on the length of directory entries (file
-8 names). By default, newfs creates a file system of the same type as the root file sys-
tem. However, the type of file system can be explicitly specified by using the -L or
-S option. -L (long file names) creates a file system that allows file names up to

MAXNAMLEN (255) bytes long; -S (short file names) creates a file system that allows
file names not more than DIRSIZ (14) bytes long.

~-F Forces newfs to continue processing on a mounted file system. If -F is not
specified, newfs prompts the user and waits for a reply. Note that newfs does not
work on a swap device, even if -F is specified.

-n Prevents bootstrap programs from being installed.

-V (verbose) newt s prints out its actions, including the parameters passed to mkfs.
special character (raw) special file for the disk.

disk_type Type of disk as specified in /etc/disktab.

mkfs Default-Override Options
The following additional command-line options can be used to override default parameters passed to mk£fs:

-8 size File system size in DEV_BSIZE blocks (defined in <sys /param.h>).
-b block-size File system block size in bytes.
-f frag-size  File system fragment size in bytes.

-t tracks_per_cylinder
Number of tracks per cylinder.
-c f#eylinders_per_group .
Number of cylinders per cylinder group in a file system. The default value used is 16.
-m free_space_percent
Percentage of space reserved from normal users; the minimum free space threshold.
Default value is 10 percent.

-r revolutions_per_minute
Disk speed in revolutions per minute (normally 3600).

-1 number_ of_bytes_per inode
Specifies the density of inodes in the file system. Default is to create an inode for each
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2048 bytes of data space. If fewer inodes are desired, a larger number should be used;
to create more inodes a smaller number should be given.

Access Control Lists (ACLs)
Every file with one or more optional ACL entries consumes an extra (continuation) inode. If you anticipate
significant use of ACLs on a new file system, you can allocate more inodes by reducing the value of the argu-
ment to the -1 option appropriately. The small default value typically causes allocation of many more
inodes than are actually necessary, even with ACLs. To evaluate the need for extra inodes, run bdf -1 on
existing file systems. For more information on access control lists, see acl(5).

Note that access control list descriptions in this entry apply only to standard HP-UX operating systems. If
HP-UX BLS software has been installed, access control lists are handled differently. Refer to HP-UX BLS
documentation for information about access control lists in the HP-UX BLS environment.

FILES
/etc/disktab  disk geometry and file system section information

DEPENDENCIES
Series 700/800
newfs does not install bootstrap programs in a root section of a Series 800 system because the boot pro-
grams are kept in a separate section. On Series 700 systems, newfs does not install the bootstrap pro-
grams, in order to conserve disk space. On both Series 700 and Series 800 systems, the mkboot command
can be used to install the bootstrap programs.

AUTHOR
newf s was developed by the University of California, Berkeley and HP.

SEE ALSO
bdf(1M), fsck(1IM), mkboot(1M), mkfs(1M), tunefs(1M), disktab(4), fs(4), acl(5).
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NAME
nfsd, biod - NFS daemons

SYNOPSIS
/etce/nfsd [ nservers ]

/etc/blod [nservers]

DESCRIPTION
nfsd starts the NFS server daemons that handle client filesystem requests (see nfs(7)). nservers is the
number of file system request daemons that start. This number should be determined by the load expected
on the server system. To obtain the best performance in most cases, set nservers to four.

bilod starts nservers asynchronous block I/0 daemons. This command is used on an NFS client to buffer
cache handle read-ahead and write-behind. nservers is a number greater than zero. For best performance,
set nservers to four.

AUTHOR
nf sd was developed by Sun Microsystems, Inc.

SEE ALSO
mountd(1M), exports(4).

INTERNATIONAL SUPPORT
messages
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NAME

nfsstat(1M)

nfsstat - Network File System statistics

SYNOPSIS

/usr/etc/nfsstat [-csnrz]{namelist)

DESCRIPTION

nfsstat displays statistical information about the Network File System (NFS) and Remote Procedure Call
(RPC) interfaces to the kernel. It can also reinitialize this information. If no options are given the default is

equivalent to

nfsstat -csnr /hp-ux

which prints everything and reinitializes nothing.

nfsstat recognizes the following options and command-line arguments:

Display client information. nfsstat displays only the client side NFS and RPC infor-
mation. Combine -c¢ with the -n and -r options to print client NFS or client RPC
information only.

Client NFS statistics include the total number of RPC calls made on behalf of NFS
(calls), the number of RPC calls that failed (badcalls), the number of times the ker-
nel attempted to get a client structure (nclget), the number of times the kernel waited
to get a client structure (nclsleep), and percentages for different file system opera-
tions.

Client RPC statistics include the total number of RPC calls (calls), the number of RPC
calls that failed (badcalls), the number of RPC retransmissions required (retrans),
the number of RPC packets received that had an out of date transaction ID (badxid), the
number of RPC packets sent that did not receive a response within the timeout period
(timeout), and two fields reserved for future use (wait and newcred).

Display server information. Works like the -c option above.

Server NFS statistics include the total number of RPC calls made on behalf of NFS
(calls), the number of RPC calls that failed (badcalls) and percentages for different
file system operations.

Server RPC statistics include the total number of RPC calls (calls), the number of RPC
calls that failed (badcalls), the number of empty RPC packets received (nullrecv),
the number of RPC packets received that were too short to be valid packets (badlen),
and the number of badly formatted RPC packets received (xdrcall).

Display NFS information. The NFS information is kernel information only. nfsstat
displays NFS information for both the client and server side. Combine -n with the -c
and -s options to print client or server NFS information only. -

Display RPC information. The RPC information is kernel RPC information only. Works
like the above -n option.

Print the current statistics then zero (reinitialize) them. Combine -2z with any of the
options to zero particular sets of statistics after printing them. The user must have write
permission on /dev/kmem for this option to work.

This argument is taken as an alternate file name for use instead of /hp-ux in obtain-
ing the system namelist.

nfsstat was developed by Sun Microsystems, Inc.

Options
-c
-8
-n
-r
-z
namelist
AUTHOR
FILES
/hp-ux
/dev/kmem

system namelist
kernel memory

INTERNATIONAL SUPPORT

messages
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NAME

nrglbd - Non-Replicatable Global Location Broker daemon

SYNOPSIS

/etc/ncs/nrglbd [-version ]

DESCRIPTION i

The Global Location Broker (GLB), part of the Network Computing System (NCS), helps clients to locate
servers on a network or internet. The GLB database stores the locations (that is, the network addresses and
port numbers) where server processes are running. A daemon maintains this database and provides access
to it.

There are two versions of the GLB daemon: glbd and nrglbd. Only the replicatable version, glbd, is
provided for Domain/OS, HP-UX, SunOS, and ULTRIX systems. For other systems, the non-replicatable ver-
sion, nrglbd, is provided. The two versions of the daemon should not coexist on a network. (For HP-UX
systems, which may have both glbd and nrglbd, use of only g1bd is strongly recommended.)

This entry describes only nrglbd.

Typically, nrglbd is started in the background at boot time. Unless the host is an MS-DOS system, a
Local Location Broker daemon (11bd) must be running on the local host when nrglbd is started.

On MS-DOS systems that use DDS network protocols, nrglbd uses DDS protocols; on other systems, it uses
IP protocols.

Do not run more than one nrglbd on a network or internet, and do not run an nrglbd anda glbdon
the same network or internet. On HP-UX systems, do not run nrglbd at all; run glbd instead.

See Managing NCS Software for more information about Location Broker configuration.

Options

~version
Display the version of NCK that this nrglbd belongs to, but do not start the daemon.

SEE ALSO
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glbd(1M), Ib_admin(1M), lIbd(1M).
Managing NCS Software.
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NAME
ocd - outbound connection daemon used by DDFA software

SYNOPSIS
ocd -nnode_name -£pseudonym [-bboard_no 1[-pport_no | [-cconfig_file ]

DESCRIPTION
The Outbound Connection Daemon (ocd)is part of the HP Datacommunications and Terminal
Controller (DTC) Device File Access (DDFA) software. It manages the connection and data transfer to
the remote DTC port. It can be spawned from the Dedicated Port Parser (dpp) or run directly from the
shell.

For performance reasons, ocd does not have a debug mode; however, a version called ocdebug with
debug facilities is available (see ocdebug(1m) for more information.

See ddfa(7) for more information on how to configure and install the DDFA software, and for an explanation
of how it works.

ocd recognizes the following options and command-line arguments:
-nnode_name Mandatory. This is the IP address of the terminal server or the port.

~-Epseudonym Mandatory. This is the absolute or relative path to the device file which is linked by
the software to the reserved pty. Applications use the pseudonym, not the dynami-
cally allocated pty slave.

~bboard_no Optional. This refers to the board number of the DTC. If it is omitted, the port
number option must contain the full TCP service port address. -b and -p must
not be used if the IP address given in -n is the IP address of a port.

If the -n option explicitly names a DTC port, the -b option is not needed.

-pport_no Optional. This is the DTC port number. If the -b option is omitted, the port
number must be the TCP service port address that will be used by the software to
access the port. If the value is omitted, the value 23 (Telnet) is used by default.

-cconfig_file Optional. This is the name (including the absolute path) of the configuration file
used to profile the DTC port. If this value is omitted, the default values specified in
the default pcf file (/etc/newconfig/ddfa/pet) are used. If the pef
does not exist, an error messageis be logged, and the following values are used
(note that the values for open_tries and open_timer are different from the default

values):

telnet_mode: enable
timing mark: enable
telnet_timer: 120
binary mode: disable
open_tries: 0
open_timer: 0
close_timer: 0
status_request: disable
status_timer: 30
eight_bit: disable
tcp_nodelay: enable

ocd logs important messages and error conditions to /usr/adm/syslog.

FILES
/etc/dpp
/etc/ocdbug
/etc/ocd
/etc/dpp_login.bin
/etc/utmp.dfa
/etc/newconfig/ddfa/pcf
/etc/newconfig/ddfa/dp
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SEE ALSO
ddfa(7) dp(4) dpp(1m) ocdebug(1lm) pcf(4).
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NAME

ocdebug - Qutbound Connection Daemon debug utility (used by DDFA software)
SYNOPSIS

ocdebug -n node_name -£ pseudonym [-b board_no 1[-D port_no | [-c config_file ] [-d level ]
DESCRIPTION

The Outbound Connection Daemon (ocd) is part of the HP Datacommunication and Terminal Controller
(DTC) Device File Access (DDFA) software. It manages the connection and data transfer to the remote DTC
port. For performance reasons, it does not have a debug mode; ocdebug is a version of ocd with debug
facilities. See ocd(1M) for more information about ocd.

See ddfa(7) for more information about how to configure and install the DDFA software, and for an explana-
tion of how it works.

Debugging may be toggled interactively by sending the SIGUSR1 signal to the process by typing kill
-16 pid.

Options and Command-Line Arguments
ocdebug recognizes the following arguments (note that apart from -d they are the same as the ocd
command-line arguments):

-n node_name  Mandatory. Thisis the IP address of the server or the port.

-f pseudonym  Mandatory. This is the absolute or relative path to the device file that is linked by
the software to the reserved pty. Applications use the pseudonym; not the dynam-
ically allocated pty slave.

-b board_no Optional. This refers to the board number of the DTC. If it is omitted, the port
number option must contain the full TCP service port address.

If the -n option explicitly names a DTC port, the -b option is not needed.

-p port_no Optional. This is the DTC port number. If the -b option is omitted, the port
number must be the TCP service port address used by the server to access the port.
If port_no is not specified, a value of 23 (Telnet) is used by default.

-c¢ config_file Optional. This is the path to the Port Configuration File (pc£) used for profiling
the DTC port. If this value is omitted, the default values specified in the default
pef file (/etc/newconfig/ddfa/pef) is used. If the pcf doesn’t exist, an
error message is logged, and the following values are used (note that the values for
open_tries and open_timer are different from the default values):

telnet_mode: enable
timing_mark: enable
telnet_timer: 120
binary_mode: disable
open_tries: 0
open_timer: 0
close_timer: 0
status_request: disable
status_timer: 30
eight_bit: disable
tcp_nodelay: enable

-a level )
Optional. This indicates the level of debugging. Levels can be added together to accumulate dubugging
functions. For example, -d7 enables all levels, and -d3 enables only the first two levels. The levels
are:

No debug messages.

Trace procedure entry/exit logged.
Additional tracking messages logged.
Data structures dumped.

>N Oo

Debug messages are logged to the file /usr/adm/ocdpid, and the file name is displayed at the start of
debugging.
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FILES
/etc/dpp
/etc/ocdbug
/etc/ocd
/etc/dpp_login.bin
/etc/utmp.dfa
/etc/newconfig/ddfa/pct
/etc/newconfig/ddfa/dp

SEE ALSO
ddfa(7), dp(4), dpp(1M), ocd(1M), pef(4).
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NAME

opx25(1M)

opx25 - execute HALGOL programs

SYNOPSIS

fasr/lib/uucp/X25/0px25 [ -fscriptname | [ -cchar ] -ofile-descriptor | [ -ifile-descriptor}{ -nstring 1[-d 1[-v ]

DESCRIPTION

HALGOL is a simple language for communicating with devices such as modems and X.25 PADs. It has simple
statements like ’send xxx’ and ’expect yyy’ that are described below.

Options:

opx25 recognizes the following options:

-f script Causes opx25 to read script as the input program. If -f is not specified then opx25
reads stdin for the script.

-c char Causes opx25 to use char’ as the first character in the input stream instead of actu-
ally reading it from the input descriptor. This is useful sometimes when the program
that calls opx25 is forced to read a character but then cannot "unread” it.

-0 number Causes opx25 to use 'number’ for the output file descriptor (ie, the device to use for
’send’). The default is 1.

-i number Causes opx25 to use 'number’ for the input file descriptor (ie, the device to use for
’expect’). The default is 0.

-n string Causes opx25 to save this string for use when "\#" is encountered in a "send" com-
mand.

-d Causes opx25 to turn on debugging mode.

-V Causes opx25 to turn on verbose mode.

An opx25 script file contains lines of the following type:

(empty) Empty lines are ignored.

/ Lines beginning with a slash "/" are ignored (comments)

D ID denotes a label. ID is limited to alphanumerics or "_".

send STRING STRING must be surrounded by double quotes. The text is sent to the device specified
by the -o option.

Non-printable characters are represented as in C; that is, as \DDD, where DDD is the
octal ascii character code. "\#" in a send string is the string that followed the -n
option.

break Send a break "character” to the device.

expect NUMBER STRING

Here NUMBER is how many seconds to wait before giving up. 0 means wait forever,
but this isn’t advised. Whenever STRING appears in the input within the time allot-
ted, the command succeeds. Thus, it isn’t necessary to specify the entire string. For
example, if you know that the PAD will send several lines followed by an "@" prompt,
you could just use "@" as the string.

run program args

exror ID

The program (sleep, date, whatever) is run with the args specified. Don’t use quotes
here. Also, the program is invoked directly (with execp), so wild cards, redirection,
etc. are not possible.

If the most recent expect or run encountered an error, go to the label ID.

exec program args

Like run, but doesn’t fork.

echo STRING Like send, but goes to stderr instead of to the device.

set debug

Sets the program in debug mode. It echoes each line to /tmp/opx256.log, as well as
giving the result of each expect and run. This can be useful for writing new scripts.
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set log

set numlog

opx25(1M)

The command "set nodebug” will turn off this feature.

Sends subsequent incoming characters to /usr/spool/uucp/.Log/X25L0G. This can
be used in the *.in file as a security measure, since part of the incoming data stream
contains the number of the caller. There is a similar feature in gefx25; it writes the
time and the login name into the same logfile. The command "set nolog" will turn off
this feature.

Like "set log", only better in some cases, since it sends only digits to the log file, and
not other characters. The command "set nonumlog" will turn off this feature.

timeout NUMBER

Sets a global timeout value. Each expect uses time in the timeout reservoir; when
this time is gone, the program gives up (exit 1). If this command isn’t used, there is
no global timeout. Also, the global timeout can be reset any time, and a value of 0
turns it off.

exit NUMBER Exits with this value. 0 is success, anything else is failure.

You can test configuration files, sort of, by running opx25 by hand, using the argument "-f' followed by the
name of the script file. The program in this case sends to, and expects from, standard output and input,
so you can type the input, observe the output, and see messages with the echo command. See the file
/usr/lib/uucp/X25/ventel.out for a good example of Halgol programming.

In the HP Clustered environment, all UUCP activity is handled through device files residing on the cluster
server as if the cluster were a single system.

AUTHOR
opx25 was developed by HP.

SEE ALSO

getx25(1), uuep(l).

UUCP tutorial in Remote Access Users Guide .
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NAME
penfsd - PC-NFS daemon

SYNOPSIS
/etc/penfsd [spooldir1[-1 log_file]

DESCRIPTION
penfsd is called by Personal Computer NFS (PC-NFS) users to perform PC user authentication on HP-UX
servers. This allows a PC user to access NFS file systems with the appropriate user ID and group ID. It also
allows access to HP-UX printer facilities. Refer to PC-NFS documentation for details on the use of the PC-NFS
product.

OPTIONS
pcnf sd recognizes the following options and command-line arguments:

spooldir Use the named directory as the PC-NFS spool directory. This directory is used by
penfsd to hold files for printing. The default directory is /usr/tmp.

-1 log_file Log any errors to the named log_file. pcnfsd writes its messages directly to sys-
tem console /dev/console if penfsd is started without the -1 (ell) option.

Information logged to the file includes:

¢ Date and time of the error,
¢ Host name, process id, and name of the function generating the error, and
¢ Error message.

Note that different services can share a single log file because enough information is included to
uniquely identify each error.

AUTHOR
penfsd was developed by Sun Microsystems, Inc. and HP.

SEE ALSO
1p(1), nfsd(1M).

INTERNATIONAL SUPPORT
messages
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NAME

peserver - Basic Serial and HP AdvanceLink server

SYNOPSIS

peserver [-n][-l[log_file]]

DESCRIPTION

peserver is the hostside server program for Basic Serial and AdvanceLink. peserver is both started and ter-
minated by an application program on a PC.

pcserver supports both the Basic Serial and the AdvanceLink protocols. Basic Serial is a library of routines
that support various types of ’services’ between a PC and a serially connected host computer. These include
file transfer and remote interprocess communication.

AdvanceLink is a terminal emulation program that also supports file transfers between a PC and host sys-
tem over various physical connections.

The following options are recognized by pcserver:

-1[logfile] Enable packet logging. This should only be used when needed for debugging. If logfile is
not specified, the file s-log is used in the default logging directory. The default logging
directory is defined in file server.pro. pcserver looks for a version of server.pro in the
user’s home directory, and if none is found uses the system defaults in
fusr/adm/server.pro. If logfile exists, logging is appended to it. If the file does not
exist, it is created.

-n Use some form of “netmode” for data encryption. Netmode should be used in situations
where certain characters might create undesired results (such as when a PAD is being
used and device control characters must masked). This option only tells pcserver that
some form of netmode will be used. The actual details are negotiated between pcserver
and the PC application. For a more comprehensive discussion on netmode, see Using
Basic Serial Connection Files.

peserver is designed to be invoked by a PC application program rather than from the command line. In
order for the connection to be correctly established, the PC and host port must be properly configured.

If you are using pcserver to manage a session between a PC and a hostside application (via Basic Serial),
you may need to use a Basic Serial connection file to actually log in to your account. Establishing connec-
tions using Basic Serial connection files is a sensitive operation. Before attempting to use them, you
should read the manual Using Basic Serial Connection Files. "

If you are using pcserver to transfer files between a PC and a host machine via Advancelink, use the fol-
lowing AdvanceLink commands:

&HOSTCOPY "pcserver”
&TERMINATOR "$"

If your prompt does not end with $, replace the $ in the terminator command with the last character in
your normal prompt.

To permanently configure AdvanceLink for the HP-UX version of pcserver, refer to the Using AdvanceLink
manual for more information.

NOTES

324

If your screen displays a "Command not found" message when you choose START TRANSFER from AdvLink,
either pcserver has not yet been installed on your HP-UX system, or it has been installed in a directory that
is not part of your current path.

HP-UX treats files containing binary or ASCII data identically. Therefore it is up to the user to specify the
desired file type when using pcserver to transfer files with Advancelink. The difference between the two is
that during ASCII transfers, pcserver maps HP-UX line-feed characters to the MS-DOS carriage-return/line-
feed pair. This produces incorrect results when transferring a binary file as an ASCII file.

Also, older versions of AdvanceLink show totally inaccurate estimates for file transfer times. This does not
interfere with the actual transfer.

If the PC is reset while a transfer is taking place, it may temporarily appear to be a "dead" terminal port.
This is no cause for alarm; left to its own devices, pcserver will restore the port in a short time. In the worst
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case, it could take six timeout periods (6 * 20 = 120 seconds). For faster response, press the Break key a few
times to terminate pcserver immediately.

FILES
fusr/bin/peserver the executable program
fusr/adm/server.pro system-wide logging profile
$HOME/server.pro local logging profile

SEE ALSO
Using AdvanceLink

Describes protocol and how to use AdvanceLink.

Using Basic Serial Connection Files
Describes Basic Serial and how connection files should be used.
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NAME
pdc - processor-dependent code (firmware)

DESCRIPTION
pdc is the firmware that implements all processor-dependent functionality, including initialization and
self-test of the processor. Upon completion, it loads and transfers control to the initial system loader
(isl(1IM)). Firmware behavior varies somewhat, depending on the hardware series as described below.

Series 800 Behavior

To load isl from an external medium, pdc must know the particular device on which isl resides. Typically
the device is identified by the Primary Boot Path that is maintained by pdec in Stable Storage. A path
specification is a series of decimal numbers each suffixed by 7, indicating bus converters, followed by a
series of decimal numbers separated by ’’, indicating the various card and slot numbers and addresses.
The first number, not specifying a bus converter, is the MID-BUS module number (that is, slot number times
four) and followed by the CIO slot number. If the CIO slot contains an HP-IB card, the next number is the
HP-IB address, followed by the unit number of the device if the device supports units. If the CIO slot con-
tains a terminal card, the next number is the port number, which must be zero for the console.

When the processor is reset after initialization and self-test complete, pdc reads the Console Path from
Stable Storage, and attempts to initialize the console device. If the initialization fails, pde attempts to find
and initialize a console device. Algorithms used to find a console device are model-dependent. pdc then
announces the Primary Boot, Alternate Boot, and Console Paths.

If autoboot (see isl(1M)) is enabled, pdc provides a 10-second delay, during which time the operator can
override the autoboot sequence by typing any character on the console. If the operator does not interrupt
this process, pdc initializes and reads isl from the Primary Boot Path. On models that support autosearch,
if this path is not valid and autosearch (see isl(1M)) is enabled, pdc then searches through the MID-BUS
modules and CIO slots to find a bootable medium. Currently, autosearch is only implemented on the model
825.

If the autoboot sequence is unsuccessful, overridden by the operator, or not enabled in the first place, pde
interactively prompts the operator for the Boot Path to use. Any required path components that are not
supplied default to zero.

The Primary Boot, Alternate Boot, and Console Paths as well as aufoboot and autosearch enable can be
modified via isl.

Series 700 Behavior
To load is! from an external medium, pdc must know the particular device on which isl resides. Typically
the device is identified by the Primary Boot Path that is maintained by pdc in Stable Storage. A path
specification is an I/O subsystem mnemonic that varies according to hardware model.

When the processor is reset after initialization and self-test complete, pdc reads the Console Path from
Stable Storage, and attempts to initialize the console device. If the initialization fails, pdc attempts to find
and initialize a console device. Algorithms used to find a console device vary according to hardware model.

If autoboot and autosearch (see isl(1M)) are enabled, pdc waits for approximately 10 seconds during which
time the operator can override the aufoboot sequence pressing and holding the ESC (escape) key on the con-
sole.

The system then begins a search for potentially bootable devices. If allowed to complete, a list of potentially
bootable devices is displayed, labeled with abbreviated path identifiers (PO, P1, etc). A simple menu is then
displayed where the user can:

* Boot a specific device, using the abbreviated path identifier, or the full mnenomic.

* Start a device search where the contents are searched for IPL images (note the first search only
identified devices and did not check the contents).

¢ Enter the boot administration level.
* Exit the menu and return to autobooting
¢ Get help on choices

The search of potentially bootable devices can be aborted by pressing and holding the escape key. The
search for device contents can also be aborted by pressing and holding the escape key.
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If the operator does not interrupt the search process, pdc initializes and reads is/ from the Primary Boot
Path.

If the autoboot sequence is unsuccessful, overridden by the operator, or not enabled in the first place, pdc
executes the device search and enters the menu described above.

The Primary Boot, Alternate Boot, and Console Paths as well as aufoboot and autosearch enable can be
modified via is! or at the pdc boot administration level.

SEE ALSO
boot(1M), hpuxboot(1M), isl(1M).
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NAME
pdfck - compare Product Description File to File System

SYNOPSIS
pdfck [-n] alternate_root } PDF

DESCRIPTION
pdfck is a program that compares the file descriptions in a PDF (Product Description File) to the actual
files on the file system. It is intended as a tool to audit the file system and detect corruption and/or tamper-
ing. Differences found are reported in the format described in the pdfdiff(1M) manual entry. (Size growth
(~p option) is not reported.) For a detailed explanation of the PDF fields see pdf(4). The command

pdfck -r /pseudoroot /system/UX_ CORE/pdf

is roughly equivalent to
mkpdf -r /pseudoroot /8ystem/UX_CORE/pdf - | pdfdlff
/system/UX_CORE/pdf -
Options

pdfck recognizes the following options:

-n Compare numerical representation of user id uid and group id gid of each file,
instead of the usual text representation. If owner or group is recorded in the
PDF as a name, look the name up in the /etc/passwdor /etc/group file,
respectively, to find the id number.

-X alternate_root alternate_root is a string that is prefixed to each pathname in the prototype
when the filesystem is being searched for that file. Default is NULL.

EXAMPLES
The following output indicates tampering with /bin/cat:

/bin/cat: mode(-r-xr-xr-x -> -r-sr-xr-x)(became suid), size(27724 -> 10345),
checksum(1665 -> 398)

FILES
/s8ystem/fileset_name /pdf

SEE ALSO
mkpdf(1M), pdfdiff(1M), pdf(4).
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NAME
pdfdiff - compare two Product Description Files

SYNOPSIS
pdfdiff (-n]{-p percent ] pdf1 pdf2

DESCRIPTION
pdfdiff is a program that compares two PDFs (Product Description Files). The PDFs can be generated
using the mkpdf command (see mkpdf(1M)). Individual fields in the PDFs are compared, and differences
found in these fields are reported. For a detailed explanation of the PDF fields see pdf(4).

The report format is:
pathname: diff_field((details) ][ ,...]

diff_field is one of the field names specified in pdf(4). The format of defails is “oldvalue —> newvalue” and
may include an additional “(added description)”.

A summary of total product growth in bytes, DEV_BSIZE disk blocks, and the percentage change in disk
blocks is reported. This summary includes growth of all files, including those for which growth did not
exceed the threshhold percent. Format of the growth summary is:

Growth: x bytes, ¥ blocks (z%)

Options
pAfAif £ recognizes the following options:

-n Compare numerical representation of user ID uid and group ID gid of each file,
instead of the usual text representation. If owner or group is recorded in the PDF as a
name, look the name up in the /etc/passwd or /etc/group file, respectively,
to find the ID number.

-p percent specifies a threshhold percentage for file growth. Files having a net size change
greater than or equal to this percentage are reported. A decrease in size is reported
as a negative number. If -p is not specified, a default value of zero percent is used.

EXAMPLES
The following output results when the /bin/cat entry in the example from pdf(4) is different in the com-
pared PDF:
/bin/cat: mode(-r-xr-xr-x -> -r-sr-xr-x) (became suid), size(27724 -> 10345),
checksum(1665 -> 398)
Growth: -17379 bytes, -17 blocks (-4%)

FILES
/system/fileset_name/pdf

SEE ALSO
mkpdf(1IM), pdfck(1M), pdf(4).
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NAME

perf - test the NCS RPC runtime library

SYNOPSIS

letc/nes/pert/server [ -d | max_calls family
lete/nes/perf/run_client family hostname
letc/nes/perf/client test_number test_args

DESCRIPTION

The perf exerciser tests the functionality and measures the performance of the Remote Procedure Call (RPC)
runtime library, part of the Network Computing System (NCS).

perf consists of client and server programs called client and server and a shell script called run_client.
These executables reside in the directory /etc/ncs/perf.

The perf client and server programs run as separate processes, either on one host or on two different hosts.
Any host that runs either the client or the server must have the Network Computing Kernel (NCK), the run-
time portion of NCS, installed.

perf makes only minimal use of the Location Broker.

To use perf, first start the server, then run the client to conduct various NCK tests against that server, as
described in the following sections.

Starting the perf Server

Any host that runs the perf server must also run llbd, the Local Location Broker daemon. Ensure that an
1Ibd is running.

The perf server has the following syntax:
/etc/nes/perf/sexrver [ -d 1 max_calls family
The -d option instructs the server to display debug messages.

The max_calls argument specifies the maximum number of calls that the server can execute in parallel.
Unless your system provides Concurrent Programming Support (currently available only on Apollo
Domain/OS systems), specify the value 1.

The family argument specifies one or more address families for which the server should create sockets to
listen on. On HP-UX systems, specify ip.

For testing NCK functionality, a typical invocation of the perf server is
$ server 1 ip

which creates a perf server that handles one call at a time, listens for perf client tests on an internet socket,
and does not run in debug mode.

Running the run_client Script

The perf client consists of 11 tests, each of which exercises a particular feature of NCK.

To test NCK functionality, invoke the run_client script, which runs all 11 of the perf tests. (Several of the
tests are run twice, once with the idempotent operation attribute and once without.)

The syntax for run_client is
$ run_client family hostname

The family and hostname arguments specify the host that is running the perf server.

Running Individual perf Client Tests

330

You can run the perftests individually by directly invoking the client program.

Following are the individual perf client tests.

Test Syntax
Null call client 0 host passes calls/pass verify? idempotent?
Variable length client 1 host passes calls /pass verify? idempotent? nbytes

input argument
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Variable length client 2 host passes calls/ pass verify? idempotent? nbytes
output argument
Broadcast client 3 family
Maybe client 4 host
Broadcast/maybe client 5 family
Floating point client 6 host passes calls/ pass verify? idempotent?
Unregistered client 7 host
interface
Forwarding client 8 host global?
Exception client 9 host
Slow call client 10 host passes calls /pass verify? idempotent? seconds
Shutdown client 11host

Test 0 makes the simplest possible remote procedure call, one with no parameters.
Tests 1 and 2 pass open arrays as input and output parameters, respectively.

Tests 3, 4, and 5 use the broadcast and maybe operation attributes. (Tests 3 and 5 will not work if the
server and the client are running on hosts in different networks.)

Test 6 passes floating-point parameters.

Test 7 requests an operation in an interface that is not registered with the RPC runtime library at the
server.

Test 8 sends a call to the Location Broker forwarding port at the server, testing the forwarding facility pro-
vided by Ilbd. (Test 8 requires an llbd to be running at the server. The others specify well-known ports.)

Test 9 makes a call that raises an exception at the server.

Test 10 makes a call from which the server will return after the specified period of time.

Test 11 remotely shuts down the server.

Following are descriptions of the arguments that appear in the syntax table.

host The host on which the perf server is running, specified in the form family:name (for example,
ip:toscanini).

passes ;

The number of times to run the test. The perf client displays a message after each pass.

calls/pass
The number of remote calls to make during one pass.

verify?
Yes/no (y or n) input. A "yes" input directs perf to run the test for correct operation. A "no" input
directs perf to run the test to obtain performance statistics.

idempotent?
Yes/no (y or n) input. A "yes" input directs the perf client to call an idempotent operation at the perf
server. A "no" input directs the perf client to call a non-idempotent operation.

nbytes

The number of bytes the input and output parameters should have.
family

An address family (for example, ip or dds).

global?
Yes/no (y or n) input. At this release, specify n.

seconds
The number of seconds the server should wait before returning.

Using perf to Troubleshoot NCK
If perf is not running successfully, check that the networking software and hardware used by NCK is func-
tioning correctly. On networks that support IP protocols, for example, try running telnet, fip, and other IP-
based applications between the hosts that ran perf. Network services must be available and working
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correctly before you start Location Brokers and other NCS-based programs.

If the perf tests appear to be running successfully but NCK appears to be functioning incorrectly, try revers-
ing the roles of the perf hosts. It is possible that the perf tests will work correctly with the client running on
host A and the server running on host B but will fail with the client ranning on host B and the server run-
ning on host A.

If any of the perf tests fail, try running the tests locally, with both the client and the server running on the
same host. Failure in this case could be due to incorrect mapping of names to addresses (in a host table, for
instance), absence of required daemons or servers, or mismatch of versions between the perf client and
server.

SEE ALSO

332

Ib_test(1M), Ibd(1M).
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NAME

ping - send ICMP ECHO_REQUEST packets to network hosts
SYNOPSIS

ping [-r][-v][-o] host [ packetsize ][ count ]
DESCRIPTION

ping sends an ICMP echo (ECHO_REQUEST) packet to host once per second. Each packet that is echoed
back (via an ECHO_RESPONSE packet) is reported on the screen, including round-trip time.

ECHO_REQUEST datagrams (“pings”) have an IP and ICMP header, followed by a struct timeval, and
an arbitrary number of “pad” bytes used to fill out the packet. Default datagram length is 64 bytes, but this
can be changed by using the command-line option.

Other options and parameters are:

-r Bypass the normal routing tables and send directly to a host on an attached network. If
the host is not on a directly-attached network, an error is returned. This option can be
used to ping a local host through an interface that has no route through it (such as after
the interface was dropped by gated (see gated(1M)).

-v Verbose output. ICMP packets other than ECHO_RESPONSE that are received are listed.

-o Insert “record route” IP option in outgoing packets, summarizing routes taken when the
program exits. It may not be possible to get the round-trip path if all hosts on the route
taken do not implement the “record route” IP option. A maximum of nine Internet
addresses can be displayed due to the maximum length of the IP option area.

host host can be a hostname or an Internet address. All symbolic names specified for a host
are looked up using gethostbyname () (see gethostbyname(3N)). If host is an Inter-
net address, it must be in “dot” notation (see inet_addr(3N)).

packetsize By default (when packetsize is not specified), the size of transmitted packets is 64 bytes.
The minimum value allowed for packetsize is eight bytes, and the maximum is 4096
bytes. Also, if packetsize is smaller than 16 bytes, there is not enough room for timing
information. In this case the round-trip times are not displayed.

count The number of packets ping will transmit before terminating. Range: 1 to (2+*31 -1),
decimal. Default: ping sends packets until interrupted.

When using ping for fault isolation, it should first be run on the local host to verify that the local net-
work interface is working correctly, then hosts and gateways further and further away should be pinged.
ping sends one datagram per second, and prints one line of output for every ECHO_RESPONSE returned.
No output is produced if there is no response. If an optional count is given, only the specified number of
requests is sent. Round-trip times and packet loss statistics are computed. When all responses have been
received or the program times out (with a count specified), or if the program is terminated with a SIG-
INT, a brief summary is displayed.

This program is intended for use in testing, managing, and measuring network performance. It should be
used primarily for manual fault isolation. Because of the load it could impose on the network, it is con-
sidered discourteous to use ping unnecessarily during normal operations, or from automated scripts.

AUTHOR
ping was developed in the Public Domain.

FILES
/etc/hosts

SEE ALSO
gethostbyname(3N), rIb(1M), inet(3N).
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NAME

portmap - DARPA port to RPC program number mapper
SYNOPSIS

/etc/portmap
DESCRIPTION

The portmap server converts RPC program numbers into DARPA protocol port numbers. It must be run-
ning to make RPC calls.

When an RPC server starts, it registers itself with portmap, telling portmap what port number it is
listening to and what RPC program numbers it is prepared to serve. When a client wants to make an RPC
call to a given program number, it first contacts portmap on the server machine to determine the port
number where RPC packets should be sent.

The portmap server must be started before inetd because standard RPC servers are started by inetd
(see inetd(1M)).

WARNINGS
If portmap crashes, all RPC servers must be restarted.

AUTHOR
portmap was developed by Sun Microsystems, Inc.

SEE ALSO
inetd(1M), rpcinfo(1M), inetd.conf(4).

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages
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NAME
proxy - manipulates the NS Probe proxy table

SYNOPSIS
proxy on
proxy off
proxy add nodename domain ip_address medium
proxy append nodename domain ip_address medium
proxy delete nodename
proxy show nodename
proxy flush
proxy list

DESCRIPTION .

proxy enables or disables Probe proxy server capability on a node on a LAN or WAN. proxy also adds
entries to the Probe proxy table or deletes entries from the Probe proxy table on a node. A probe proxy
server enables NS through a LAN-to-LAN, LAN-to-WAN, WAN-to-WAN gateway when used with the route(1M)
command. NS uses the probe protocol for name-to-IP-Address-resolution. By itself, the probe protocol can
only obtain information about nodes on the same network or subnetwork. The probe proxy server provides
IP address information about nodes on remote connected networks. The Probe proxy server can be a gate-
way node or any other node on the LAN. Note: The Probe protocol is not supported over X.25 links. In order
to initiate NS over a connection path whose first hop is an X.25 link, the initiating node must be a Probe
proxy server, and must include an entry for the target node in its Probe proxy table.

Options
on Enables Probe proxy on a node. This option must be used before invoking any other
proxy option. Requires super-user capability.
off Disables the Probe proxy server. The Probe proxy table is not flushed. Requires
super-user capability.
add Adds a new entry to the Probe proxy table. Requires super-user capability. The fol-
lowing parameters are required:
nodename A fully-qualified NS node name, including domain and organization.
See nodename(1) for details.
domain Internet domain. The only supported domain is HPDSN.
ip_address An IP address of the remote node being mapped to by nodename. The
IP address must be in internet “dot” format. See inet(3N) for details
on internet dot format.
medium The physical link medium, either ieee, ether, or x.25.
append Appends an additional path report to an existing Probe proxy table entry. Use this

option if a remote node supports more than one among IEEE 802.3 (ieee), Ethernet
(ether), and X.25 (x.25) links, or if a remote node contains more than one network
interface. append requires the same parameters as the add option described
above. Requires super-user capability.

delete nodename  Deletes nodename and all path reports associated with nodename from the Probe
proxy table. Requires super-user capability.

flush Clears the Probe proxy table, deleting all entries. Requires super-user capability.

show nodename Sends path report information for nodename to standard output. For each path
report associated with nodename, the following information is returned: node name,
IP address or addresseses, medium, services, and transports. The services and tran-
sports field will always contain the value FFFF, meaning that all services and tran-
sports are enabled.
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list Returns information for all entries in the Probe proxy table. proxy list is
equivalent to issuing a proxy show command for all node names in the Probe
proxy table.
DIAGNOSTICS

Proxy server not yet enabled -
must do so before issuing any other proxy commands
Other proxy options attempted before proxy on issued.

Proxy on: proxy server was already enabled
proxy on issued after proxy server already enabled.

proxy off: proxy server was already disabled
Super-user tried to turn off an already disabled proxy server.

proxy add: entry already exists
Super-user tried to add to the proxy table an entry which already exists.

proxy: out of memory for path reports
Probe proxy memory account is depleted.

proxy add: no space left in hash table buckets
Super-user tried to add too many entries that hash to the same bucket in the proxy table.

proxy append: entry does not exist
Super-user tried to append to a proxy table entry which had not been added.

proxy delete: entry does not exist
Super-user tried to delete an entry in the proxy table which had never been added.

proxy show: no entry for nodename
Requested nodename had no entry in proxy table.

WARNINGS
Reciprocal route commands must be executed on the local proxy requestor, the destination host, and all
intermediate hosts before NS routing can succeed. See route(1M) and routing(7) for details.

Proxy entries are hashed for storage. Each hash bucket contains room for only five entries. There are 19
hash buckets for a potential total of 95 entries.

AUTHOR
proxy was developed by HP

SEE ALSO
nodename(1), route(1M), inet(3N), routing(7).
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NAME

pvchange - change characteristics of physical volume in a volume group
SYNOPSIS

/etc/pvchange -x extensibility physical_volume_path
DESCRIPTION

pvchange changes the characteristics and state of a physical volume in a volume group by setting the
allocation permission for additional physical extents on the physical volume to either allowed or prohibited.

Command-Line Arguments
pvchange recognizes the following arguments:

-x extensibility
Set the allocation permission for additional physical extents on the physical volume specified by
physical_volume_path. extensibility can have either of the following values:

y  Allow allocation of additional physical extents on the physical volume.

n  Prohibit allocation of additional physical extents on the physical volume. However,
logical volumes residing on the physical volume are accessible.

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, pvchange behaves as if all international-
ization variables are set to "C". See environ(5).

EXAMPLES
Prohibit allocation of additional physical extents to a physical volume:

pvchange -x n /dev/dsk/c2d0s2
Allow allocation of additional physical extents to a physical volume:
pvchange -x y /dev/dsk/c2d0s2

SEE ALSO
pvdisplay(1M).
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NAME
pvcreate - create physical volume for use in a volume group

SYNOPSIS
/etc/pvecreate [-b][-£][~B][-t disk_type ] [-A soft_defects | physical_vol_path

DESCRIPTION
pvcreate initializes a direct access storage device (a raw disk device) for use as a physical volume in a
volume group. physical_vol_path specifies the pathname of the raw device to be used.

If physical vol_path contains a file system, pvcreate asks for confirmation if the -£ option is not
specified. Request for confirmation avoids accidentally deleting a file system. Currently, BSD and System V
file systems are recognized.

The operation is denied if physical_vol_path belongs to another volume group. Only physical volumes not
belonging to other volume groups can be created.

If physical_vol_path contains a disk label, it is updated to reflect that physical vol_path is now a physical
volume that can be installed in a volume group.

After using pvereate to create a physical volume, use vgcreate to add it to a new volume group or
vgextend or to add it to an existing volume group (see vgcreate(1M) and vgextend(1M)).

Raw devices cannot be added to a volume group until they are properly initialized by pvcreate.

physical_vol_path can be made a bootable disk by specifying the -B option, which reserves space on the
physical volume for boot related data. This is a prerequisite for creating root volumes on logical volumes.
Refer to mkboot(1M) and lif(4) for more information.

Options
pvcreate recognizes the following options:

-b Used to specify (on standard input) the numbers that correspond to the indexes of all
known bad blocks on physical volume physical vol path, that is being created.
Specify the indexes using decimal, octal, or hexadecimal numbers in standard C-
language notation, with numbers separated by new-line, tab, or form-feed character.
If this option is not used, pvcreate assumes that the physical volume contains no

bad blocks.

-£ Force creation of a physical volume (thus deleting any file system present) without
first requesting confirmation. Currently BSD and System V file systems are recog-
nized.

-t disk_type Retrieve configuration information about the physical volume from file
/etc/dlsktab. disk_type specifies the device (hp7959S, for example).

This size only needs to be specified when pvcreate fails to get the size from the
underlying disk driver. If the driver successfully returns the size of the device,
disk_type is ignored.

-d soft_defects Used to specify minimum number of bad blocks that LVM should reserved in order to
perform software bad block relocation. This number can be no larger than 7039. If
not specified, one block is reserved for each 8K data blocks.

This option is not supported on HP-IB devices and soff_defects is set to 0 when
pvecreate is executed for an HP-IB device.

-B Make a physical volume bootable (i.e. a system disk).

EXTERNAL INFLUENCES
Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, pvcreate behaves as if all international-
ization variables are set to "C". See environ(5).
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EXAMPLES
Create a physical volume on raw device /dev/rdsk/c1d0s2, and force the creation without

confirmation:
pvcreate -f /dev/rdsk/cld0s2

Create a physical volume on raw device /dev/rdsk/c1d0s2, specifying that a bad blocks list ( 7, 13, 95,
and 133) must be read from standard input:

echo 7 13 95 133 | pvcreate -b /dev/rdsk/cld0s2

FILES
/etc/disktab  disk geometry and disk partition characteristics for all disk devices on the system

WARNINGS
Check the manufacturer’s listing or run diagnostics testing for bad blocks on the device prior to creating a

physical volume. Ifbad blocks are present, use the -b option when creating the physical volume.

SEE ALSO
mkboot(1M), vgereate(1M), vgextend(1M), lif(4).
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NAME
pvdisplay - display information about physical volumes within a volume group

SYNOPSIS
/etc/pvdisplay [-v] physical_vol_path ...

DESCRIPTION
pvdisplay displays information about the physical volume or volumes specified by the physical_vol_path -
parameter. If the -v (verbose) option is specified, pvdisplay displays a map of the logical extents that
correspond to the physical extents of each physical volume.

—v not Specified on Command Line
If the -v option is absent, pvdisplay displays the characteristics of each physical volume specified by
physical_vol_path, namely:

PV Name: Name of the physical volume
VG Name: Name of the volume group
PV Status: State of the physical volume: availableor unavallable

Allocatable:
Allocation permission for the physical volume

VGDA: Number of volume group descriptors on the physical volume

Cur LV: Number of logical volumes using the physical volume

PE Size: Size of physical extents on the volume

Total PE: Total number of physical extents on the physical volume

Free PE: Number of free physical extents on the physical volume

Allocated PE: Number of physical extents on the physical volume that are allocated to logical
volumes

Stale PE: Number of physical extents on the physical volume that are not current

~v Specified on Command Line
If the -v is specified, pvdisplay lists additional information for each logical volume and for each physi-
cal extent on the physical volume:

Distribution of physical volume:
Lists the logical volumes that have extents allocated on physical_vol_path:

LV Name: Name of the logical volume which has extents allocated on
physical_vol_path.

LE of LV: Number of logical extents within the logical volume that are con-
tained on this physical volume

PE for LV: Number of physical extents within the logical volume that are con-
tained on this physical volume

Physical extents:
Displays the following information for each physical extent:

PE: Physical extent number

Status: Current state of the physical extent: £ree, used, or stale

Lv: Name of the logical volume to which the extent is allocated

LE: Index of the logical extent to which the physical extent is allocated
EXTERNAL INFLUENCES

Environment Variables
LANG determines the language in which messages are displayed.

If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.
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If any internationalization variable contains an invalid setting, pvdisplay behaves as if all internation-
alization variables are set to "C". See environ(5).

EXAMPLES
Display the status and characteristics of a physical volume:

pvdisplay /dev/dsk/cl1d0s2
Display the status, characteristics, and allocation map of a physical volume:
pvdisplay -v /dev/dsk/c2d0s2

SEE ALSO
lvdisplay(1M), pvchange(1M), vgdisplay(1M).
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NAME

pvmove - move allocated physical extents from one physical volume to one or more other physical volumes
SYNOPSIS

/etc/pvmove [-n lv_path ] source_physical_vol_path [dest_physical_vol_path ... | dest-physical-vol-

group-name... ]

DESCRIPTION

pvmove moves allocated physical extents and the data they contain from source physical volume
source_physical_vol_path to one or more other physical volumes. To limit the transfer to specific physical
volumes, specify the names of one or more physical volumes with the dest_physical_vol_path or indirectly
via the dest-physical-vol-group-name parameter if physical volume groups have been defined under the
volume group that contains the source physical volume.

If the destination volume or volumes are not specified, all physical volumes in the volume group are avail-
able as destination volumes for the transfer. However, LVM selects the proper physical volumes to be used
in order to preserve the allocation policies of the logical volume involved. All destination physical volumes
must be within the same volume group. The source_physical vol_path must not appear in the
dest_physical_vol_path parameter. If the source physical volume is a member of the destination physical
volume group, it is automatically excluded from being a destination physical volume.

pvmove succeeds only if there is enough space on the dest_physical_vol_path or on the dest-physical-vol-
group-name to hold all the extents of the source_physical_vol_path.

Options

pvmove recognizes the following options and accompanying parameters:

-n lv_path
Moves only physical extents allocated to the logical volume (specified by lv_path) that are
located on the source physical volume (specified by source_physical_vol_path) to the specified
destination physical volume.

EXTERNAL INFLUENCES
Environment Variables

LANG determines the language in which messages are displayed.
If LANG is not specified or is set to the empty string, a default of "C" (see lang(5)) is used instead of LANG.

If any internationalization variable contains an invalid setting, pvmove behaves as if all internationaliza-
tion variables are set to "C". See environ(5).

EXAMPLES

Move physical extents from /dev/dsk/c1d0s2to /dev/dsk/c2d082 and /dev/dsk/c3d082:
pvmove /dev/dsk/cld0s82 /dev/dsk/c2d0s2 /dev/dsk/c3d0s2

If /dev/dsk/c2d082 and /dev/dsk/c3d0s2 belong to PVGO, the same result can be achieved using
the following command:

pvmove /dev/dsk/cld0s2 PVGO

Move only the physical extents in logical volume /dev/vg01l/1vol2 that are on /dev/dsk/c1d0s2
to /dev/dsk/c2d0s2:

pvmove -n /dev/vg0l/lvol2 /dev/dsk/cld0s2 /dev/dsk/c2d0s2

SEE ALSO
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NAME
pwek, grpck - password/group file checkers

SYNOPSIS
/etc/pwek [ file]
/etc/grpck|file]

DESCRIPTION
pwek scans the default password file or file and reports any inconsistencies to standard error. The checks
include validation of the number of fields, login name, user ID, group ID, and whether the login directory
and optional program name exist. The criteria for determining a valid login name are described in the HP-
UX System Administrator manuals for your system. The default password file is /etc/passwd.

grpck verifies all entries in the group file and reports any inconsistencies to standard error. This
verification includes a check of the number of fields, group name, group ID, and whether all login names
appear in the password file. The default group file is /etc/group.

DIAGNOSTICS
Group entries in /etc/group with no login names are flagged.

AUTHOR
pwck was developed by AT&T and HP.

DEPENDENCIES
NFs:
pwck and grpck check only the local password and group files. The Network Information Service data-
base for password and group files is not checked.

FILES
/etc/group
/etc/passwd

SEE ALSO
group(4), passwd(4).

STANDARDS CONFORMANCE
pwek: SVID2

grpck: SVID2
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NAME
quot - summarize file system ownership

SYNOPSIS
/etc/quot [-cthnv] filesystem

/etc/quot -a{-cfhnv]

DESCRIPTION
quot displays the number of 1024-byte blocks in the named filesystem that are currently owned by each
user. filesystem is either the name of the directory on which the file system is mounted or the name of the
device containing the file system.

Options
quot recognizes the following options:
~a  Generate a report for all mounted file systems.
-c  Report size rather than user statistics. Generates histogram statistics in 3-column format:

Column 1: File size in blocks. Sizes are listed in ascending order up to 499 blocks per file.
Files occupying 499 or more blocks are counted together on a single line as 499-
block files (but column 3 is based on actual number of blocks occupied).

Column 2: Number of files of size indicated in column 1.

Column 38: Cumulative total blocks occupied by files counted in current plus all preceding
lines.

Use of this option overrides the -f and -V options.
-f
Display number of files and space occupied by each user.
-h
Calculate the number of blocks in the file based on file size rather than actual blocks allocated. This
option does not account for sparse files (files with holes in them).

-n
Accept ncheck(1M) data as input. Run the pipeline:
ncheckdevice | sort +0n | quot -nfilesystem
to produce a list of all files and their owners.

-v
Display three columns containing the number of blocks not accessed in the last 30, 60, and 90 days.

AUTHOR
Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, Inc., and HP.

FILES

/etc/mnttab mounted file systems
/etc/passwd user names
SEE ALSO

du(1), find(1), 1s(1), mount(1M), repquota(1M), quota(5).
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NAME
quotacheck - file system quota consistency checker

SYNOPSIS
/etc/quotacheck [-v]{-p][-P] filesystem ...
/etc/quotacheck [-v][-p][-P] -a

DESCRIPTION
quotacheck examines each file system, builds a table of current disk usage, and compares this table
against that stored in the disk quota file for the file system. If any inconsistencies are detected, both the
quota file and the current system copy of the incorrect quotas are updated.

quotacheck expects each file system to be checked to have a file named quotas in the root directory. If
none is present, quotacheck reports an error and ignores the file system. quotacheck is normally
run at mount time from file /fetc/rc. See WARNINGS below.

Options
quotacheck recognizes the following options:

-a Obtain list of file systems to check from /etc/checklist. Only mounted rw type file
systems with the gquota option are checked.

-v Indicate the calculated disk quotas for each user on a particular file system.
-p Check file systems in parallel as allowed by equal values in the pass number field in
/etc/checklist.
-P Preen file systems, checking only those with invalid quota statistics (quotaoff and
edquota commands can invalidate quota statistics as discussed in quota(5) — see
(quotaoff(1M) and edquota(1M)). Also checks in parallel asin -p above.
AUTHOR
Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, Inc., and HP.
FILES
/etc/checklist default file systems
/etc/mnttab information about mounted file systems

directory /quotas quota statistics static storage for filesystem where directory is the file system root as
specified to mount (see mount(1M)).

SEE ALSO
re(1M), quota(s).
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NAME
quotaon, quotaoff - turn file system quotas on and off

SYNOPSIS
/etc/quotaon [~v]file_system ...
/etc/quotaon[-v] -a
/etc/quotaoff [-v]file_system ...
/etc/quotaocff [-v] -a

Remarks

These commands are provided for compatibility only. Their use is generally neither required nor recom-
mended because mount and umount enable and disable quotas cleanly (see mount(1M) and
umount(1M)). See WARNINGS below for more information.

DESCRIPTION
quotaon announces to the system that disc quotas should be enabled on one or more file systems.
file_system is the name of either the directory on which the file system is mounted or the block special dev-
ice. The file systems specified must have entries in /etc/checklist and be mounted at the time. The
file system quota file, named quotas, must be present in the root directory of each specified file system.

When enabling quotas interactively after boot time, the quotacheck command should be run first (see
Remarks above and WARNINGS below).

quotaoff announces to the system that file systems specified should have any disc quotas turned off.

Use mount to determine the current state of quotas on mounted file systems.

Options

The following options are recognized:

-v Obtain the file_system list from /ete/checklist of type rw with the quota option (see
checklist(4)).

~-a Generate a message for each file system affected.

WARNINGS
Using quotaoff to disable quotas on a file system causes the system to discontinue tracking quotas for
that file system, and marks the quota clean flag in the super block NOT_OK. This, in turn, forces a
quotacheck the next time the system is booted. Since quotas are enabled and disabled cleanly by
mount and umount anyway, use of quotaon and quotaoff is generally discouraged.

AUTHOR
Disk quotas were developed by the University of California, Berkeley, Sun Microsystems, Inc., and HP.

FILES

/etc/checklist file system table
/etc/mnttab mount table
directory /quotas quota statistics storage for file system where direcfory is the root of the file sys-

tem as specified to mount.

SEE ALSO
mount(1M), quota(5).
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NAME
rbootd - remote boot server

SYNOPSIS
letc/rbootd [-a ][ -1 loglevel 1[ -L logfile ] [logfile ]

DESCRIPTION
rbootd services initial boot-up requests from HP Cluster clients and Datacommunications and Terminal
Controllers (DTC/9000) over a local area network. rbootd only responds to requests from machines that are
listed in the cluster configuration file or map802 file. The map802 file (a binary file) is created when a DTC
is configured by dfcconfig on the host machine.

For HP Cluster clients, rbootd emulates part of the context of a client machine based on information pro-
vided by the client in the request and on information found in the cluster configuration file. Therefore,
bootstrap programs and kernel programs requested by the client machine can be context-dependent files.

The following elements appear in the context emulated by rbootd for HP cluster clients:

cnode name
architecture
remoteroot
default

where cnode name is based on information found in the cluster configuration file.

The architecture field is based on the identity provided to rbootd by the booting client, according to the fol-
lowing table:

Machine Type architecture Field
Series 300, 400 | HP-MC68881 HP-MC68020 HP-MC68010
Series 700 PA-RISC1.1 HP-PA
Series 800 HP-PA
Options
rbootd supports the following options:
-a Append to the rbootd log file. By default, starting up rbootd truncates the log file.

-1loglevel  Set the amount of information that will be logged in the log file. rbootd supports the fol-
lowing logging levels:

0  Log only startup and termination messages of rbootd.

1 Log all errors. This is the default logging level.

2  Log rejected boot requests from machines not found in /etc/clusterconf or
/usr/dtcmgr/map802.

8  Log all boot requests.

-L logfile
Specify an alternate file that rbootd should use to log status and error messages.

landevice  Specify an alternate device that rbootd should use to listen for boot requests.

AUTHOR
rbootd was developed by HP.

FILES
/dev/ieee default local area network device
Jete/clusterconf cluster configuration file
/usr/adm/rbootd.log  default rbootd log file
Jusr/boot/* bootstrap programs
Jetce/boottab bootstrap configuration file
Jasr/dtcmgr/map802 DTC/9000 configuration file

SEE ALSO

cdf(4), clusterconf(4), context(5), dtcconfig(1M), dtenmd(1M), dtcnmp(1M).
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NAME

rcancel - remove requests from a remote line printer spooling queue
SYNOPSIS

/usr/lib/rcancel [id ...][printer][-a][-e][-u user]
DESCRIPTION

rcancel removes a request, or requests, from the spool queue of a remote printer. rcancel is invoked
by the cancel command (see cancel(1)).

At least one id or the name of a printer must be specified.

This command is intended to be used only by the spool system in response to the cancel command (see
Ip(1)), and should not be invoked directly.

Options

rcancel recognizes the following options:

id Specifying a request ID (as returned by 1p (see [p(1)) cancels the associated request (if
the request is owned by the user), even if it is currently printing.

printer Name of the printer (for a complete list, use lpstat — see Ipstat(1)). Specifying a
printer cancels the request which is currently printing on that printer, if the request is
owned by the user. If the -a, -e, or the -u option is specified, this option only specifies
the printer to perform the cancel operation on.

-a Remove all requests owned by the user on the specified printer (see printer). The owner
is determined by the user’s login name and host name on the machine where the 1p
command was invoked.

-e Empty the spool queue of all requests for the specified printer. This form of invoking
rcancel is useful only to users with appropriate privileges.

-u user Remove any requests queued belonging to that user (or users). This form of invoking
rcancel is available only to users with appropriate privileges.
HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.
AUTHOR
rcancel was developed by the University of California, Berkeley, and HP.

FILES
/usr/spool/lp/*

SEE ALSO
accept(1M), enable(1), 1p(1), lpadmin(1M), lpsched(1M), 1pstat(1), rlp(1M), rlpdaemon(1M), ripstat(1M).
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NAME

reboot - reboot the system
SYNOPSIS

/etc/reboot [-h|-r] [-nl-s8] [-a] [-t time] [-m message ] [-A device] {-£ lif filename] [[-1

server_linkaddress
DESCRIPTION

[-b boot_server 1}

reboot terminates all currently executing processes except those essential to the system, then halts or
reboots the system. When invoked without arguments, reboot syncs all disks before rebooting the sys-

tem.
Options

reboot recognizes the following options:

-h
-r
-n

-8

-q

-t time

~In message
-d device

- £ lif filename

Shut down the system and halt.
Shut down the system and reboot automatically (default).
Do not sync the file systems before shutdown.

Sync the file systems before shutdown; for file systems that were cleanly mounted,
modify the £s8_clean flag from FS_OKto FS_CLEAN (default).

Quick and quiet. Suppress broadcast of warning messages, terminate processes by
brute force (with SIGKILL) and immediately call reboot () with arguments as
indicated by the other options (see reboot(2)). No logging is performed. The -t and
-m options are ignored with this option.

Specify what time reboot will bring the system down. Zime can be the word now
(indicating immediate shutdown) or a future time in one of two formats: +number
and hour :min. The first form brings the system down in number minutes; the second
brings the system down at the time of day indicated (based on a 24-hour clock).

Display message at the terminals of all users on the system at decreasing intervals as
reboot time approaches. The message must not contain any embedded double quotes.

(Series 300 and 400 only) Reboot from the specified device. The device must be a LIF
volume or LAN interface. This option cannot be used with -h.

(Series 300 and 400 only) Reboot from the specified file. If the filename is an empty
string, the power-up search sequence is made for a system. Otherwise, the file name
has to follow the LIF filename convention (see lif(4)). This option cannot be used with
-h.

-1 server_linkaddress

~b boot_server

(Series 300 and 400 only) Use the system identified by this address as the new boot
server. This is the ETHERNET link address of the LAN interface card; for example,
0x080009006997. This number must be in a format acceptable to reboot (). If
the new server is on a LAN connected to a different interface, the -d option also must
be specified. The named system must be an active HP Cluster server, properly
configured to serve this cluster node.

(Series 300 and 400 only) Use system boot_server as the new boot server. The named
system must be an active HP Cluster server, properly configured to serve this cluster
node, and listed in the file /etc/bootservers. Entries in this file have the fol-
lowing syntax: ‘

server_name server_linkaddress [device] # comment

The -1 and ~b options cannot be used together.

At shutdown time a message is written in the file /usr/adm/shutdownlog (if it exists), containing
the time of shutdown, who ran reboot, and the reason.

In the HP Clustered environment, executing reboot on the cluster server causes all of the cluster nodes
to be rebooted. Executing it on a swap server causes all swap clients to be rebooted. Executing reboot
on a cluster client reboots the client system. Arguments for local reboot commands are copied from the

HP-UX Release 9.0: 4.23.92 -1- 349



reboot(1M) reboot(1M)

server’s reboot command, with the exception of the -n, ~q, -4, and -£ options. Usingthe -1 or -b
option on the cluster server causes all members of the cluster, including the cluster server, to reboot using
the new server. On a swap server client system, all swap clients and the swap server are rebooted using
the new server. On a client system that is not a swap server, only the client is rebooted, and the effect is
to change cluster servers.

Executing reboot on a client node that is a swap server affects that node and all of its swap clients.
Executing reboot on a client node that is not a swap server only affects that node.

Only users with appropriate privileges can execute the shutdown command.

DEPENDENCIES
Series 700/800
The -b, -4, -£, and ~1 options are not supported.

AUTHOR

reboot was developed by HP and the University of California, Berkeley.
FILES

/usr/adm/shutdownlog shutdown log

/etc/bootservers table of system names usable with the -b option.
SEE ALSO

1if(1), reboot(2), 1if(4), privilege(5).
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NAME
recoversl - check and recover damaged or missing shared libraries

SYNOPSIS
/etc/recoversl [-f)

DESCRIPTION
recoversl is a command run by init at boot time to check for the existence of shared libraries that are
critical to the system (see init(1M)). recoversl checks for, and corrects if necessary, the owner, group
and permissions of these shared libraries.

Critical shared libraries include: dld.sl (the dynamic loader), and 11bc.sl. If any of these libraries
are missing or damaged, recoversl guides the system administrator through a set of procedures that
are designed to recover the shared libraries from update media.

recoversl is designed to be run at boot time, but can be run by a user with appropriate privileges at any
time when critical shared library problems are suspected.
Options
-£ Force recovery of critical shared libraries, regardless of status of sanity checks.
EXTERNAL INFLUENCES

Environment Variables
LANG determines the language in which messages are displayed.

AUTHOR
recoversl was developed by HP.

SEE ALSO
tar(1), mknod(1M), mount(1M), dld.sl(5).
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NAME

regen - regenerate (uxgen) an updated HP-UX system

SYNOPSIS

regen[-A][-B][-C][-D][-E][-F][-G][-I][-K][-M][-O][-P][-8][-W][-X] [-ZBSDIPC-SOCKET |
[-ZNETIPC ] [ -ZNETINET ] [ -ZNET ] [ -ZLAN ] [ -ZAPPLTALK ] [-c 1 [-i][-1][-p]

DESCRIPTION

regen is a utility used during the update(1M) process to aid the user in generating a new Series 800 HP-UX
kernel.

Only the super-user can execute regen.

By default regen is interactive. If interactive, the user is asked if the configuration file /etc/conf/gen/S800
matches the system’s I/O configuration and options. If it does not, regen proceeds to create a configuration
file which does match the system. .

Unless the -p option is used, regen changes the configuration file according to the options specified on the
command line and in the file /etc/conf/gen/regenrc. When the customize scripts are run during an
update, each product that affects the kernel drops a flag into the regenrc file. This flag tells regen to
include that product’s functionality in the configuration file. If a product’s flag is not included in .regenre
or on the command line, its functionality is commented out of the configuration file, if present In that case
regen assumes the product’s libraries have not been updated and whatever is in /etc/confllib may be
incompatable with the core libraries. If the running kernel is not /hp-ux, /hp-ux does not exist, or if /hp-
ux is unreadable, regen may have to ask the user for information about the system. For example, regen
may ask what type of root disk or console your system has.

After regen has modified the configuration file, it calls uxgen(1M) to build a kernel using
/etc/conf/gen/S800 as input. If the uxgen succeeds, regen saves the old kernel in /SYSBCKUP, and moves
the new one from /etc/conf/S800/hp-ux to /hp-ux. If the -i option is used, regen finally does an insf(1M)
and copies an /etc/newconfig/inittab into /etc/inittab.

Options
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-A  Absolutely no interaction is allowed. Regen exits with a status of 1 if it cannot create a kernel
without asking the user questions.

-B  The BX25 product has been loaded. Include the BX25 subsystem.
-C  The X25 product has been loaded. Include the X25 subsystem.
-D Reserved.

-E  The X25.IP product is to be activated. Include the X25 subsystem with the X25-1P fileset (this flag
must be specified with -C).

-F  The NFS product has been loaded. Include the NFS subsystem.
-G The G2 product has been loaded. Include the G2 subsystem.

I Non-interactive mode. The file /etc/conf/gen/S800 is modified according to the options specified at
the command line and in the .regenrc file. No questions are asked.

-K  The Datakit product has been loaded. Include the Datakit subsystem.

-M  The Mirror Disk product has been loaded. Include the Mirrored Disk subsystem.

-O  The 0SI Link product has been loaded. Include the OSI Link subsystem.

-P  The SWITCHOVER product has been loaded.

-S The Fairshare Scheduler product has been loaded. Include the Fairshare Scheduler subsystem.
-W  Reserved.

X The XT product has been loaded. Include the XT subsystem.

-ZBSDIPC-SOCKET
The UNIX Domain sockets fileset has been loaded. Include the BSDIPC-SOCKET fileset (¥).

-ZNETIPC
The NetIPC fileset has been loaded. Include the NETIPC fileset (*).
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-ZNETINET
The NETINET fileset has been loaded. Include the NETINET fileset (x).

-ZNET
The NET fileset has been loaded. Include the NET fileset (x).

-ZLAN
The LAN fileset has been loaded. Include the LAN fileset (*).

-ZAPPLTALK
The APPLTALK fileset has been loaded. Include the APPLTALK fileset (*).

-c If the user claims the file /etc/conf/gen/S800 matches the I/O configuration of his system, check that
the console, root, swap, dumps, and args devices match the running kernel’s. If they do not, regen
exits with a status of 1.

-i Install mode. An S800 file is always created.
1 Reserved.

-p  Plain mode. If the user claims the file /etc/conf/gen/S800 matches the system I/O configuration, the
file is used exactly as is. regen does not modify it according to the options specified on the command
line or in the .regenrec file.

(*) Supported only in specific combinations. Please see "Installing and Administering LAN/9000 and other
networking manuals to determine supported combinations.

DIAGNOSTICS
Exit status is 0 if regen executes successfully and the new kernel is in place. Exit status is 2 if the user
quits regen prematurely. If any part of regen fails, exit status is 1.

DEPENDENCIES
regen is not implemented on Series 700.

AUTHOR
regen was developed by HP.

FILES
/etc/conf/gen/.regenrc
/etc/master
/ete/newconfig/inittab.ite
/etc/newconfig/inittab.mux
/etc/inittab

SEE ALSO
uxgen(1M), insf(1M), 1ssf(1M), mksf(1M), shutdown(1M).
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NAME
remshd - remote shell server

SYNOPSIS
/etc/remshd [-1n]

DESCRIPTION
remshd is the server for the rep and remsh commands and the remd() function (see rep(1), remsh(l),
and remd(3N)). The server provides remote execution facilities with authentication based on privileged
port numbers.

inetd calls remshd when a service request is received at the port indicated for the shell (or cmd) ser-
vice specified in /etc/services (see inetd(1M) and services(4)). 1netd creates a connection to the
service on the client’s host. To run remshd, the following line should be present in /etc/inetd.conf:

shell stream tcp mnowalt root /etc/remshd remshd
When remshd receives a service request, it responds with the following protocol:

1. The server checks the client’s source port. If the port is not in the range 512 through 1023, the
server aborts the connection.

2. The server reads characters from the connection up to a null (\0) byte. It interprets the resulting
string as an ASCII number, base 10.

3. If the number is non-zero, it is interpreted as the port number of a secondary stream to be used
for standard error. A second connection is then created to the specified port on the client’s host.
The source port of this second connection must be in the range 0 through 1023. If the first charac-
ter sent is a null (\0), no secondary connection is made, and command standard error is sent to
the primary stream. If the secondary connection has been made, remshd interprets bytes it
receives on that socket as signal numbers and passes them to the command as signals. See sig-
nal(2).

4. The server checks the client’s source address and requests the corresponding host name (see
gethostbyaddr(3N), hosts(4), and named(1M)). If it cannot determine the hostname, it uses the
dot-notation representation of the host address.

5. The server reads the client’s host account name from the first connection. This is a null-
terminated sequence not exceeding 16 characters.

6. The server reads the server’s host account name from the first connection. This is a null-
terminated sequence not exceeding 16 characters.

7. The server reads a command to be passed to the shell from the first connection. The command
length is limited by the maximum size of the system’s argument list.

8. remshd then validates the user as follows:

The user account name for the server’s host (step 6) is looked up in the password file and a
chdir () is performed to the user’s home directory in the server’s host. If either the lookup
or chdir () fails, the connection is terminated (see chdir(2)). If the client account is not
equivalent to the server’s host account, the connection is terminated. For more information
on equivalent accounts see hosts.equiv(4).

A null byte is returned on the connection associated with standard error and the command line is
passed to the normal login shell of the user with that shell’s -c option. The shell inherits the network
connections established by remshd and assumes the normal user and group permissions of the user.

remshd uses the following path when executing the specified command:
:/bin:/usr/bin:/usr/contrib/bin: /usr/local/bin

10.
If a secondary socket has been set up, remshd normally exits when command standard error and
secondary socket standard error have both been closed. If no secondary socket was set up, remshd
has execed the command and is no longer present (see exec(2)).
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The -1 option prevents any authentication based on the user’s .rhosts file unless the user is the
super-user.

Transport-level keep-alive messages are enabled unless the -n option is present. The use of keep-alive
messages allows sessions to be timed out if the client crashes or becomes unreachable.

DIAGNOSTICS
All diagnostic messages are returned on the connection associated with standard error after which any net-
work connections are closed. An error is indicated by a leading byte with a value of 1 (0 is returned in step
9 above upon successful completion of all the steps before the command execution).

Malformed from address
The first socket connection does not use a reserved port or the client’s host address is not an
ARPA Internet address.

Can’t get stderr port
Unable to complete the connection of the secondary socket used for error communication.

Second port not reserved
The secondary socket connection does not use a reserved port.

Locuser too long
The name of the user account on the client’s host is longer than 16 characters.

Remuger too long
The name of the user on the server’s host is longer than 16 characters.

Command too long
The command line passed exceeds the size of the argument list (as configured into the system).

Login incorrect
No password file entry existed for the user name on the server’s host, or the authentication pro-
cedure described above in step 8 failed.

No remote directory
The chdir command to the home directory in the server’s host failed.

Can’t make pipe
The pipe needed for the standard error output wasn’t created.

No more processes
The server was unable to fork a process to handle the incoming connection.

Next step: Wait a period of time and try again. If this message persists, the server’s host may
have runaway processes that are using all the entries in the process table.

systemcall: ...
Error in executing the named system call. Appended to this error is a message specifying the
cause of the failure.

shellname: ...
The user’s login shell could not be started. This message is returned on the connection associ-
ated with the standard error, and is not preceded by a leading byte with a value of 1. Other
messages can be returned by the remote command when it executes.

WARNINGS
The “privileged port” authentication procedure used here assumes the integrity of each host and the con-
necting medium. This is insecure, but is useful in an “open” environment.

remshd ignores SIGHUP, SIGINT, SIGQUIT, and SIGTERM, so these signal numbers can safely be sent
to remote commands via remshd’s secondary socket. Other signal numbers may cause remshd to kill

itself.
AUTHOR

remshd was developed by the University of California, Berkeley.
FILES

/etc/hosts.equiv list of equivalent hosts
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$HOME/ . rhosts user’s private equivalence list

SEE ALSO
remsh(1), inetd(1M), named(1M), remd(3N), hosts(4), hosts.equiv(4), inetd.conf(4), inetd.sec(4), services(4).
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NAME
repquota - summarize quotas for a file system

SYNOPSIS
repquota[-v] -a
repquota [-v] filesystem ...
DESCRIPTION
repquota prints a summary of disk usage and quotas for the specified file systems. For each user, the
current number of files and amount of space (in Kbytes) is printed, along with any quotas created with
edquota (see edquota(1M)).
Options:
repquota recognizes the following command-line options:

-a Report on all appropriate file systems in /efc/checklist.
-v Report all quotas, even if there is no usage.

AUTHOR
Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, and HP.

FILES
/etc/checklist default file systems
/etc/mnttab information on mounted file systems
directory /quotas quota statistics static storage for file system where directory is the root of the file sys-
tem as interpreted by mount (see mount(1M)).

SEE ALSO
mount(1M), quota(s).
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NAME
restore, rrestore - restore file system incrementally, local or across network

SYNOPSIS

/etc/restore key [name ...]
/etc/rrestore key [name ...]

DESCRIPTION
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restore and rrestore read tapes dumped with the dump(IM) or rdump(1M) command. Its actions are con-
trolled by the key argument. The key is a string of characters containing at most one function letter and
possibly one or more function modifiers. Other arguments to the command are file or directory names speci-
fying the files that are to be restored. Unless the h modifier is specified (see below), the appearance of a
directory name refers to the files and (recursively) subdirectories of that directory.

The function portion of the key is specified by one of the following letters:

r The tape is read and loaded into the current directory. This should not be done lightly; r
should be used only to restore a complete dump tape onto a clear file system or to restore an
incremental dump tape after a full-level zero restore. Thus,

/etc/newfs /dev/rdsk/c0d0s10 hp7933
/etc/mount /dev/dsk/c0d0s10 /mnt
cd /mnt

restore r

is a typical sequence to restore a complete dump. Another restore or rrestore can be done to get an
incremental dump in on top of this. Note that restore and rrestore leave a file restoresymtab in the root
directory of the filesystem to pass information between incremental restore passes. This file should be
removed when the last incremental tape has been restored. A dump(1M) or rdump(1M) followed by a
newfs(1M) and a restore or rrestore are used to change the size of a file system.

restore and rrestore request a particular tape of a multi-volume set on which to restart a full restore
(see r above). This allows restore and rrestore to be interrupted and then restarted.

The named files are extracted from the tape. If the named file matches a directory whose contents had
been written onto the tape, and the h modifier is not specified, the directory is recursively extracted.
The owner, modification time, and mode are restored (if possible). If no file argument is given, the root
directory is extracted, which results in the entire contents of the tape being extracted, unless h has
been specified.

Names of the specified files are listed if they occur on the tape. If no file argument is given, the root
directory is listed, which results in the entire content of the tape being listed, unless h has been
specified.

The next argument to resfore is used as the dump file number to recover. This is useful if there is more
than one dump file on a tape.

i This mode allows interactive restoration of files from a dump tape. After reading in the directory infor-

mation from the tape, resfore and rrestore provide a shell-like interface that allows the user to move
around the directory tree selecting files to be extracted. The available commands are given below; for
those commands that require an argument, the default is the current directory.

add [arg] The current directory or specified argument is added to the list of files to be
extracted. If a directory is specified, it and all its descendents are added to the
extraction list (unless the h key is specified on the command line). File names on
the extraction list are displayed with a leading * when listed by ls.

cd [arg] Change the current working directory to the specified argument.

delete [arg]  The current directory or specified argument is deleted from the list of files to be
extracted. If a directory is specified, it and all its descendents are deleted from
the extraction list (unless h is specified on the command line). The most
expedient way to extract most files from a directory is to add the directory to the
extraction list, then delete unnecessary files.
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extract All files named on the extraction list are extracted from the dump tape. restore
and rrestore will ask which volume the user wishes to mount. The fastest way to
extract a few files is to start with the last volume, and work toward the first

volume.
help List a summary of the available commands.
1s [arg] List the current or specified directory. Entries that are directories are displayed

with a trailing /. Entries marked for extraction are displayed with a leading *. If
the verbose key is set, the inode number of each entry is also listed.

pwd Print the full pathname of the current working directory.
quit restore and rrestore immediately exit, even if the extraction list is not empty.
set-modes Set the owner, modes, and times of all directories that are added to the extrac-

tion list. Nothing is extracted from the tape. This setting is useful for cleaning
up after a restore aborts prematurely.

verbose The sense of the v modifier is toggled. When set, the verbose key causes the 1s
command to list the inode numbers of all entries. It also causes restore and rre-
store to print out information about each file as it is extracted.

The following function modifier characters can be used in addition to the letter that selects the function
desired:

b Specify the block size of the tape in Kbytes. If the -b option is not specified, resfore and rre-
store try to determine the tape block size dynamically.

f Specify the name of the archive instead of /dev/rmt/Om. If the name of the file is -, restore
reads from standard input. Thus, dump(1M) and restore can be used in a pipeline to dump
and restore a file system with the command

dump 0f - fusr | (e¢d /mnt; restore xf -)

When using rrestore, this key should be specified, and the next argument supplied should be of the
form machine:device.

h Extract the actual directory, rather than the files to which it refers. This prevents hierarchical restora-
tion of complete subtrees from the tape, rather than the files to which it refers.

m

Extract by inode numbers rather than by file name. This is useful if only a few files are being
extracted and one wants to avoid regenerating the complete pathname to the file.

v Type the name of each file restore and rrestore treat, preceded by its file type. Normally restore and rre-
store do their work silently; the v modifier specifies verbose output.

y Do not ask whether to abort the operation if restore and rrestore encounters a tape error. restore and
rrestore attempt to skip over the bad tape block(s) and continue as best they can. restore and rrestore
do not ask whether to abort the restore if they get a tape error. They attempt to skip over the bad tape
block(s) and continue as best they can.

rrestore creates a server, /efc/rmt, on the remote machine to access the tape device.

DIAGNOSTICS
restore and rrestore complain about bad key characters.

restore and rrestore complain if a read error is encountered. If the y modifier has been specified, or the user
responds y, resfore and rrestore attempt to continue the restore.

If the dump extends over more than one tape, restore and rrestore ask the user to change tapes. Ifthe x or i
function has been specified, restore and rrestore also ask which volume the user wants to mount. The
fastest way to extract a few files is to start with the last volume and work towards the first volume.

There are numerous consistency checks that can be listed by restore and rrestore. Most checks are self-
explanatory or can “never happen”. Here are some common errors:

filename: not found on tape
The specified file name was listed in the tape directory but not found on the tape. This is caused
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by tape read errors while looking for the file, and from using a dump tape created on an active
file system.

expected next file inumber, got inumber
A file not listed in the directory showed up. This can occur when using a dump tape created on
an active file system.

Incremental tape too low
When doing an incremental restore, a tape that was written before the previous incremental
tape, or that has too low an incremental level has been loaded.

Incremental tape too high
When doing an incremental restore, a tape that does not begin its coverage where the previous
incremental tape left off, or that has too high an incremental level has been loaded.

Tape read error while restoring filename

Tape read error while skipping over inode inumber

Tape read error while trying to resynchronize
A tape-read error has occurred. If a file name is specified, the contents of the restored files are
probably partially wrong. If restore is skipping an inode or is trying to resynchronize the tape,
no extracted files are corrupted, although files may not be found on the tape.

Resync restore, skipped num blocks
After a tape-read error, restore and rrestore may have to resynchronize themselves. This mes-
sage indicates the number of blocks skipped over.

WARNINGS
restore and rrestore can get confused when doing incremental restores from dump tapes that were made on
active file systems.

A level-zero dump (see dump(1M)) must be done after a full restore. Since restore runs in user code, it has
no control over inode allocation; thus a full dump must be done to get a new set of directories reflecting the
new inode numbering, even though the contents of the files are unchanged.

AUTHOR
restore and rrestore was developed by the University of California, Berkeley.
FILES
/dev/rmt/Om default tape drive
/ftmp/rstdr* file containing directories on the tape
/ftmp/rstmd* owner, mode, and time stamps for directories
Jrestoresymtab information passed between incremental restores
SEE ALSO

dump(1M), mkfs(1M), mount(1M), newfs(1M), rmt(1M).
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NAME
revck - check internal revision numbers of HP-UX files

SYNOPSIS
/etc/revek ref_files

DESCRIPTION
revck checks the internal revision numbers of lists of files against reference lists. Each ref_file must con-
tain a list of absolute path names (each beginning with /) and whatstrings (revision information strings
from what — see what(1)). Path names begin in column 1 of a line, and have a colon appended to them.
Each path name is followed by zero or more lines of whatstrings, one per line, each indented by at least one
tab (this is the same format in which what outputs its results).

For each path name, revck checks that the file exists, and that executing what on the current path
name produces results identical to the whatstrings in the reference file. Only the first 1024 bytes of what-
strings are checked.

ref_files are usually the absolute path names of the revlist files shipped with HP-UX. Each HP-UX software
product includes a file named /system/ product/ revlist (for example,
/8ystem/97070A/revlist). The revlist file for each product is a reference list for the ordmary files
shipped with the product plus any empty directories on which the product depends.

FILES
/system/product /revlist lists of HP-UX files and revision numbers

SEE ALSO
what(1).

DIAGNOSTICS
revck is silent except for reporting missing files or mismatches.

WARNINGS
revck produces unpredictable results if a ref_file is not in the right format.
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NAME
rexd - RPC-based remote execution server

SYNOPSIS
/usr/etc/rpc.rexd|[-1 log_file ] [~mmountdir][-r]

DESCRIPTION )
rexd is the RPC server for remote command execution. A rexd is started by inetd when a remote exe-
cution request is received (see inetd(1M)) rexd exits when command execution has completed.

If the user ID (uid) in the remote execution request is assigned to a user on the server, rexd executes the
command as that user. If no user on the server is assigned to the uid, rexd does not execute the com-
mand. The -r opticn and inetd.sec security file allow for better access control (see inetd.sec(4)).

For noninteractive commands, standard output and error file descriptors are connected to sockets. Interac-
tive commands use pseudo terminals for standard input, output and error (see pty(7)).

If the file system specified in the remote execution request is not already mounted on the server, rexd
uses NFS to mount the file system for the duration of the command execution (see nfs(7)). rexd mounts
file systems with the nosuid and soft options. For more details on mount options see mount(1M). If
the server cannot mount the file system, an error message is returned to the client. By default, any mount
points required by rexd are created below /usr/spool/rexd. To change the default location, use the
-m option.

To configure rexd, the following entry must be present in the /etc/inetd. conf file (see inetd.conf(4)):
rpc stream tcp nowalt root /usr/etc/rpc.rexd 100017 1 rpc.rexd options

Options

rexd recognizes the following options and command-line arguments:

-1 log_file Log any diagnostic, warning, and error messages to log_file. If log file exists,
rexd appends messages to the file. If log file does not exist, rexd creates it.
Messages are not logged if the -1 option is not specified.

Information logged to the file includes date and time of the error, host name,
process ID and name of the function generating the error, and the error message.
Note that different RPC services can share a single log file because enough infor-
mation is included to uniquely identify each error.

-m mountdir Create temporary mount points below directory mountdir. By default, rexd
creates temporary mount points below /usr/spool/rexd. The directory
mountdir should have read and execute permission for all users (mode 555).
Otherwise, rexd denies execution for users that do not have read and execute
permission.

-r Use increased security checking. When started with the -r option, rexd
denies execution access to a client unless one of the following conditions is met:

¢ The name of the client host is in /etc/hosts.equiv file on the
server.

¢ The user on the server that is associated with the uid sent by the client
has an entry in $HOME/ .rhosts specifying the client name on a line
or the client name followed by at least one blank and the user’s name.

For example, assume a user whose login name is mjk is assigned to
uid 7 on NODE1 and executes the following on command:

on NODE2 pwd

User mjk on NODE2 must have one of the following entries in
$HOME/ .rhosts:

NODE1
NODE1l mik

DIAGNOSTICS
The following is a subset of the messages that could appear in the log file if the -1 option is used. Some of
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these messages are also returned to the client.

rexd: could not umount: dir
rexd was unable to umount () the user’s current working file system. See WARNINGS
for more details.

rexd: mountdir (mountdir) is not a directory
The path name mountdir, under which temporary mount points are created, is not a
directory or does not exist.

rexd: command : Command not found
rexd could not find command.

rexd: command : Permission denied
rexd was denied permission to execute command.

rexd: command: Text file busy
The executable file is currently open for writing.

rexd: command: Can’t execute
rexd was unable to execute command.

rexd: root execution not allowed
rexd does not allow execution as user root.

rexd: User iduwid not wvalld
The uid uid is not assigned to a user on the server.

rexd: User 1lduid denied access
rexd was started with the -r option and the remote execution request did not meet
either of the conditions required by the -r option.

rexd: host 18 not running a mount daemon
The host kost on which the user’s current working directory is located is not running
mountd. Therefore, rexd is unable to mount the required file system (see
mountd (1M)).

rexd: not 1n export 1list for file_system
The host on which the client’s current working directory is located does not have the
server on the export list for file system file_system containing the client’s current working
directory. Therefore, rexd is unable to mount the required file system.

WARNINGS
The client’s environment is simulated by rexd, but not completely recreated. The simulation of the client’s
environment consists of mounting the file system containing the client’s current working directory (if it is
not already mounted) and setting the user’s environment variables on the server to be the same as the
user’s environment variables on the client. Therefore a command run by rexd does not always have the
same effect as a command run locally on the client.

The rex protocol only identifies the client user by sending the uid of the client process and the host name
of the client. Therefore, it is very difficult for rexd to perform user authentication. If a user on the server
is assigned to the uid sent by the client, rexd executes the requested command as that user. If no user on
the client is assigned to the uid sent by the client, rexd returns an error.

The -r option has been added to provide increased user authentication. However, the authentication pro-
vided is not foolproof, and is limited by the information passed by the rex protocol.

In order to simulate the client’s environment, rexd mounts the file system containing the client’s current
working directory (if it is not already mounted). This mount is intended to be temporary for the duration of
the command.

If rexd mounts a file system, it attempts to umount () the file system after the command has completed
executing. However, if rexd receives a SIGKILL signal (see signal(2)), the file system is not unmounted.
The file system remains mounted until the super-user executes the appropriate umount command or the
server is rebooted.

rexd’s attempt to umount the file system can also fail if the file system is busy. The file system is busy if it
contains an open file or some user’s current working directory. The file system remains mounted until the
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super-user executes the appropriate umount command or the server is rebooted.

For more information on rex security issues, see Using and Administering NFS Services. Security issues
and their consequences should be considered before configuring rexd to run on a system.

FILES

/dev/ptylpqr]* master pseudo terminals
/dev/ttylpar]* slave pseudo terminals
/dev/ptym/ptylpqr]* master pseudo terminals
/dev/pty/ttylpar]* slave pseudo terminals
/etc/inetd.conf configuration file for inetd (1M)
/etc/hosts.equiv list of equivalent hosts.
$HOME/ .rhosts user’s private equivalence list.

/usxr/spool/rexd/rexdxxxxx
temporary mount points for remote file systems where xxxxx is a string of
alpha numeric characters.

AUTHOR
rexd was developed by Sun Microsystems, Inc.

SEE ALSO
on(1), inetd(1M), mount(1M), exports(4), inetd.conf(4), inetd.sec(4).

Installing and Administering NFS Services

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages
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NAME
rexecd - remote execution server

SYNOPSIS
letc/rexecd [-n )

DESCRIPTION
rexecd is the server for the rexec(3N) routine; it expects to be started by the internet daemon (see
inetd(1M)). rexecd provides remote execution facilities with authentication based on user account names
and unencrypted passwords.

inetd(1M) calls rexecd when a service request is received at the port indicated for the “exec” service
specification in /ete/services; see services(4). To run rexecd, the following line should be present in
lete/inetd.conf:

exec stream tcp nowait root /etc/rexecd rexecd
When a service request is received, the following protocol is initiated:

1. The server reads characters from the socket up to a null (\0) byte. The resultant string is inter-
preted as an ASCII number, base 10.

2. If the number received in step 1 is non-zero, it is interpreted as the port number of a secondary
stream to be used for the stdexr. A second connection is then created to the specified port on the
client’s host. If the first character sent is a null (\0), no secondary connection is made and the
stderr of the command is sent to the primary stream. If the secondary connection has been
made, rexecd interprets bytes it receives on that socket as signal numbers and passes them to the
command as signals (see signal(2)).

A null-terminated user name of not more than 16 characters is retrieved on the initial socket.

4. A null-terminated, unencrypted, password of not more than 16 characters is retrieved on the ini-
tial socket.

5. A pull-terminated command to be passed to a shell is retrieved on the initial socket. The length
of the command is limited by the upper bound on the size of the systeny’s argument list.

6. rexecd then validates the user as is done by login(1l). If the authentication succeeds, rexecd
changes to the user’s home directory and establishes the user and group protections of the user.
If any of these steps fail, rexecd returns a diagnostic message through the connection, then closes
the connection.

7. A null byte is returned on the connection associated with stderr and the command line is passed
to the normal login shell of the user with that shell’s -c option. The shell inherits the network
connections established by rexecd.

rexecd uses the following path when executing the specified command:
J/bin/usr/bin/usr/contrib/bin:/usr/local/bin

Transport-level keepalive messages are enabled unless the -n option is present. The use of keepalive mes-
sages allows sessions to be timed out if the client crashes or becomes unreachable.

DIAGNOSTICS
All diagnostic messages are returned on the connection associated with the stderr, after which any net-
work connections are closed. An error is indicated by a leading byte with a value of 1 (0 is returned in step
7 above upon successful completion of all the steps prior to the command execution).

Username too long
The user name is longer than 16 characters.

Password too long
The password is longer than 16 characters.

Command too long
The command line passed exceeds the size of the argument list (as configured into the system).

Login incorrect
No password file entry for the user name existed or the wrong password was supplied.
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No remote directory
The chdir command to the home directory failed.

No more processes
The server was unable to fork a process to handle the incoming connection.

Next step: Wait a period of time and try again. If the message persists, then the server’s host
may have a runaway process that is using all the entries in the process table.

shellname: ...
The user’s login shell could not be started via exec(2) for the given reason.

WARNINGS
The password is sent unencrypted through the socket connection.

AUTHOR
rexecd was developed by the University of California, Berkeley.

SEE ALSO
remsh(1), inetd(1M), rexec(3N), inetd.conf(4), inetd.sec(4), services(4).
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NAME

ripquery - query RIP gateways
SYNOPSIS

ripquery [-n][-pl[-r][-wtime ] gateway ...
DESCRIPTION

ripquery requests all routes known by a RIP gateway by sending a RIP request or POLL command. The
routing information in any routing packets returned is displayed numerically and symbolically.
ripquery should be used as a tool for debugging gateways, not for network management.

ripquery by default uses the RIP POLL command, which is an undocumented extension to the RIP
specification supported by routed on SunOS 3.x and later, and by gated 1.4 and later. The RIP POLL
command is preferred over the RIP REQUEST command because it is not subject to Split Horizon and/or
Poisioned Reverse. See the RIP RFC for more information.

Options

-n Normally network and host numbers are displayed both symbolically and numerically.
When this option is specified, network and host numbers are only displayed numerically.

-p Uses the RIP POLL command to request information from the routing table. This is the
default, but is an undocumented extension supported only by some versions of SunOS 3.x
and later versions of gated. If there is no response to the RIP POLL coramand, the RIP
REQUEST command is tried.

-r Uses the RIP REQUEST command to request information from the gateway’s routing table.
Unlike the RIP POLL command, all gateways should support the RIP REQUEST. If there is
no response to the RIP REQUEST command, the RIP POLL command is tried.

-v Version information about ripguery is displayed before querying the gateways.

-w Specifies the time in seconds to wait for the initial response from a gateway. The default
value is 5 seconds.

SEE ALSO
gated(1M).

RFC1058: Routing Information Protocol
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NAME

rlb - remote loopback diagnostic

SYNOPSIS

rIb[-e][-t]

DESCRIPTION

368

rlb is a diagnostic program for LAN/9000 Local Area Network (LAN) products. to use this diagnostic, NetIPC
software must be installed on the system.

rlb tests communication with other nodes on a LAN. The Remote Communications Test mode is used to ini-
tiate the exchange of messages between the local system and known remote nodes on the network. Mes-
sages can be exchanged with specified nodes or can automatically poll all nodes listed in the node name file.
Parameters such as message length, number of messages, timeout value, and display of message round trip
times can be set. rlbdaemon must be running on any system being interacted with when using Remote
Communications Test mode.

Commands are read from stdin, prompts and error messages are written to stderr, and status and mes-
sage exchange displays are written to stdout. The interrupt signal, usually the Break key, can be used to
generate an interrupt of a currently executing command, if rlb is initiated interactively. If commands are
read from a file, Ctrl-1 causes control to return to the shell.

rlb accepts either complete command words or unique abbreviations of one or more letters. Commands
treat uppercase and lowercase letters as equivalent. Multiple commands can be entered on one line if they
are separated by spaces, tabs or commas.

The options are:

-e Echo the input commands on the output device.

-t Suppress the display of the command menu before each command prompt. This option is
identically equivalent to the Test Selection mode terse command. The default for r1b is
verbose.

Available Test Selection mode commands are:

menu Displays the Test Selection mode command menu.

quit Terminates the rlb program.

remote Puts the diagnostic in Remote Communications Test mode.
terse Suppresses display of command menus.

verbose  Restores default display of command menus.
Commands available in the Remote Communications Test mode are:

name Prompts for the name of a node name file used by the all command to determine which
nodes to exchange messages with. The node name file must be an ASCII text file and
have the following format:

¢ One node name per line.
¢ Each node name can be followed by a comment.

¢ Each node name consists of the name field, and the optional environment and
organization fields, which are separated by periods.

¢ Each field of the node name can be up to 16 alphanumeric characters in length
and must begin with an alphabetic character.

¢ Empty node names are not allowed.

all

Causes rib to poll all nodes on the local network listed in the node name file. The list of nodes to be polled
is taken from the node name file. The node name file is specified with the Remote Communication Test
mode name command. The default is /etc/diagnodes.

continue

Forces rlb to continue message exchanges with a remote node, even if transmit/receive message data
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differs. The default is to terminate the exchange if the data differs.

display

Causes rilb to compute and display message round-trip times. Round-trip time is the time messages take to
make the round trip between the local node and a remote node. The operator can enter a trigger value to
control how often the times are displayed. The default for display is off.

end
Returns rib to Test Selection mode.

length
Prompts for a new message length for messages being exchanged with remote nodes. The default length is
100 bytes and the maximum length is 1450 bytes.

menu
Displays the Remote Communications Test mode command menu.

number

Prompts for a new value for the number of messages to be exchanged with remote nodes. The default
value is 1. To set number to a value greater than 10, you must have appropriate privileges. The max-
imum allowable number is 2% - 1.

quit

Terminates the rlb program.

single

Prompts for a node name, then executes message exchanges with that remote node.

timeout

Prompts for a new timeout value, which determines how long rlb waits for a response from a remote node.
The default value is 10 seconds. The maximum allowable timeout value is 600 seconds.

AUTHOR
rlb was developed by HP.

SEE ALSO
linkloop(1M), nodename(1), ping(1M), rlbdaemon(1M).
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NAME
rIbdaemon - remote loopback diagnostic server

SYNOPSIS
/etc/rlbdaemon

DESCRIPTION
rlbdaemon is the server that supports the remote-loopback diagnostic (rlb) client program. rlb and
rlbdaemon together provide a diagnostic capability for LAN/9000 Local Area Network (LAN) products on
HP 9000 computer systems.

To use this diagnostic, NetIPC software must be installed on the system. Only users with appropriate
privileges can start the rlbdaemon server.

rlbdaemon waits for connections on a NetIPC call socket. When a connection arrives, rlbdaemon forks
and invokes a server to exchange messages with the client process. The forked server process executes
until the connection is closed. The parent rlbdaemon process continues to wait for another connection on
the Netipc call socket. A maximum of 10 forked server processes can be executing at one time.

AUTHOR
rlbdaemon was developed by HP.

SEE ALSO
linkloop(1M), ping(1M), rib(1M).

370 -1- HP-UX Release 9.0: 4.23.92



rlogind (1M) rlogind (1M)
(Requires Optional ARPA Services Software)

NAME
rlogind - remote login server

SYNOPSIS
letc/rlogind [-In]

DESCRIPTION
rlogind is the server for the rlogin(1) program. It provides a remote login facility with authentication based
on privileged port numbers. rlogind expects to be executed by the Internet daemon (ineftd(1M)) when it
receives( a)service request at the port indicated in the services database for login using the tep protocol (see
services(4)).

When a service request is received, the following protocol is initiated by rlogind:

1. rlogind checks the client’s source port. If the port is not in the range 512 through 1023 (a
“privileged port”), the server aborts the connection.

2. rlogind checks the client’s source address and requests the corresponding host name (see
gethostent(3N), hosts(4), and named (1M)). If it cannot determine the hostname, it uses the Inter-
net dot-notation representation of the host address.

Once the source port and address have been checked, rlogind proceeds with the authentication process
described in hosts.equiv(4). rlogind then allocates a pseudo-terminal (see p#y(7)), and manipulates file
descriptors so that the slave half of the pseudo-terminal becomes stdin, stdout, and stderr for a login pro-
cess. The login process is an instance of login(1) invoked with the -f option if authentication has succeeded.
If automatic authentication fails, login (1) prompts the user with the normal login sequence. The -1 option
to rlogind prevents any authentication based on the user’s .rhosts file unless the user is logging in as
super-user.

The rlogind process manipulates the master side of the pseudo-terminal, operating as an intermediary
between the login process and the client instance of the rlogin program. The packet protocol described in
pty(7) is used to enable and disable flow control via Ctrl-S/Ctrl-Q under the direction of the program running
on the slave side of the pseudo-terminal, and to flush terminal output in response to interrupt signals. The
login process sets the baud rate and TERM environment variable to correspond to the client’s baud rate and
terminal type (see environ(5)).

Transport-level keepalive messages are enabled unless the -n option is present. The use of keepalive mes-
sages allows sessions to be timed out if the client crashes or becomes unreachable.

To start rlogind from the Internet daemon, the configuration file /etc/inetd.conf must contain an entry as
follows:

login stream tcp nowait root /etc/rlogind rlogind

DIAGNOSTICS
Errors in establishing a connection cause an error message to be returned with a leading byte of 1 through
the socket connection, after which the network connection is closed. Any errors generated by the login pro-
cess or its descendents are passed through by the server as normal communication.

fork: No more processes
The server was unable to fork a process to handle the incoming connection.

Next step: Wait a period of time and try again. If this message persists, the server’s host may
have runaway processes that are using all the entries in the process table.

Cannot allocate pty on remote host
The server was unable to obtain a pseudo-terminal for use with the login process. Either all
pseudo-terminals were in use, or the pty driver has not been properly set up (see pty(7)).

Next step: Check the pty configuration of the host where rlogind executes.

Permission denied
The server denied access because the client was not using a reserved port. This should only
happen to interlopers trying to break into the system.

/bin/login: ...
The login program could not be started via exec(2) for the reason indicated.
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Next step: Try to correct the condition causing the problem. If this message persists, contact
your system administrator.

WARNINGS
The “privileged port” authentication procedure used here assumes the integrity of each host and the con-
necting medium. This is insecure, but is useful in an “open” environment. Note that any passwords are
sent unencrypted through the socket connection.

AUTHOR

rlogind was developed by the University of California, Berkeley.
FILES

fetc/hosts.equiv list of equivalent hosts

$HOME/.rhosts user’s private equivalence list
SEE ALSO

login(1), rlogin(1), inetd(1M), named(1M), gethostent(3N), ruserok(8N), hosts(4), hosts.equiv(4),
inetd.conf(4), services(4), environ(5), pty(7).
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NAME

rlp - send LP line printer request to a remote system
SYNOPSIS

fusr/lib/xlp -1id [ -C class ) [ -J job 1[ -T title 1[ -il numcols 11 -kfont ] [ -w num ][ -cdfghlnptv ] file
DESCRIPTION

rlp transfers a spooling request to a remote system to be printed. rlp communicates with a spooling dae-
mon on a remote system to transfer the spooling request. Options can be set only on the original system.
Transfers of a remote request use only the -I option and the file.

This command is intended to be used only by the spool system in response to the /p(1) command and should
not be invoked directly.

Options

-Ld The argument id is the request ID.

-C class Take the following argument as a job classification for use on the banner page.

-J job Take the following argument as the job name to print on the banner page. Normally,
the first file’s name is used.

-T title Use the next argument as the title used by pr(1) instead of the file name. -T is
ignored unless the -p option is specified.

-h Suppress the printing of the banner page.

-i[numcols] Cause the output to be indented. If the next argument is numeric, it is used as the
number of blanks to be printed before each line; otherwise, 8 characters are printed.

-k font Specify a font to be mounted on font position k&, where £ is from 1through 4.

“wnum Use the immediately following number as the page width for pr(1).

The following single-letter options are used to notify the line printer spooler that the files are not standard
text files. The spooling system uses the appropriate filters (if the option is supported) to print the data
accordingly. These options are mutually exclusive.

-c The files are assumed to contain data produced by cifplot.

-d The files are assumed to contain data from Zex (DVI format).

£ Use a filter that interprets the first character of each line as a standard FORTRAN car-
riage control character.

-g The files are assumed to contain standard plot data as produced by the plot routines.

-1 Use a filter that suppresses page breaks.

-n The files are assumed to contain data from ditroff (device independent troff).

-p Use pr(1) to format the files.

-t The files are assumed to contain data from froff (cat phototypesetter commands).

-v The files are assumed to contain a raster image for devices such as the Benson Varian.

HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

WARNINGS
Some remote line printer models may not support all of these options. Options not supported are silently
ignored.

When rip is transferring a request that originated on another system, only the -I option and the file is used.
This saves rip from having to set the various options multiple times. Specifying unused options does not
produce an error.

AUTHOR
rlp was developed by the University of California, Berkeley and HP.
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FILES
Jetc/passwd
/usr/lib/rlpdaemon
fusr/spool/1p/*

SEE ALSO
accept(1M), enable(1), 1p(1), lpadmin(1M), lpsched(1M), lpstat(1), rcancel(1M), rlpdaemon(1M), ripstat(1M).
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NAME
rlpdaemon - remote spooling line printer daemon, message write daemon

SYNOPSIS
fasr/lib/rlpdaemon [-i][-1][-L logfile ]

DESCRIPTION :
ripdaemon is a line printer daemon (spool area handler) for remote spool requests. ripdaemon is normally
invoked at boot time from the /etc/re file or started by inetd(1M), when necessary. ripdaemon runs on a
system that receives requests to be printed. ripdaemon transfers files to the spooling area, displays the
queue, or removes jobs from the queue.

ripdaemon is also used as a server process to write a message on the user’s terminal, upon receiving a
request from a remote system.

Options
-i Prevent rlpdaemon from remaining after a request is processed. This is required if ripdaemon
is started from inetd (1IM).
-1 Cause ripdaemon to log error messages and valid requests received from the network to the

file /usr/spool/lp/lpd.log. This can be useful for debugging.
-Llogfile  Change the file used for writing error conditions from the file /usr/spoollp/lpd.log to logfile.

When ripdaemon is started by inetd(1M), access control is provided via the file /usr/adm/inetd.sec to allow
or prevent a host from making requests. When ripdaemon is not started by inetd(1M), all requests must
come from one of the machines listed in the file /etc/hosts.equiv or /usr/spoollp/rhosts. When
lasr/spool/lp/.rhosts is used for access, the user name should be Ip.

The following entry should exist in /etc/services for remote spooling:
printer 515/tcp spooler

HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

EXAMPLES
To start ripdaemon from /etc/re, invoke the command:

fusr/lib/rlpdaemon
To start ripdaemon from inetd, the following line should be included in the file /etc/inetd.conf:
printer stream tcp nowait root /usr/lib/rlpdaemon rlpdaemon -i

WARNINGS
If the remote system is the same as the local system and ripdaemon was not started by irnetd(1M), the local
system name must be included in file /fetc/hosts.equiv.

AUTHOR
ripdaemon was developed by the University of California, Berkeley and HP.

FILES
/etc/hosts.equiv
fetc/services
/usr/spool/1p/*
Jusr/adm/inetd.sec

SEE ALSO
accept(1IM), enable(1), Ip(1), inetd(IM), lpadmin(IM), lpsched(iM), Ilpstat(1l), rcancel(IM), rlp(IM),
rlpdaemon(1M), rlpstat(1M). hosts.equiv(4), inetd.conf(4), inetd.sec(4), services(4).
Installing and Administering ARPA Services,
HP-UX System Administrator manuals.
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NAME

rlpstat - print status of LP spooler requests on a remote system
SYNOPSIS

/usr/lib/rlpstat [~d printer ] [-uuser][id ..]
DESCRIPTION

rlpstat reports the status of the specified jobs or all requests associated with a user. If no arguments are
specified, rlpstat reports on any requests currently in the queue.

For each request submitted (i.e., each invocation of 1p — see Ip(1)) rlpstat reports the request ID,
user’s name, total size of the request, date of the request, and, if it is being transferred, the device.

This command is intended to be used only by the spool system in response to the lpstat command and
should not be invoked directly (see Ipstat(1M)).

Options

rlpstat recognizes the following options and command-line arguments:

-4 printer Specify a particular printer. Otherwise, the default line printer is used (or the value
of the LPDEST environment variable).
-u user Status is requested on all requests for the user who executed the rlpstat com-

mand on the specified printer (see the -4 option).

id Status is requested on the specified request IDs (as returned by 1p). All the request
IDs must be for the same printer.

DEPENDENCIES
HP Clustered Environment
In the HP Clustered Environment, all spooling is handled as if the cluster nodes were a single system and
all printers attached to either the cluster server or clients can be available. Remote spooling applies to
spooling from or to machines outside of the cluster nodes.

AUTHOR
rlpstat was developed by the University of California, Berkeley, and HP.

FILES
/usr/spool/lp/*

SEE ALSO
enable(1), Ip(1), lpadmin(iM), Ipsched(1M), 1pstat(1), rcancel(1M), rlp(1M), rlpdaemon(1M).
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NAME
rmfn - remove HP-UX functionality (partitions and filesets)

SYNOPSIS
/etc/rmEn [-y][-8 series ] [-1 partition_or_fileset_list ] [-o pre-Release_8.0_fileset_list][-£ file ]

DESCRIPTION
rmfn is used to interactively or non-interactively remove functionality from a system in units of filesets or
partitions.

If no options are specified, rmfn runs interactively, providing help screens to aid in selecting rmfn soft-
key options. If one or more options are specified, rmfn runs non-interactively as specified by the options
given.

rmfn can only be executed by the super-user. It can be used while the system is running in multi-user
mode, but only one instance of rmfn can be running on the system at a time.

In an HP Clustered environment, rmfn can only be run on the cluster server.

rmfn understands dependencies between filesets. It does not remove a fileset if it contains functions
required by other filesets on the system that have not been selected for removal or cannot be removed.

During the removal process, if a file cannot be removed because it is busy (ETXTBSY), rmfn moves the file
to #file and the user should remove this #file later.

Options
rmfn supports the following options when invoked non-interactively:

-1 partition_or_fileset_list
Remove the partitions and/or filesets listed in the partition/fileset list. If two or more
partitions and/or filesets are specified for removal, the entire list must be enclosed
within a pair of double quotes ("). Each item in the list should have one of the follow-
ing formats:

partition . fileset

removes a fileset within a partition
partition removes all the filesets in a partition
fileset removes an individual fileset

-£ file
Read the list of filesets or partitions to be removed from the specified file, rather than from the command
line (see -1 option for the list format).

Blank lines and comments (lines beginning with #) in file are ignored.

4

Give rmfn permission to remove filesets that depend on filesets listed in the -1 or -£ options. rmfn
removes filesets specified in the -1 or -f options and all filesets that depend on them. If -y is not
specified, rmfn checks dependencies for each fileset listed in the -1 or ~-£ options, and does not remove
the fileset if it is required by any other filesets on the system that either are not also listed for removal or
cannot be removed.

-8 series
Specify the system type (300 (for Series 300 or 400), 700, or 800) for the filesets listed in the -1 or -£
options. If -8 is not specified, the default is the type of the system on which rmfn is run.

-0 fileset_list

Remove pre-Release-8.0 filesets specified in the fileset list. Filesets prior to HP-UX Release 8.0 did not con-
tain any dependency information. To accommodate filesets that may have been installed prior to 8.0, this
option prevents rmfn from checking dependencies on pre-8.0 filesets before removal. However, rmfn is
not allowed to remove fileset UX_CORE and fileset TOOL. If two or more partitions and/or filesets are
specified for removal, the entire list must be enclosed within a pair of double quotes ("). The format is:

fileset remove an individual fileset
\* remove all pre-8.0 filesets
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NOTE: The * must be escaped in the command line to prevent its expansion by the shell.

Mounted Volumes and Symbolic Links
rmfn does not remove files under directories on read-only file systems or remotely mounted file systems.
rmfn requires that all the disks listed in /etc/checklist be mounted (disks must be listed in
/etc/mnttab).

rmEn does not produce any error messages if an attempt is made to remove remote files.

rmfn does not follow symbolic links. If an entry in an /etc/filesets file is a symbolic link, rmfn
removes the symbolic link but leaves the link target intact. If an entry in the fileset file is an ordinary file
or a hard link, the file or link is removed but any symbolic links to the file or hard link, if they exist, are left
unresolved.

HP Clustered Environment
In a heterogeneous cluster (containing systems of dissimilar architecture), when removing a fileset from the
server for a given architecture, if the fileset contains files that are also used by the other architecture but
the corresponding fileset for the other architecture is being left on the system, then rmfn does not remove
those shared files.

rmfn removes empty context-dependent file (CDF) directories.

Kernel Reconfiguration
If a removed fileset contains a piece of the kernel, a message warning the user to reconfigure the kernel is
displayed and also recorded in the log file. However, rmfn does not modify any of the kernel generation
files.

Recovering Removed Functionality
To recover functionality that was previously removed, use update (see update(1M)).

Index File
Any fileset being removed by rmfn must have entries in the /system and /etc/filesets direc-
tories. A fileset whose index file resides in directory /system/fileset can be removed interactively or
non-interactively by specifying the -1 or -£ option in the command line. A fileset that does not have an
index file in directory /system/fileset is treated as a pre-Release-8.0 fileset. It can be removed by using
the ~o command line option for non-interactive execution.

RETURN VALUE
rmfn returns the following values:

0  rmfn ran successfully to completion.

1 an error occurred and no files were removed.

2  an error occurred and some filesets might have been removed; review the log file for details (see
FILES below)

DIAGNOSTICS
Messages displayed during interactive execution and error messages resulting from invalid non-interactive
invocation are self-explanatory. For information about any failures encountered while removing filesets,
inspect the log file (see FILES below).

EXAMPLES
Remove filesets ARABIC and CHINESE from the system.

rmfn -1 ARABIC CHINESE
Remove all Series 300 system filesets listed in file /tmp/remove. in.
rmfn -8 300 -f /tmp/remove.in
Remove Series 800 system fileset NLIO-MIN and all other filesets on the system that depend on it.
rmfn -s 800 -1 NLIO-MIN -y
Remove Release 7.0 fileset FORTRAN from the system.
rmfn -o FORTRAN
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Remove all Series 300 Release 7.0 filesets on the system.
rmfn -o \* -s 300

WARNINGS
Always review the log file after a removal for relevant warnings, errors, and messages.

In the interactive mode, rmfn displays the size of each fileset on the system. rmfn also reports the
amount of disk space freed after each fileset has been removed, and the total amount of disk space freed
when the removal is completed. The size information is approximate.

Do not press the Print/Enter key and the Extend char key while running rmfn. Pressing these keys
may cause unexpected results.

rmfn removes files, hard links, and symbolic links as they are encountered in the fileset file in
/etc/filesets. However, if a fileset file created by an independent (non-HP) party contains the names
of one or more directories, the behavior of rmfn with respect to those directories is undefined.

Do not modify the /etc/f1ilesets/fileset file at any time, and do not create, modify, or remove any files
in directory /system/fileset. rmfn extracts fileset information from /etc/filesets/fileset files and
uses the files in / sy st em/fileset to ensure correct fileset removal.

AUTHOR
rmfn was developed by HP.
FILES
/etc/rmfn executable file
/tmp/rmfn. log log file describing the events that occurred during the rmfn process, including
errors, warnings, notes, and messages
/etc/checklist list of volumes that should be mounted
/etc/mnttab list of volumes currently mounted
/etc/£f1lesets/fileset files containing list of files for each fileset
/system/fileset directories containing files related to each fileset
SEE ALSO

mount(1M), regen(1M), update(1M).
HP-UX System Administrator manuals.
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NAME
rmsf - remove a special file

SYNOPSIS
/etc/rmsf [—al-k]special le ...
/etc/rmsf [-k][-Adriver | -Cclass] -H hw_path

DESCRIPTION
rmsf removes one or more special files from the current directory, and potentially removes information
about the associated device or devices from the system.

If a special_file is specified, without any options, rmsf removes that single special file from the current
directory; the definition of the device remains in the system. If the -k option is specified, the definition of
the device is removed from the system without removing the special file. If the -a option is specified, the
definition of the device is removed from the system along with all special files in the current directory that
map to it.

If a hw_path is specified alone, all special files in the current directory mapping to devices at that hardware
path and the system definition of those devices are removed. The -C and ~d options remove only those
special files in the current directory that are associated with the given device driver or that belong to the
given device class, respectively. This is useful when there is more than one type of special file mapped to a
single hardware path. If the ~k option is specified, the definition of all devices at that hardware path are
removed from the system, again without removing any special file or files.

Options

rmsf recognizes the following options and command-line options:

-C class Match devices belonging to the specified device class. Device classes are defined in
file /etc/master, and can be listed using Isdev(1M). Cannot be used with ~d.

-a Remove the definition of the device from the system along with all special files in the
current directory that refer to the device. Cannot be used with -k.

-4 driver Match devices that are controlled by the specified device driver. Cannot be used with
-C.

-k Remove the definition of the device from the system, but not any special files. Cannot

be used with -a.

-H hw_path A hardware path specifies the addresses of the hardware components leading to a
device. It consists of a string of numbers each suffixed by a slash (/), followed by a
string of numbers separated by periods (.). Hardware components suffixed by
slashes indicate bus converters and may not be necessary on some systems.
Hardware components suffixed by . indicate the addresses of the remaining
hardware components on the path to the device.

RETURN VALUE
rmsf returns O upon normal completion and 1 if an error occurred.

DIAGNOSTICS
Most of the diagnostic messages from rms£ are self explanatory. Listed below are some messages deserv-
ing further clarification. Errors cause rmsf to halt immediately; warnings allow the program to continue.

Errors
No such device in the system
No device in the system matched the options specified. Use loscan to list the devices in the
system (see ioscan(1M)).

special_file 18 not a special file
The file is not associated with an /O device.

Warnings
Cannot remove driver at hw_path

The definition of the device located at hw path and controlled by driver cannot be removed from
the kernel.
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No device assoclated with special_file
The special file does not map to a device in the system; the file is removed unless the -k option
was specified.

EXAMPLES
Remove the special file mux0 from the current directory:

rmsf mux0

Remove the system definition of the device associated with /dev/1p0 along with all special files that
refer to the device:

msf -a /dev/1p0
Remove the system definitions for all devices associated with hardware path 8.4.0:
rmsf -k 8.4.0

AUTHOR
rmsf was developed by HP.

FILES
/dev/config
/etc/ioconfig
/etc/master

SEE ALSO
rm(1), insf(1M), ioscan(1M), 1ssf(1M), mksf(1M), ioconfig(4).
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NAME

rmt - remote magnetic-tape protocol module

SYNOPSIS

/etc/rmt

DESCRIPTION

382

rmt is a program used by the remote dump and restore programs for manipulating a magnetic tape drive
through an interprocess communication (IPC) connection. The fbackup and frecover commands also
use rmt to achieve remote backup capability (see fbackup(1M) and frecover(1IM)). rmt is normally
started up with an rexec () or remd () call (see rexec(3C) and remd(3C)).

rmt accepts requests specific to the manipulation of magnetic tapes, performs the commands, then
responds with a status indication. DDS devices that emulate magnetic tapes are also supported. All
responses are in ASCII and in one of two forms. Successful commands have responses of

Anumber\n

where number is’an ASCII representation of a decimal number. Unsuccessful commands are responded to
with

Eerror-number \nerror-message\n

where error-number is one of the possible error numbers described in errno(2) and error-message is the
corresponding error string as printed from a call to perror () (see perror(3C)). The protocol is comprised
of the following commands (a space is present between each token):

O device mode Open the specified device using the indicated mode. device is a full pathname and
mode is an ASCII representation of a decimal number suitable for passing to
open () (see open(2)). If a device is already open, it is closed before a new open is
performed.

o device mode Open the specified device using the indicated mode. device is a full pathname and
mode is an ASCII representation of an octal number suitable for passing to
open (). If a device is already open, it is closed before a new open is performed.

C device Close the currently open device. The device specified is ignored.

L whence offset Perform an 1lseek() operation using the specified parameters (see Iseek(2)).
The response value is that returned from by 1seek ().

W count Write data onto the open device. rmt reads count bytes from the connection,
aborting if a premature end-of-file is encountered. The response value is that
returned from by write () (see write(2)).

R count Read count bytes of data from the open device. If count exceeds the size of the
data buffer (10 Kbytes), it is truncated to the data buffer size. rmt then per-
forms the requested read() and responds with Acount-read\n if the read was
successful. Otherwise an error is returned in the standard format. If the read was
successful, the data read is then sent.

I operation count Perform a MTIOCOP ioctl() command using the specified parameters.
Parameters are interpreted as ASCII representations of the decimal values to be
placed in the mt_op and mt_count fields of the structure used in the
loctl () call. The return value is the count parameter when the operation is
successful.

s Return the status of the open device, as obtained with a MTIOCGET ioctl()
call. If the operation was successful, an ACK is sent with the size of the status
buffer, then the status buffer is sent (in binary).

s Return the status of the open device, as obtained with a £stat () call. If the
operation was successful, an ACK is sent with the size of the status buffer, then the
status buffer is sent (in binary). £ Return the status of the open device, as
obtained with a f£stat () call. If the operation was successful, an ACK is sent
with the size of the status buffer, then the status buffer is sent in the following
ASCII format:
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machine<blank>value <newline>
stat_struct_member_name<blank>value <newline>

The end of the data is indicated by an ASCII NULL character. See /usr/include/sys/stat.h for
the struct stat definition. In addition to the struct stat information, there is an entry in the buffer
describing the machine type as returned from a uname () call (see uname(2)). In the above format
“machine” is a key word. All fields except st_spared ofthe struct stat are returned.

m
Return the status of the open device, as obtained with a MTIOCGET loctl () call. If the operation was
successful, an ack is sent with the size of the status buffer, then the status buffer is sent in the following
ASCII format:

machine<blank>value <pewline>
miget_struct_member_name<blank>value <newline>

The end of the data is indicated by an ASCII NULL character. See /usr/include/sys/mtio.h for
the struct mtget definition. In addition to the struct mtget information there is an entry in the
buffer describing the machine type as returned from a uname () call. In the above format “machine” is a
keyword.

Any other command causes rmt to exit.

DIAGNOSTICS
All responses are of the form described above.

DEPENDENCIES
Series 300/400
The device status is returned in the fields mt_dsregl and mt_dsreg2.
lowing information in the least significant byte:

mt_dsregl contains the fol-

Bit 7(MSB) 6 5 4 3 2 1 0(LSB)
Status EOF BOT | EOT | RecErr | CmdRej | WriteP | UnErr | Online
Online  online status
UnErr  unrecognized error
WriteP  write protect
CmdRej command reject
RecErr  recovered error
EOT beyond end of tape
BOT at load point
EOF at end of file
The contents of the least significant byte of the mt_dsreg2 are:
Bit 7(MSB) 6 5 4 3 2 1 O(LSB)
Status 6250 UnkDen | ParErr | TimErr | Run | Door | Long | ImRes
ImRes  immediate response mode
Long long records supported
Door door open
Run tape runaway
TimErr data timing error
ParErr  data parity error
UnkDen unknown density
6250 6250 GCR format

Series 700/800

The device status is returned in the field mt_gstat.

macros for checking the status bits.
AUTHOR

rmt was developed by the University of California, Berkeley.

SEE ALSO

ftio(1), fbackup(1M), frecover(1M), dump(1M), restore(1M), remd(3C), rexec(3C).

HP.UX Release 9.0: 4.23.92

/usr/include/sys/mtio.h contains defined




rmt(1M) rmt (1M)

WARNINGS
Use of this command for remote file access protocol is discouraged.
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NAME
route - manually manipulate the routing tables

SYNOPSIS
/etc/route [-£][-n] add[net | host ]destination gateway [ count |
/etc/route [-f][-n] delete [net | host ] destination gateway [ count ]
/etc/route -f[-n]

route is used to manipulate the network routing tables manually, and accessible only by users who have
appropriate privileges. route supports two commands:

add Add a route.
delete delete a route.
When adding a route, if the route already exists, a message is printed and nothing changes.

Other command line arguments are:

net specifies the type of destination address. If not specified, routes to a particular host
or are distinguished from those to a network by interpreting the Internet address asso-
host ciated with destination. If the destination has a “local address part” of

INADDR_ANY (0), the route is assumed to be to a network; otherwise, it is treated
as a route to a host.

destination destination host system where the packets will be routed. destination can be either a
host name (the official name or an alias, see gethostbyname(3N)), a network name
(the official name or an alias, see getnetbyname(3N)), an Internet address in “dot”
notation (see inet(3N)), or the keyword default, which signifies the wildcard gate-
way route (see routing(7)).

gateway The gateway through which the destination is reached. gafeway can be either a host
name (the official name or an alias, see gethostbyname(3N)), or an Internet address
in “dot” notation.

count An integer that indicates whether the gateway is a remote host or the local host. If
the route leads to a destination via a remote gateway, count should be a number
greater than 0. If the route leads to destination and the gateway is the local host,
count should be 0. The default for count is zero. The result is not defined if count is
negative. :

All symbolic names specified for a destination or gateway are looked up first as a hostname using
gethostbyname (); if the hostname is not found, the destination is searched as a network name using
getnetbyname (). destination and gateway can be in dot notation (see inet(3N)). If the -n option is not
specified, any host and network addresses are displayed symbolically according to the name returned by
gethostbyaddr() and getnetbyaddr (), respectively, except for the default network address
(printed as @efault) and addresses that have unknown names. Addresses with unknown names are
printed in Internet dot notation (see inet(3N) for more information regarding this format). If the -n
option is specified, any host and network addresses are printed in Internet dot notation except for the
default network address which is printed as default.

If the -£ option is specified, route deletes all route table entries that specify a remote host for a gate-
way. If this is used with one of the commands described above, the entries are deleted before the
command’s application.

Output
add destination: gateway gateway flags flags
The specified route is being added to the tables.

delete destination: gateway gafeway flags flags
The specified route is being deleted from the tables.
Flags
The following truth table can be used to help understand the relationship between count, destination type,
flags, and route type.
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Count Destination Type Flags Route Type

=0 network 1=U route to a network via a gateway
which is the local host itself

>0 network 3=UG route to a network via a gateway
which is a remote host

=0 host 5=UH route to a host via a gateway which is
the local host itself

>0 host 7=UGH route to a host via a gateway which is
a remote host

=0 "default” 1=U wildcard route via the local host

>0 "default” 3=UG wildcard route via a remote gateway

DIAGNOSTICS

delete a route that does not exist
The specified route was not in the route table.

add a route that already exists
The specified entry is already in the route table.

add too many routes
The routing table is full.

WARNINGS ,
Reciprocal route commands must be executed on the local host, the destination host, and all intermediate
hosts if routing is to succeed in the cases of virtual circuit connections or bidirectional datagram transfers.
DEPENDENCIES
The HP-UX implementation of route does not presently support a change command argument.

AUTHOR )
route was developed by the University of California, Berkeley.

FILES
/etc/networks
/etc/hosts

SEE ALSO
netstat(l), ifconfig(1M), inet(3N), gethostbyname(3N), gethostbyaddr(3N), getnetbyname(3N),
getnetbyaddr(3N), routing(7).

386 -2~ HP-UX Release 9.0: 4.23.92



rpcinfo (1M) rpcinfo (1M)

NAME
rpcinfo - report RPC information

SYNOPSIS
/usr/etc/rpcinfo -p[host]
/usr/etc/rpeinfo [-nportnum ] -u host program [version ]
/usx/etc/rpcinfo [-nportnum ] -t host program [version )
/usr/etc/rpeinfo -b program version
/usr/etc/rpcinfo -Aa program version

DESCRIPTION
rpcinfo makes an RPC call to an RPC server and reports what it finds.

Options
rpcinfo recognizes the following command-line options

~-p host Probe the portmapper on host and print a list of all registered RPC programs. If host
is not specified, it defaults to the value returned by hostname (see hostname(1)).

-n portnum  Use portnum as the port number for the -t and -u options instead of the port
number given by the portmapper.

-u Make an RPC call to procedure 0 of program on the specified host using UDP and
report whether a response was received.

-t Make an RPC call to procedure O of program on the specified host using TCP and
report whether a response was received.

-b Make an RPC broadcast to procedure 0 of the specified program and version using UDP
and report all hosts that respond.

-da Delete registration for the RPC service of the specified program and version. Only
users with appropriate privileges can use this option.

program Can be either a name or a number.

version If specified, rpcinfo attempts to call that version of the specified program. Other-

wise, rpeinfo attempts to find all the registered version numbers for the specified
program by calling version 0, then attempts to call each registered version. (Version
0 is presumed to not exist, but if version 0 does exist, rpcinfo attempts to obtain
the version number information by calling an extremely high version number
instead.) Note that version must be specifed when the -b and --d options are used.

EXAMPLES
Show all of the RPC services registered on the local machine:

rpcinfo -p
Show all of the RPC services registered on the machine named klaxon:
rpcinfo -p klaxon
Show all machines on the local net that are running the Network Information Service (NIS):
rpcinfo -b ypserv 1 | sort | unig
where 1 is the current NIS version obtained from the results of the -p option in the previous example.
Delete the registration for version 1 of the walld service:
rpcinfo -4 walld 1
{Note that wal1d is the RPC program name for rwalld (see rwalld(1m))].

WARNINGS
In releases prior to Sun UNIX 3.0, the Network File System (NFS) did not register itself with the port-
mapper; rpcinfo cannot be used to make RPC calls to the NFS server on hosts running such releases. Note
that this does not apply to any HP releases of NFS.

AUTHOR
rpcinfo was developed by Sun Microsystems, Inc.
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FILES .
/etc/rpe names for RPC program numbers

SEE ALSO
rpe(4), portmap(1M),
Programming and Protocols for NFS Services.

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages
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NAME
rquotad - remote quota server

SYNOPSIS
/usr/etc/rpec.rquotad

DESCRIPTION :
rquotad is an RPC server that returns quotas for a user of a local file system currently mounted by a
remote machine by means of NFS (see rpc(3C)). The results are used by quota to display user quotas for
remote file systems (see quota(1)). rquotad is normally invoked by inetd (see inetd(1M)).

AUTHOR

Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, Inc., and HP.
FILES

/quotas quota file at the file system root
SEE ALSO

inetd(1M), rpe(8C), services(4), quota(), nfs(7).
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NAME
rstatd - kernel statistics server

SYNOPSIS
/usr/ete/rpc.rstatd(-1log_file][-e [-n]

DESCRIPTION
rstatd is an RPC server that returns performance statistics obtained from the kernel. The rup utility
prints this information (see rup(1)).

inetdinvokes rstatd through /etc/inetd.conf (see inetd(1M)).

Options
rstatd recognizes the following options and command-line arguments:

-1 log_file Log any errors to the named log file, log_file. Errors are not logged if the -1 option is
not specified.

Information logged to the file includes date and time of the error, the host name, pro-
cess ID and name of the function generating the error, and the error message. Note
that different services can share a single log file because enough information is
included to uniquely identify each error.

-e Exit after serving each RPC request. Using the -e option, the 1netd security file
/usr/adm/inetd.sec can control access to RPC services.

-n Exit only if
¢ portmap dies (see portmap(1M)),
* another rpc.rstatd registers with portmap, or
* rpc.rstatdbecomes unregistered with portmap.

The -n option is more efficient since a new process is not launched for each RPC request. Note, this
option is the default.

AUTHOR
rstatd was developed by Sun Microsystems, Inc.

SEE ALSO
rup(1), inetd(1M), portmap(1M), inetd.conf(4), inetd.sec(4), services(4).

INTERNATIONAL SUPPORT
* 8-bit data, 16-bit data, messages.
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NAME
runacct - run daily accounting

SYNOPSIS
/asr/lib/acct/runacct { mmdd { state ]]

DESCRIPTION
runacct is the main daily accounting shell procedure. It is normally initiated via cron(IM). runacct
processes connect, fee, disk, and process accounting files. It also prepares summary files for prdaily or bil-
ling purposes.

runacct takes care not to damage active accounting files or summary files in the event of errors. It records

its progress by writing descriptive diagnostic messages into active. When an error is detected, a message

is written to /dev/console, mail (see mail(1), mailx(1), or elm(1)) is sent to root and adm, and runacct ter-

minates. runacct uses a series of lock files to protect against re-invocation. The files lock and lockl are

3sed to prevent simultaneous invocation, and lastdate is used to prevent more than one invocation per
ay.

runacct breaks its processing into separate, restartable sfafes using statefile to remember the last state
completed. It accomplishes this by writing the stafe name into statefile. runacct then looks in statefile to
see what it has done and to determine what to process next. stafes are executed in the following order:

SETUP Move active accounting files into working files.

WIMPFIX Verify integrity of wtmp file, correcting date changes if necessary.
CONNECT1 Produce connect session records in ctmp.h format.

CONNECT2 Convert ctmp.h records into tacet.h format.

PROCESS Convert process accounting records into tacet.h format.
MERGE Merge the connect and process accounting records.
FEES Convert output of chargefee into tacct.h format and merge with connect and process

accounting records.
DISK Merge disk accounting records with connect, process, and fee accounting records.

MERGETACCT Merge the daily total accounting records in daytacet with the summary total
accounting records in /usr/adm/acct/sum/tacet.

CMS Produce command summaries.
USEREXIT Any installation-dependent accounting programs can be included here.
CLEANUP Cleanup temporary files and exit.

To restart runacct after a failure, first check the active file for diagnostics, then fix up any corrupted data
files such as pacct or wtmp. The lock files and lastdate file must be removed before runacct can be res-
tarted. The argument mmdd is necessary if runacct is being restarted, and specifies the month and day for
which runacct will rerun the accounting. Entry point for processing is based on the contents of statefile; to
override this, include the desired state on the command line to designate where processing should begin.

EXAMPLES
To start runacct.

nohup runacct 2> /usr/adm/acct/nite/fd2log &
To restart runacct.
nohup runacct 0601 2>> /usr/adm/acct/nite/fd2log &
To restart runacct at a specific state.
nohup runacct 0601 MERGE 2>> /usr/adm/acet/nite/fd2log &

WARNINGS
Normally it is not a good idea to restart runacct in its SETUP stafe. Run SETUP manually, then restart via:

runacct mmdd WTMPFIX
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If runacct failed in its PROCESS stafe, remove the last ptacct file because it will not be complete.

FILES
fusr/adm/acct/nite/active
sr/src/emd/acct/ctmp.h
Jusr/adm/acct/nite/daytacct
fasr/adm/acct/nite/lastdate
Jusr/adm/acct/nite/lock
fasr/adm/acct/nite/lock 1
/usr/adm/pacet*
/usr/adm/acct/nite/ptacct+.mmdd
/usr/adm/acct/nite/statefile
fusr/src/emd/acct/tacet.h
Jete/wtmp

SEE ALSO

mail(1), acct(IM), acctcms(1M), acctcom(1M), acctcon(1M), acctmerg(1M), acctpre(1M), acctsh(1M),
cron(1M), fwtmp(1M), acct(2), acct(4), utmp(4),

System Accounting in the HP-UX System Administrator Manual.

STANDARDS CONFORMANCE
runacct: SVID2
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NAME
rusersd - network username server

SYNOPSIS
/usr/etc/rpc.rusersd[-1llog filel[-e [-n]

DESCRIPTION
rusersd is an RPC server that returns a list of users on the network. The rusers command prints this
information (see rusers(1)).

inetd invokes rusersdthrough /etc/inetd.conf (see inetd(1M)).
Options

rusersd recognizes the following options and command-line arguments:
-1 log_file Log any errors to the named log file, log_file. Errors are not logged if the -1 option is
not specified. :
Information logged to the file includes date and time of the error, the host name, pro-
cess ID and name of the function generating the error, and the error message. Note
that different services can share a single log file since enough information is included
to uniquely identify each error.

-e Exit after serving each RPC request. Using the -e option, the inetd security file
/usr/adm/inetd.sec can control access to RPC services.
-n Exit only if

¢ portmap dies (see portmap(1M)),
¢ another rpc.rusersd registers with portmap, or
¢ rpc.rusersd becomes unregistered with portmap.

The -n option is more efficient because a new process is not launched for each RPC request. This option
is the default.

AUTHOR
rusersd was developed by Sun Microsystems, Inc.

SEE ALSO .
rusers(1), inetd(1M), portmap(1M), inetd.conf(4), inetd.sec(4), services(4).

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages.
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NAME
rwall - write to all users over a network

SYNOPSIS
/usr/etc/rwall hostname ...
/usr/etc/rwall -nnetgroup ...
/usr/etc/rwall -hhost -nnetgroup

DESCRIPTION
rwall reads a message from standard input until EOF, then sends the message, preceded by the line
Broadcast Message ..., to all users logged in on the specified host machines. With the -n option,
rwall sends the message to the specified network groups defined in /etc/netgroup (see netgroup(4)).

A machine can only receive such a message if it is running rwalld, which is normally started from
/etc/inetd.conf by the inetd daemon (see inetd (1M)).

WARNINGS
The timeout is kept fairly short so that the message can be sent to a large group of machines (some of which
may be down) in a reasonable amount of time. Thus, the message may not get through to a heavily loaded
machine.

AUTHOR
rwall was developed by Sun Microsystems, Inc.

FILES
/etc/inetd.conf

SEE ALSO
rwalld(1M), shutdown(1M), wall(1M), netgroup(4).

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages.
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NAME
rwalld - network rwall server

SYNOPSIS
/usr/etc/rpc.rwalld([-1log file]l[-e | -n]

DESCRIPTION
rwalld is an RPC server that handles rwall requests (see rwall(1)). rwalld calls wall to send a
message to all users logged into the host on which rwalld is running (see wall(1)).

inetdinvokes rwalld through /etc/inetd.conf (see inetd(1M)).
Options
rwalld recognizes the following options and command-line options:
-1 log_file Log any errors to log_file. Errors are not logged if the -1 option is not specified.

Information logged to the log file includes date and time of the error, the host name,
process ID and name of the function generating the error, and the error message.
Note that different services can share a single log file because enough information is
included to uniquely identify each error.

-e Exit after serving each RPC request. Using the -e option, the inetd security file
/usr/adm/inetd.sec can control access to RPC services.
-n Exit only if:

¢ portmap dies (see portmap(1M)),
e another rpc.rwalld registers with portmap, or
e rpc.rwalld becomes unregistered with portmap.

The -n option is more efficient because a new process is not launched for each RPC request. Note, this
option is the default.

AUTHOR
rwalld was developed by Sun Microsystems, Inc.

SEE ALSO
inetd(1M), portmap(1M), rwall(1M), wall(1M), inetd.conf(4), inetd.sec(4), services(4).

INTERNATIONAL SUPPORT
8-bit data, 16-bit data, messages.
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NAME

rwhod - system status server
SYNOPSIS

/etc/rwhod [-s][-r]
DESCRIPTION

rwhod is the server that maintains the database used by rwho and ruptime (see rwho(1) and rup-
time(1)). rwhod sends status information to and receives status information from other nodes on the
local network that are running rwhod.

rwhod is started at system boot time when the lines that invoke it are uncommented in the file
/etc/netbsdsrc.

As an information sender, it periodically queries the state of the system and constructs status messages
that are broadcast on a network.

As an information receiver, it listens for other rwhod servers’ status messages, validates them, then
records them in a collection of files located in the /usr/spool/rwho directory.

By default, rwhod both sends and receives information. rwhod also supports the following options:
-8 Configures server to be an information sender only.
-r Configures server to be an information receiver only.

Status messages are generated approximately once every three minutes. rwhod transmits and receives
messages at the port indicated in the who service specification (see services(4)). The messages sent and
received, are of the form:

struct outmp {

char out_line([8]; /* tty name */
char out_name([8]; /* user 14 */
long out_time; /¥* time on */
Y
struct whod ({
char wd_vers;
char wd_type;
char wd_f£111[2];
int wd_sendtime;
int wd_recvtime;
char wd_hostname([32];
int wd_loadavi(3];
int wd_boottime;
struct whoent {
struct outmp we_utmp;
int we_1idle;
} wd_we[l024 / sizeof (struct whoent)];
}i

All fields are converted to network byte order before transmission. System load averages are calculated
from the number of jobs in the run queue over the last 1-, 5- and 15-minute intervals. The host name
included is the one returned by the gethostname () system call (see gethostname(2)). The array at the
end of the message contains information about the users logged in on the sending machine. This informa-
tion includes the contents of the utmp entry for each non-idle terminal line and a value indicating the
time since a character was last received on the terminal line (see utmp(4)).

rwhod discards received messages if they did not originate at a rwho server’s port, or if the host’s
Tname, as specified in the message, contains any unprintable ASCII characters.

Valid messages received by rwhod are placed in files named whod.hostname in the
/usr/spool/rwho directory. These files contain only the most recent message in the format described
above.

WARNINGS
rwhod does not relay status information between networks. Users often incorrectly interpret the server
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dying as a machine going down.
AUTHOR
rwhod was developed by the University of California, Berkeley.

SEE ALSO
rwho(1), ruptime(1).
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NAME

sal, sa2, sadc - system activity report package

SYNOPSIS

fasr/lib/sa/sal[tn ]
lusr/lib/sa/sa2 [ -ubdycwaqvmA ][ -s time ][ -e time ] [ -i sec ]
lasr/lib/sa/sade [t n ][ ofile ]

DESCRIPTION

398

System activity data can be accessed at the special request of a user (see sar(1)) and automatically on a rou-
tine basis as described here. The operating system contains a number of counters that are incremented as
various system actions occur. These include CPU utilization counters, buffer usage counters, disk and tape
1/0 activity counters, tty device activity counters, switching and system-call counters, file-access counters,
queue activity counters, and counters for inter-process communications.

sadc and shell procedures sal and sa2 are used to sample, save, and process this data.

sadc, the data collector, samples system data n times every ¢ seconds and writes in binary format to ofile or
to standard output. If ¢ and n are omitted, a special record is written. This facility is used at system boot
time to mark the time at which the counters restart from zero. The /etc/rc entry:

fusr/lib/sa/sadc fusr/adm/sa/sa‘date +%d°
writes the special record to the daily data file to mark the system restart.

The shell script sal, a variant of sadc, is used to collect and store data in binary file /usr/adm/sa/sadd
where dd is the current day. The arguments ¢ and n cause records to be written » times at an interval of ¢
seconds, or once if omitted. The following entries, if placed in crontab (see cron(1M)):

0 * % 0,6 /usr/lib/sa/sal
08-17 * * 1.5 fusr/lib/sa/sal 1200 3
0 18-7 * * 1-5 /usr/lib/sa/sal

" produce records every 20 minutes during working hours and hourly otherwise.

The shell script sa2, a variant of sar, writes a daily report in file /usr/adm/sa/sardd. The options are
explained in sar(1). The crontab entry:

518 * * 1-5 /usr/lib/sa/sa2 -s 8:00 -e 18:01 - 3600 -A
reports important activities hourly during the working day.

The structure of the binary daily data file is:

struct sa {

struct sysinfo si; /% see fusr/include/sys/sysinfo.h */

int sztext; /% current entries of text table */

int szinode; /* current entries of inode table */

int szfile; /% current entries of file table */

int szproc; /% current entries of proc table */

int msztext; /% size of text table */

int mszinode; /* size of inode table */

int mszfile; /% size of file table */

int mszproc; /* size of proc table */

long textovf; /+ camul. overflows of text table */

long inodeovf; /% cumul. overflows of inode table */

long fileovf; /% cumul. overflows of file table */

long procovf; /% cumul. overflows of proc table */

time_t ts; /* time stamp, seconds */

long devio[NDEVS][4]; /* device info for up to NDEVS units */
#define 10_OPS 0 /* cumul. I/O requests */
#define IO_BCNT 1 /* cumul. blocks transferred +/
#define IO_ACT 2 /* camul. drive busy time in ticks */
#define IO_RESP 3 /% cumul. 1/0 resp time in ticks */

5
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FILES
/tmp/sa.adrfl address file
/usr/adm/sa/sadd daily data file
Jusr/adnv/sa/sardd daily report file
SEE ALSO

cron(1M), sar(1), timex(1).

STANDARDS CONFORMANCE
sal: SVID2

sa2: SVID2
sadc: SVID2

HP-UX Release 9.0: 4.23.92 -2~

sal(1M)

399




sadp (1M) Series 800 Only sadp (1M)

NAME
sadp - disk access profiler

SYNOPSIS
sadp [-th][-d device [-drive ]]s[n }

DESCRIPTION
sadp reports disk access location and seek distance, in tabular or histogram form. It samples disk activity
once every second during an interval of s seconds. This is done n times if  is specified. Cylinder usage and
disk distance are recorded in units of 8 cylinders.

Options
sadp recognizes the following options and command-line arguments:
-t (default) Report data in tabular form.
-h Produce a histogram of the data.
-d device Profile a given device. Valid values for device are:

discl  HP-IB disk,
disc2  Fiber Link (FL) disk,
disc3  Small Computer Systems Interface (SCSI) disk.

sadp can profile only one device type per invocation. The -d option can be omitted if the system has
only one device type.

~drive
Specify the disk drive. drive can be:

¢ A driver logic unit number (lu) supported by device,
¢ Two lu numbers separated by a minus (indicating an inclusive range), or
¢ A list of driver lu numbers separated by commas.

If drive is not specified, sadp profiles all the disk drives specified by device. The Iu number can be in
the range of 0 through 255 for discl, disc2, and disc3 device drivers.

EXAMPLES
Generate four tabular reports, each describing cylinder usage and seek distance of disc1l disk drive 0 dur-
ing a 15-minute interval:

sadp ~-d discl-0 900 4

FILES
/usr/lib/sadp executable file on Series 800 systems
/dev/kmem special file containing the image of kernel virtual memory

SEE ALSO
kmem(7), mem(7).

STANDARDS CONFORMANCE
sadp: SVID2
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NAME
sam - system administration manager

SYNOPSIS
/usr/bin/sam

Remarks: At Release 9.0,
SAM has been tuned to run in the Motif environment (though it also runs in a text terminal environment).
To run SAM using Motif windows:

1. Be sure Motif is loaded on the system on which SAM is being used (system must have X11R5-
PRG and X11R5-SHLIBS filesets installed).

2. Set the DISPLAY environment variable to match the system name (e.g,
DISPLAY=system: 0., 0).

DESCRIPTION
The sam command starts a menu-driven program that makes it easy to perform system administration
tasks with only limited specialized knowledge of HP-UX. SAM is a self-guided tool, and context-sensitive
help is available at any point by pressing the f1 function key. Status messages show whether or not a task
succeeded, and what errors occurred, if any.

To conveniently administer one or more remote systems from a local system, run SAM on the remote system
with control from the local keyboard and display.

All actions by SAM are logged into the local system file /usr/sam/log/samlog or
/usr/sam/log/hostname, depending on the environment. The [Options...] button in the SAM Control
Box allows run-time control of logging.

SAM performs system administration tasks in the following areas:
User and Group Account Management:

¢ Add users, remove users, view/modify the account information, or change the password of any user
on the system. You can “customize” the tasks of adding and removing users by specifying steps to
be performed before and/or after SAM does its processing for the task. The Task Customiza-
tion action items in SAM Users and Groups leads you through this capability. See “Customizing
SAM Tasks” below for more information.

¢ Deactivate users (preventing them from logging in, but leaving their files and directories intact).
These users can also be reactivated (allowing them to log in to your system again).

¢ Add groups, remove groups, and view or modify group membership.
Disk and File Systems Management:
¢ Add, move into the LVM (Logical Volume Manager), remove, or change address of hard disk drive.

¢ Add, modify, convert to long file names, or remove a local file system on a hard disk or on a logical
volume.

* Remote (NFS) file systems configuration, including:
— Add, modify, or remove remote (NFS) file systems.
~ Allow or disallow access by remote systems to local file systems.

— Modify RPC (Remote Procedure Call) services’ security.

L[]
Add, remove, or modify a device swap on hard disk or logical volume.
L
Add, mount, umount, or create a file system on an optical disk.
L
Examine, create, extend, or reduce a volume group pool of disks.
L]

Create, extend or change number of mirrored copies of a logical volume and associated file sytem.
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L]
Remove or reduce a logical volume.
L ]

Split or merge mirrored copies of a logical volume.

Peripheral Devices Management:
¢ Add, modify, or remove the configuration of printers and plotters.
* Administer the LP Spooler.
¢ Add, modify, or remove the configuration of hard disk drives and CD-ROM drives.
* Add, remove, or modify device swap.
¢ Add file system swap.
¢ Add or remove terminals and modems.
¢ Add or remove tape drives.
* Add or remove hardware interface cards and HP-IB instruments (Series 800 only).
* View current configuration of peripherals and disk space information.

Backup and Recovery:

* Interactively back up files to a valid backup device (cartridge tape, cartridge tape autochanger,
magnetic tape, DAT, magneto-optical disk or magneto-optical disk autochanger). The SAM inter-
face is suspended so that you can read and/or respond to the interactive messages produced by
fbackup (see fbackup(1M)).

* Recover files online from a valid backup device. The SAM interface is suspended so that you can
read/respond to the interactive messages produced by frecover (see frecover(1M)).

* Add to, delete from, or view the automated backup schedule.

¢ Obtain a list of files from a backup tape.

¢ View various backup and recovery log files.
Process Management:

 Kill, stop or continue processes.

* Change the nice priority of processes.

* View the current status of processes.

¢ Schedule periodic tasks via cron.

* View current periodic (cron) tasks.

¢ Run performance monitors.
Routine Tasks: Shut down the system.

* View and remove large files. Specify size and time-since-accessed of large files to display or
remove.

¢ View and remove core files.

¢ View and trim ASCII or non-ASCII log files. Add or remove files from the list of files to monitor.
Set recommended size for trimming.

HP-UX Cluster Configuration (Series 300/700 only):

¢ Create an HP-UX cluster by setting up the cluster server (kernel, dfile, data files, and CDFs) and
adding cluster clients.

* Add or remove cluster clients. You can customize the tasks of adding and removing cluster clients
by specifying steps to be performed before and/or after SAM does its processing for the task. The
Configure Task Customization action leads you through this capability. See “Customiz-
ing SAM Tasks” below for more information.
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* Modify swap server system for cluster clients. Any client with a local swap disk can be configured
as a swap server for other clients at the time the disk is added. Later, other clients can be set to
swap to the swap serving client.

Kernel and Device Configuration:
¢ Change the configuration for I/O device drivers.
¢ Modify operating system parameters.
¢ Modify swap configuration in the kernel.
¢ Modify dump device configuration in the kernel.
e Add or remove optional subsystems such as NFS, LAN, NS, CD-ROM, etc.
¢ Generate a new kernel.
¢ Change your system console device (Series 700/800 only).
Networks/Communications:
¢ Configure the LAN card or cards and the services they support:
— ARPA services.
— Network Services (NS).
— Network File System (NFS).

*
Configure X.25 card or cards and PAD (Packet Assembler/Disassembler) services.

L]
Add, limit, or remove the ability of your system to communicate with remote systems via UUCP.

Auditing and Security (Trusted Systems):
¢ Turn the Auditing system on or off.
¢ Set the parameters for the Audit Logs and Size Monitor.
¢ View all or selected parts of the audit log(s).
¢ Modify (or view) which users, events, and/or system calls get audited.
¢ Convert your system to a Trusted System.

Networking Services and Trusted Systems features are not present on all system configurations, so these
areas are not always accessible through SAM.

File System Protection When Removing Users

When removing users or files from a system, there is always the unfortunate likelihood that the wrong user
may be removed or that files belonging to a user who is removed are deleted inadvertently during the remo-
val process. For example, user bin is the owner of (from the operating system’s perspective) the majority
of the executable commands on the system. Removing this user would obviously be disastrous. On the
other hand, suppose user Joe owns all of the files comprising the test suite for a project. It may be
appropriate to remove joe, but the test suite should be left intact and assigned to a new owner. SAM pro-
vides two features to help protect against inadvertent removal of users or files when removing users:

¢ When prompting for the name of a user to remove from the system, SAM checks the name given
against a list of names specified in the file /usr/sam/config/rmuser.excl. If the name
matches one within the file, SAM does not remove the user.

¢ When SAM removes a user, all files (or a subset thereof) for that user are also removed, unless the
ownership is given to another user. Before removing a file belonging to the user, SAM checks to see
if the file resides in a path that has been excluded from removal. SAM uses the file
/usr/sam/config/rmfiles.excl to determine which paths have been excluded from remo-
val. So, for example, if the path /users/joe/test is named in the file, SAM will not remove
any files residing beneath that directory. SAM logs a list of all files it removes in the file
/tmp/sam_remove.log.
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¢ SAM does not remove or reassign any files if the user being removed has the same user ID (uid) as
another user on the system.

Files /usr/sam/config/rmuser.excl and /usr/sam/config/rmfiles.excl can be edited
to contain users and directories that you want to exclude from removal by SAM.

Customizing SAM Tasks

404

You can customize the following SAM tasks:
¢ Add a New User Account to the System
¢ Remove a User Account from the System
¢ Add a Cluster Client
* Remove a Cluster Client

For each of these tasks, you can specify steps you want performed before and/or after SAM does its process-
ing for the task. Before SAM performs one of the tasks, it checks to see if a pre-task step (executable file)
was defined. If so, SAM invokes the executable, passes it a set of parameters (see below), and waits for its
completion. You can halt SAM’s processing of a task by exiting from your executable with a non-zero value
(for example if an error occurs during execution of your executable).

After SAM has finished processing, it checks for a post-task step, performing the same type of actions as for
the pre-task step.

The executable file must have these characteristics:

¢ Must be owned by root.

¢ Must be executable only by root, and if writable, only by root.

¢ Must reside in a directory path where all the directories are writable only by owner.

¢ The full pathname of the executable file must be given in the SAM data entry form.
The same parameters are passed from SAM to your program for both the pre-task and post-task steps. Here
are the parameters passed for each task:

¢ Add a New User Account to the System:

-1 login_name
-V user_id

-h home_directory
~-g group

-8 shell

-p password

-R real_name

-L office_location
-H home_phone
-0 office_phone

The file /usr/sam/config/ct_adduser.ex contains an example of how to process these parame-
ters.

Remove a User Account From the System

There can be one of three possible parameters, depending on the option selected in the SAM data entry
form. The parameter can be one of these three:

~-£ user_name option supplied when all of user_name’s files are being removed.

-h user_name option supplied when user_name’s home directory and files below it are
being removed.

- new_owner user_name :
option supplied when all of user_name’s files are being assigned to
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new_owner.
The file /usr/sam/config/ct_rmuser.ex contains an example of how to process these parameters.
Add a Cluster Client

When adding multiple clients, the customized task is invoked once for each client. If any pre-task com-
mand fails (returns non-zero), the corresponding client is not added.

The parameters are:

-h client_nodename Name of the cluster client being added.

-m machine_type HP68020 for Series 300/400 or HP-PA for Series 700.

-1 internet_address Unique mnetwork address for the cluster client, in the form
ddd .ddd .ddd . .

-a link_level_address 12-character hardware address associated with the LAN card in the clus-
ter client.

-n number_csps Number of cluster server processes allowed for the cluster client. Nor-

mally set to a default value of 1 for new clients.

The options -¢ cluster_type, -1 lan_card, and -£ femplate_file supported in previous releases are no
longer supported.

The file /usr/sam/config/ct_addclient.ex contains an example of how to process these param-
eters. The task customize command is run with standard output and standard error sent to the cluster log
file, /tmp/cluster.log.

Remove a Cluster Client

When removing multiple clients, the customized task is invoked once for each client. If any pre-task com-
mand fails (returns non-zero), the corresponding client is not removed. The format of the parameter string
for this task is the same as for adding a cluster client, with the following additions:

-d cnode_id Cnode ID of the client to remove.
-8 swap_id Cnode ID of the swap server system for the client to remove.
-r remove_flag One of the values REMOVE_FILES or REMOVE_KEEP indicating

whether the removed client’s CDF elements will be removed or kept.

The options -c cluster_type, -1 lan_card, -£ template_file, and -q remove_files_yes_no supported in
pre